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Preface

Human capital is foundational to our national security. Our people will continue to be our most important asset as we confront the evolving and complex 21st century national security environment.

PNSR has extensive experience in analyzing the current national security apparatus and its key components. Each study has included emphasis on the human capital dimension of an improved system. This study is a fresh look at the issue in the context of a system to develop and manage interagency national security professionals.

The main recommendation of the study is that the strategic environment of the 21st century and the President’s National Security Strategy demand that the United States establish an Integrated National Security Professional system (INSP system). Complex problems require National Security Professionals (NSPs) who are trained and experienced to collaborate across interagency and intergovernmental boundaries in both day-to-day work and crisis response. Many of these individuals have been designated under the current program, which lacks centralized management, strong leadership, a formalized human capital program, and a common funding source. Without these system attributes, the United States will not be able to develop and sustain the well qualified workforce of NSPs it requires.

PNSR has developed a vision of an INSP System characterized by whole-of-government and whole-of-nation approaches, for a cadre of NSPs with core competencies and common qualifications. These professionals will belong to their agencies, but their NSP designation will be tracked centrally. They will be self-selecting and incentivized to participate in integrated training programs and rotate into jobs outside their own agencies. The system will include personnel from the military and state and local governments. It will not be a new personnel system, but rather an overlay on existing systems, such as Civil Service, Foreign Service, and military.

A key element in the development of this study was PNSR’s interaction with and feedback from interagency and state and local representatives. They work every day in the existing system, and they provided excellent advice and insight on how it works and how to improve it.

I want to thank the entire PNSR study team, especially Myra Howze Shiplett and Kurt Krausse, for the extraordinary dedication and expertise each member brought to the task.

This study provides well-informed background information, analysis, and ideas for those who will make the important and consequential choices about the kind of national security professional system to implement.

Nancy J. Bearg
Study Director
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<td>National Security Professionals Development Integration Office</td>
<td></td>
</tr>
<tr>
<td>NSPF</td>
<td>Interagency National Security Professional Fellowship</td>
<td></td>
</tr>
<tr>
<td>NWCG</td>
<td>National Wildfire Coordinating Group</td>
<td></td>
</tr>
<tr>
<td>ODNI</td>
<td>Office of the Director of National Intelligence</td>
<td></td>
</tr>
<tr>
<td>OHSEC</td>
<td>Office of Homeland Security and Emergency Coordination</td>
<td></td>
</tr>
<tr>
<td>OIA</td>
<td>Department of the Treasury’s Office of Intelligence and Analysis</td>
<td></td>
</tr>
<tr>
<td>OMB</td>
<td>Office of Management and Budget</td>
<td></td>
</tr>
<tr>
<td>OPM</td>
<td>Office of Personnel Management</td>
<td></td>
</tr>
<tr>
<td>OSS</td>
<td>Open Source Software</td>
<td></td>
</tr>
<tr>
<td>PACOM</td>
<td>Pacific Command</td>
<td></td>
</tr>
<tr>
<td>PC</td>
<td>Principals Committee</td>
<td></td>
</tr>
<tr>
<td>PCRU</td>
<td>Post Conflict Reconstruction Unit</td>
<td></td>
</tr>
<tr>
<td>PDR</td>
<td>Intelligence Community Personnel Data Repository</td>
<td></td>
</tr>
<tr>
<td>PEG</td>
<td>Program Evaluation Grid</td>
<td></td>
</tr>
<tr>
<td>Acronym</td>
<td>Description</td>
<td></td>
</tr>
<tr>
<td>---------</td>
<td>-------------</td>
<td></td>
</tr>
<tr>
<td>PKEMRA</td>
<td>Post-Katrina Emergency Management Reform Act of 2006</td>
<td></td>
</tr>
<tr>
<td>PMF</td>
<td>Presidential Management Fellows</td>
<td></td>
</tr>
<tr>
<td>PNSR</td>
<td>Project on National Security Reform</td>
<td></td>
</tr>
<tr>
<td>POLAD Program</td>
<td>Department of State’s Political Advisor program</td>
<td></td>
</tr>
<tr>
<td>PPBE</td>
<td>Planning, Programming, Budget, and Execution</td>
<td></td>
</tr>
<tr>
<td>Pro Board</td>
<td>National Board on Fire Service Professional Qualifications</td>
<td></td>
</tr>
<tr>
<td>PRT</td>
<td>Provincial Reconstruction Teams</td>
<td></td>
</tr>
<tr>
<td>QDR</td>
<td>Quadrennial Defense Review</td>
<td></td>
</tr>
<tr>
<td>QHSR</td>
<td>Quadrennial Homeland Security Review</td>
<td></td>
</tr>
<tr>
<td>RC</td>
<td>Reserve Component</td>
<td></td>
</tr>
<tr>
<td>RCPS</td>
<td>Regional Catastrophic Preparedness Staff</td>
<td></td>
</tr>
<tr>
<td>S/CRS</td>
<td>State Department’s Coordinator for Reconstruction and Stabilization</td>
<td></td>
</tr>
<tr>
<td>SES</td>
<td>Senior Executive Service</td>
<td></td>
</tr>
<tr>
<td>SDE</td>
<td>State-Defense Exchange Program</td>
<td></td>
</tr>
<tr>
<td>SRO</td>
<td>Stabilization and Reconstruction Operations</td>
<td></td>
</tr>
<tr>
<td>TS/SCI</td>
<td>Top Secret/Special Compartmentalized Information</td>
<td></td>
</tr>
<tr>
<td>TVA</td>
<td>Tennessee Valley Authority</td>
<td></td>
</tr>
<tr>
<td>UASI</td>
<td>Urban Area Security Initiative</td>
<td></td>
</tr>
<tr>
<td>USAID</td>
<td>United States Agency for International Development</td>
<td></td>
</tr>
<tr>
<td>USDA</td>
<td>United States Department of Agriculture</td>
<td></td>
</tr>
<tr>
<td>USD (P&amp;R)</td>
<td>Under Secretary of Defense for Personnel and Readiness</td>
<td></td>
</tr>
<tr>
<td>W3</td>
<td>IBM Dynamic Workplaces</td>
<td></td>
</tr>
<tr>
<td>WCF</td>
<td>Working Capital Fund</td>
<td></td>
</tr>
<tr>
<td>WMD</td>
<td>Weapons of Mass Destruction</td>
<td></td>
</tr>
</tbody>
</table>
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Need for Major Reform

Picture these images:

- Fifteen million people affected in the aftermath of Hurricane Katrina.
- Troubled stability operations in Iraq and Afghanistan.
- Continuing violence in Mexico that spills into U.S. border states.
- A crippling cyber attack on the U.S. grid affecting all major infrastructure and communications, from the most basic to those related to intelligence and security in the next 18 months.
- Al Qaeda in Yemen continues to grow and receive financing, enabling planning for a multi-pronged anniversary attack on U.S. soil for September 11, 2011.
- The increasing U.S. national deficit and debt create a global financial meltdown in 2015.

These kinds of complex problems confront U.S. policymakers and decision-makers today and will do so for the foreseeable future. Some are indelible parts of American history and we continue to learn from them as well as manage them and their multiple consequences. Others paint the kind of future scenario that is likely to pose risks to this country from major to incalculable. Some challenges require diligent attention every day to prevent or manage; others are crises that will hit overnight. An inability to deal effectively with such problems produces outcomes that range from local or regional chaos to national incapacitation.

To meet these 21st century challenges and many more such as scarce resources, global disease, post-conflict reconstruction, and conflict prevention, requires the best people possible – the best human capital our nation has to offer. It is foundational to success. We need national security professionals who can work in challenging environments on extremely complex problems characterized by neither simple root causes nor easy solutions. These professionals must know how to seek solutions across departmental lines, work in interagency and intergovernmental teams, and employ U.S. instruments of power in integrated, effective, whole-of-government and whole-of-nation approaches. At risk in their work is nothing less than the security and prosperity of the United States and its citizens.

Do we have individuals like these now? Yes, we do. Do we have enough of them, with the right training, education, experience, and incentive structures? No, not yet. Does a current human capital system exist for these people to ensure that we have sufficient numbers with the right qualifications and who are readily available when crisis strikes, as well as on a day-to-day
basis when policy and strategy is being made and dots need to be connected? The answer is an unabashed no!

The President’s 2010 National Security Strategy makes clear what is needed and sets forth U.S. goals and the importance of integrated, whole-of-government efforts. It describes the broader, reformed national security system needed to achieve the goals and it calls for “strengthening national capacity” through a “whole-of-government approach.” The National Security Strategy states that, “to succeed, we must update, balance, and integrate all of the tools of American power.”

The National Security Strategy recognizes that the overall national security system must be undergirded by educated, trained professionals who can operate effectively and collaboratively. Specifically, the Strategy calls for adapting the education and training of national security professionals to equip them to meet modern challenges.” Having such national security professionals is a national goal, recognized necessity, and stated priority, and will be necessary to carry out current and future National Security Strategies. To achieve this national goal will require:

- **Individuals** who are educated, trained, and incentivized to collaborate in permanent, temporary, and emergency national security assignments and to put national perspectives ahead of individual agency equities.
- **Organizations** that are prepared to train, support, and reward individuals to deploy and serve in interagency and intergovernmental positions and to put mission-accomplishment in pursuit of national interests ahead of organizational equities.
- **An integrated human capital system** for National Security Professionals that is flexible, dynamic, and inclusive.

This study calls for urgent development of—and strategic investment in—an integrated human capital system called the Integrated National Security Professional system to meet the national goal. It articulates a vision, as well as a pathway to achieve that system beginning with near-term action to get started down that path.

This is a new time, requiring new ideas, new minds, and experiences that can both confront and embrace new technology and systems that drive the change and the environment. It is critical that the new system recognize the culture, capabilities, and needs of the next generation – and more broadly of a country moving from an industrial era and post-Cold War ways to a more horizontally integrated world where collaboration across boundaries will be the hallmark of successful policies and successful countries. Terrorist organizations and non-traditional warfare have already made this transition. It is now time for the United States government at all levels to undertake that same transformation. The human capital system proposed in this study is a step in the right direction.

---

CURRENT SYSTEM

We are not starting from scratch. As a result of the lessons of Hurricane Katrina, President Bush issued Executive Order 13434 in 2007, mandating that departments and agencies designate and train National Security Professionals who work across agency boundaries. On the plus side, departments and agencies now have their own programs; new courses have been created that are open to other agencies; critical shared capabilities have been identified; rotational assignments are in play; and some Memoranda of Understanding (MOUs) enable reimbursement for individuals assigned from other agencies.

Although good faith is evident, the results have usually been agency-centric and therefore disparate and non-uniform. Extensive analysis of current efforts indicates a number of deficiencies. Leadership to improve human capital systems has been sporadic. Key elements of a common system are missing, including: lack of authority to direct an overall National Security Professional (NSP) program, unclear roles and responsibilities, lack of a common lexicon, poor communication among programs, lack of a direct funding source, no defined metrics for system evaluation, and lack of coordinated congressional oversight.

RECOMMENDATIONS FOR AN INTEGRATED HUMAN CAPITAL SYSTEM

In Section 1054 of the National Defense Authorization Act of 2010 – the statutory mandate for this study – Congress recognized the need for a “system for career development and management of interagency national security professionals.” Toward that end, this report seeks to identify multiple systemic dimensions—grounded in the 21st century strategic environment—to facilitate a robust discussion on a future human capital system.

The study’s vision for a system is grounded in the 21st-century strategic environment. Given the described complexities and human capital required, the Project on National Security Reform (PNSR) recommends an integrated human capital system called the Integrated National Security Professional (INSP) system, with four evolutionary stages to reach the end state. PNSR uses “INSP system” to describe a system that is: 1) comprised of multiple interrelated dimensions, described below as key features, and 2) integrated throughout the full range of national security processes and across organizational boundaries, including civil-military, interagency, intergovernmental, and public-private sector. PNSR uses, and recommends retaining the term “National Security Professional” (NSP) to describe individuals in the proposed INSP system.

OVERARCHING RECOMMENDATIONS WITH ADDITIONAL GUIDANCE FOR SUCCESS

1) The United States should urgently build an Integrated National Security Professional system to develop and manage a cadre of professionals highly capable of working effectively across agency and governmental boundaries on complex day-to-day and crisis challenges. The INSP system – built on the current program established in 2007 by Executive Order 13434 – should be an overlay on existing systems rather than a whole new human capital system and should include the following key features:
• A federal human capital program that provides the foundation for the emerging profession of National Security Professionals (NSPs).
• A corps of designated NSPs from throughout federal departments and agencies and state, local, tribal organizations, who work collaboratively across organizational boundaries (intra-agency, interagency, intergovernmental, international or public/private) during steady state assignment, on a special task force or team, or in crisis response in a whole of government system.
• Centralized management of key aspects of the system, including pilot programs, career development, and tracking of NSPs.
• Designation of specific positions for service by NSPs involving responsibilities that are inherently collaborative across organizational boundaries with incumbents serving outside their primary department, agency, or major organization, during steady-state assignment, special task force or team, or in crisis response.
• Recognition of various “patterns of work” in the national security community and “one size may not fit all” in the formulation of elements of a NSP career development system.
• Accommodation of both person-based and position-based approaches.
• Progressive development and qualification of NSPs through a series of levels representing achievement of proficiency in collaborative teaming across organizational boundaries as the result of education, training, experience and demonstrated performance, with requirements for qualification at various levels.
• Formal program for integrated training and education, largely run by individual departments and agencies.
• Self-selection to pursue NSP qualifications, bolstered by incentives and recruitment programs.
• Entry and training laterally or at an early career stage.
• Central funding for key aspects of the system such as the development, implementation, and maintenance of any interagency education and training curricula and qualification processes, as well as costs for experiential opportunities, incentives, human capital tracking systems, and central management functions.
• Central evaluation and oversight of the system.

2) The INSP system must be institutionalized, linking responsibility and authority and having continuity from administration to administration. Central management is key to this institutionalization.

• Central management of the INSP system should be in the hands of a new congressionally created independent Board whose chief executive is presidentially nominated and Senate confirmed for a five- or seven-year term and who would report to the President. The Board would first be created through executive order.
• The Board staff would be half permanent and half on rotational assignment.
• The Board must have its own budget and the authority to develop and pilot leadership, management, and procedural mechanisms appropriate to the interagency, intergovernmental, and multi-sector (public, private, international) needs of the INSP system.
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- Congress must reexamine its internal structure and processes for the authorization, appropriation, and oversight functions related to NSPs and the INSP system.

3) **The INSP system must be attractive enough to create demand for self selection and must include the incentives to attract the newest generation of potential government employees.**

- Financial and non-financial incentives for both individuals and organizations are indispensible.
- There should be a NSP/INSP system brand, perhaps with a logo to build esprit and attract newcomers.
- The system and its processes should appeal to the next generation by starting early to build collaborative culture and cadre.
- The system should be built through the stages both top down and bottom up, for example, encouraging communities of practice

4) **The INSP system should be developed over a five- to seven-year period through a pathway of four evolutionary stages. PNSR is describing a vision of “change,” but the speed of accomplishment will depend on action at each stage.**

- The management Board should conduct studies and pilot programs at each stage to insure that decisions to proceed will be based on actual analysis and experience on how best to implement the new horizontal, collaborative organization.

**NEXT STEPS**

Recommended next steps are:

- The White House must lead the effort to strengthen the current program and begin to build the centralized components of the INSP system. The White House champion also must work with Congress to pass necessary legislation.
- The President should sign an executive order establishing an independent Board to manage the INSP system and nominate the first chief executive of the Board.
- Congress should confirm the chief executive immediately and pass legislation establishing the system, its management (the Board), and its budget within two years.
- The Office of Management and Budget (OMB) should issue guidance to departments and agencies to fund more training and education for their NSPs.
- The Board should be directed and funded to undertake a series of pilots to test the components of each of the stages of INSP system development along the pathway to a fully-integrated INSP system.
- The Board should review current interagency education and training efforts to determine curriculum content, requirements, and sequencing for integrated training and education of NSPs to achieve critical capabilities.
- The Interagency Policy Committee (IPC) on National Security Professionals should continue to elicit feedback on development of a system for NSPs and ensure that views of the participating organizations – as well as state, local, tribal – voices are heard on aspects of the new INSP system.
- Further study should be undertaken on implementing the INSP system to:
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- Recommend specific steps (each with responsibility assigned) to establish and pass through each sequential phase outlined in this study.
- Prepare budget recommendations on structure and levels of funding.
- Suggest how to include state and local personnel, taking into account nationally recognized guidelines.
- Identify the NSP workforce required
- Conduct further analysis to map in greater detail the patterns of work for NSPs to better determine their development requirements.
- Identify existing national security functional communities practice, assess their status, and develop concepts for community involvement in NSP development including identifying capabilities, validating learning objectives, designing career paths, and maintaining professional standards.
- Further study mission-critical competencies in interagency organizations to better understand the specific types of skills and experiences NSPs will need to work in these settings, and examine how these specific competencies differ across different models of coordination.

Four Implementation Stages to an Integrated System

Dramatic broad change in the national security human capital system is clearly necessary. To that end, PNSR offers a pathway to the vision and outlines sequential stages of an advancing program of change. Each stage contains the seeds of the next. Each stage also involves pilot or demonstration programs to test new concepts and operating processes. Equally, each stage requires leadership at the highest level to bring about change and progress.

The four sequential stages are outlined in Figure 1 and described below. Greater detail appears in Chapter 5 of this study, including the implications of each stage for professional development, coordination, incentives, funding, and inclusion of the military and state and local government organizations. Chapter 5 also assesses the constraints, risks, and benefits of each stage.
# EXECUTIVE SUMMARY

## Figure 1: Pathway to an Integrated NSP System

<table>
<thead>
<tr>
<th>STAGES</th>
<th>1</th>
<th>2</th>
<th>3</th>
<th>4</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Current NSP program</td>
<td>NSP Qualification Program</td>
<td>Integrated NSP System</td>
<td>Whole-of-Gov. INSP System</td>
</tr>
<tr>
<td>Pilot Programs &amp; Strategic Investment</td>
<td>Pilot Programs &amp; Strategic Investment</td>
<td>Pilot Programs &amp; Strategic Investment</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

## ATTRIBUTES

### Range of Application

**Current NSP program**
- Federal government positions
  - Not formally including the military
- Not formally including State/Local/Tribal

**NSP Qualification Program**
- Federal government positions
  - Military continues in parallel
- Not formally including State/Local/Tribal

**Integrated NSP System**
- Federal/State/Local government positions
  - Including the military
  - Including State/Local/Tribal
  - Incorporates “continuum of service” opportunities

**Whole-of-Gov. INSP System**
- Federal/State/Local/Private Sector/International positions
  - Including the military
  - Including State/Local/Tribal
  - Including private sector and international components
  - Incorporates “continuum of service” opportunities

### Overall System Attributes

**Current NSP program**
- Decentralized NSP programs run at the agency level
- New emphasis on training NSPs for key positions
- Key interagency policy choices to be made in the interagency process (IPC, DC, PC)

**NSP Qualification Program**
- Strong, decentralized NSP programs at the agency level AND a modest but identifiable INSP system at the interagency level
- Begin to develop centralized management

**Integrated NSP System**
- Centralized INSP system with complementary and supporting NSP programs at the agency level.
- Fully realized INSP System Management board

**Whole-of-Gov. INSP System**
- Strong centralized INSP system with integrated and subordinate NSP programs at the agency level.
- An empowered INSP board

### Implementation (Mission areas)

**Current NSP program**
- Contributes to multiple domestic missions, e.g. domestic emergency response, counter-terrorism, and other National Security / Homeland Security tasks
- Functions start with policy, strategy, and linking strategy with resources

**NSP Qualification Program**
- Expands upon stage 1 to international response missions, e.g. across emergency response, counter-terrorism, post-disaster and conflict reconstruction
- Functions expanded to interagency planning, execution, oversight, and evaluation

**Integrated NSP System**
- Contributes to the full range of national security missions across intergovernmental spectrum, expanding upon stages 1 and 2 to integrate state/local/tribal organizations in missions

**Whole-of-Gov. INSP System**
- Contributes to the full range of national security missions across intergovernmental spectrum, expanding upon stages 1 and 2 to integrate state/local/tribal as well as private sector and international organizations
<table>
<thead>
<tr>
<th>STAGES</th>
<th>1</th>
<th>2</th>
<th>3</th>
<th>4</th>
</tr>
</thead>
<tbody>
<tr>
<td>STAGES</td>
<td>Current NSP program</td>
<td>NSP Qualification Program</td>
<td>Integrated NSP System</td>
<td>Whole-of-Gov. INSP System</td>
</tr>
<tr>
<td>ATTRIBUTES</td>
<td>Pilot Programs &amp; Strategic Investment</td>
<td>Pilot Programs &amp; Strategic Investment</td>
<td>Pilot Programs &amp; Strategic Investment</td>
<td></td>
</tr>
<tr>
<td>Implementation (Human capital components)</td>
<td>Involves: • Position designations</td>
<td>Involves: • Position and person designations • Agency-run qualification program</td>
<td>Involves: • Position and person designations • Federal qualification program • Agency career development tracks</td>
<td>Involves: • Position and person designations • Intergovernmental qualification program • Federal system wide career development track (&quot;continuum of service&quot;)</td>
</tr>
<tr>
<td>Changes to Human Capital and/or Information System(s)</td>
<td>None</td>
<td>Modest</td>
<td>Significant</td>
<td>Large-scale change</td>
</tr>
<tr>
<td>NSP Human Capital Responsibilities / Capabilities</td>
<td>• Support interaction among the agencies, such as coordination skills</td>
<td>• Define and coordinate interaction among the agencies, such as national level strategic skills</td>
<td>• Some mandates for NSPs in key agency and interagency positions</td>
<td>• Senior leadership in top positions in the interagency and agencies • Key interagency positions would have mandates for qualified NSPs and top agency positions would include some competitive advantages for qualified NSPs</td>
</tr>
<tr>
<td>Legislation or Presidential Action Needed</td>
<td>Relatively minimal • Executive order to establish management board • Some mandates to support interagency initiatives</td>
<td>Modest • Firm mandates requiring support of interagency initiatives • Legislation establishing central management and funding</td>
<td>Substantial • Mandates for basic design and increased funding, oversight mechanisms to ensure detailed implementation • Appropriate organizations would have to be put in place for management of the system</td>
<td>Substantial • Extensive mandates for design, implementation and funding, significant oversight and reporting requirements to ensure detailed implementation • Appropriate organizations would have to be put fully in place for management of the expanded system</td>
</tr>
</tbody>
</table>
Stage 1: Current National Security Professional Program
This stage is based on the current National Strategy for the Development of Security Professionals. It is agency-centric in the way requirements are defined and executed, even though the original National Security Professional Development (NSPD) Executive Steering Committee (ESC) described its vision in terms of interagency performance.

The NSPD program is decentralized and lacks central standards for designation of NSPs. It does not require NSPs to have experience or service outside their primary organization. Although each department’s NSP training programs includes a focus on interagency performance, the NSPD program mandates only “familiarity” with federal efforts and procedures to work across agencies and departments, not actual training for or service in doing so. To date, departments have focused on designating NSP positions and providing incumbents specific training and have not chosen to designate or qualify individuals as the result of training, education, experience, and demonstrated proficiency. Recommended aspects in this stage are increased training and improvements in specific ways the NSP program could be administered or augmented, to address challenges such as security clearances and funding, establishment of core curricula, and improved exchange mechanisms.

In Stage 1, leaders must define a common vision of the end state and a pathway to achieve it. This would ideally be addressed first by identifying the constructs and key issues and second by designing pilot projects for Stage 2 that would test the construct for Stage 2 and beyond. The study and pilots would include system management, professional development, coordination, incentives, funding, information technology, metrics, and preparation for inclusion of the military and state/local/tribal components to begin the construction of an appropriately integrated system for NSPs.

Advancing beyond Stage 1 along the path toward Stage 2 and eventually Stage 4 requires visible and sustained leadership within and across the executive and legislative branches, or it will not occur. The management Board and its chief executive officer must be put in place by executive order for the study and to design and launch the pilot projects.

Stage 2: National Security Professional Qualification Program
This stage would focus on “experience”—PNSR’s term for the second level of integration and cross-fertilization among participants—in the interagency space and would build upon agency NSP efforts with a formal set of minimum standards of training, education, and interagency experiences required to obtain qualification or designation as a NSP. It would include incentives (primarily competitive advantages) for individuals to assure that a cadre of NSPs fills a large percentage of designated top-level NSP positions over time. NSP standards, qualifications, designations, and appointing top-level positions would be centralized—not fully at the discretion of or waiver by agencies—although they would be managed by interagency teams composed of agency representatives and a small executive secretariat and specially established Board. This stage would involve extensive detail on how to best implement a formal NSP qualification or designation system tied to both people and positions. It is expected that this stage will require only modest legislation and funding.
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During Stage 2, an evaluation of the successes and failures of Stage 1 will set the foundation for what must be done to ensure Stage 2 success. The Stage 2 pilot will be a major source of input for the development of system leadership and management. The Board should consult with INSP system leaders and employees to identify the most critical areas needing further study and exploration. A pilot which tests the constructs of Stage 3 of the INSP system should be designed, implemented, and evaluated to provide insights into how to ensure a successful Stage 3.

The requirements to move forward along the pathway to and beyond Stage 2 are political will and action in the form of leadership, legislation, and funding.

Stage 3: Integrated National Security Professional System
This stage focuses on developing a true Integrated National Security Professional system and integrating the government’s efforts to improve cross-boundary performance throughout the federal government by adopting a more centralized program. Therefore, it is built with “top-down” imperatives and mandates rather than as an additive to agencies’ NSP programs. This stage involves the long-term, centrally-tracked development of some NSPs along with some realignment of educational and personnel systems to develop senior NSPs with “mastery” of the interagency domain, the necessary attributes and proficiency to serve in the most demanding and important cross-boundary responsibilities.

This stage is about integration. It extends the range of inclusion to all professionals in the federal government involved in interagency activities – including the military – rather than addressing them separately. It includes some options for inclusion of others outside the federal government involved in national security, such as intergovernmental officials and the reserves. This stage also involves formal mandates to assure that qualified NSPs are represented or required in the most important top-level agency positions.

During Stage 3, an evaluation of the successes and failures of Stage 2 and the results of the pilot for Stage 3 will substantially expand the knowledge of what must be done to ensure Stage 3 success. At the same time, the pilot for Stage 4 should be designed and implemented and the next set of studies identified.

In order to progress from this stage to Stage 4, continuity of management, centralized funding, substantial legislation, and continuing executive and legislative branch support will be required.

The final stage of establishing the INSP system envisions a broader transformation of the national security system that includes major changes in how national security work is done and how authority and accountability are distributed in order to realize more efficient and effective action on a whole-of-government basis. Such a transformation would focus on transitioning the national security system from agency-centric activity and resourcing to holistic mission performance that results from much better cross-boundary teaming by highly qualified NSPs. Significant responsibilities and accountabilities for performance would transition to integrated teams and task forces, with departments and agencies in many instances becoming providers of
capabilities rather than mission managers, especially where missions inherently require collaboration.

At Stage 4, the pilot results of Stages 2, 3, and 4 should be particularly instructive on how the more mature INSP system should be operating. Refinement of the qualitative and quantitative metrics which are used to judge success would also be appropriate.

Stage 4 is distinguished from Stage 3 in the extent of this broader transformation and by major changes in personnel systems to support it, allowing for the full integration of an INSP system rather than its adaptation to fit the requirements and characteristics of existing civil, military, and other professional service systems.

Stage 4 is also distinguished from Stage 3 by the extent of integration that is possible in the INSP system for intergovernmental, international, and public/private collaboration as the result of a broader transformation of the national security system. Although Stage 3 also involves cross-boundary teaming and development of NSPs across these boundaries, a much more integrated system in Stage 4 would be possible because of the transformation of rules, methods, and evolving interagency culture in the national security system.

The specific scope of such a major transformation of the national security system and accompanying changes in department and agency personnel systems exceeds the mandate of this study, but its general characteristics can be envisioned. Such a system would be national in its character rather than federal and interagency-centric rather than agency-centric. Its organization would be flatter, more open, involve fewer “stovepipes,” and fully employ new horizontal collaborative methods facilitated by new technologies and social networking.

Strategic planning and measurement would be focused on national security missions rather than departmental or agency discipline or function. Governance methods would generally be at the federal interagency level, but with collaboration or participation from non-traditional and non-federal actors. Tradeoffs in resourcing and activity would be between competing national priorities based on documented risk/consequence factors. Provisions would exist for more “continuum of service” opportunities for National Security Professionals to work beyond federal organizations. The management of the NSP system would be centralized at the federal level but would also be augmented by engaging NSPs in co-managing their development as a “community of practice” that spans boundaries of agency and federal service.

**Key Enablers for Transformation**

PNSR is proposing significant transformation of the national security human capital system. A truly integrated system will not be easy to institutionalize; it will cut against the grain of established procedures, practices, and culture. However, the goal is attainable and can be realized within five to seven years with strong, visionary political leadership and swift, effective legislative action. Champions and leaders head a list of key enablers that must be in put in place to make it so.
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CHAMPIONS, LEADERSHIP, AND CAPABILITIES

Embarking on this pathway will require major transformational leadership and sustained commitment in both the executive and legislative branches. At the most strategic level, champions in both the executive and legislative branches are essential to provide political visibility and funding. It is heartening to note interest in the current administration through an Interagency Policy Committee (IPC) and in Congress, as demonstrated by the September 2010 introduction of a bill by Congressmen Ike Skelton (D-MO) and Geoff Davis (R-KY). Executive branch leadership below the President is also required to manage the system on a day-to-day basis and fulfill functions such as tracking personnel and evaluating system performance.

At the department level, agencies must be able to plan as a “whole of department” and provide reach-back support to deployed NSPs. Finally, a cadre of experts is needed that is incentivized and organized to work together in teams and networks. Both leadership and NSPs must share a vision of common stakes and responsibilities across federal, state, and local governments, and across the public and private sectors. Employees at all levels must be engaged in the transformation effort at the problem identification, problem solution, piloting, and implementation stages. Change is facilitated with communities of practice, networked organizations, and social networks because these entities enhance both vertical and horizontal collaboration.

CULTURE, BRANDING, AND SOCIAL NETWORKING

Culture cuts both ways. It can be a positive inducement to join and achieve excellence. It also can be a hindrance to change, as old ways of doing business are nearly always more comfortable than new ways.

Change efforts and new systems fail without the support of the affected people. They cannot be left out – they must be informed, involved, and recognized. Recognition includes branding so that being an NSP means something in common to the group and others. It must have the brand and reputation of achievement and responsibility. NSPs might wear a lapel pin – not unlike the famous Ranger tab that is awarded to military personnel who undergo rigorous Ranger training.

The younger generation of federal, state, and local national security professionals is crucial to an INSP system, and the evolving INSP system must understand them and appeal to them. Social networking – and the information systems that make it work in a system – will be a key factor in this attraction and in effectiveness.

PILOT PROGRAMS

Because the INSP system represents a very different organizational construct – one that is horizontal, collaborative, and operating across organization and governmental boundaries – it requires new concepts and practices for national security human capital policies, procedures, and program constructs. Designing and implementing these new ideas and ways of doing business requires a rigorous testing methodology to ascertain whether the concept and the theory actually will work in the real world of organizations that must accomplish strategic goals and objectives,
often under short deadlines and crisis conditions. In recognition that this is a “new world,” the management Board will conduct a wide variety of studies and pilots.

The use of studies and pilots to expand knowledge about horizontal, collaborative organization provides a measured approach that will help insure that, to the extent possible, decisions to proceed will be based on actual analysis and experience rather than solely on theoretical concepts. While there is no way to be 100% certain that a policy, process, and method will work as anticipated and as needed, the use of studies and pilots will substantially improve the knowledge base from which decisions are made, and reduce the chance of unintended consequences that can result in fatal error of system design and/or implementation. Furthermore, the methodology proposed, which is collaborative and inclusive, models the system behavior that is needed for the INSP system to be successful in addressing and resolving this country’s national security challenges.

RESOURCES

Transformation requires strategic investment to raise the level of support for the identification and development of a cadre of National Security Professionals. Resources are necessary to develop, design, test, and implement the elements of a whole-of-government Integrated National Security Professional system including establishment of the INSP management Board as the central management authority. If this important work is treated as an unfunded mandate at the department level, there is little if any chance for a successful transformation of the national security human capital system.

LEGISLATION

To evolve successfully, the system described in this study requires legislation. Stages 1 and 2 along the pathway require minimal legislation to be successful. However, congressional interest and legislation could provide a vital impetus for progress and help define a more coherent transition toward Stages 3 and 4. To realize a fully Integrated National Security Professional system, legislation will be necessary. Authorities and funding are ultimately needed to identify and establish:

- an entity (the Board) to manage the INSP system, including tracking and qualification of NSPs
- positions, pay, and promotion paths, including incentives
- essential practices, skill-sets, leadership abilities, and experiences
- training and education programs
- pilot programs

VALUE OF SUCCESS AND COST OF FAILURE

An Integrated National Security Professional system would improve collaboration across the full range of national security missions and processes. It would enable a more integrated approach in key areas such as civil-military operations abroad, intelligence and law enforcement community
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3 This may require revisiting conditions of hire, and continued employment statements.
efforts at home and abroad, and multi-agency disaster response. An integrated approach – across interagency, intergovernmental, and sometimes across public and private sectors and the international community – will also be required to confront effectively many other challenges to our viability and vitality such as financial, food, health, energy, and infrastructure aspects of our nation's security.

Without individuals and systems able to produce integrated national security products and perspectives that are better aligned with the strategic environment, future national security failures are inevitable. Hurricane Katrina and the recent Gulf of México oil spill illustrate the importance of an integrated, whole-of-nation response to natural disasters, as well as the costs of not doing so effectively. The post-war Iraq experience sheds light on the need for an improved workforce that alleviates the “turbulence engendered by persistent turnover at every level” – that is indicative of the current system’s overall inability to generate the personnel necessary to perform a growing number of interagency tasks.4

Complex national security threats and opportunities increasingly demand whole-of-government approaches. Our human capital must be prepared to meet the demands and requirements of this new environment. Just as we train and equip our military forces to conduct a broad range of military operations, we must enact and invest in an Integrated National Security Professional system to educate, train for, and incentivize whole-of-government approaches. The risks of not preparing those who bear the burdens of ensuring the nation’s security are simply too great. We already have seen the searing images of failure. Our ability to effectively and efficiently confront future threats and opportunities to our national security will be seriously hindered unless we build the required human capital foundation.

---

1. INTRODUCTION

The 21st century requires new ways of thinking, new ways of operating, and new systems to ensure that our organizations and processes are working interdependently to produce national security outcomes that align with our national strategic interests.

The challenges faced by the United States national security system are increasingly in the category of “wicked” problems—problems that defy definitive formulation, are entwined with one another, and have multiple causes. Wicked problems are not easy to solve and cannot be managed with outmoded legacy industrial age processes or mindsets; nor do they have formulaic solutions that are designed and delivered by a single department, or level, of government. Also, there are opportunities that cannot be understood, managed, or taken advantage of without new perspectives, capabilities, and processes.

The President’s 2010 U.S. National Security Strategy describes the 21st century national security environment and the capabilities that the U.S. will need in order to respond to these new risks, threats, and opportunities. It states that “to succeed, we must balance and integrate all elements of American power and update our national security capacity for the 21st century.” More specifically, the Strategy emphasizes the importance of integrated, interagency processes carried out by well trained, skilled national security professionals. It refers to the need to improve the “integration of skills and capabilities within our military and civilian institutions” to advance “coordinated planning and policymaking.”

The National Security Strategy and other key documents such as the 2010 Quadrennial Defense Review (QDR) and the Quadrennial Homeland Security Review (QHSR) also describe the rapidly changing, fast-unfolding events of the 21st century and the need for new capabilities and processes within government to meet the known and unknown challenges and opportunities of national security.

Reflection on recent crises – including 9/11 and troubled stability operations in Iraq and Afghanistan as well as the poor responses to Hurricane Katrina and the BP oil spill – and a sense of urgency stemming from the emerging multiple, daunting challenges have created the demand for integrated approaches that cut across all levels of government – federal, state, local – and the private sector. These existing and emerging situations require national security professionals with the training and mindset to seek solutions collaboratively. These professionals must be able to work in interagency and intergovernmental environments and develop whole-of-government solutions to complex national security problems. They must be available and capable in both domestic and international situations that threaten or provide opportunities for our national security.
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These national security professionals and an integrated career development system for them are a foundational component of better government in general and of our national security strategy and posture in particular.

The President’s National Security Strategy acknowledges that significant work remains to “foster coordination across departments and agencies.” It identifies “key steps” that must be taken, including “adapting the education and training of national security professionals to equip them to meet modern challenges.”

The requirement for national security professionals who can work in the interagency and intergovernmental spaces is not new. In 2007, President George W. Bush issued Executive Order 13434 in recognition of the need for increased focus on identifying, training, and educating National Security Professionals (NSPs) who can work effectively and efficiently in interagency settings. Efforts to implement the executive order have been largely uncoordinated and shaped by individual agencies that lack a more systemic approach to this important national endeavor.

In 2009, Congress called for an independent study to “examine matters pertaining to a system for the development and management of interagency (emphasis added) national security professionals.”

This study by Project on National Security Reform (PNSR) fulfills that Congressional mandate. While there are many national security professionals, people working for the national security apparatus – in the intelligence community, the law enforcement community, the diplomatic and development communities, and in the military, National Security Professionals – those who possess the official designation created in the implementation of Executive Order 13434 – are the subject of this study. National Security Professionals come in all shapes and sizes. Some spend every minute of their professional career deeply involved in the identification of and solution to national security issues, problems, and opportunities. Others make a contribution periodically when their talents are needed, or perhaps only once in an entire professional career. What is important is that when the call comes, each individual understands and is able to function efficiently and effectively in interagency and intergovernmental environments. Thus, PNSR has retained the term National Security Professional as the descriptor for all individuals included by Executive Order 13434.

This study lays out a case for varying levels of interagency involvement, but is adamant that all individuals must be able to function appropriately in an interagency and intergovernmental context. PNSR has also stated the compelling case for an Integrated National Security Professionals (INSP) system which can encompass all of these different elements, and assure the appropriate interagency/intergovernmental professional development of all National Security Professionals whether they reside in the national, state, local, tribal, or private sectors of the nation. The study also recognizes that states, localities, and other government and private-sector entities that do, and will, participate have different constitutional constructs that direct their
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responsibilities, chain of command, and actions. The INSP system must be flexible enough to accommodate these realities.

The primary recommendation is an Integrated National Security Professional system to be built along a four-stage pathway. The stages describe key elements of a system that, together, will achieve the result that the United States desperately needs today and increasingly into the future: a better human capital capability to maintain and manage the national security of the United States, including an improved ability to respond to and anticipate opportunities and crises.

1.1 STUDY OBJECTIVES, SCOPE, AND METHODOLOGY

1.1.1 OBJECTIVES AND SCOPE

In Section 1054 of the 2010 National Defense Authorization Act (NDAA), Congress mandated a study by an independent nonprofit organization to “examine matters pertaining to a system for the development and management of interagency national security professionals.” This study is an independent and objective examination of efforts beginning with Executive Order 13434 in 2007, which was originally born of lessons learned from the Hurricane Katrina response. It takes into account current efforts to create an NSP system and creative ideas for a new Integrated National Security Professional system (INSP system).

The study Statement of Work (SOW) issued by the Department of Defense, the executive agency for the President for this study, requires the study to “support efforts to improve the quality of interactions between executive agencies engaged in issues of national security and increase executive agencies’ overall interoperability, especially in times of national crisis from natural disasters or national security threats, by developing and managing a system for career development and management of interagency national security professionals.” Additionally, the system should “build meaningful and lasting interoperability between executive agencies within the context of the individual cultures, equities, and concerns of each agency.” It also requires an analysis of the “feasibility of integrating, coordinating or supplementing” interagency development for military, state, and local entities.

The study examines six major areas of focus detailed in the SOW:

- **Current Efforts**: Effectiveness of and lessons learned from major current efforts at developing interagency national security professionals
- **Professional Development**: The skills, education, training, and professional experiences desired in interagency national security professionals at various career stages, and the feasibility, benefits and costs of developing a pool of personnel necessary to enable interagency national security professionals to undertake such professional development opportunities
- **Coordination**: Procedures for ensuring appropriate consistency and coordination among participating executive agencies, such as methods for identifying positions and personnel, performance reviews, and promotion policies that should be included in the system
- **Incentives to Participate**: Incentives and requirements that could be implemented to encourage personnel and organizations to fully participate in the system across various career levels
• **Funding**: Potential mechanisms for funding an interagency national security professional development program

• **Military and State and Local Government Personnel**: Feasibility of integrating, coordinating, or supplementing the systems and requirements regarding experience and education for military officers with an interagency national security professional system, potential means and benefits and drawbacks of doing so, and similar analysis for appropriate state and local government organizations and personnel

The study draws heavily on firsthand accounts and data calls of thirteen U.S. government agencies, and a number of other agencies and organizations involved in National Security Professional efforts. Agencies include: Department of Agriculture, Department of Commerce, Department of Defense, Department of Energy, Department of Health and Human Services, Department of Homeland Security, Office of the Director for National Intelligence, Department of the Interior, Department of Justice, Department of State, United States Agency for International Development, Department of Transportation, and Department of the Treasury. The other organizations include: Government Accountability Office, Office of Personnel Management, Office of Management and Budget, and National Security Professional Development—Integration Office. In addition, the PNSR study team consulted extensively with state, local, and other governmental and private sector entities that have a stake in, and/or contribute to, national security opportunities and solutions.

### 1.1.2 Methodology

PNSR identifies the root causes of problems through extensive research and analysis – not just peripheral impediments or mere symptoms of problems – before developing solutions. The solutions presented in this study are tightly and logically linked to the identified problems.

The study uses both human capital and national security lenses to examine the issues covered in the Objectives and Scope. The study uses rigorous analytical tools to evaluate Interagency National Security Professional development and similarly related intra-agency, interagency and intergovernmental efforts. PNSR relied on primary source material from the aforementioned departments, and agencies, particularly interviews and official U.S. government documents obtained through data calls. Secondary source material was also used, particularly in describing the evolution of the NSP system and the current landscape. A similar approach was used in gathering information about state, local, tribal, and private sector issues.

Analysis of these efforts and programs as well as existing legislation, including Titles 5 and 31, allowed PNSR to discover recurring themes, pinpoint lessons learned, and identify best practices across the six major study areas in order to design the pathway to the new integrated career development and management system for national security professionals.

Through the use of an evaluation tool, the Program Evaluation Grid (PEG) developed for this study, PNSR further evaluated the series of existing special interagency programs to identify important features that could be extracted for the development of a model INSP system. Through this evaluation, PNSR developed a range of interlocking stages to an overall INSP system. These stages are fully described and analyzed in Chapter 5.
The appendices of this study provides the recommendations in sequential stages, a bibliography of sources, a detailed analysis of the dimensions of the current program efforts by agencies identified in the Statement of Work, and other reference sources useful for future efforts to refine, enhance, and implement an integrated career development and management program for National Security Professionals.
Nearly 7,000 miles apart, in what seemed like different worlds, Janet Smith and John Lang both felt outside their comfort zones for one of the first times in their careers. Smith, a Department of Agriculture expert who spent most of her career as a bureaucrat in Washington, D.C., now found herself working alongside military and civilian personnel in a conflict zone. Smith was recently deployed to a Provincial Reconstruction Team in Afghanistan, to advise on agricultural markets and management of natural resources. She knew that agriculture was a critical component of the mission and through initial discussions with U.S., Afghan, and international colleagues, it became increasingly clearer that this piece of the puzzle was inexorably linked to the political, security, social, and economic dimensions of the broader problem.

Back in Washington, Lang—recently detailed to a fledgling interagency cybersecurity team, housed in the Department of Homeland Security and reporting to the National Security Staff—was in culture shock on another level. He was working alongside planners and subject matter experts from the law enforcement, intelligence, and defense communities, and a host of other stakeholders in the U.S. cybersecurity mission. It was made clear by the organizational alphabet soup on the name tents around the room that the cyber threat crossed nearly all institutional boundaries in the United States, including interagency, intergovernmental, civilian-military, and public-private sector. In order for the nation to be as protected as possible, Lang realized he would need to focus not only on his technical expertise and home agency’s equities, but also, perhaps more importantly, on contributing to a national assessment of the problem and an integrated solution for how to confront it.

Although drastically different on many levels, these scenarios illustrate the evolving national security environment and types of 21st century national security challenges that a National Security Professional will be called upon to address. These challenges do not fit into the jurisdiction of any one department or agency, and almost always span congressional jurisdictional boundaries as well. More and more, important national security work will take place in the interdisciplinary space between the departments and the president. Many of these threats and opportunities, such as cyber security, post-disaster response, or reconstruction and stabilization, are characterized by incomplete, often contradictory, and changing requirements. Solutions demand dynamic, whole-of-government approaches that reflect seemingly infinite interdependencies and produce integrated national products and perspectives.
2.1 STRATEGIC ENVIRONMENT

As detailed in the President’s 2010 National Security Strategy, the world of today and the world of the future will continue to be characterized by increasing complexity and an accelerated pace of change. The nature of the challenges and opportunities for U.S. national security, fueled by and coupled with the extraordinary demands of the information age, have created the need for new perspectives, capabilities, and processes within the public and the private sectors. Understanding the strategic environment provides the basis for understanding needed systems evolutions. Therefore, it is the starting point for a discussion on National Security Professionals (NSP) and the integrated system they require.

2.2 EXTERNAL ENVIRONMENT

The strategic environment today is volatile, uncertain, complex, and ambiguous. The rate of change is increasing exponentially. New technology helps generate new technology faster. An increasingly globalized world allows for denser, more fluid, and almost instantaneous exchanges of goods, information, ideas, and people. Organizations and individuals have always dealt with a changing world, but the pace and the abruptness of change are new to the current environment. It breeds higher levels of uncertainty and ambiguity. The strategic environment is now extremely difficult to foresee, understand, and interpret.

The characteristics of the broader strategic environment are readily apparent in the specific context of the national security environment. Today’s national security challenges are more numerous, varied, broader, complex, faster paced, and interdependent than those of the past. New threats and risks—ranging from climate change and economic instability to cyber threats and extremist ideology—dominate the landscape and add to already prevalent challenges such as the proliferation of weapons of mass destruction. Similarly, opportunities exist to shape the future in a positive way by building and fostering strategic partnerships and integrated approaches to deliberately, instead of reactively, confront the aforementioned risks and by restoring America’s leadership in areas such as education, innovation, and energy. These threats and opportunities have emerged in the context of an increasingly complex international security environment characterized by new rising powers, failed and failing states, an abundance of non-state actors, and an ever-present news media.

Many of today’s national security problems can best be described as “wicked.” These wicked problems defy definitive formulation, are entwined with one another, and have multiple causes. Choosing their solutions can be an endless process and one that is largely driven by judgment.
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Previously prevalent national security missions such as conventional war or pure diplomacy can be thought of as “tame” when compared to the increasingly wicked problems of today and tomorrow, including challenges such as countering extremist ideology, preserving national economic security, food security, global health, and managing immigration. The following table identifies characteristics of “tame problems” as compared to “wicked problems”:

**Figure 2: Wicked Problems**

<table>
<thead>
<tr>
<th>TAME PROBLEMS</th>
<th>WICKED PROBLEMS</th>
</tr>
</thead>
<tbody>
<tr>
<td>Well-defined problem statement</td>
<td>No definite formulation</td>
</tr>
<tr>
<td>Definite stopping point</td>
<td>No stopping rules (it’s not clear when a solution is reached)</td>
</tr>
<tr>
<td>Solution can be objectively evaluated as right or wrong</td>
<td>Solutions are not true-or-false, but better or worse</td>
</tr>
<tr>
<td>Belongs to a class of similar problems which can be solved in a similar manner</td>
<td>No immediate or ultimate test of a solution (any solution will generate waves of consequences over an extended period of time)</td>
</tr>
<tr>
<td>Has solutions which can be tried and abandoned</td>
<td>Every solution is a “one-shot operation” (no opportunity to learn by trial and error)</td>
</tr>
<tr>
<td></td>
<td>No enumerable set of potential solutions</td>
</tr>
<tr>
<td></td>
<td>Problems are essentially unique</td>
</tr>
<tr>
<td></td>
<td>Problems can be considered to be a symptom of another wicked problem</td>
</tr>
<tr>
<td></td>
<td>Causes can be explained in numerous ways</td>
</tr>
<tr>
<td></td>
<td>Solutions cannot be tried and abandoned (therefore, planners are more liable for the consequences of the actions they generate)</td>
</tr>
</tbody>
</table>

---


2.3 **ALIGNMENT OF THE NATIONAL SECURITY SYSTEM WITH THE STRATEGIC ENVIRONMENT**

There is general agreement that change is required to keep pace with the evolving strategic environment. The imperative for change is recognized across the government and has received particular attention recently in the context of national security. Our legacy agency-centric national security system, designed primarily in 1947, cannot and does not readily handle the pace of change or level of complexity. From troubled stability operations in Iraq and Afghanistan to the poor response to Hurricane Katrina and the Gulf oil spill, recent failures provide compelling evidence of the mismatch between the current national security system and present and emerging challenges.

These events and a host of other threats and opportunities demonstrate the need for a more effective whole-of-government and, in many cases, whole-of-nation approach to national security. The challenges we face span organizational boundaries and cannot be addressed by any single organization alone. In fact, anything we do as a nation at the strategic level will inherently be interagency and, in many cases, intergovernmental.

The second- and third-order effects of these issues also cross organizational domains and require a more integrated approach in both the executive and legislative branches of government. Furthermore, with resources stretched tight, there is a greater need for prioritization across agencies and issues. Since we do not know which of today’s challenges are more likely to emerge and which may pose the greatest peril, we must spread our attention and limited resources to cover a spectrum of activities and possible contingencies.16

In recognition of the misalignment of the national security system with the strategic environment, the Obama administration has outlined a broader concept of national security that emphasizes a whole-of-government approach and calls for the integration of all elements of national power. The National Security Strategy aims to take a “longer view,” and build upon a stronger foundation including economic prosperity, military operations, diplomacy, and development.

*To succeed we must update, balance and integrate all the tools of American power and work with our allies and partners to do the same [...] improving coordinated planning and policymaking [...] and a deliberate and inclusive interagency process, so that we achieve integration of our efforts to implement and monitor operations, policies and strategies.*17

Supporting the development of national security professionals has rightly been an issue of bipartisan attention on Capitol Hill in recent years. A clear example of this bipartisan interest is the Interagency National Security Professional Education, Administration, and Development Act (INSPEAD Act), introduced by Congressmen Ike Skelton (D-MO) and Geoff Davis (R-KY) in September 2010 as H.R. 6249. As Members begin to consider similar legislation in the 112th Congress, the Skelton-Davis bill can serve as an instructive precedent in many respects, and the
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greater efficiency and effectiveness of a more integrated national security professional system should appeal to a growing number of lawmakers.

Congress should—in due course—also consider how best to adjust its own internal mechanisms for the budgeting, appropriations, and oversight for national security professionals – and interagency issues more generally.

In order to fully align our national security system with the strategic environment and to efficiently implement current and future national security strategies, a workforce is needed that can fulfill a range of missions and functions.

**WHAT ARE THE WORK REQUIREMENTS (I.E., MISSIONS AND FUNCTIONS)?**

Given these assessments of the current national security system, we must focus on those NSPs who work within that system and ask: “What range of work is required to confront effectively the national security environment?” Professionals in the national security system must be prepared to address the full array of traditional and non-traditional national security missions and fulfill the full range of functions along a spectrum of national security processes—from policy formulation and coordination to strategy development, alignment of strategy with resources, planning, policy execution, oversight, and assessment of policy outcomes.

Based on the national security environment, and in light of the broadened scope of national security outlined in the President’s 2010 National Security Strategy, national missions could include countering threats such as organized crime, human trafficking, climate change, and seizing opportunities such as maintaining energy, public health, financial stability and other aspects of national security.\(^\text{18}\) The following diagram illustrates a range of traditional and non-traditional cross-cutting national security missions to which national security professionals of today and tomorrow will need to contribute. The graphic also depicts the complex interrelationships among these various missions.\(^\text{19}\)
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\(^{18}\) The National Strategy for the Development of Security Professionals identifies “national security missions” as including “those necessary for the implementation of, among others, the National Defense Strategy, the National Drug Control Strategy, the National Intelligence Strategy, the National Military Strategy, the National Strategy for Combating Terrorism, the National Strategy for Combating Weapons of Mass Destruction, the National Strategy for Homeland Security, the National Strategy for the Physical Protection of Critical Infrastructures and Key Assets, the National Security Strategy, the National Response Plan, the National Cyber Security Strategy, and the War on Terrorism National Implementation Plan.”

Figure 3: Scope of the National Security System
To fulfill this full range of missions and functions, national security professionals must be able to work within crisis and steady-state environments and be available and capable to plan and act in both domestic and international situations that threaten or provide opportunities for our national security. They will need to populate and work with the interagency and intergovernmental communities and, often times, operate seamlessly with the private-sector and international communities.

Much of the work required to fulfill these missions and functions will not only require interaction across organizational boundaries, but will take place in the interagency space—the space between the departments and agencies and the President. Therefore, we must be able to staff and resource multi-agency organizations and environments. Numerous interagency and intergovernmental entities are already in place throughout the U.S. Government—from committees in Washington, D.C. and fusion centers and task forces throughout the United States, to teams and task forces around the world. Moreover, given the critical importance of holistic approaches to complex 21st century national security challenges, the need for multi-organizational teams is certain to increase in the future.

**NEED FOR A 21ST CENTURY NATIONAL SECURITY WORKFORCE**

A government workforce that can operate in today’s strategic environment and effectively confront the full array of 21st century challenges is essential. The President’s FY11 Budget identifies the need for “educating a workforce for the jobs of the 21st century:”

> From unlocking the cures of tomorrow to creating clean energy industries, from growing our economy and creating jobs to securing our Nation in the years to come, there is one constant in addressing these challenges: they all depend on having a highly-educated workforce.20

In the more specific context of national security, the President’s 2010 National Security Strategy states the need for “…adapting the education and training of national security professionals to equip them to meet modern challenges…” The National Strategy for the Development of Security Professionals, developed to implement Executive Order 13434, further clarifies that:

> The national security professional will need access to education, training, and opportunities to work in coordination with other Federal departments and agencies, State, local, territorial and tribal governments, the private sector, nongovernmental organizations, foreign governments, and international organizations, in order to accomplish the following goals: (1) Better understand partner organization objectives and mission requirements, interdependencies and synergies between the public and private sectors, and different organizational cultures; (2) Enable professional development to transcend organizations, levels of government, missions, and specific national security disciplines; and (3) Improve the overall capability to safeguard national security in a dynamic risk environment.21
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The remainder of this report describes the progress that has been made in building this workforce and the work that remains to further develop the individuals, organizations, and systems required for its success. The report describes how the Janet Smiths and John Langs of the future could be better prepared for the enormous challenges that will confront them.
3. CREATION AND DEVELOPMENT OF THE CURRENT SYSTEM

The purpose of this chapter is to lay out the dimensions of the current system and to provide the analysis that identifies what works and what does not. It covers lessons learned and successful practices gleaned from current programs and several previous transformation efforts. The analysis sets up the issues that are to be addressed in Chapters 4 and 5.

3.1 FOUNDATIONS OF THE NSP PROGRAM

Improving collaboration between federal departments and agencies to create a more effective and efficient government has been a much sought after goal for the past half-century. Studies of government programs are replete with examples of the confused, uncoordinated, and counterproductive efforts of agencies that failed to work together. Although numerous instances of failed coordination in the national security arena existed in the 20th century, the failures of the past ten years have heightened awareness of the problem and resulted in numerous efforts to better coordinate agencies’ responses to critical events. A thread that runs through all of these efforts is the need to attract, train, and retain a well-qualified workforce to work across organizational boundaries. The table below outlines some of the key efforts regarding training and development for national security professionals.

**Figure 4: Key Background Events in Addressing Training and Coordination of NSPs**

<table>
<thead>
<tr>
<th>Year</th>
<th>Event</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>1976</td>
<td>Creation of the National Defense University (NDU)</td>
<td>NDU’s mission is to prepare military and civilian leaders from the United States and other countries to evaluate national and international security challenges through multi-disciplinary educational and research programs, professional exchanges, and outreach.</td>
</tr>
<tr>
<td>1986</td>
<td>Passage of the Goldwater-Nichols Act</td>
<td>Goldwater-Nichols strengthened authority of joint officers and organizations to enable the effective integration of military planning, resource allocation, and operations.</td>
</tr>
<tr>
<td>2001</td>
<td>Phase III Report: Hart-Rudman Commission</td>
<td>Report conclusion: The United States “must redesign not just individual departments and agencies but its national security apparatus as a whole. Serious deficiencies exist that cannot be solved by a piecemeal approach.”</td>
</tr>
<tr>
<td>Year</td>
<td>Event</td>
<td>Description</td>
</tr>
<tr>
<td>------</td>
<td>----------------------------------------------------------------------</td>
<td>---------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------</td>
</tr>
<tr>
<td>2004</td>
<td>Report of the 9/11 Commission</td>
<td>Report conclusion: “no one was firmly in charge of managing the case and able to draw relevant intelligence from anywhere in the government, assign responsibilities across the agencies (foreign or domestic), track progress, and quickly bring obstacles up to the level where they could be resolved.”</td>
</tr>
<tr>
<td>2005</td>
<td>Report: Beyond Goldwater-Nichols: U.S. Government and Defense Reform for a New Strategic Era, Phase 2</td>
<td>Report conclusion: “Interagency operations are no longer rare. Yet crises are still managed largely on a case by case basis, with interagency coordination mechanisms reinvented each time.”</td>
</tr>
<tr>
<td>2006</td>
<td>Report: Federal Response to Hurricane Katrina: Lessons Learned</td>
<td>Report conclusion: “In terms of the management of the Federal response, our architecture of command and control mechanisms as well as our existing structure of plans did not serve us well. Command centers in the Department of Homeland Security (DHS) and elsewhere in the Federal government had unclear, and often overlapping, roles and responsibilities that were exposed as flawed during this disaster.”</td>
</tr>
</tbody>
</table>

### 3.2 BACKGROUND

To provide a more structured approach to National Security Professional development, President George W. Bush signed Executive Order 13434 on May 17, 2007. The executive order stipulated that the policy of the United States was to integrate the approach to National Security Professional Development (NSPD) in order to:

- **enhance the national security of the United States, including preventing, protecting against, responding to, and recovering from natural and manmade disasters, such as acts of terrorism**
- **promote the education, training, and experience of current and future professionals in national security positions [...] in executive departments and agencies...**

The executive order mandated the development of a National Security Professional Development Strategy to:

> *set forth a framework that will provide to security professionals access to integrated education, training, and professional experience opportunities for the purpose of enhancing their mission-related knowledge, skills, and experience and thereby improve their capability to safeguard the security of the Nation. Such opportunities shall be provided across organizations, levels of government, and incident management disciplines, as appropriate.*
The National Strategy for the Development of National Security Professionals was issued in July 2007. The Strategy defined National Security Professionals (NSPs) as Federal employees in positions responsible for developing strategies, creating plans to implement, and executing missions in direct support of U.S. national security objectives. NSPs have a role in:

- Identifying, reducing or eliminating risks
- Preventing, protecting against, or responding to known or potential threats
- Mitigating against, responding/recovering from attacks, major disasters, international crises, supporting National Special Security Events, and other emergencies
- Continuity of Operations and Continuity of Government initiatives

The Strategy also specifically identified National Security Professionals as those:

- Who are located in the United States or abroad
- Who work on both traditional national security missions as well as homeland security missions
- Who need to coordinate with other federal departments and agencies, state, local, territorial and tribal governments, the private sector, non-governmental organizations, foreign governments, and international organizations

The definition of a National Security Professional (NSP) is discussed in more detail later in this chapter. In addition, the Glossary – section 8 of the Appendix – contains basic terms that are relevant to this study.

The Strategy set forth a framework designed to enhance the capability of National Security Professionals. Specifically the strategy called for:

*a formal national effort to attain a robust and integrated national security professional development program through access to education, training, and professional opportunities that enhance national security professionals’ mission-related knowledge, skills, abilities, and experience. The successful performance of missions within each phase or function of defense, prevention, protection, response, and recovery – both military and civilian – are inextricably linked, and depends upon heightened collaboration and a mutual understanding*

The Strategy identified three fundamental pillars that an NSPD system must include:

- *Education: Opportunities to enhance a person’s capacity for critical and innovative thinking, and level of understanding of authorities, risks, responsibilities, and tools to perform a current or future national security mission successfully*
- *Training: Opportunities to enhance, exercise, or refine a person’s ability to apply knowledge, skills, and abilities in performing national security missions*
- *Professional Experience: Opportunities to enhance a person’s capabilities to perform national security missions through career and personal development and expanded professional experiences*
The intended outcomes of NSPD education, training, and professional experience were to:

- Better understand partner organization objectives and mission requirements, interdependencies and synergies between the public and private sectors, and different organizational cultures
- Enable professional development to transcend organizations, levels of government, missions, and specific national security disciplines
- Improve the overall capability to safeguard national security in a dynamic risk environment

The NSPD Implementation Plan, issued in August 2008, laid out the details of the training, education, and professional development, outlined timelines for implementation, and called for the development of goals and metrics to measure success.

In response, the individual departments and agencies identified as having national security responsibilities developed implementation plans. These plans were designed to guide the development of National Security Professionals within that department and reinforce the essential requirement for optimized interagency and intergovernmental approaches to threats in the new and evolving national security environment.

3.3 MANAGEMENT

Executive Order 13434 and the Strategy and Implementation Plan for National Security Professionals set forth an agency-centric program. Significantly, the strategy made it clear that the NSPD program would not establish “a single human resource or career development standard,” but would instead coordinate the various departments and agencies’ development of NSPs.

The Executive Order established the NSPD Executive Steering Committee (ESC), chaired by the Office of Personnel Management (OPM), to facilitate the strategy implementation. Specifically, the ESC was to “coordinate, to the maximum extent practicable, national security professional development programs and guidance issued by the heads of agencies in order to ensure an integrated approach to such programs.” This included developing the NSPD Implementation Plan, recommending changes to the National Strategy, and coordinating NSPD programs and guidance issued by the heads of agencies. The ESC met a few times in the last half of 2008 and once in January 2009. The committee was comprised of representatives of the 17 departments and agencies specified in the executive order and was chaired by the Director of OPM. In late 2008, leadership of the ESC was transferred from the Director of OPM to the Deputy Director for Management of the Office of Management and Budget (OMB). In late 2009, after a strategic pause by the new administration, an Interagency Policy Committee (IPC) assumed the responsibilities of the ESC.

In addition to the ESC—now the Interagency Policy Committee (IPC)—the National Security Education and Training Consortium (NSETC) Board of Directors was established to oversee the development of an education and training program to support a cadre of national security professionals. The NSETC board advises on education and training strategies. It encourages cooperation and collaboration among consortium members by sharing existing as well as new,
innovative approaches to national security education and training. It also leverages limited education and training funds by identifying or supporting the development of joint/interagency courses and facilitating interagency enrollment.

A final key management component of the current system is the NSPD Integration Office (NSPD-IO), which is responsible for helping the IPC execute the NSPD Implementation Plan, coordinate interagency activity, and monitor progress in support of the plan. The Department of Defense (DoD) funds the NSPD-IO, which reports to the National Security Staff. The NSPD-IO periodically meets, on an individual basis, with the IPC members to update them on the status of the program, provide guidance and leadership, monitor the status of the individual agency implementation efforts, and listen to their concerns.

3.4 INFORMATION SYSTEMS

Effective and efficient system management requires coordination between and among agencies, supported by information system(s) which:

- Record and track employee-specific information, such as assignments, pay and promotions across multiple organizations,
- Support the education and training mandates of the Executive Order,
- Provide a website or similar information sharing mechanism so that information can be shared between and among agencies.

The NSPD national strategy planning documents instruct the departments and agencies to explore the use of internal Human Resources Information Systems (HRIS) to track NSPs and to provide career development tools through agencies’ Learning Management Systems (LMS). The departments and agencies took an interest in offering courses online to support the National Security Education and Training Consortium (NSETC) and to have a “virtual” national security university. The departments and agencies declared they would meet on developing online initiatives through the NSPD Content Management Working Group that managed the NSPD website, www.nspd.gov. They would also use the federal E-Training website, www.golearn.gov.

The great diversity of missions, sizes, personnel systems (e.g. civilian, Foreign Service, Public Health Service, military), the general rigidity of the existing HR information systems, and the expense of defining, developing and implementing a set of common elements into an already existing HR information system frustrates efforts to develop an information system to track personnel, pay, and promotion across multiple entities. The NSPD website which served as a focus point for NSP education and training and other relevant information was closed down shortly after the 2009 change of administration when the two agencies providing the funding withdrew their financial support. This lack of a central portal for NSPs and their organizations to share and exchange information continues to be a significant problem.

Finding: The difficulties that NSPD-IO and the federal agencies are encountering in their search for information technology systems to support their interagency and collaborative efforts are not

surprising. As with other administrative systems, such as human resources and budgeting/funding systems, these systems are designed to support the industrial age vertical organization structures of departments and agencies, not the interagency and collaborative mechanisms that are needed to support the emerging NSP profession.

3.5 CURRENT EFFORTS BY DEPARTMENTS AND AGENCIES

This section discusses current efforts among the 13 departments and their subordinate agencies with national security missions to implement the national security professional development program. It focuses on (1) the professional development of NSPs including capabilities, training, and interagency assignments; (2) incentives to encourage development; (3) issues associated with funding; and (4) the inclusion of the military and state and local officials in the program. Appendix 7.3.1 contains a short summary of the results achieved by various departments and agencies who have implemented an NSPD program.

Additionally, the Departments of Defense, State, Homeland Security, and the Office of the Director of National Intelligence Programs have developed several programs designed to enhance national security and interagency cooperation. PNSR analyzed these efforts as a way to develop lessons learned from previous initiatives.23 These programs are briefly described Appendix 7.3.2.

3.5.1 PROFESSIONAL DEVELOPMENT

A critical component of any professional development program is the identification of capabilities that would benefit from education, training, and professional experience, including interagency assignments.

CAPABILITIES

In a move to provide consistency across departments and agencies, the NSPD Implementation Plan lists eight basic shared capabilities for NSPs. The Table below outlines shared capabilities as defined by the NSPD Interagency Policy Committee which updated the original shared capabilities list.

Figure 5: National Security Professional Shared Capabilities24

<table>
<thead>
<tr>
<th>Capability</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Strategic Thinking</td>
<td>NSPs must understand the country's national security strategy and the various documents that convey it. They must also be able to: envision future states in collaboration with other agencies; think strategically; and engage in interagency strategic planning.</td>
</tr>
</tbody>
</table>

23 Note, these 12 programs were specifically identified in the Statement of Work for the study.
<table>
<thead>
<tr>
<th>Capability</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Critical and Creative Thinking</td>
<td>NSPs must be able to: analyze problems in concert with other agencies; seek out, evaluate, and synthesize information from multiple sources; assess and challenge assumptions; and offer alternative and creative solutions/courses of action.</td>
</tr>
<tr>
<td>Leading and Working with Interagency Teams</td>
<td>NSPs in leadership roles must be able to: create a shared vision and unity of purpose among participants; win confidence and trust; effectively utilize the knowledge, skills, and resources of team members; develop/mentor staff from other agencies; ensure collaborative problem-solving; and manage internal conflicts.</td>
</tr>
<tr>
<td>Collaborating</td>
<td>NSPs must be able to: work with other agencies to accomplish goals; build and maintain networks/relationships that span agencies; and promote an environment that encourages collaboration, integration, and information/knowledge sharing, to include intelligence sharing.</td>
</tr>
<tr>
<td>Planning, Managing and Conducting Interagency Operations</td>
<td>NSPs must be able to develop plans (strategic and operational); execute and monitor interagency operations (e.g., be adept at budget/financial management/evaluation in an interagency environment); maintain strong political and situational awareness; consider resilience and other core principles; and navigate interagency decision-making processes (e.g., technical level, policy level, political level).</td>
</tr>
<tr>
<td>Maintaining Global and Cultural Acuity</td>
<td>NSPs must maintain an integrated understanding of factors that influence national security; knowledge of relevant domestic and foreign cultures and histories; and foreign language proficiency, if required by position. NSPs must also be familiar with the structures, processes, and cultures of the other agencies with whom they work. Additionally, they must be “interagency savvy.” NSPs must understand the interagency working environment, the roles and authorities of each organization involved in national security, official and unofficial interagency processes, and cultures of other agencies involved in national security. They must be able to identify the internal and external politics that impact the work of the interagency organizations, approach national security issues with clear perceptions of organizational and political reality, recognize the impact of alternative courses of action, and maintain the flexibility to operate under conditions of uncertainty.</td>
</tr>
<tr>
<td>Mediating and Negotiating</td>
<td>NSPs must be able to mediate and negotiate, from an interagency perspective, with partners and stakeholders.</td>
</tr>
<tr>
<td>Communicating</td>
<td>NSPs must be able to clearly articulate information (written and verbal), read non-verbal cues, manage the expectations of diverse groups, listen actively, and tailor communications approaches to different circumstances and audiences.</td>
</tr>
</tbody>
</table>

The identified shared capabilities correspond to existing competencies for many positions and especially the Senior Executive Service fundamental competencies. However, the NSP shared capabilities focus to a greater extent on the interagency and global awareness than do the Senior Executive Service (SES) competencies. A comparison table is in Appendix 7.2.2.
All of the analyzed departments and agencies identify core NSP capabilities. Some simply espouse the eight NSPD shared capabilities while others actually incorporate their own SES agency-specific skills into the mix and adopt or adapt some iteration of the NSPD education/training/professional development model for development, promotion, and assignment. Most identify courses, either internally developed or offered by other agencies that can help provide the needed capabilities and skills.

**TRAINING, EDUCATION, AND ROTATIONAL ASSIGNMENTS**

In developing the prerequisites for NSP designation, most departments and agencies abide by the NSPD directive that NSPs are at the GS-13 to SES grade levels. These grade levels represent, for the most part, the leadership or future leadership in these agencies. Over the past decade agencies paid particular attention to leadership training as part of their human capital development programs. OPM’s Human Capital Assessment and Accountability Framework includes a Leadership and Knowledge Management System to help agencies assess their ability to develop their future leaders.

Leadership training and development is an ongoing educational process in most departments and agencies with many having separate leadership development programs to ensure their workforce plans can be met. The leadership training programs focus on each agency’s unique leadership needs but all include basic leadership skills which incorporate the basics of the NSPD core capabilities. The breadth of offerings can be seen at the OPM website under Leadership Training where agencies list some of their offerings, the eligible grade levels, and course descriptions.

In addition to already established leadership training, the 13 NSP departments and agencies identified for this study have developed a variety of programs to further educate NSPs. Most of the agencies have instituted basic programs covering:

- National security orientation
- National response framework
- Emergency management orientation training

Although some departments and agencies share their programs with other agencies, most have opted to create their own programs either for budgetary reasons or because they characterize their agency needs as unique. Many of the departments and agencies also use the Federal Emergency Management Agency (FEMA) Emergency Management Orientation Program, but present it in-house. The intelligence community and the Departments of State and Defense are the primary exceptions to this rule. They share programs extensively with each other, and on a space-available basis with other NSPD agencies.

Proper sequencing of training and education programs/courses and rotational assignments is necessary to optimize investments, outcomes, individual, team, organizational, and NSPD community performance. To date, little emphasis has been placed on the proper sequencing of NSPD training, education programs or courses, and rotational assignments.

The following Table represents a sampling of the programs/courses that the various agencies have developed.
**Figure 6: Examples of National Security Programs/Courses Offered by Departments**

<table>
<thead>
<tr>
<th>Agency</th>
<th>Programs</th>
<th>Skills/Capabilities</th>
<th>Career Stage</th>
</tr>
</thead>
<tbody>
<tr>
<td>Department of Commerce</td>
<td>Orientation programs</td>
<td>• Understanding: national strategies, interagency challenges</td>
<td>SES</td>
</tr>
<tr>
<td></td>
<td>• Orientation programs</td>
<td>• NSPD shared capabilities</td>
<td></td>
</tr>
<tr>
<td></td>
<td>• A catalog of available courses</td>
<td>• Interagency professional development</td>
<td></td>
</tr>
<tr>
<td></td>
<td>• Existing programs: DSLDP, ELDP, and PME</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>• National Defense University and war college courses</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Department of Defense</td>
<td>Orientation programs</td>
<td>• DoE roles in national security</td>
<td>GS-13/SES / military equivalent</td>
</tr>
<tr>
<td></td>
<td>• Web-based training</td>
<td>• DHS roles in national security</td>
<td></td>
</tr>
<tr>
<td></td>
<td>• Existing programs: National Nuclear Security Administration Emergency Operations Training Academy, OSS National Training Center</td>
<td>• National security objectives, structures and processes</td>
<td></td>
</tr>
<tr>
<td>Department of Energy</td>
<td>Orientation programs</td>
<td>• Interagency experience</td>
<td>GS15</td>
</tr>
<tr>
<td></td>
<td>• Orientation programs</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>• Web-based training</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>• Existing programs: National Nuclear Security Administration Emergency Operations Training Academy, OSS National Training Center</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>None (HHS does not have a centralized training and education office)</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Department of Health and Human Services</td>
<td>Various education programs</td>
<td>• Understanding national strategies, interagency challenges</td>
<td>SES</td>
</tr>
<tr>
<td></td>
<td>• Professional Development Experience</td>
<td>• Developing innovative solutions to homeland security challenges</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>• Understanding other DHS organizations</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>• Building trust</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>• Minimizing obstacles to coordination</td>
<td></td>
</tr>
</tbody>
</table>

---

25 Source: PNSR compilation of data from departments and agencies.
26 DHS programs have been sequenced and are time-phased to optimize investments, desired outcomes, and performance behaviors.
<table>
<thead>
<tr>
<th>Agency</th>
<th>Programs</th>
<th>Skills/Capabilities</th>
<th>Career Stage</th>
</tr>
</thead>
</table>
| Office of the Director of National Intelligence | • Certificate programs  
• Emergency management/homeland security exercises  
• Online communities  
• Center of Academic Excellence Program  
• IC Joint Duty Program | • Emergency Management  
• Value of integrated approaches  
• Information sharing  
• Understanding IC | G-13/SES |
| Department of the Interior         | No information provided                                                 |                                                                                     |              |
| Department of Justice              | A catalog of available courses                                          |                                                                                     | GS-13/SES    |
| Department of State                | • POLAD (State-Defense Exchange Program)  
• Joint Interagency Coordinating Groups  
• Political-Military Affairs Course  
• Foreign Policy Advisors Orientation  
• National Security Exec Level Seminar  
• Understanding the Interagency | • Foreign policy, diplomatic practices, international relations  
• Foreign policy and defense  
• Combat support  
• Relating national security policy to political military work  
• Responsibilities as advisors to military leaders  
• Leadership skills in policy formation and implementation  
• National security framework, agency cultures, collaboration | GS-9/15  
FO-02/Senior Foreign Service  
GS-15/SES  
GS-13 |
| Department of Transportation       | Some basic orientation to national security                             |                                                                                     | GS-13/SES    |
| Agency for International Development | No information provided                                                 |                                                                                     |              |
| Department of Agriculture          | • National Response Framework  
• National Incident Management System | • Emergency management  
• Value of integrated approaches  
• Information sharing | GS-13/SES |

In summary, all of the departments and agencies cite the education/training and rotational assignments as sources for development of shared NSPD capabilities. The minimum standards for SES candidates also provide a source of development. The United Stated Department of
Agriculture (USDA), the Department of Transportation (DoT), and the Department of Health and Human Services (HHS) consider their NSP contribution as the ability to provide subject matter experts to specific projects and do not believe that their subject matter experts will gain substantial benefit from traditional 6-12 month rotational assignments outside their areas of expertise. They do, however, embrace the concept that understanding the interagency/intergovernmental cultures and processes is essential to successful performance of their responsibilities should a situation require their participation. The way these cultures and processes are learned, and kept up to date, need to be tailored to the type of contribution USDA and DoT experts make to national security issues and crises. Department of State and the National Foreign Affairs Training Center courses, which are required for Foreign Service Officers for promotion and job assignment, are also open to participants from other agencies on a reimbursable basis. In fact, about half of the participants are from other agencies. Each course focuses on interagency cooperation and capabilities.

Finding: A wide variety of national security training is available. For the most part, the quality of the offerings has not been evaluated except as it meets the needs of the specific audiences to which they are presented. There is little or no formal coordination between and among agencies in the national security orientation that NSPs receive from their individual agencies.

3.5.2 Coordination

This section discusses coordination issues, including rotations and interagency assignments. A key part of the professional development of NSPs was intended to take place through professional experience. With the strong emphasis on interagency and “jointness,” important professional experience is gained through interagency assignments.

Interagency assignments come in different forms, including rotations, exchanges, and details. These types of assignments are an integral component of talent development plans in the public and the private sectors. Within the U.S. Government, intra-agency and interagency assignments are used extensively to train personnel from GS-9 to GS-15 levels. Examples of programs with rotational assignments include the government-wide Senior Executive Service Career Development Program and the Presidential Management Fellows program. A number of agencies also include such assignments as part of their agency-specific leadership development programs. In addition, the intelligence community has implemented a “Joint Duty” program to develop interagency awareness and knowledge. The Department of Defense has encouraged joint assignments for military personnel within DoD in compliance with the Goldwater-Nichols Act.

Finding: Properly designed interagency assignments create an opportunity for agencies to provide personnel with an accelerated learning experience that can lead to demonstrable results for both the individual and the employers. Interagency assignments are also critical tools for establishing working relationships and strengthening collaboration across organizational units and agencies. They are essential in professional development for interagency and intergovernmental national security professionals.
**BARRIERS TO INTERAGENCY ASSIGNMENTS**

There are numerous real and perceived barriers to interagency assignments. The following section enumerates some of these barriers including overarching concerns, home agency and gaining agency issues, and individual challenges. The information provided represents a synthesis of agency issues and concerns regarding interagency assignments.

**Overarching concerns:**

- **Lack of buy-in:** One of the obstacles to full buy-in and stakeholder involvement in the NSP program is the lack of ownership and empowerment. As with any endeavor, stakeholders are more likely to support an initiative when they feel empowered and included in the decision-making process. Additionally, agency implementation of the NSP program without full engagement, in an attempt to merely “check the box,” will not ensure its success or long term viability.

- **Unclear definition of the interagency and intergovernmental aspects of National Security Professionals:** A lack of clear definitions continues to challenge the NSP program. National security professionals come in all shapes and sizes. Some will spend their entire professional career fully engaged in interagency national security work. At the other end of the spectrum is the individual who may be called upon once in a career to work interagency national security issues. Each must know how the interagency and intergovernmental systems work, but how and when that goal is accomplished takes very different approaches. The vagueness in the definition allows for multiple interpretations and serves as an impediment to a shared understanding and appreciation of the goals and objectives of the program. This situation poses a challenge because it allows agencies significant leeway in defining their roles within this interagency national security system.

**Finding:** There is a risk that agencies will define their interagency and intergovernmental roles using the same rationale that has led to silos and stovepipes within the federal government legacy national security system, an approach which will impede transformative change in the way we manage and solve national security threats.

- **Absence of guidance on the objectives and expected outcomes of interagency and intergovernmental exchanges and rotational assignments:** In order for rotational assignments to be effective, there must be clear descriptions of the learning objectives of the rotations and the expected outcomes for the participating agencies and individuals.

**Finding:** A review of current programs reveals that the most successful examples, such as the Senior Executive Service Career Development Program, have very clear guidance on the goals of rotational assignments and the expected outcomes for the participating organizations and individuals.

- **Tracking of National Security Professionals on rotational assignments:** Another challenge of interagency and intergovernmental assignments is the difficulty it presents in tracking personnel. A 2008 report by the Congressional Research Service estimates that National Security Professionals (NSPs) will include at least 20,000 federal government employees, of which about 1,500 will be SES positions and the rest GS-13 through GS-
15 positions (and their rank equivalents). The Congressional Research Service estimates do not include military personnel, the Foreign Service or the Intelligence Community. If these agencies are included in the NSP program, the figures could be larger. Technically, most positions within the Department of Defense could logically fall within the rubric of national security. The challenges associated with management information systems to track NSP personnel are discussed in greater detail in Appendix 7.2.1.

Finding: While Human Resource Information Systems like the Enterprise Human Resources Integration have facilitated human resource planning, they currently do not provide for tracking personnel on rotational assignments.

- Funding: Another challenge with rotational assignments is determining who pays for personnel during their period away from the home agency. Currently, developmental assignments, such as the SES Candidate Development Program, are paid for by the home agency. The costs of rotational assignments include the salary and in some cases, the cost of relocation and per diem.

Finding: Given the financial investment, it is critical that rotational assignments are ultimately beneficial to both the participating agencies.

- Weak incentives: Without a compelling business case supported by incentives for participation, rotational assignments will fail to have the desired impact on professional development. Typically one of the challenges to rotational assignments has been the perception that they represent a loss of good employees. Agencies and managers are often unwilling to allow their staff to go on rotations because of the additional burden it creates in terms of backfilling the position and the potential loss in productivity.

Finding: Changing the status quo will require incentives at the organizational and individual levels. Incentives are discussed in more detail in Section 7.2.2.

- Reciprocity: Generally, agencies have concerns that there will be a higher demand for rotations within some agencies than there will be in others. The risk is that one agency would send an employee to an agency and not receive another employee in return.

Finding: While there does not need to be an absolute one-to-one exchange between two specific agencies, there does have to be a modicum of balance between and among agencies. If certain agencies cannot achieve this balance, they are less likely to receive full benefits which may accrue from rotational assignments.

- Lack of information on available opportunities: Another barrier to interagency assignments is a lack of information on the kinds of rotational assignments available to NSPs. Knowing the kinds of programs that would be career enhancing enables managers to integrate these assignments in the individual plans of their staff, as well as enable individuals to better plan.

---


28 While Executive Order 13434 places the Departments of Defense and State and the ODNI in special status, the Department of State includes both Foreign Service and civil service positions and people in its NSP planning and career development requirements.
Finding: A central information source on rotational assignments should be available for the use of agencies and employees.

- **Difficulties in reciprocity of security clearances:** The security clearance granted by one agency is not always accepted by another agency. U.S. Government agencies do not always share relevant information with their national security partners due to a lack of clear guidelines for sharing information and security clearance issues. The clearance problem is even more severe when one considers state and local partners. This vertical problem actually runs two ways. Not only do excessive restrictions limit the availability of information local bodies need to counter threats in their areas of responsibility, but some local entities are reluctant to share data with federal authorities because it becomes classified on the way up, thereby limiting its use at the local level, where security clearances are harder to obtain.

**Home Agency Concerns**

- **Management and administrative burden:** When employees leave for rotational assignments, even for a relatively short period of time, managers must find a way to get their work done. Agencies that are small, short-staffed, or that require highly specialized personnel find this especially difficult. In some cases, managers discourage employees from going on rotational assignments for fear of the challenges presented in backfilling and training a temporary replacement.

- **Opportunity cost of interagency assignment:** The opportunity costs of interagency assignments can be high, especially in highly specialized agencies where it is difficult to temporarily replace personnel. Furthermore, lost training, productivity, and financial costs arise when personnel participate in developmental rotations. These aggregate costs often make rotational assignments an unpalatable option for managers.

- **Evaluating assignee performance:** It is often difficult to evaluate staff performance when they are on assignments in other agencies. Acceptance of another agency’s evaluation can also be problematic.

**Gaining Agency Concerns**

- **Administrative and managerial burden:** For gaining agencies a concern is managing the new employee who may not have the necessary skill set to operate at maximum effectiveness immediately. There may be issues such as training the assignee, including him/her in the agency personnel database, processing clearances, and performing performance evaluations. In some cases, there may be a steep learning curve and adjustment to the organizational culture that can slow productivity at the onset.

**Individual Concerns**

- **Fears of rotational assignments as a career disruption:** In some cases individuals may perceive rotational assignments as a career disruption. This fear has been confirmed by cases within the federal government where rotations proved to be career detracting rather than enhancing – the popular adage "out of sight, out of mind" seems to hold.
• **Concerns about reintegrating into the agency:** Concerns about reintegrating into home agencies after long assignments is also an issue. Some of the concerns include perceptions of disloyalty that assignees may have to contend with.

**Finding:** Without a more systemic approach to rotational assignments, agencies and employees will continue to find rotational assignments a cause for concern.

**Finding:** None of the above represents unsolvable problems, but their presence is indicative of the absence of a clearly articulated set of agreed policies and procedures to guide interagency assignments. As part of the evolution of a career development and management system for national security professionals these problems associated with interagency assignments must be resolved.

The information discussed is specifically related to issues of exchanges between and among federal organizations. Intergovernmental exchanges can face similar challenges. But they, too, can be resolved if the there are a clear set of policies and procedures which take into account the specific circumstances which apply to intergovernmental assignments. A more detailed discussion of the intergovernmental facets of assignments is found in Section 7.2.4, which discusses state and local government issues.

### 3.5.3 Incentives

Providing incentives and appropriate recognition of staff are critical components of an effective hiring and retention strategy. The agencies that have or are in the process of implementing NSP programs have a variety of incentive awards and HR mechanisms to use as incentives and recognition for achievements, e.g., individual vs. group; intrinsic vs. extrinsic; monetary vs. non-monetary; and tangible vs. intangible. The more effective incentives tend to be “intrinsic” meaning they tend to be based on what individuals value most. Given that people have different value systems, it is difficult to design incentive programs that will have the same effect on large groups of individuals. The NSP work environment, which is heavily mission oriented and occupied by senior subject matter experts, lends itself to more intrinsic incentives such as employee engagement, passion for mission, education and professional development, and service under strong/effective leadership. Studies show that rewards are only motivating when they are meaningful to the individual receiving them. There is often differing opinions as to what is meaningful and the most successful firms turn to studies and surveys to determine the types of rewards to offer.

The following chart shows the difference between what employees valued when choosing a new position and what the employers viewed as most rewarding.

![Figure 7: Employee vs. Employer Perspectives on Rewards](image)

<table>
<thead>
<tr>
<th>Ranking</th>
<th>Employee View</th>
<th>Employer View</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Competitive base pay</td>
<td>Competitive base pay</td>
</tr>
</tbody>
</table>
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CREATION AND DEVELOPMENT OF THE CURRENT SYSTEM

<table>
<thead>
<tr>
<th>No.</th>
<th>Factors Important to Employees</th>
<th>% of Employees Responding Yes</th>
</tr>
</thead>
<tbody>
<tr>
<td>2</td>
<td>Challenging work</td>
<td>87%</td>
</tr>
<tr>
<td>3</td>
<td>Convenient work location</td>
<td>74%</td>
</tr>
<tr>
<td>4</td>
<td>Opportunities for career advancement</td>
<td>62%</td>
</tr>
<tr>
<td>5</td>
<td>Vacation/holiday/paid time off</td>
<td>55%</td>
</tr>
<tr>
<td>6</td>
<td>Reputation of the organization as a great place to work</td>
<td>39%</td>
</tr>
<tr>
<td>7</td>
<td>Flexible schedule</td>
<td></td>
</tr>
</tbody>
</table>

Though both employees and employers ranked competitive base pay as the number one reason for considering a position, more intrinsic rewards followed in close order. Interestingly, 74 percent of firms’ current employees ranked compensation as the most important factor. The following chart shows the five most important factors chosen by current employees.

**Figure 8: Factors Important to Employees in their Current Jobs**

<table>
<thead>
<tr>
<th>Factors Important to Employees</th>
<th>% of Employees Responding Yes</th>
</tr>
</thead>
<tbody>
<tr>
<td>A secure and stable position</td>
<td>87%</td>
</tr>
<tr>
<td>Substantially higher levels of compensation</td>
<td>74%</td>
</tr>
<tr>
<td>Opportunity to rapidly develop my skills and abilities</td>
<td>62%</td>
</tr>
<tr>
<td>A wide range of jobs and work experiences</td>
<td>55%</td>
</tr>
<tr>
<td>Opportunity to develop innovative products/services</td>
<td>39%</td>
</tr>
</tbody>
</table>

**Finding:** This study, along with many others, bears out the premise that although employees want to be fairly compensated for the work they do, employers should also address growth needs, advancement potential, increased responsibility, and appropriate recognition when engaging their employees. In addition, Towers Watson found that improving communication of rewards can have a greater impact on employee satisfaction, and at a lower cost, than increasing the actual cash value of those rewards.

More detailed information about incentives is found in Appendix 7.2.2.

### 3.5.4 FUNDING

All current funding for NSPD programs resides in the agencies. Each agency prioritizes its existing budget to allocate sufficient funding for their respective NSPD programs. To date, that NSPD implementation has occurred without the benefit of separate funding from OMB or Congress. The following examples illustrate funding issues.

- The Joint Agency National Security Professional Development Implementation Plan produced by Department of Agriculture, Department of Commerce, Department of Education, Department of Housing and Urban Development, Department of Labor, Office of Personnel Management, and Department of the Interior states that no
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substantial resource reallocation is planned and all the programs will be funded out of their existing budgets.

- The Department of Defense NSPD Implementation Office states that it does not have a central budget to fund NSP-related training or professional development and each organization would be responsible for any expenses occurred.
- The Foreign Service Institute provides more than 450 courses each year to staff from 47 different agencies. All the courses are free for employees of Department of State, but they are open to staff of other agencies for a fee.
- Seed funding for the NSPD-IO website was withdrawn by the supporting agencies in 2009.
- Department of Homeland Security FEMA funds grants for which state and local entities can apply to send people to the Naval Postgraduate School – approximately $15 million per year.

Many agencies express concern for inadequate funding to conduct NSPD and similar programs. This is likely a result of their not adequately seeing how the benefits of NSPD fit into their agency mandates to be worth the cost of reallocated money.

- Department of Commerce believes—as similar to the other departments and agencies with smaller national security roles—it will need financial and other support as not to be overwhelmed by scope of requirements. Almost no existent NSPD programs, and no ongoing programs are funded. Smaller agencies feel they have to leverage larger departments/agencies for future NSPD programs.
- At least one department representative commented on the lack of funding for backfills when employees go on rotational assignment from their department. They suggested making the details reimbursable and to provide funding for joint duty assignments so that backfilling is more possible. They reiterated the need for increased financial support for NSPD programs such as rotational assignments. It was further noted that if funding for NSPD is to be centrally managed, it needs to be earmarked because small agencies might otherwise lose out.
- USDA is concerned about the budgetary implications of, and barriers to, developing training programs for NSPs. Letting agencies develop their own NSPD programs may hinder NSP initiatives given the lack of financial resources. From agency interviews conducted July-October 2010, it was noted that it would require budgetary cuts in other areas to fund NSPD programs.

The few NSPD programs that are open to multiple agencies developed slowly and are piecemeal. There is currently a lack of common vision among the agencies, which has led to an uneven budget commitment.

- The Civilian Response Corps, housed in the Department of State’s Office of the Coordinator for Reconstruction and Stabilization encompasses cooperation from eight federal departments and agencies, but the level of funding is uneven amongst the participants.
- Department of Energy’s energy security specialists advise multiple Combatant Commands through three- to four-year term assignments that are funded by Department of Defense.
• Department of Energy funds billets for DoE personnel in embassies of “key countries.” However this has experienced serious funding challenges.
• Department of Defense and the Department of the Treasury’s Office of Intelligence and Analysis jointly fund Threat Finance Cells in Iraq and Afghanistan.

More details about funding issues are found in Appendix 7.2.3.

3.5.5 **Inclusion of Military, State, and Local Components**

The NSP Strategic Plan notes that national security professional development needs to consider the role of and coordinate with state and local government and the private sector. Coordination with the military is also regarded as important. However, the execution of NSP programs to date has largely excluded the military, state, and local government officials and the private sector. For example, the Department of Defense’s implementation plan for Executive Order 13434 is applicable only to civilian employees. In agency interviews conducted July-October 2010, it was noted that although all military officers are “national security professionals” they have no plans to formalize their inclusion in programs based on Executive Order 13434.

**Inclusion of Military Components**

While the active military is not involved in NSP programs under Executive Order 13434, the military’s intra-agency integration is extensive based on the Goldwater-Nichols legislation of 1986, and a significant amount of military educational curriculum addresses the need for interagency collaboration. For example, all of the war colleges – service and national – now conduct end-of-year exercises focused on the interagency aspect of the national security system.

The Goldwater-Nichols legislation increases the authority of joint officers and organizations, restructured military commands, established requirements for education and experience in field grade joint positions for promotion to general/flag officer rank, and established requirements for joint boards and reviews on numerous matters. Although the system is only applicable to individuals in the grade of major (or lieutenant commander) and above, it is “workforce based” rather than cadre based. Joint education and experience is required of all regular line officers to be eligible for general/flag officer promotion. The law also requires that individuals with joint experience get at least equal rates for promotion compared to others.

The military’s program for interagency integration is far less formal, consisting of limited education and training materials, emerging doctrine, limited cross-assignment of personnel with other departments and participation in interagency processes, primarily by members of the Joint Staff. Recent initiatives stress the need for improved interagency capabilities, including participation in the intelligence community and support to civil authorities, regional combatant commands, and specialized interagency task forces and teams. Joint credit is now being given for formal assignments and duty with other agencies, although the number of individuals
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31 United States, Department of Defense, Department of Defense Civilian National Security Professional Development Implementation Plan (19 Sept. 2008) accessed October 2010
involved is substantially less than those serving on joint military staffs drawn from the four services.

The military’s approach to “jointness” is an important example of how legislatively directed integration programs can result in major changes to government performance. As the requirements of Goldwater-Nichols legislation have been fully implemented the problems arising from service redundancy and lack of collaboration have substantially moderated. The most obvious manifestation of this change is greatly improved performance in combat operations, as combatant commands and joint task forces integrate their actions, manage the complementary use of subordinate service component units, and set the conditions for tactical interoperability. Achieving this level of success through integration has not been accomplished by education, training and experiential requirements alone. It is also a consequence of the integration of authority at the national, regional, and joint task force level, as well as the requirements and incentives for joint service as a condition of promotion to flag or general officer, and the development of an aggressive joint culture.

INCLUSION OF STATE AND LOCAL COMPONENTS

As noted in the National Security Professional Development Implementation Plan: the Nation cannot view the missions of national security and homeland security as separate and distinct. In today’s complex national security environment, risks have expanded far beyond the immediate site of a threat or incident. Commensurately, the scope and relationships of national security missions must mature to address those expanded risks.

Finding: The term “national security” should include both traditional national security and homeland security missions.

While the role of state and local officials is critical to addressing both national security and homeland security, it is especially important in times of national crisis arising from natural disasters. The 2006 White House Federal Response to Hurricane Katrina: Lessons Learned report calls for a professional development and education program for homeland security personnel. According to the report:

*Over the long term, our professional development and education programs must break down interagency barriers to build a unified team across the Federal government. Just as the Department of Defense succeeded in building a joint leadership cadre, so the rest of the Federal government must make familiarity with other departments and agencies a requirement for career advancement. Where appropriate, interagency and intergovernmental assignments for Federal personnel must build trust and familiarity among diverse homeland security professionals.*

The report recommended that the Department of Homeland Security specifically have the responsibility to “develop a comprehensive program for the professional development and
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education of the nation’s homeland security personnel, including Federal, state and local employees, emergency management persons within the private sector, non-governmental organizations, as well as faith-based and community groups. This program should foster a ‘joint’ federal interagency, state, local, and civilian team.

Similarly, the May 17, 2007, Executive Order 13434, National Security Professional Development, calls for establishment of a national security professional development program, a plan for interagency and intergovernmental assignments and fellowship opportunities and professional development guidelines for career advancement. It tasked the DHS Secretary to develop a program for federal, state, local, and tribal government officials to receive education in disaster preparedness/response/recovery plans and authorities and training in crisis decision-making skills.

In addition the July 2007 National Strategy for the Development of National Security Professionals stated the following with regard to development:

> The national security professional will need access to education, training, and opportunities to work in coordination with other Federal departments and agencies, State, local, territorial and tribal governments, the private sector, non-governmental organizations, foreign governments, and international organizations....

With respect to education, the July 2007 Strategy spoke of an “Interagency Education System” and the tasking to:

> Identify the availability of existing education programs, facilities and institutions within the Federal Government, State, local, territorial, and tribal government, academic, non-governmental, and private sector institutions relating to national security mission areas. This effort should first focus on the identification of federal programs, facilities, and institutions, followed thereafter by the identification of such programs at the State, local, territorial, tribal, academic, non-governmental, and private sector levels.

The Strategy similarly stated, with respect to training, the tasking to:

> Identify the availability of existing training programs, facilities and institutions within the Federal Government, State, local, territorial, and tribal government, academic, non-governmental, and private sector institutions relating to national security mission areas. This effort should first focus on the identification of federal programs, facilities, and institutions, followed thereafter by the
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33 Though not necessarily exclusively, homeland security personnel missions and functions are in the realm of “borders-in” national security.
identification of such programs at the State, local, territorial, tribal, academic, non-governmental, and private sector levels.

Regarding professional experience, the Strategy stated the tasking to:

Make available Federal national security assignments to personnel from State, local, and tribal governments, the public safety community, non-governmental organizations, and the private sector, as appropriate, and encourage State, local, and tribal governments to create similar opportunities for Federal employees.37

Illustrating the import of the intergovernmental dimension to an INSP system, the NSPD Executive Steering Committee (ESC) determined in its August 1, 2008 National Security Professional Development Implementation Plan that the initial orientation training for NSPs would focus on the National Response Framework (NRF)—the national interagency and intergovernmental framework for management of domestic incidents rising to the level of a coordinated national response.38 The plan also identified the critical importance of establishing an NSP “national security certification” and “a least administratively burdensome method” for database tracking of NSPs.39

While the strategy and its implementation plan follow not from statute but rather an executive order by the previous administration, the intergovernmental dimension continues to be addressed by the Executive Branch with respect to NSPs. In an August 24, 2010 memo, the Deputy Administrator for Protection and National Preparedness, Federal Emergency Management Agency (FEMA), noted on the subject of “Establishment of a National Credentialing Program:

The National Credentialing Program will coordinate activities, incorporate policies, and recommend guidance and standards for credentialing all Federal Emergency Management Agency personnel and State, Tribal and local officials who require access to disaster areas or FEMA facilities during an emergency. This will not be a FEMA-only effort; we will work closely with our partners at all levels of government and with the private sector to develop the program.40

Finding: The intergovernmental dimension of an INSP system must not be seen purely as a vertical dimension, i.e., in terms of federal, state, and local governments. A tenet of emergency management is “all disasters are local.” The NRF response doctrine holds, “Incidents must be managed at the lowest possible jurisdictional level and supported by additional capabilities when needed.”41 From the state and local perspectives, the horizontal intergovernmental dimension intrastate and interstate is equally—if not more directly—important in terms of developing NSPs. Complex, multi-site, multi-jurisdictional catastrophic events and situations often rise to

39 Ibid. 16-17.
the level of intrastate or interstate regional crises, versus national crises, where federal supporting assets alone are employed. Nevertheless, they still require interagency and intergovernmental management under mutual aid agreements or compacts governing collaborative use of personnel outside of their parent jurisdictions.

Presidentially-delegated authority covers the Executive Branch departments and agencies, their positions and personnel, but it does not extend to intergovernmental organizations and personnel. Federal, state, local, tribal, and territorial chains of command are separate. On top of these constitutional and sovereignty aspects, the homeland security space includes a multitude of disciplines whose certification processes are governed and administered by state-level professional boards. States and individual professions are thus resistant to the idea of national standards.

The February 2010 *Quadrennial Homeland Security Review* (QHSR) speaks of maturing and strengthening the Homeland Security Enterprise by fostering a unity of effort across a broad national culture of cooperation and mutual aid. First among its unity-of-effort objectives is the requirement to “build a homeland security professional discipline” by developing “the homeland security community of interest at all levels of government as part of a cadre of national security professionals.” The QHSR specifically refers to Executive Order 13434 and its effort to initiate a program to develop NSPs “through access to an integrated framework of training, education and professional experience opportunities.” “As part of that effort, we must take steps to create a homeland security community of interest across the enterprise.” Experience is “experience via developmental assignments,” and the QHSR speaks of “enterprise-wide approaches to enhancing homeland security professional development.”

The current foundational interagency and intergovernmental unity-of-effort framework structures and processes upon which the most of the homeland security enterprise have been based include the National Incident Management System (NIMS), National Response Framework (NRF), National Infrastructure Protection Plan (NIPP), Information Sharing Enterprise (ISE) and the various scenario and domain specific plans. NIMS and the NRF, for example, characterize the response area of the “white space” in which homeland security NSPs execute their missions and perform their functions. The Critical Infrastructure and Key Resources Support Annex to the NRF bridges steady-state and crisis-state coordination and execution. At the same time, the national security community, while sensitive to and cognizant of the NIMS and NRF policies and procedures, is bound by laws, guidelines, regulations, executive orders and findings that are both unclassified and highly classified in nature. Thus, as articulated above, homeland security as an enterprise is a combination of both the national security and emergency management—including public health, public safety, critical infrastructure/key resources, etc.—communities.
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The NRF:

*is a guide to how the Nation conducts all-hazards response. It is built upon scalable, flexible and adaptable coordinating structures to align key roles and responsibilities across the Nation, linking all levels of government, nongovernmental organizations and the private sector. It is intended to capture specific authorities and best practices for managing incidents that range from the serious to purely local, to large-scale terrorist attacks or catastrophic natural disasters.*

It builds on NIMS and provides a common playbook with NIMS standard command and management structures for response. With respect to the scope of the NRF, “The Framework provides structures for implementing nationwide response policy and operational coordination for all types of domestic incidents.”

Jurisdictions in Urban Area Security Initiative (UASI) regions are fully included in the homeland security INSP cadre. Rural jurisdictions, however, prioritize risk differently than do UASIs, states and the Federal Government, due to significant capacity limitations with respect to participation in training, education, exercise, and operational activities. Thus, rural jurisdictions may elect to opt out of some or most aspects of NSP professional development.

Not all jurisdictions or communities of practice at the local level will have the capacity or want to participate equally in NSP professional development activities. A rural jurisdiction with a small population and no meaningful national critical infrastructure/key resources assets will not see an NSP cost-benefit like a jurisdiction in a UASI region will.

Notwithstanding the assertion that NIMS and the NRF are the bases for the structure and management of the homeland security NSP cadre, PNSR has noted in the past that:

*the NRF is heavily weighted toward response and recovery. While it may be well articulated for emergency management, the NRF does not account for the fact that the prevention and protection missions are at the intersection between national security and homeland security. FEMA is not an intelligence or public safety agency.*

Under Sections 642-54 of Chapter 1, Sub-title C, the Post-Katrina Emergency Management Reform Act of 2006 (PKEMRA) tasks FEMA with significant responsibility for designing and
implementing the National Preparedness System. Certainly in *crisis-state*, the NRF Emergency Support Function (ESF) Annexes apply to law enforcement and its specific role in ESF-13 Public Safety and Security where the Department of Justice serves as the ESF-13 lead during a natural or man-made catastrophic incident. Man-made disasters (international terrorist attacks on U.S. soil, for example) that result in a large-scale law enforcement and intelligence community response will require a capability to quickly engage state, local or tribal law enforcement assets with sufficient training and experience to support classified missions that result from such disasters. While some capability currently exists within the FBI’s Joint Terrorism Task Forces (JTTFs) and other established entities in a large-scale response and resulting investigation, a large cadre of trained and security-cleared state, local and tribal law enforcement officers may be necessary for participation in information sharing, including classified intelligence activities. Depending on the extent of the disaster, this cadre may be needed across the nation in order to assist federal law enforcement in resolving the incident and protecting other possible targets that may be discovered during the course of investigative and intelligence operations.

Since the launch of the DHS/Justice fusion centers, both federal and non-federal law enforcement units recognize the mutual need for improved collaboration and dramatically enhanced development of “personal relationships.” Federal law enforcement recognizes that in many cases state and local law enforcement have better on-the-ground situational awareness; state and local law enforcement recognize the vital importance for access to information held by Intelligence Community (IC) agencies. From agency interviews conducted July-October 2010, “Everybody wants to get more involved with the IC. The IC is a closed system. Law enforcement intelligence is also closed. In the last two or three years, both have recognized there was a gap and want to bridge it to make one system.”

The three pillars of career development are education, training, and experience. The Federal Civil Service has its GS/SES levels; the military has its pay grades. DHS and FEMA have established a NIMS certification regime that state and local organizations have adopted. The Federal carrot and stick has been the requirement for NIMS compliance as a precondition for homeland security grants. NIMS is administered by the FEMA National Preparedness Directorate’s National Integration Center (NIC) principally via courses offered online by the Emergency Management Institute. Notwithstanding the need for education and training, a successful career assignment history is the single strongest predictor of one’s capability to perform in an NSP role. Increasingly challenging rotational assignments are thus critical to long term success in creating a national cadre of NSPs.

These efforts are all serving further to professionalize the national homeland security workforce. NSP professional development is similar to the Department of Defense effort two decades ago to institute the Defense Acquisition Workforce Improvement Act that provided for three levels of certification prior to entry into the senior Acquisition Corps. The Defense Acquisition
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51 Agency interview July-October 2010.
52 According to OPM: (1) certification programs offer a professional designation (certification/credential) certifying qualification to perform a specific task and periodic renewal or recertification (e.g. CPA); (2) certificate programs offer attendance and/or completion of coursework (e.g. not a professional designation); (3) career development programs are yet another category. Detailed criteria and definitions from OPM can be found at http://www.chcoc.gov/Transmittals/Attachments/trans1489.pdf.
Workforce Improvement Act consolidated professional education into a Defense Acquisition University that had existing military institutions as well as civilian universities offering acquisition curricula.

A detailed discussion of the issues associated with inclusion of state and local entities in the national security system are included in Appendix 7.2.4.

### 3.6 GAPS IN THE CURRENT SYSTEM

Departments and agencies have implemented various programs to help address national security and improve interagency coordination, but they have experienced common problems limiting their effectiveness, especially with regard to interagency coordination, cooperation, and collaboration. There is not a common, standardized system. It is diffused and weakened by lack of centralized direction. These issues are summarized below.

#### 3.6.1 LACK OF AUTHORITY TO DIRECT OVERALL NSP PROGRAM

By design, the current model for collaboration among National Security Professionals largely relies on cooperation between and among departments and agencies. The NSPD Strategy specifically calls for coordination among departmental NSPD programs and does not outline a government-wide model. Without central direction, department and agency programs focus primarily on the needs within their agencies and not on government-wide interagency national security goals. Both the Office of the Director of National Intelligence (ODNI) and DHS define rotational assignments to other agencies and elements of their own organizations as interagency in nature. While these assignments are clearly broadening and do provide insights into how another agency conducts its business, they are not substitutes for working in the most integrated interagency organizations, such as the National Security Staff or the National Counterterrorism Center (NCTC).

During the course of the transition between the Bush and Obama administrations, a period of time elapsed before the Obama administration decided on the NSPD program direction. As noted by several agencies, this resulted in a loss of momentum in NSPD program focus and momentum.

Following the December 2009 enactment of Section 1054 of the 2010 National Defense Authorization Act (NDAA), the Executive Steering Committee was replaced by an Interagency Policy Committee (IPC) and supported by a sub-IPC that includes representatives from the key national security agencies. The IPC and sub-IPC have been actively discussing the status and future of the NSPD program.

The NSPD program now resides within the jurisdiction of the National Security Council under the direction of the Special Assistant to the President and Senior Advisor on Strategic Planning. This is clearly a step in the right direction, but there is still an issue of whether there should be more strongly centralized management of the system.
3.6.2 **Unclear Roles and Responsibilities**

Related to the lack of authority, many of the programs in which interagency NSPs participate suffer from unclear roles and responsibilities. For example, the ill-defined and limited mandate of Provincial Reconstruction Teams (PRTs) often hampers coordination and unity of effort. In addition, unclear responsibilities and authorities frequently prevent effective interagency cooperation. Scarce, disproportionately distributed resources and limited training also frequently hinder coordination and lead to an overrepresentation of the military in field-based decision-making. In another example, the relationship of the Directorate of Strategic Operational Planning (DSOP) with the National Security Staff is not well institutionalized. It is dependent on the personality of National Security Staff directors and how they choose to use DSOP, as well as organizational realignments within the National Security Staff. Finally, unclear roles and responsibilities hamper the reconstruction and stabilization mission. Guidance on the roles and responsibilities of Department of State’s bureaus and offices is unclear and inconsistent, and the lack of an agreed-upon definition for what constitutes stabilization and reconstruction poses an obstacle to interagency collaboration.

3.6.3 **Poor Communication Among Programs**

Strategic, effective communication about the program and the results it is expected to achieve is clearly lacking. As discussed under lack of authority, there has been little communication about the extent to which the current administration supports the NSPD program. There has been no directive or other document which outlines this administration’s support of or changes to the program.

This challenge has been encountered in other interagency national security missions as well. In another example, DSOP, a component of the National Counterterrorism Center (NCTC), is involved in a significant breadth of activity. But department and agency stakeholders have varying degrees of awareness of these activities, and the value added that DSOP brings to its customers is not universally understood.

3.6.4 **Lack of a Dedicated Funding Stream**

Funding for NSPD programs largely relies on allocating budget from existing funding levels from the individual departments and agencies. For example, DHS notes that the lack of a direct funding stream creates a situation where departments must redirect resources from their own programs to support the interagency efforts. Although the funds needed are small relative to department budgets, without clear support for the program, departments appear to be reticent to support fully the cross-agency efforts. Currently, DHS is experiencing difficulty finding instructors, scheduling classes, and managing the Planners’ Qualification Program, which they attribute to a lack of a dedicated source of funding.

This is consistent with findings in the February 2010 PNSR report on the NCTC/DSOP. Here, funding was also cited as one of the problems in creating a more robust program. The report notes that current means to prioritize resources and investments in capabilities are inadequate. The Department of State’s Office of the Coordinator for Reconstruction and Stabilization (S/CRS) program managers note that the individual participating agencies have had difficulties
securing resources for operations not viewed as part of their agency’s core mission. While most agencies have the resources to fund any program they identify as a priority, the lack of authoritative direction, for example a mandate from the Office of Management and Budget, or similar action, to agencies to request or establish a funding source undermines the importance of the NSPD program and its education, training and professional development objectives. An agency’s program funding is aligned with the Executive Branch’s perception of the program’s value relative to their mission. Therefore the value of the NSPD program to national security mission achievement must be clearly established before increased, or even dedicated, funding across agencies will occur.

### 3.6.5 Lack of Coordinated Congressional Oversight

The fragmented oversight structure in the Congress also contributes to the lack of stature and adequate resources for the NSPD program. A key example is the widely reported oversight saga for the Department of Homeland Security (DHS). Congressional oversight of DHS has taken on extraordinary dimensions with 108 congressional committees and subcommittees having some responsibility for the department or its components. The 9/11 Commission notes this excessive number of congressional committees with oversight responsibilities for DHS and recommends that Congress create a single point of oversight for homeland security. More specifically, the PNSR February 2010 report on NCTC’s DSOP notes that the current congressional committee structures are not equipped to oversee and empower interagency mechanisms, such as NCTC, which results in confused jurisdiction and inadequate support. In most situations, if everyone is in charge, then no one is in charge.

It is encouraging that some in Congress are taking interest in the development of National Security Professionals, as demonstrated by the legislation that established this study and the aforementioned Davis-Skelton bill introduced in October 2010.

### 3.7 Lessons Learned and Successful Practices

The problems and issues with current NSPD programs and other current efforts were outlined in the previous sections. This section draws out lessons learned from current efforts – with the aid of a new analytical tool – that should be considered when designing an INSP system to overcome the deficiencies. The issues also dovetail with practices to build collaboration among federal agencies as defined by the Government Accountability Office (GAO). In addition, as noted by GAO, it is critical to measure program results and build in accountability both at the organization and individual levels. Analysis of several major federal transformation efforts contributes further to lessons learned and successful practices to be incorporated into introduction and development of a future system.

#### 3.7.1 Program Evaluation Grid Assessment of Current Efforts

PNSR has developed the Program Evaluation Grid (PEG) as a way to assess current and potential future programs using a single framework that is based on dimensions that are common to nearly all U.S. federal national security programs. PNSR used the PEG to analyze 12 federal government programs that have national security missions with interagency components. The PEG analysis of these programs appears in Appendix 7.7.
By employing a standardized methodology across all programs, the PEG allows programs to be compared and contrasted by highlighting patterns that appear within programs (endemic perspective) as well as those patterns that emerge across multiple programs (pandemic perspective). The grid identifies characteristics that are shared by successful and unsuccessful programs, and suggests how such lessons might be applied to future programs. The flexibility of the grid allows future program designs to be stress-tested for optimum system impact and cost-benefit performance.

The X axis is populated by 12 current programs analyzed by PNSR, such as the Department of State Coordinator for Reconstruction and Stabilization (S/CRS) Civilian Response Corps (CRC), and the National Counterterrorism Center’s (NCTC) Directorate of Strategic Operational Planning (DSOP).

The Y axis of the framework captures the dimensions of the programs and models. They include dimensions of scope, attributes, and duration, as well as key issues for evaluation. The PEG includes overarching dimensions, such as organization, mission, and size, as well as more narrow dimensions to evaluate such attributes as incentives, coordination, professional development, funding, and integration of military and state and local personnel. It also includes color coding to represent generally the effectiveness of the elements to success or lack of success of the program.

**INSIGHTS GLEANED FROM THE PEG**

The twelve current programs analyzed are of varying type, size, and scope. Most of them address multiple national security missions and for the most part cover fewer than 5,000 participants. Eight of the programs involve more than one agency or level of government. Most of the programs involve multiple national security functions including policy, strategy, linking strategy with resources, planning, execution/implementation, oversight, and assessment of outcomes. All of the programs identify desired competencies, and all but one define the desired attributes of the program model. Most of the programs are permanent and the duration of assignments involved with the programs vary. Incentives are used in some of the programs, but for all of the programs, participation is considered career enhancing, with eight of twelve being promotion-enhancing.

Regarding key evaluation issues, communication at four programs is clear and effective, but for four programs communication is not complete. At one program poor communication hampers mission accomplishment. At four programs the lack of authority hampers mission effectiveness. Authority is clear at four other programs and mixed at two programs. Roles and responsibilities at five of the programs are not as clear as they should be and at two of the programs these unclear roles and responsibilities impact program accomplishment. The lack of a clear source of funding impacts program effectiveness for five of the programs.

Please see the Appendix 7.7 for the Program Evaluation Grid and a detailed description of its framework, criteria, and utilization.
3.7.2 **Collaboration Best Practices**

Collaboration is the key component to success in interagency and intergovernmental endeavors. GAO defines collaboration as “any joint activity that is intended to produce more value than could be produced when the organizations act alone.”\(^5\) This GAO report defines eight practices that federal departments and agencies can follow to enhance and sustain their collaborative efforts.\(^4\) In addition, leadership, trust, and organizational culture are necessary elements for a collaborative working relationship. The table below identifies and defines these practices based on the GAO report.
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**Figure 9: GAO Collaboration Best Practices**

<table>
<thead>
<tr>
<th>Practice</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Define and articulate a common outcome</td>
<td>To overcome significant differences in agency missions, cultures, and established ways of doing business, collaborating agencies must have a clear and compelling rationale to work together. This rationale can be imposed externally through legislation or other directives or can come from the agencies’ own perceptions of the benefits they can obtain from working together. In either case, the collaborative effort requires agency staff working across agency lines to define and articulate the common federal outcome or purpose they are seeking to achieve, that is consistent with their respective agency goals and mission. The development of a common outcome takes place over time and requires sustained resources and commitment.</td>
</tr>
<tr>
<td>Establish mutually reinforcing or joint strategies</td>
<td>To achieve a common outcome, collaborating agencies need to establish strategies that work in concert with those of their partners or are joint in nature. Such strategies help in aligning the partner agencies’ activities, core processes, and resources to accomplish the common outcome.</td>
</tr>
</tbody>
</table>

---


<table>
<thead>
<tr>
<th>Practice</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Identify and address needs by leveraging resources</td>
<td>Collaborating agencies should identify the human, information technology, physical, and financial resources needed to initiate or sustain their collaborative effort. Collaborating agencies bring different levels of resources and capacities to the effort. By assessing their relative strengths and limitations, collaborating agencies can look for opportunities to address resource needs by leveraging each others’ resources, obtaining additional benefits that would not be available if they were working separately.</td>
</tr>
<tr>
<td>Agree on roles and responsibilities</td>
<td>Collaborating agencies should work together to define and agree on their respective roles and responsibilities, including how the collaborative effort will be led. In doing so, agencies can clarify who will do what, organize their joint and individual efforts, and facilitate decision-making. Committed leadership by those involved in the collaborative effort, from all levels of the organization, is also needed to overcome the many barriers to working across agency boundaries.</td>
</tr>
<tr>
<td>Establish compatible policies, procedures, and other means to operate across agency boundaries</td>
<td>To facilitate collaboration, agencies need to address the compatibility of standards, policies, procedures, and data systems that will be used in the collaborative effort. Furthermore, as agencies bring diverse cultures to the collaborative effort, it is important to address these differences to enable a cohesive working relationship and to create the mutual trust required to enhance and sustain the collaborative effort. Frequent communication among collaborating agencies is another means to facilitate working across agency boundaries and prevent misunderstanding.</td>
</tr>
<tr>
<td>Develop mechanisms to monitor, evaluate, and report on results</td>
<td>Federal agencies engaged in collaborative efforts need to create the means to monitor and evaluate their efforts to enable them to identify areas for improvement. Reporting on these activities can help key decision makers within the agencies, as well as clients and stakeholders, to obtain feedback for improving both policy and operational effectiveness.</td>
</tr>
<tr>
<td>Reinforce agency accountability for collaborative efforts through agency plans and reports</td>
<td>A focus on results, as envisioned by GPRA, implies that federal programs contributing to the same or similar results should collaborate to ensure that goals are consistent and, as appropriate, program efforts are mutually reinforcing. Federal agencies can use their strategic and annual performance plans as tools to drive collaboration with other agencies and partners and establish complementary goals and strategies for achieving results. Such plans can also reinforce accountability for the collaboration by aligning agency goals and strategies with those of the collaborative efforts. Accountability for collaboration is reinforced through public reporting of agency results.</td>
</tr>
</tbody>
</table>
3.7.3 **IMPLEMENTATION LESSONS LEARNED FROM MAJOR TRANSFORMATION EFFORTS**

While every transformation effort has its own unique characteristics and challenges, a review of organizational transformation successes and failures provides insights that are beneficial to the planning and execution of future efforts. The PNSR team examined four large federal transformation efforts that have occurred over the last 25 years to identify lessons which are instructive to consider in the evolutionary design and implementation of an integrated career development and management system for National Security Professionals. These efforts, listed below, are explored in greater detail Appendix 7.4:

- The implementation of the Federal Employees Retirement System (FERS)
- The design and implementation of a new human resources system for the federal judiciary
- The transformation of the U.S. military, based on the requirements of the Goldwater-Nichols Act of 1986
- The design, implementation and ultimate failure of the Department of Defense National Security Personnel System

The experience of establishing the current NSP program along with the examples of the several national security programs discussed in Appendix 7.3.2, plus the four major cases listed above and detailed in Appendix 7.4 highlight a number of lessons learned.

If a new or revised system is to be successful, these lessons must be incorporated in the design, development, and implementation.

**LESSONS LEARNED**

**Provide Strong Senior Leader Support and Direction:** One key lesson learned is the need for top leadership support and direction. A key GAO practice for promoting collaboration is to define a common outcome. Without top level support for the NSP program from the White
House, National Security Council and National Security Staff, or the National Professional Development Program Integration Office (NSPD-IO) the NSPD program languished in 2009 and early 2010. In agency interviews, the majority of departments and agencies suggested that the unclear support of the NSPD-IO from higher levels in the White House has resulted in a lack of progress under the program. For example, the Department of Homeland Security said that both the DHS Planners Qualification Program and the NSPD Executive Curriculum have not moved forward because of the lack of higher level direction. In addition, officials at the Departments of Commerce, Defense, Energy, and the Office of Management and Budget all specifically note that the NSPD program stalled because of a lack of direction.

**Provide Designated Funding:** Specifically designated funding is necessary for the success of the NSPD program. Officials at smaller departments and agencies note this. For example, the Department of Commerce notes the need for financial and other support so that they are not overwhelmed by scope of requirements of the NSPD program. Treasury officials note that smaller national security agencies need increased financial support to backfill vacancies that occur during rotational assignments. Funding issues also impact DoE’s national security program as it had to eliminate its billet for the Baghdad embassy due to funding constraints. USDA officials note their concern about the budgetary implications of developing a training program for NSPs. And finally, the NSPD web portal established to provide information on education and training programs, types of interagency rotational assignments, conferences, training consortia, training tools, publications and other NSP related subjects was shut down for lack of funding in fiscal year 2009.

**Provide Interagency Training:** Interagency training and assignments are required for a successful NSPD program. All of the literature about the national security professional program discusses the value of knowledge about other agencies in the national security arena. But agencies continue to focus on training that is not interagency. For example, DoD professional development efforts (NSP and otherwise) focus primarily on intra-DoD assignments and training. ODNI developed the joint duty program, but it focuses on assignments within the intelligence community. But even that goal has been compromised because many officials have been able to receive joint duty credit without ever having left their home agency.

**Raise Importance of Interagency Assignments:** Another lesson learned is to make sure that interagency assignments are valued by both the agency and the employee. For example, DoT officials said that employees need to know what implications NSP development has on their career development and progression and whether there are incentives and reasons to become an NSP. The Department of State’s Political Advisor program (POLAD) program has suffered from under-valuing of the interagency assignment. However, current incentives for serving as a POLAD are now being structured in a way to attract the best personnel. The number of POLAD positions has been increased. Importantly, the POLAD position is now being featured as a developmental position for later selection as ambassador rather than a retirement position. These initiatives are reinforced by the decision that POLADs are now selected by the same committee that selects Deputy Chief of Mission positions.

**Provide Clear Communication:** An NSPD program cannot survive without clear communication about program goals and direction. Program direction and communication issues
plague national security programs. For example, the Directorate of Strategic Operational Planning (DSOP) program’s significant breadth of activity is neither known to department and agency stakeholders or members of the National Security Staff, nor is the value-added of DSOP activities universally understood.

**Define Key Terms:** Another important lesson learned is to make sure all participants have a common understanding of key terms. DoJ officials note there is confusion about the definition of national security. DoT officials say that national security is not universally understood beyond its traditional definition of defense and diplomacy. And the ODNI notes there is a need for a common lexicon, vision, and conceptual framework for NSPs.

**Communicate the Personal and Professional Value of Interagency Experience:** Every employee must be able to see the direct relationship between his or her personal, professional and organizational goals and the interagency assignments which are essential to creating an interagency culture based on shared experiences.

**All successful transformations share a set of core characteristics:**

- Assessment to ascertain the readiness for change.
- Active, involved, articulate, and forceful leadership at every level of the organization.
- Alignment between the organization’s strategic objectives and the transformation which is proposed.
- Clear objectives to be achieved and periodic evaluation of progress using a pre-determined set of qualitative and quantitative metrics.
- Effective and efficient communication of the strategic and operational objectives of the transformation and development of a culture which supports change.
- Sustained employee engagement in the identification of problems which need to be solved and design and implementation of the solutions.
- Processes to test solutions to identify unintended consequences and other conceptual design flaws.
- Adjustment to proposed solutions based on the test results.
- Sufficient human and fiscal resources to continue to accomplish the work of the organization AND to design, test, and implement the transformation.
- Sufficient information and training to assure that all affected parties know the what, why, when and how of the changes.
- Answers for every employee’s question, “What’s in it for me?”

A discussion of several of these characteristics is in Appendix 7.8.1.

### 3.8 CONCLUSIONS

Current efforts to designate and develop National Security Professionals are well intentioned, but they are agency-centric and not sufficiently centralized or directed to achieve the necessary results. Other specialized programs are attempting to build interagency capacity, some with success but with most encountering the same problems that plague implementation of the
executive order. These areas include lack of centralized authority, clarity of roles and responsibilities, communication, funding, and congressional oversight.

These deficiencies must be addressed in any future system, or even in making the current NSPD system effective. The lessons learned from current efforts, past major transformational efforts, and numerous studies can be usefully employed in designing a new system.
4. DESIGNING A SYSTEM

The purpose of Chapter 4 is to discuss PNSR’s findings on the elements and attributes of a successful integrated National Security Professional system. Based on lessons learned and successful practices gleaned from current programs and several previous transformation efforts, this chapter describes key enablers for a new, modern system that will attract the next generation of National Security Professionals, enablers such as social networking, innovation, and demonstration projects, and ground-up efforts, including communities of practice.

4.1 KEY ELEMENTS FOR SUCCESS

Designing an Integrated National Security Professional system requires recognition and inclusion of certain elements necessary for success. These essential system elements include:

- Scope
- Common Terminology
- Understanding of Work Patterns
- Information Technology Systems
- System Accountability
- Partnerships with Employee Unions and Associations
- Incentives

4.1.1 SCOPE

In scoping a system for career development and management of interagency National Security Professionals (NSPs), multiple, interrelated lenses can be applied to consider the definitional, organizational, geographical, functional, numerical, and temporal dimensions of scope that both characterize and will be required in the national security environment of the 21st century.

Definitional scope – The lack of common lexicon is a significant hurdle in developing whole-of-government approaches or interagency initiatives such as a system for integrated NSPs. As discussed later, the challenge associated with lack of common terminology across the national security community emerged during the ongoing process of scoping the NSPD system.

Organizational scope – There are several dimensions to consider, including “interagency,” “intergovernmental,” and “multi-agency organizations.” Interagency scope of NSPD was initially set forth in Executive Order 13434 and further codified in Executive Steering Committee (ESC) membership. Notably, the current NSPD program did not issue rules or

55 Temporal refers to duration in terms of, for example, permanent, temporary, steady-state, or crisis-oriented missions.
guidance regarding inclusion of three major categories of federal professionals: Department of Defense military personnel, the Foreign Service, and the intelligence community. Individual federal departments and agencies and interagency organizations and teams, comprised of federal and other government employees and, in some cases, non-governmental organization and private sector employees must also be taken into account. In addition to the interagency or “horizontal” dimension of organizational scope, the intergovernmental or “vertical” dimension must be considered. NSPD leadership chose to focus the program at the federal level, although both program documents and participant accounts make clear that the NSPs’ ability to work seamlessly with counterparts from other layers of government is a key program goal.

**Geographic scope** – If NSPs include those executive employees that “plan, coordinate, or participate in activities relating to the national security,” then the system must accommodate a variety of interagency organizations and teams that extend from Washington, DC, out to the field, both domestically and abroad. Domestic assignments are to federal regions, states and, in some cases, local governments. The National Strategy for the Development of Security Professionals explicitly states that “national security positions include those within the United States and abroad, including assisting nations and regions at risk of, in, or transitioning from conflict.” If NSPs are those responsible for traditional national security and homeland security missions, then the system must necessarily extend to positions both in the U.S. and abroad.

**Functional scope** – This dimension considers the critical question of which functions and activities NSPs will undertake. This derives from the missions that these individuals are assigned to accomplish. One facet of functional scope, however, is to also consider which functions will be fulfilled, independent of mission. In *Forging a New Shield*, the Project on National Security Reform introduced the concept of end-to-end management as a foundational framework for understanding national security system processes along a spectrum from policy development through operational assessment. The current IPC-approved definition of an interagency NSP refers to professionals that “plan, coordinate, or participate in activities…” While it does not directly refer to assessments, strategy, alignment of resources with national security mission, or operational evaluation, this broad statement could be interpreted as including all processes on the end-to-end spectrum. It at least does not exclude any of these functions. Another aspect to consider in applying the functional lens is the issue of “Inherently government functions”—“Functions, which are so intimately related to the public interest as to mandate performance by government employees.” This issue is directly related to the question of whether and how, legally, private sector employees can temporarily be designated as, and fulfill the functions of, an NSP.

---

**Numerical scope** – Based on a 2008 initial inventory of NSP positions at the GS-13/15 level, 14,000 individuals were identified. As a subset of this larger number, NSPD-IO has identified approximately 1,500 Senior Executive Service positions with national security responsibilities.

**POSITIONS AND PEOPLE DESIGNATIONS**

Within the current human capital constructs, an important question is whether this system will adopt a “rank in person” and/or “rank in position” approach. “Rank in person” has been used in the military, the uniformed divisions of the Public Health Service and the Secret Service, the Central Intelligence Agency and the Department of State. In this system, rank is held by the person regardless of the work being performed. A position-based approach is one in which rank is tied to the position.

The Classification Act of 1949, which mandates rank in person, still governs personnel in the federal civil service of the national security system, and the principles of the 1949 act are now common in the state and local portions of the system as well. The 1949 act bases compensation on a combination of longevity and performance, and ties it to positions and levels within the organizational hierarchy.59

There are both advantages and drawbacks to a person-based or position-based system for NSPs. Person-based positions often allow greater mobility and mission focus whereas there can be more restrictions (e.g., competition) on moving people who are tied to positions. In rank-in-person systems, projection, career pathing, and funding may be more challenging.60 In position-based systems, employees often derive a sense of their rights and privileges from their position which can lead to more rigidity. In such systems, it may be more difficult for an individual to move permanently to a position of higher or lower rank, but at the same time it provides greater continuity. In contrast, rank in person positions tend to be associated with a time limitation (e.g., tours of duty).

Experts and scholars find that it is possible to implement a hybrid (person and position-based) approach into a single system. Truman G. Benedict summarizes the argument that the two systems are not mutually exclusive in the following way:

> Harold Leich has posed an issue of whether personnel systems can accommodate “rank-in-the-position” and “rank-in-the-person” in the same system. It appears beyond question that they can. People work in jobs, and jobs require people. People can be ‘ranked’ in specialties and positions can be ranked in specialties, in ways useful to good personnel administration; ways which are complementary, rather than contradictory.61

For example, a lawyer job in a General Counsel office would require “admission to bar” as part of the position description; a person filling that job, therefore, must be admitted to the bar. That

---

60 In rank in person systems, positions can still be identified to inform decisions on how many types of people the organization needs.
person could take another job that does not require bar admission, and the General Counsel office could have other jobs that don’t require a bar-admitted lawyer.

**Recommendation:** Since those who will fill the NSP positions on a temporary basis will be from both position- and person-based systems, any future INSP system must accommodate both. If there is a permanent component of the INSP system, it may be position or person-based, but must adhere to the principle of maximum flexibility to accommodate both position and person-designations residing side by side.

### 4.1.2 COMMON TERMINOLOGY

One of the most basic recurring themes is the lack of a common understanding of basic terms. It is crucial for a new system to be designated from the outset with commonly agreed and understood terminology.

Numerous officials and documents have pointed to current confusion surrounding the definition of common terms. This includes the most basic term, “interagency national security professional,” and other terms important to the overall NSPD program including “joint duty.” Other terms could be defined too, but there is considerably less controversy over those terms.

**INTERAGENCY NATIONAL SECURITY PROFESSIONAL**

The FY 2010 National Defense Authorization Act (NDAA) contains the following definition of interagency national security professional:

*The term ‘interagency national security professional’ means an employee of an Executive agency who plans, coordinates, or participates in activities relating to the national security of the United States that require significant interaction and engagement with other Executive agencies.*

This summer (2010) the Interagency Policy Committee (IPC) adapted the NDAA definition and went further by defining “Significant interaction and engagement” as routinely participating in interagency forums to develop or execute interagency policy and plans, and responding to incidents. It also said the individual should be a GS-13 or equivalent and above.

Despite this definition, there continues to be discussion about all parts of the interagency national security professional definition. Specifically, there has been confusion about:

- What constitutes national security?
- What is meant by interagency?
- What professional level is included?

All of these parts of the definition can be clarified by information that has been developed on who is a National Security Professional (NSP).

**NATIONAL SECURITY**

The National Strategy for Development of National Security Professionals has a broad definition of national security as it pertains to NSPs. For example, it notes that the term includes those
working on one of the programs listed below. In PNSR’s view, the list should be considered not fully inclusive, given the need to anticipate definitions of future national security threats:

- National Security Strategy
- The National Intelligence Strategy
- National Strategy for Homeland Security
- National Infrastructure Protection Plan
- National Response Framework
- National Preparedness Goal
- Homeland Security Act of 2002
- The National Strategy for the Physical Protection of Critical Infrastructures and Key Assets
- The National Strategy to Secure Cyberspace
- Robert T. Stafford Disaster Relief and Emergency Assistance Act
- Defense Production Act
- Federal Power Act

**INTERAGENCY**

The exact meaning of interagency also has various interpretations. As noted above, the Section 1054 definition of an interagency NSP is one who interacts “with other Executive agencies.” It notes that executive agency “has the meaning given such term by Section 105 of Title 5, United States Code.” Section 105 defines executive agency as an Executive department, a Government corporation, and an independent establishment. So interagency in Section 1054 is the same as interdepartmental for those entities within a cabinet department. For those organizations outside of a cabinet department, such as the CIA, interagency means interagency. Under this definition interagency does not include interaction between two organizations within the same department. Specifically, interagency does not include interactions between the Army and the Navy because they are both within DoD. Similarly it does not include interactions between the Customs and Border Protection and the Coast Guard because they are both within the Department of Homeland Security. These interactions are defined as intradepartmental or intra-agency.

The definition of interagency as defined in Section 1054 seems too narrow because it does not include state and local, tribal entities, territorial entities, and the nongovernment and private sectors. Such interactions are included as a part of the NSP program as defined in the National Strategy for National Security Professional Development. Specifically, the strategy notes that interactions with “other departments, agencies, local, State, Federal, tribal entities and the private

---

62 Executive Department is defined in Section 101 of this title as one of the 15 cabinet departments.
63 Government Corporation is defined in Section 103 of this title as a corporation owned or controlled by the Government of the United States.
64 Independent Establishment is defined in Section 104 of this title as (1) an establishment in the executive branch (other than the United States Postal Service or the Postal Regulatory Commission) which is not an Executive department, military department, Government corporation, or part thereof, or part of an independent establishment; and (2) the Government Accountability Office.
65 It is interesting to note that prior to the establishment of DHS interactions between the Coast Guard and the Customs Service would be included within the definition of interagency.
sector” are part of the NSP program. Such interactions could be defined as *intergovernmental* or *intersectoral*.

Finally, there also are differing opinions on exactly what level and type of employee is included in the interagency NSP definition. As mentioned above, the IPC notes the employee must be a GS-13 (or equivalent) and above. Yet some officials note that there may be instances of GS-12 personnel or possibly lower grades, especially in the field, who might be important to include within the interagency NSP definition. Some definitions of NSP exclude political appointees, but clearly there could be some political appointees who should be included within the definition. In particular the Department of Homeland Security has several key politically appointed officials who play an NSP-type role. In fact the DHS training for NSPs is very similar to its training program for new political appointees which was developed for the January 2009 Presidential Transition.

**JOINT DUTY**

Other definitions are also important to the development of NSPs. The military formally defines “joint” as “connotes activities, operations, organizations, etc., in which elements of two or more Military Departments participate.”

The John Warner National Defense Authorization Act for Fiscal Year 2007 (FY07 NDAA) provided an important legal revision to the term “joint matters” to allow its applicability to “unified action by multiple military forces” to include participation with other departments and agencies, foreign military forces and agencies and non-governmental persons and entities. As a result, in 2007 the military altered its joint “credit” system to become a “joint qualification system” that provides a broader formula for qualification beyond intra-agency joint assignments. Nevertheless, the military’s formal intra-agency based definition of “joint” has not changed in Joint Publication 1.02.

For intelligence agencies, “joint duty” is clearly defined, but there still is disagreement about that definition. As defined in Intelligence Community Directive (ICD) 601 a joint duty assignment means:

(a) the permanent assignment of an employee from a position in one IC element to a position in another IC element that requires and/or provides appropriate joint IC duty experience, or (b) the temporary detail of an employee from a position in one IC element to a rotational assignment in another IC element that requires and/or provides appropriate joint IC duty experience for a period of at least 12 months and not more than 36 months.

Some intelligence agencies created “joint duty” positions within their organizations and allow their own employees to obtain “joint duty” credit when assigned to these positions.

---


Although there are numerous terms that could be discussed, the important ones that need clarification for comparing programs across agencies are who is included as an interagency NSP and the related definition of joint duty assignment.

It will be difficult for an effective INSP program to move forward without agreement on what an interagency NSP is and what is meant by “joint duty” assignment. Some departments and agencies have a vested interest in keeping the definition of who should be included in an INSP system as narrow as possible so that others from outside their departments are not involved in their programs.

**Recommendation:** PNSR believes that the definition of national security, interagency, and levels and type of appointment be kept broad so as not to exclude key officials who are critical for a collaborative, coordinated INSP system.

### 4.1.3 Understanding of Work Patterns

Another issue to consider when designing an INSP system is the different national security missions and functions, levels of involvement, and sizes to the national security mission and workforce. There is wide variance in the types of work required to carry out those missions and functions. The lesson from these insights is that “one size may not fit all” when creating the elements of a career development and management system for NSPs.

One way to view these differences is to group agencies by their patterns of work. Our analysis reveals that there are at least four primary patterns which should not be viewed as mutually exclusive.

**Pattern #1** includes those agencies whose work is predominantly and continuously national security and somewhat predictable, e.g. DoD, DoS, and various parts of DHS and ODNI, but even here not every part of every organization or position is an NSP.

**Pattern #2** includes those agencies whose work is predominately national security, but is episodic, e.g., FEMA. At the most aggregate level, FEMA responds to uncertain and less predictable events, such as Katrina, and in some circumstances more routine and predictable such as low-grade hurricanes and flooding.

**Pattern #3** includes those agencies where the very nature of the work requires intra-agency and interagency coordination, e.g. DoS in embassy/country teams, the various law enforcement agencies within DoJ; intelligence agencies; and in defined situations between and among law enforcement and intelligence agencies. DoJ officials note, and various studies have pointed out, that coordination and cooperation has improved significantly since 9/11, but still could be improved. DoJ officials point out that coordination and cooperation is much more integrated in the United States field locations than it is in the Washington headquarters of the various departments and agencies. DoS makes the same argument for country teams overseas. These agencies explain that their laws, regulations, protocols, MOUs, and MOAs further define and refine the what, why, who, how and when of cooperation and coordination. The above type
agencies tend to share a set of characteristics which requires them to look at NSPs with some, but not total similarity.

*Pattern #4* encompasses a heterogeneous and variable set of characteristics. These agencies are often called non-Title 50 agencies, whose statutory basis is not found in Title 50—which deals with national defense and intelligence. Many of the non-Title 50 agencies have defined primary roles within the National Response Framework, and several of them perform national security-related Mission Essential Functions. Each of these agencies has a critical role to play when certain conditions in domestic or overseas national security issues arise. HHS and EPA are examples. HHS has a role in protecting and promoting the health of the nation both on a day-to-day basis as well as during events like (a) catastrophic natural disasters, (b) instances where immediate actions are needed to save lives, (c) the protection of property and the environment, or (d) the need to provide basic human needs.

Each of these agencies has employees who tend to be highly technical and in many respects unique in their day-to-day duties that are not directly related to national security, but who possess skills that are directly applicable in the event of a contingency. Scientists, medical professionals, education professionals, legal professionals, and the like, have day-to-day functions that become critically applicable in response and recovery in crisis situations. For example:

- An expert in the epidemiology of anthrax has a key role in a release of anthrax into the population, but on a day-to-day basis must continue scientific work in anthrax to remain current as an expert.
- An agency responds to the Gulf of México oil spill by providing various services ranging from food and nutrition or wildlife capture services to conducting shoreline assessments, participating on scientific panels assessing the reopening of fisheries, and evaluating proposals for cleanup technologies.

The day-to-day work while remotely associated with national security becomes critical when a crisis requiring these talents occurs. There is a substantial body of literature about the leadership and management of these types of individuals, whose allegiance is always more closely aligned to the profession than to a particular organization. The research suggests that individuals on rotational and/or joint assignments are more productive if they are seconded to assignments in organizations where there are similar or identical professionals, or if to a totally different work or organization that the assignments are defined in terms of weeks, rather than months.

Because the work to be done, as defined in missions and functions, is the foundation for every organization, the above observations also have implications for examining the different levels of agency work. Is NSP work only found at the SES and GS-13 through 15 levels, or their equivalents, in organizations? Is it possible that work exists at lower levels? Or more likely, does this suggest that developmental assignments, education, and training should begin within agencies at lower grade levels? What does appear to be the case is that one size or set of requirements does not fit the needs of every department and agency that has a contribution to make to the security of the nation. What may well be the case is that there are a set of government-wide requirements that are further refined based on the nature of the work and contribution each organization, or clusters of organizations, are required to make.
4.1.4 Information Technology Systems

Whatever form the new system for National Security Professionals takes, it must be supported by robust information technology systems. The two basic elements are: 1) the Human Resources Information System (HRIS), which supports the cataloguing and tracking of NSPs across the entirety of their careers, 2) and a variety of program support tools, including social networking tools, which support the ongoing collaborative and consultative mechanisms that are essential to successful national security system performance and NSP individual performance.

Human Resources Information System

For the NSPD program, in which a cadre of NSPs must be developed and managed, Human Resources Information Systems should provide information to fulfill four essential functions:

- Track and catalog personnel and their capabilities
- Catalog and deliver training, education, and career development opportunities
- Provide information which can be used for NSP workforce planning
- Provide information that can be used for INSP system planning and evolution

Recommendation: At its most basic, there should be a full picture of the NSP cadres in order to manage and evaluate the NSPD program. There should be a way to record the skills and knowledge NSPs have absorbed through the training, education, and career development programs. The NSPD program should be able to project requirements and establish goals so as to adjust and improve implementation. The users of an HRIS for NSPs include the gamut of users from managers to analysts, and from employee self-service to partner organizations. Depending on the technology of the HRIS, all these users need to play a role in developing an HRIS for the NSPD program. Ultimately, the full utilization of HRIS functions depends on broader progress in the NSPD program and needs that emerge.

Recommendation: Because of importance and complexity, use of an HRIS in support of the NSPD program must be led and hosted by an office that can devote sustained attention to the effort.

Social Networking Systems

Social networking, enterprise 2.0, collaborative software – all these terms refer to the use of virtual tools to enable greater knowledge and information sharing across an organization through profiles, blogs, wikis, tagging, e-mail, and instant messaging. These tools have allowed organizations to increase performance by amassing knowledge, improving agility, and expanding collaboration. Government has begun to adopt these tools to keep pace with the changing world. While the information technology aspect of developing social networking systems in organizations is often emphasized, social networking is just as integral to human capital management. IBM, for example, has recognized, “Workforce strategy drives Workplace [its collaboration environment] strategy.” Social networking can be a powerful enabler of culture change as it removes organizational and physical boundaries between people, and provides a space for instant feedback and innovation through the sharing of ideas. However, even as social networking can enable culture change, it still faces barriers and pitfalls like any other change initiative. Social networking’s ability to remove barriers and create a space for collaboration
presents a novel opportunity, outside of conventional means, for adjusting personnel policy for the NSPD program. Appendix 7.2.1 contains more information on social networking barriers and pitfalls.

The development of a social networking site has substantial potential benefits to enhance NSP individual and INSP system performance. It would also be easily accessible, compared to the usual policy decisions made in interagency forums, allowing the NSPD program to permeate people’s day-to-day work. People could learn and develop habits of interagency collaboration on their own initiative, which would make them feel invested. The power of a well-implemented social networking site cannot be underestimated. IBM has found, for example, “People are willing to trust the intranet more than the company.” Finally, as the U.S. moves further into the 21st century, people will expect social networking to be available to them at the workplace, and that it will be fully integrated with human capital policy. The government has a lot of work to do to catch up these expectations.

**Recommendation:** The NSPD program, as an agent of change, would benefit immensely from incorporating social networking into its efforts.

**Recommendation:** Social networking systems and technology have the potential for substantially enhancing the effectiveness and efficiency of any future system developed for NSPs. However, the newness of this technology suggests that testing the system limits and problems through one or several pilots would be a prudent way to proceed.

### 4.1.5 SYSTEM ACCOUNTABILITY

To function effectively and efficiently over time, there must be system accountability. This means qualitative and quantitative metrics must be developed which are used to evaluate system performance in relation to the system’s strategic goals and objectives. System performance assessment is essential to guide the evolution of the NSP development program. There currently are few criteria to evaluate the overall interagency program. The Government Accountability Office (GAO) notes that a key success factor in encouraging collaboration is to develop mechanisms to monitor, evaluate, and report on results. As stated by officials in the NSPD-IO the evaluation criteria should be outcome (as opposed to input) based. Fundamentally, did interagency cooperation produce the best outcome at the best cost? They note that the hypothesis is that if departments and agencies collaborate in solving complex problems, each will be able to contribute its specific expertise, and if this is accomplished in a balanced and coordinated manner, it will reflect the most effective and efficient response.

Outcome measures are preferred, but initially it will also be important to identify certain input measures that can be used as proxies for potential outcomes, and as ways to encourage behavior that will move to greater collaborative activity or jointness. These metrics could measure:

- Alignment
- Employee engagement
- Collaboration
- Cost
- Program results
These various metrics could be used across all INSP programs as a way to track progress toward goals and eventually results.

**ALIGNMENT**

One measure of alignment is to focus metrics on the training and development of NSPs by the individual departments and agencies. As laid out in the NSPD Implementation Plan, key goals for National Security Professionals that should also be goals for NSPs are:

- An understanding of the strategies and plans relevant to their particular duties, especially the inherent interagency challenges
- The ability to deal with the specific interagency challenges they are likely to face

The current NSPD Implementation Plan lays out metrics to measure progress against these goals. They are for National Security Professionals to:

- Take relevant training course(s) designed to build improved interagency operations capability and readiness, which are focused on the understanding of the national strategies, the general interagency challenges inherent in each, and ways of dealing with these challenges
- Participate in relevant education program(s) such that they are able to think strategically and develop innovative solutions to complex national security interagency challenges
- Participate in relevant professional experience(s) such that they understand the roles, responsibilities, and cultures of other organizations and disciplines; exchange ideas and practices; build trust and familiarity among each other, especially those with differing perspectives; and minimize obstacles to coordination

Additionally, metrics to measure program effectiveness against program goals must include identifying the desired end-state to ensure investments in course and programs are aligned to achieve desired and required outcomes and performance behaviors.

Finally, departments and agencies should evaluate each of the key NSPD components (i.e., training, education, and professional experience opportunities) to ensure a value-added benefit for their respective Interagency National Security Professionals.

**EMPLOYEE ENGAGEMENT**

The second broad set of metrics involves employee engagement. Clearly the key skill set that NSPs should possess is the ability to understand and deal with interagency challenges. NSPs can gain an understanding of these challenges through training, but interagency assignments are a better way to actually deal with the issues. One metric in this area is the number of NSPs actually participating in an interagency assignment.

It is also important the NSPs possess the eight core capabilities of a qualified national security professional as laid out in Executive Order 13434 and outlined earlier in this chapter.

A robust performance management system for individual NSPs that measures and tracks performance against these core capabilities is critical for effective employee engagement and to help ensure all NSPs have these capabilities.
COLLABORATION

The next category of metrics involves collaboration. Measuring the extent that NSPs collaborate or that joint programs operate collaboratively is difficult. One measure could be the use of employee surveys to measure NSP’s perception of the extent of collaboration in their work units and across the national security program. One such survey is the Federal Human Capital Survey, which is administered to most federal employees by the Office of Personnel Management. ODNI has administered the questionnaire to intelligence community employees. Key questions that could provide some assessment of collaboration include: “The people I work with cooperate to get the job done”; “Managers/supervisors/team leaders work well with employees of different backgrounds”; and “Managers promote communication among different work units (for example, about projects, goals, needed resources).” In addition, a more specific survey of NSPs could be developed to measure the key desirable activities.

COST

Another set of metrics involves not only the cost of the NSP program, but also benchmarks to compare the cost against other ways of operation. Did the interagency cooperation produce the best outcome at the best cost? Costs of training and development of NSPs can be measured and compared across national security departments and agencies, but without some criteria such measurements are not very useful. Metrics on costs should also be tied to metrics on program results and effectiveness as a means to evaluate funding objectives and budget requests.

PROGRAM RESULTS

The ultimate outcome metric category is program results. Such output measures are the most difficult to develop and measure. One way to approach developing such criteria is to use the Government Performance and Results Act (GPRA). The GPRA provides a framework that Congress, OMB, and executive branch agencies can use to evaluate the “jointness” of programs. It also provides opportunities for federal agencies to identify other agencies addressing related outcomes, and coordinate with these agencies to ensure that program goals are complementary; strategies are mutually reinforcing; and common performance measures are used. OMB’s Program Assessment Rating Tools could also be used to foster greater federal agency collaboration. For example, OPM could consider whether the program coordinates and collaborates effectively with related programs and whether duplication exists. GAO has noted that the Program Assessment Rating Tool provides general guidance for assessing effective program coordination and collaboration. To demonstrate effective collaboration, agencies need to provide evidence of collaborative efforts “leading to meaningful actions in management and resource allocation.” GAO has specifically noted that these tools could be used to promote better information sharing for securing the homeland, noting that this government-wide effort involves multiple federal agencies, including OMB, DoD, the Departments of Homeland Security, Justice, and State, and the Central Intelligence Agency.

Finding: A critical area of any program or activity is evaluation. Development of goals and measurable objectives is a cornerstone of effective program management. PNSR believes that in the short term, input performance measures could be developed to help move the NSP program to the desired outcomes of increased collaboration and effectiveness of joint operations.


4.1.6 **PARTNERSHIPS WITH EMPLOYEE UNIONS AND ASSOCIATIONS**

The very nature of interagency national security work is collaborative and requires inclusion of a wide variety of stakeholders in order to assure that all viewpoints are available to contribute to needed solutions. This suggests that partnerships with employee unions and associations are important components of a successful integrated national security career development and management system.

The federal government has one of the largest unionized workforces in the United States, with 37.6% of all government employees belonging to unions, compared with 7.3% in the private sector. While this workforce accounts for more than 50% of all union members in the country, it represents less than 40% of union-eligible government employees. The majority of this membership is at the state and local level.

**Recommendation:** Federal state and local government organizations, their employees, and the unions and associations that represent employees who are national security professionals have a shared benefit to be gained through working cooperatively to design, develop and establish a career management and development system for national security professionals.

**IMPLICATIONS OF LABOR-MANAGEMENT RELATIONS FOR THE INSP SYSTEM**

In thinking about the potential implications of developing a cadre of NSPs, it is important to consider exactly what functions such a cadre will perform and at what levels of the federal government they will operate. Currently the majority of NSPs at the federal level is at the GS-13 level and above and tends to hold executive, managerial, and supervisory positions. A smaller number carry out non-supervisory roles at the GS-13 level and above.

The Federal Managers Association (FMA), the Professional Managers Association, and the Senior Executive Association are examples of professional associations whose membership includes supervisors, managers, and executives who may be national security professionals. These and other similar organizations, as well as the more traditional public service unions, will have an interest in any national security professional career management and development system which is developed. The FMA, for instance, is the largest professional organization of managers in the federal government. It represents the more than 200,000 managers in the government and has considerable influence. In some instances, the FMA has joined labor unions to advocate changes to policies and initiatives such as the National Security Personnel System. While the FMA or similar organizations, may not have the legal authority to bargain with agencies, their members are the ultimate decision makers. Hence, the organizations’ perspectives or stance on policy issues could ultimately impact the effectiveness of implementation at the agency level, where members operate.

**Recommendation:** Given current efforts by President Obama to encourage multi-stakeholder negotiation on various aspects of labor rights, this study may provide a perfect opportunity for

---

engaging management, professional associations, employees, and labor unions in discussing the concept of NSPs and exploring approaches for effective implementation.

Further details on the statutory framework, bargaining representation, recent changes to labor-management relationships as well as lessons learned from the DHS MaxHR and DoD NSPS systems can be found in Appendix 7.5.

4.1.7 INCENTIVES

PNSR’s review of available incentives and HR mechanisms, suggests that their value and impact might be increased if these incentives were bundled or if the employee is allowed to choose from among several options. The element of employee choice and/or involvement is a powerful incentive in and of itself.

In addition, current authorities allow departments and agencies the authority to design extensive incentive and recognition programs and grant awards to federal employees to recognize individual and/or group performance or the achievement of pre-established goals. A 2009 report by Merit Systems Protection Board on employee engagement states:

*Recognition lets employees know their work is appreciated and valued. It is a strong contributor to high levels of employee engagement and retention. As well as encouraging employees to repeat desirable behaviors, recognition can be used to improve an employee’s performance to the level expected by recognizing incremental improvements. Monetary incentives, such as salary increases and bonuses, are only part of the recognition picture. In addition to money, employees appreciate more personal forms of acknowledgement of their contributions, such as oral or written praise, achievement awards, time off, special assignments, increased autonomy, opportunities to share and implement their ideas, and public recognition.*

Observers have suggested that in order to ensure full participation, an interagency system needs to provide incentives for individuals to participate. Those might include enhanced promotion potential; improved prospects for choice assignments; and a reasonable degree of confidence that the program rules, the basis for career decision-making, will not change too dramatically over time.

One of the methods by which employees and organizations will be encouraged to participate in an INSP system is an effective incentive and recognition program. This program must be closely linked to an NSP mission/vision statement. Methods of recognizing employee and organizational contributions range from an oral acknowledgement to formal ceremonies with
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beautiful plaques and significant cash awards. While many of the current awards and recognition take the form of cash, a number of studies indicate that cash awards and bonuses can be relatively short term motivators, while incentives such as increased autonomy, choice assignments and public praise and recognition can be the “gifts that keep on giving.”

A true cost benefit analysis for incentives is a challenge because of the difficulty in identifying a quantifiable value in terms of organizational benefits associated with the granting of an incentive award. By way of comparison, however, each year, United States firms spend more than $117 billion on tangible incentives and awards, representing about 3% of the United States payroll. More than 80 % of these incentives are cash-based. In fiscal year 2008, the United States Federal Government spent close to $2 billion on awards paid under the authority of Chapter 45 of Title 5, U. S. Code. This represented nearly 2% of total government salaries.

The impact of incentives varies depending on factors such as the type of incentives, the duration of the program, the target audience, and intrinsic individual values. For example, cash awards tend to have more significant impact in occupations that are manual and require more repetitive functions. In cognitive occupations, non-tangible incentives such as self-direction, autonomy, and purpose are stronger incentives and tend to have more dramatic impacts on performance. In these instances cash incentives have marginal impacts, and in some cases may not work. Intrinsic values, therefore can have significant benefits, and yet cost little to nothing. Recent research by the Incentive Research Foundation has found that incentives, regardless of the type, can have significant impacts on performance. Meta-analysis from 45 studies and survey findings, reveal the following:

- Properly selected and administered tangible incentives (cash and awards) can dramatically increase work performance
- When tangible incentives are carefully selected, implemented, and monitored, they increase incentivized work performance an average of 22%
- Tangible incentives can significantly increase one’s intrinsic interest in incentivized work tasks

The research of the Gallup Organization and others also shows that employee engagement and commitment are increased, sometimes significantly, when the element of employee choice is introduced. This suggests that the incentives structure for an INSP system should give strong consideration to providing appropriate employee choice in its human capital policies and programs.

Historically, incentives have focused almost exclusively on the performance and behavior of individual employees. More recent thinking has begun to focus on incentives for changing organizational culture and behavior, particularly incentives which support innovation within organizations. Here the focus is a bit different, but the results to be accomplished are the same – incentives which motivate agencies to act in certain ways, for example, policies and procedures

which support and reward organizations that embrace and support interagency and/or intergovernmental assignments. Another area of focus for organizations is incentives that support organizational innovation. Incentivizing organizational innovation is discussed later in this chapter.

The following points summarize the effective use of incentives as a key design element of a National Security Professional system to attract and retain NSPs:

- Current authorities allow agencies to design effective incentive and recognition programs for NSPs and organizations
- Programs should be closely linked to an NSP system vision or mission
- Programs should include financial and non-financial awards
- Impact of non-financial awards is greater if combined/bundled (e.g. time off award combined with cash award)
- Non-tangible incentives, such as oral or written recognition, increased autonomy, and use of HR mechanisms, such as enhanced promotion potential and improved assignments, will have longer-term impact than monetary incentives

**Recommendation:** Agencies in the National Security community should design an incentive and recognition program for NSPs and groups utilizing financial, non-financial, and HR mechanisms to motivate participation in interagency professional development opportunities and to recognize individual, group, and organizational achievements in performing interagency activities.

### 4.2 TRANSFORMING CULTURE

For an organization to reach maximum effectiveness and efficiency, there must be a shared vision of what is to be accomplished, buttressed by shared values, attitudes, beliefs, assumptions, artifacts, and behaviors\(^77\) that are institutionalized to create the routines and habits of an organization seeking to create predictability.\(^78\) There must be an organizational culture that binds the group together. This shared culture influences internal and external relationships, and it guides and defines individual actions.

**WHY FOCUS ON CULTURE?**

Culture has also been an identified barrier to halting efforts of both public and private sector organizations who try to transform themselves. This is particularly true when the transformational goal is to move from an industrial age vertical structure into a more modern, agile, networked organization. Departments and agencies have strong, dominant cultures reflective of their legislative mandates, and this tends to trump interagency culture and the ability

---


DESIGNING A SYSTEM

Leadership is crucial in transformative change and in enabling individuals in an evolving system. The following are successful managerial practices within collaborative cultures:

- Forge relationships
- Develop flexibility
- Encourage courage
- Support risk taking
- Enable empowerment

While these were given in the context of a crisis capacity for responders, they are real aspects of the day-to-day work in which culture is created. Effective leadership creates a culture that is defined by the day-to-day interactions that influence peoples’ ideas of acceptable performance.

Recommendation: A successful INSP system creates a culture of its own with strong effective leadership that promotes identification of NSPs as a community while the individuals also work within the unique department and agency cultures from which they come.

BRANDING

Small changes can be used when creating a new culture or sub-culture, as with the INSP system. Inherent in these small steps are reflections of the larger changes. These steps for creating or transmitting a culture are also known as creating a brand. Patrick Hanlon, founder of Thinktopia, an idea engineering firm, distills the branding process to seven elements.

Several elements that impact the creation of a successful brand for NSPs and the INSP system include:

- A *creation story* and creed that describe the purpose and philosophy of the group.
- *Icons and logos* that identify a specific community of people.
- *Common rituals, behaviors, or experiences* that bind a community together through shared values and experiences.

---

79 Project on National Security Reform, Forging a New Shield (Arlington, Va.: PNSR, 2008).
Recommendation: Various elements of a brand reinforce organizational and cultural change. Creeds, creation stories, and icons, for example, can simultaneously aid leadership in articulating their mission while providing a clear line of sight for individuals to connect with the organization. A lapel pin with an INSP system logo could be a positive branding feature.

Organizational Culture

Because organizational culture is such a broad and complex concept, it is often cited as the critical success factor. There is no magic wand to be waved. Profound change takes time and presents inherent challenges and possible downfalls.

Organizational culture can be too strong and actually stifle an organization. Flexibility is an inherent component of successful cultures and thus must be reflected through the organization in as many facets as possible. During transformation, there will be people who have been so ingrained in the prior culture that they will feel that to act in a different fashion is to not be themselves and will leave the organization. Leaders must be willing to remove barriers and aspects of culture that are counterproductive, even if that means losing people or removing iconic people who represent the old culture. The benefit of such action is that it provides the opportunity to recruit people who do fit into the new culture. Often this is reflected by taking advantage of generational change and bringing an influx of new, often young, professionals into the workforce.

Creating a culture takes time and is reinforced through leadership, consistency, and experience. It is frequently the case that those who are most senior in an organization tend to have the hardest time adjusting to a new culture as they have been inculcated the most in their agencies’ current cultures. However, they are also supposed to function as the leaders of change and models for behavior when they themselves will experience the most difficulty in accepting the changes. This is an inherent contradiction. No two transformations are alike. These various aspects are present in every organization and agency. Some may have strong lines of sight, or be working on a bottom up approach while others focus on a top down model, or may be stagnating.

Organizations that are considering change must conduct an honest evaluation of their culture and the readiness of the organization and its employees at every level to change. The underlying cause of failure in the majority of change initiatives is that the organization has not developed the capabilities to reflect on, inquire about, and talk openly together about impeding structures, practices, and mindsets that are blocking change. People cannot raise the serious issues that need to be addressed without invoking defensiveness. Creating an environment in which employees may pose their questions, fears about, and ideas for change is an extraordinary leadership challenge.
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The public sector has a particularly powerful factor that can support the change process. Public sector employees are devoted to the mission they serve. Culture change can come more quickly when employees and leaders are able to see a direct relationship between the mission they care about and the ability of the proposed changes to help them achieve that mission.

Leaders who can communicate both the vision and strategic goals while encouraging communication, openness, flexibility, and risk taking tend to be the most effective in facilitating a profound cultural change. An ideal situation is to work from both directions, top and bottom, at the same time. Leadership can be preparing for change and focusing on strategy while innovative ideas and concepts are allowed to be pulled up organically from the bottom of the organization.

**Recommendation:** Careful consideration must be given in building an INSP system that is both strategically focused and open to a collaborative culture and structure. A culture is needed in which the backgrounds, perspectives, and ideas of someone from DoD and someone from USDA are seen as advantages to providing a broader perspective, and not a barrier to comprehension and progress.

### 4.3 Enabling Attributes

#### 4.3.1 Entrepreneurial Approaches

The national security community can create a powerful organizational incentive by creating competition within and among agencies to identify innovative solutions to specific national security issues. The potential topics involve professional development, human capital, policy, or operational issues. The issues could be selected by the Interagency Policy Committee (IPC) from those nominated by the national security community. Agencies would be encouraged to select a critical issue to address and develop an innovative and creative solution. In addition to recognition from other organizations and the professional community, an additional incentive to participate in this competition would be a substantial financial grant to be used toward the winning agency’s NSP program. This organizational and individual incentive would encourage entrepreneurial thinking and result in innovative solutions to important issues.

Entrepreneurial approaches are not dependent upon permission from higher authority. They can easily come from within the group. “Entrepreneurial” and “hierarchical” are inherently antithetical notions, which suggest that it is useful to create a public framework for entrepreneurial approaches and then step out of the way and let the creative forces take over.

#### 4.3.2 Organizational Innovation

To encourage and harness creativity and entrepreneurship across agencies, innovation can be incentivized. The concept of *innocentives* has taken root in the public sector:

- In 2004, the Defense Advanced Research Projects Agency (DARPA) was authorized by Congress to conduct contests and offer cash prizes to participate in the first DARPA

- Since 2005, NASA has offered competitive prizes, awarding a total of $4.5 million, for NGO-funded advancements in technology through their Centennial Challenges program. Three new challenges were announced in July 2010 to add to the 19 competition events that have already been held over the past 5 years.
- September 2009, President Obama issued “A Strategy for American Innovation.”
- In March 2010, OPM issued guidance to agencies to increase the use of challenges and prizes for the development of new tools and approaches as part of the president’s effort to create a more collaborative government.
- As of October 2010, 42 challenges from 21 departments and agencies have been posted on the new website Challenge.gov.

The 20th century command and control models that focused on ‘pushing’ innovation are being challenged by and giving way to 21st century network models based on ‘pulling’ innovation from diverse resources and available human capital from across public and private, agency and department boundaries. This change is totally consistent with the idea of networked organizations discussed in Section 7.2.1. It is also consistent with the concept that every individual can be a leader and can make a contribution. Contribution is not dependent on a directive from a higher level leader but resides within the individual.

### 4.3.3 Communities of Practice

Another opportunity to improve collaboration is through communities of practice. In general, communities of practice serve as a vehicle for workforce professionals and thought leaders to discuss and share promising practices within a subject matter area. Such communities of practice often provide an interactive platform for providing technical assistance through webinars, discussion boards, blogs, and other online resources to workforce professionals.

One of the first federal agencies to use communities of practice was the National Aeronautical and Space Administration (NASA). For example, the NASA Engineering Network was designed to connect NASA engineers and provide resources to help them effectively and efficiently solve problems and design solutions.

The February 2010 National Disaster Recovery Framework envisions establishing communities of practice for the 6 Recovery Support Functions. These functions bring together federal departments and agencies—including those not active in emergency response—to collaborate and focus on recovery needs. By organizing long-term recovery into these 6 manageable components, relevant stakeholders and experts can effectively be brought together to identify and
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resolve recovery challenges. The 6 Recovery Support Functions, along with the key federal agencies involved, are shown in the table in Appendix 7.8.2.

The Chief Learning Officers (CLOs) of various departments and agencies have also coalesced into a robust community of practice to collaborate on training and education issues. In 2004, they established the CLO Council, which, while informal, provides organization and structure for their discussions. Officials from the Department of Commerce have played a particularly strong leadership role in the formation and continuity of the CLO Council. A number of traditional national security players participate regularly, but the CLO Council could also be a forum through which to evolve relationships and best practices among a broader set of stakeholders in our national security missions.

These communities of practice not only should be able to coordinate and increase collaboration among key federal departments and agencies, but also could involve state and local governments, businesses, and voluntary, faith-based, and community organizations. Such communities of practice could also be used to improve collaboration in other parts of the national security system.

4.3.4 Social Networking

Social networking began in the late 1990s with websites that offered users the ability to create profiles and link to others' profiles. In addition, websites like Wikipedia provide spaces for people to collaborate in content creation. Tagging and bookmarking help people to sort content socially. As social networking sites grew in popularity, businesses began to incorporate them into internal websites. They found these features improved collaboration and helped remove organizational barriers. As social networking sites advanced, they began to incorporate more user-generated content, which in the business, meant greater feedback, more innovation, accumulation of knowledge and learning, and more engaged employees.

The advantage of social networking for organizations is its network-enabled approach to problem solving. The idea of “networked organizations” has been around for more than 40 years. This concept has recently gained currency because of the combination of advances in information technology and the challenges of solving increasingly complex problems. The failure of traditional approaches—namely hierarchies and market structures—to solve such complex problems has created an imperative for a new alternative. This alternative, networks, is purported to solve the “coordination problem” by providing more expansive access to knowledge bases and facilitating wider and more effective information sharing. As the U.S. moves into the 21st century strategic environment, social networking can play an important role.

DESIGNING A SYSTEM

The U.S. Government has lagged the private sector in adopting social networking practices, but it has made important gains. For example, the Nuclear Regulatory Commission (NRC) developed Tomoye, a Microsoft SharePoint-based tool, to combat the loss of knowledge from experienced people leaving the agency.93 NASA hosts wikis, blogs, and tagging tools on its intranet.94 Its social networking site is called Spacebook.95 Perhaps most well known of all government efforts, the intelligence community has created tools such as Intellipedia, a collaborative wiki, and A-Space. “A-Space lets the analysts create workspaces on various subject matter, such as the avian flu, Iranian elections, or Somali piracy, on which they can share information and collaborate on projects.”96 Other examples include Diplopedia, FedSpace, milBook, and Bureaupedia. GovLoop is a private site that serves people in the federal government and those who are interested in the community.

While information technology specialists are required to ensure that the technical needs of social networking sites are met, the role of social networking in human capital is of equal strategic importance. Social networking sites serve to increase employee engagement, identify experts, improve communications, host online courses, and provide data for workforce planning and organizational analysis.97 For example, BestBuy found that about 20,000 employees who participated in www.blueshirtnation.com had only 8 to 12% turnover, compared to the overall company turnover rate of 60%. “Starbucks used its social network to find native Czech speakers to help open new stores in the Czech Republic.”98 At Swiss Re, the company “deployed social business software globally to improve collaboration, increase the cohesion of their matrix organization structure and deal with the complexity of combining diverse expertise in the design of products and solutions.”99 IBM uses a comprehensive system, IBM Dynamic Workplaces, or W3, that includes profiles, messaging, collaboration spaces, and even HR tools.100 As one employee commented on IBM’s online directory, Blue Pages, “We started hot-desking seven or eight years ago, and we became unable to find people [within the organization]... So we had to

build a tool to enable us to find people and the skills they have.”101 One manager said of W3, “W3 has surpassed management, coworkers, external media, and the internet in terms of usefulness… It's had a profound impact on our culture. In fact, it's become our culture.”102

In the federal government, leadership attention to social networking is a significant issue. Many large policy decisions are made through the process of memos and meetings, and it is not clear if social networking activity affects the policy process. For employees, this can make social networking seem futile. John Kagia, director of custom research services at Market Connections, which conducted surveys on social networking in the federal government, has said, “Generally, you’d have to go through a number of layers or gatekeepers before you had access to those people [strategic decision-makers]… [H]ow it’s being used to influence strategic decision-making, purchasing behavior and agency policy… is still an unanswered question.”103

4.4 CONCLUSIONS

The INSP system design must take into account the key elements of scope, terminology, patterns of work, information technology, accountability, partnerships with employee unions and associations, and incentives.

The lessons learned from successful and failed transformation projects are powerful, and to ignore them is to imperil change. Political and career leadership must be involved and must articulate a clear vision and reason for change. The most successful transformations are those which can articulate a direct relationship between the change being made and the organization’s and the individual’s ability to achieve the agency mission more effectively and more efficiently.

Furthermore, employees at all levels must be engaged in the transformation effort at the problem identification, problem solution, piloting, and implementation stages. Change is facilitated with communities of practice, networked organizations, and social networks because these entities enhance both vertical and horizontal collaboration.

5. PATHWAY TO A FUTURE SYSTEM

The previous chapters have described the history of national security interagency programs and the challenges facing the development of a new system. In this chapter, PNSR recommends and describes the development of a new system in terms of successive stages and discusses various pilot programs which can provide additional guidance about how to proceed.

5.1 VISION FOR AN INTEGRATED SYSTEM

Since issuance of Executive Order 13434 in May 2007, agencies have made progress in promoting the education, training, and experience of professionals in national security positions in executive departments and agencies. However, extensive work remains to fully prepare the national security system and its workforce to confront the challenges of the strategic environment today and tomorrow.

The need now is further development of a human capital system with greater integration across its components, including military and state and local personnel. The new human capital system must be able to enhance performance through strategic investment that further institutionalizes development of National Security Professionals who are educated, trained, and incentivized to work across boundaries and achieve the desired outcome of better integrated, and more effective, policy development, execution, and evaluation. In this study, PNSR proposes a specific vision of such a system, which would be achieved through a series of stages, each with key elements and actions along the pathway.

The Integrated National Security Professional system would not replace or restructure existing agency human capital systems but rather would overlay such systems. It would have the following key features:

- **Strategic investment in a federal human capital program** which provides the foundation to support the emerging profession of National Security Professionals (NSPs) who work with national security interests throughout all federal departments and agencies, bolstered by participation of other organizations (state, local, tribal, international, non-profit and private sector) through exchanges and “continuum of service” opportunities, in a whole of government system.104
- **A system that is both person-based and position-based** so that rank can be tied to either positions or people.
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104 As directed by the Statement of Work, this study acknowledges that the recommendations for an Integrated National Security Professional system do not apply to the various excepted services and political appointments such as U.S. ambassadors and similar positions.
• **Designation of specific positions** for service by NSPs involving responsibilities that are inherently collaborative across organizational boundaries (intra-agency, interagency, intergovernmental, international, or public/private) with incumbents serving outside their primary department, agency or major organization, during steady-state assignment, special task force or team, or in crisis response.

• **Progressive development and qualification** of NSPs through a series of levels representing achievement of proficiency in collaborative teaming across organizational boundaries as the result of education, training, experience and demonstrated performance with established agency and interagency requirements, qualifications and management.

• **Centralized management** of the system, including career development and tracking of the careers of the most senior NSPs, funding for central aspects of the program, evaluation, and oversight.

• **Recognition of various “patterns of work” in the national security community and “one size may not fit all”** in the development of elements of a NSP career development system.

• **Multiple levels of achievement/rank** for NSPs based on accumulated training, education, experience, and demonstrated proficiency of service in intra-agency, interagency, intergovernmental, international, and public/private positions outside one’s own primary organization.

• **Formal program for integrated training and education**, largely run by individual departments and agencies but with some centralized mandates and courses.

• **Self-selection** to pursue NSP qualifications, bolstered by incentives and recruitment programs.

• **Entry and training laterally** or at an early career stage.

• **Central funding** for key aspects of the system such as the development, implementation, and maintenance of any interagency education and training curricula and qualification processes, as well as costs for experiential opportunities, incentives, human capital tracking systems, and central management functions.

• **Central evaluation** and oversight of the system.

### 5.1.1 Need for an Integrated National Security Professional System

In Section 1054 of the National Defense Authorization Act of 2010—the statutory mandate for this study—Congress recognized the need for a “system for career development and management of interagency national security professionals.” This report identifies multiple system dimensions and a pathway to reach them to facilitate a more comprehensive examination on a future “Integrated National Security Professional (INSP) system.” This phrase is used throughout the study to describe a system that is: 1) comprised of multiple interrelated systemic dimensions and 2) integrated throughout the full range of national security processes and across various organizational boundaries including civil-military, interagency, and intergovernmental. The people in the system are National Security Professionals (NSPs).

The concept of integrated National Security Professionals is not new. Formal identification of the emerging profession began in 2008 with the implementation of Executive Order 13434. The executive order established “the policy of the United States to promote the education, training,
and experience of current and future professionals in national security positions.”

This policy planted the seed for a system of interagency national security professionals. However, NSPs were identified primarily within the context of existing positions in internal agency systems. A distinct, complementary, and integrated system for professionals in interagency or intergovernmental national security positions – or with certain specified qualifications and able to serve in such positions – is less developed, with some dimensions further along than others.

As noted earlier in this study, “system,” in this sense, refers to “a collection of parts working interdependently to create a specifiable outcome.” Leaders in both the public and private sectors have discovered that a systems approach is often required to holistically address today’s complex problems.

The realization that simple, neat, and wrong short-term solutions use up precious organizational time, money and creativity is propelling managers to think differently—to think about the synergy of the entire system, not just the sum of its parts.

The strategic environment demands that multiple approaches be considered and that multiple perspectives be applied to a problem. Due to the complexity of both the internal and external national security environment, simple and/or single solutions are increasingly less likely to be effective.

Developing an INSP system does not mean abandoning existing programs and initiatives (e.g. education and training) within departments and agencies. To the contrary, it relies on growing and evolving these initiatives organically and in a coherent way. There are many dimensions to an INSP system. These different elements must work together effectively to produce a common outcome of more effective development, execution, oversight, and evaluation of integrated national security policy, strategy, resourcing, plans, and assessment of outcomes.

Basic Dimensions of an INSP system, including its scope (i.e., its size and the organizational and functional/mission scope of the system) and mechanisms related to resources, authorities, incentives, and professional development, as well as other dimensions such as leadership, trust, and culture must also be considered to ensure that NSPs are developed with the right attributes and mind sets.

After describing the degree of integration required across the system, the remainder of this study considers the different dimensions of an INSP system in the context of sequential stages, including potential pilot programs, designed to build over time a comprehensive system.

---


5.1.2 **What Degree of Integration Is Required Across the INSP System?**

There are several possible frameworks available to guide the discussion on the minimum degree of integration required by organizations and individuals in the future national security system. The National Security Professional Development Integration Office (NSPD-IO) developed one such draft framework which is arranged in the following hierarchy:

- Collaboration: Execute tasks jointly
- Cooperation: Execute own tasks in pursuit of common goal
- Coordination: Solicit and respond to input from others
- Consultation: Inform others who may need to know
- Communication: Disclose information, plans, opinions/perceptions

Government organizations already communicate, consult, coordinate, and cooperate to some degree, but they rarely collaborate in the sense of subordinating individual agency interests for the benefit of the whole. In fact, barriers to collaboration are inherent in the current system. In a 2005 report, the Government Accountability Office (GAO) found that:

*The federal government faces a series of challenges in the 21st century that will be difficult, if not impossible, for any single agency to address alone. Many issues cut across more than one agency and their actions are not well coordinated. Moreover, agencies face a range of barriers when they attempt to work collaboratively.*

At the strategic level, virtually all 21st century national security challenges require an integrated approach across a variety of interagency and, in some cases, intergovernmental and private-sector actors. **Collaboration** – execution of tasks jointly – between the multiple stakeholders ensures that activities are defined by policy, planned, resourced, overseen, and assessed in a holistic manner. **Strategic collaboration** requires all-source intelligence, staff review, and decision-making that is not beholden to the interests of specific departments or agencies. For example, policy formulation in Interagency Policy Committees and strategy development in the National Security Staff must be done collaboratively with a national, not individual agency or lowest-common-denominator, perspective.

At the operational level, many 21st century national security challenges require **cooperation**—execution of separate tasks in pursuit of a common goal—and in some cases **collaboration** will be necessary as well. For example, integrated planning at interagency organizations such as joint interagency task forces (e.g., Joint Interagency Task Force (JIATF)-SOUTH) must be done collaboratively. In the future, civilian-led integrated regional centers (a civilian equivalent to DoD’s regional combatant commands) may also require **collaboration** to carry out national security policy at the regional level. For cases in which **cooperation** is required, strategic

---
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collaboration should ensure that separate operational activities are designed and executed to complement and reinforce one another.

In the field, coordination – solicitation and response to input from others – and cooperation combine to achieve the collaboration required for field interoperability. This means, the ability of people, organizations, and equipment from separate departments and agencies to work together at all levels, and of leaders to exercise initiative in mutual support, including the ability to draw upon each other’s information and expertise. Successful field interoperability involves a wide variety of activities including equipment and protocols for communications, a culture of sharing that is encouraged by senior leadership, the ability to provide or exchange resources without legal or other inhibitions, common understanding of intents and capabilities, and clear standards for accountability that are also agile enough to embrace and expect cross-functional and interagency mutual support. Provincial Reconstruction Teams (PRTs) and Field Advanced Civilian Teams are examples of field operations that require collaboration.

5.2 MANAGING THE INSP SYSTEM

The INSP system requires executive branch leadership, below the level of the President, to direct and manage the system on a day-to-day basis and to fulfill functions such as tracking personnel and evaluating system performance.

One of the great challenges to the successful development and implementation of the INSP system is creating an appropriate and effective management organization to lead the effort. While the federal government has several centuries of experience leading and managing vertical organizations, it has substantially less experience leading horizontal organizations which are interagency and integrated in nature. The creation of the INSP system offers the ideal opportunity to further develop integrated interagency and intergovernmental leadership and management policies, procedures, and expertise. It also gives Congress the opportunity to reexamine its internal structures and processes for the authorization, appropriation, and oversight functions related to NSPs and the INSP system.

5.2.1 OPTIONS FOR MANAGING THE INSP SYSTEM

At the most strategic level, a champion in both the executive and legislative branches is critical to provide political visibility and funding for the overall INSP initiative.

Under the current administration, the NSPD-IO office reports to a senior staff member at the National Security Staff. An Interagency Policy Committee (IPC) provides policy and strategic direction for NSPD-IO, and a sub-IPC is responsible for a variety of program and procedural issues. Although these are steps in the right direction, this arrangement is not sufficient. NSPD-IO is neither empowered nor staffed to manage the INSP system on a day-to-day basis. It is also not interagency or integrated in composition, funding or congressional oversight. Furthermore, no one, including the National Security Staff has the authority to direct actions by departments or agencies. The National Security Council is focused on policy – rather than management or planning, for example – and embodies a consensus-based approach to decision-making that is not sufficient for the difficult decisions required to develop and implement an INSP system.
The PNSR team examined multiple options to manage the INSP system, ranging from appointment of an existing department and agency as the executive agent to creating a new entity. Based on past and current analysis, the PNSR team concluded that whatever option is chosen must incorporate the following characteristics:

- Authority to orchestrate and manage the overall INSP system
- A reporting chain to the President
- An institutional linkage to the National Security Staff
- Clearly defined roles and responsibilities between the central management organization and the individual departments and agencies whose national security professional employees carry out the integrated interagency and intergovernmental functions of national security
- Clear strategic and operational communications between and among all of the involved organizations and parties
- A direct funding source
- Congressional support and coordinated congressional oversight

Appointing an existing department or agency as the executive agent has appeal because there are a number of agencies, for example OPM, DoD, DHS, and ODNI, who have various qualifications to fulfill this role. OPM has the human capital policy role and authority, but little experience with the intricacies of national security and the interagency processes that are critical to a successful national security policy and process. Nor does it, as currently configured, have the capacity or expertise to fulfill this management role. Moreover, it has just been given significant new responsibilities under the recent healthcare reform legislation. DoD is certainly steeped in the knowledge of national security and in the military experience of the Goldwater-Nichols reform of the military. DHS holds a central role in linking national and state and local national security and natural disasters. ODNI comes closest to having an interagency perspective based on its role in working with the 17 intelligence agencies under its umbrella, and it has worked diligently to structure interagency human capital policies for the organizations under its jurisdiction.

However, all of these agencies are industrial age structures. They are predominately vertical in their mission, vision, functions, funding, and human capital policies and procedures that compose their cultural and organizational constructs. In the judgment of the PNSR study team, no matter how hard these organizations try, it would be difficult, if not impossible, for them to make the transition to the type of horizontal management, collaboration and integration that is essential for a successful Integrated National Security Professional system. Finally, as documented in PNSR’s *Forging a New Shield* and numerous case studies, the lead agency concept has historically failed to produce interagency or integrated efforts and more often than not, resulted in the lead agency being the only real player because other participants silently “opt out” of the arrangement.

The study team also considered whether the National Security Staff (NSS) might be the appropriate place to house the authority and responsibility to direct and manage the Integrated National Security Professional system. The NSS recently has been leading the policy process through an Interagency Policy Committee on National Security Professionals and is steeped in the interagency relationships required for national security matters. However, the NSS, as
currently configured, does not have the capacity or expertise needed to fulfill this management role. Furthermore, continuity will be important for the organizations involved with setting goals for and evaluating INSP system performance. The National Security Staff serves at the pleasure of the President and changes with each administration.

What is needed for the management and direction of the Integrated National Security Professional system is a wholly new creation that “eats, breathes, thinks, and acts” integrated, interagency, intergovernmental, and whole-of-government 24 hours a day, 7 days a week.

### 5.2.2 Integrated National Security Professional System Management Board

The PNSR Team has concluded that the most appropriate management organization option is to create an independent Board to manage the INSP system. The Board director would be appointed for a five- to seven-year term that spans transitions of presidential administrations to direct and manage the INSP system. During the first years of his/her tenure, the director’s focus would be to direct the initial system development and implementation and to test effective ways to manage a collaborative interagency organization. PNSR recommends Senate confirmation for the director so that he/she is an officer of the United States with directive authority.

The director would be a nationally recognized, experienced leader who is knowledgeable of national security programmatic issues, has experience in leading organizational transformations, and understands the workings of the interagency, as well as intergovernmental national security relationships. The individual must also communicate effectively with the national security departments and agencies and their national security professional employees, other internal and external stakeholders, and Congress.

The Board would be established by executive order initially and then be institutionalized by an act of Congress.

The Board would report to the President through the National Security Staff, but would be chartered as an independent entity, with independent authority to act as required to establish an effective and efficient INSP system.

The Board’s charter would include the following authorities and responsibilities:

- Manage the initial development and implementation of the INSP system to include such specifics as:
  - A system(s) to manage interagency assignments which identifies a roster of appropriate interagency and integrated rotational assignments; assures that the NSPs receive substantive assignments that assist them to acquire the needed interagency and integrated experiences appropriate to their grade level; identifies development/rotational assignments that take into consideration the nature of the work and the background of the individual to assure that interagency assignments are meaningful, and assures that NSPs are not disadvantaged for assignment or promotion when they return to their home agency
  - A system for tracking the education, training and experiential assignments of NSPs for career development and qualification purposes, so that in times of need,
the government can identify individuals with particular experiences and skills set for assignment to national security critical needs, e.g. Provincial Reconstruction Teams (PRTs) crisis management teams

- Work with the national security departments and agencies to build, pilot and implement a network of effective and efficient collaborative techniques and relationships to include communities of practices, empowered teams, social network exchange sites and other collaborative tools and techniques
- Develop and pilot incentives which encourage and reward entrepreneurial activities and innovation by organizations and individuals
- Review the current shared capabilities and identify and develop other shared capabilities needed by NSPs
- Further develop qualitative and quantitative metrics that both the Board and departments and agencies can use to judge the effectiveness efficiency and progress of integrated interagency and intergovernmental efforts
- Periodically evaluate the progress being made against the established objectives of the INSP system

- Continually improve and test collaborative interagency and intergovernmental management techniques and systems
- Continually improve and test mechanisms to assure the appropriate accountability and program effectiveness and efficiency of interagency organizations
- Provide periodic assessments on the INSP system to the President and the Congress

The Board would seek the advice of, and work collaboratively with, the currently established IPC and sub-IPC on National Security Professional Development in order to benefit from the knowledge and experience of these committees and to provide insight and assistance to these bodies based on the Board’s experience in developing, testing and implementing management and human capital policies, programs and systems that enhance interagency collaboration, effectiveness, and efficiency.

The Board would be comprised of the director and a staff of 20-30 individuals. Funding for the Board would be provided by Congressional authorization (50%) and by agency contributions of dollars and individuals (half of the agency contribution would be dollars and half individuals serving term assignments of one to four years). Thus the staff would be half permanent positions and half rotational positions. The rotations would help assure the development of a group of NSP individuals through their service on the Board who understand the nuances of interagency, integrated, and intergovernmental management and of the human capital, budgetary and information technology systems required to support effective and efficient interagency collaboration to achieve program results.

The current NSPD-IO staff should be integrated into this new organization to contribute the substantial knowledge and experience of NSP issues and needs that it has gained since 2007.

The advantages of establishing an independent Board with authority to manage the INSP system are:
• A small, independent, and empowered Board can be more facile in developing and testing solutions than a large, established bureaucracy with its layers of approvals and authorizations.
• The Board would be an innovative and entrepreneurial approach to testing and learning about collaborative, interagency management systems and techniques. The results of these efforts would be invaluable to advancing knowledge about effective and efficient ways to develop and manage interagency organizations and across governmental levels.

To help assure broad perspectives and access to the most creative thinking about intra and inter-organizational collaboration, the Board should have an advisory group which would provide periodic analysis and advice to help assure the development of the most effective and efficient interagency and intergovernmental policies and procedures. This advisory group should include representatives from the public and private sectors. Public sector members should include representation from the federal Chief Human Capital Council and the Chief Information Technology Council. The private sector members should include representation from organizations that are horizontal and collaborative and from educational institutions. The charter of the advisory group would be to provide independent advice to the Board director on matters related to creating and maintaining horizontal, collaboration mechanisms to support the INSP system.

The President should establish through Executive Order, and Congress should institutionalize through legislation, a new, independent Board with a direct funding source, whose chief executive is appointed for a five- to seven-year term. The Board should authorized to develop and pilot leadership, management, and procedural mechanisms appropriate to the interagency, intergovernmental and multi-sector (i.e. public, private, international) needs of the INSP system. The Board would be assisted by an independent advisory group which brings insights from the public and private sectors.

5.2.3 National Security Professional Levels

To implement a whole-of-government national security system as described above, PNSR proposes that National Security Professionals be qualified at various levels based on education, training, and experience qualifications. The use of levels is needed to recognize the multiple experiences in intra-agency, interagency, intergovernmental, international, and private organizations. The motive of better collaboration within the government is not limited to interagency. Each of these domains is different, with varied rules, laws, and mechanisms for collaboration. Hence, the national security system’s leaders need experience across multiple domains. Finally, there is a need to provide many individuals cross-boundary opportunities, to ensure leaders have depth of experience in cross-boundary work, and to ensure the senior personnel in the system have demonstrated leadership in cross-boundary responsibilities in order to lead the system effectively.

Proposed Levels for NSPs

Level 1 “Familiarity”: This level requires completion of specific training designed to familiarize the individual with the elements of the national security system, methods for its
integration and means for individual collaboration across organizations. This training is to be brief, largely available on-line and available to all National Security Professionals. The organization that manages the INSP system would define the common core training but departments and agencies would administer the training, add their own requirements as they determine appropriate, and qualify individuals.

**Level 2 “Experienced”:** This level requires accomplishing specific training, educational requirements, and experience serving outside the individual’s primary organization at intragency, interagency, intergovernmental, international levels or with a qualifying private organization. The individual’s specific experience is reviewed for acceptability in its interaction, its level of responsibility and the individual’s manner of performance. While there is a common core of minimum requirements including six qualifying months of continuous experience, requirements could be higher for specific experiences and agencies. For example, the military’s traditional “joint” requirements for a minimum of 36 months (waived to 24 months in selected cases) could be accommodated in this level. Minimum standards and training are set by the organization managing the INSP system in coordination with the agencies and departments administering the program and qualifying individuals.

**Level 3 “Mastery”:** “Mastery” requires accomplishing additional core training, educational requirements and experience serving outside the individual’s primary organization with the intent that the individual would demonstrate competency at a higher level (generally GS-14 or equivalent or above), with a total cumulative qualifying experience of at least three years, including earlier experience for level 2. Some adjustments could be made in specific cases where the quality of individual experience is achieved in less time as validated by an appropriate agency determination or the Board that manages the INSP system. The military has already pioneered the establishment of a system for such determinations that could serve as a model. The goal is for individuals to have experience in more than one of the cross-boundary arenas. Approval of individuals with repetitive experience in one area could qualify, but with limitations on follow-on opportunities to serve in senior level leadership positions.

This level of the program is defined and managed in cooperation with the departments and agencies. Agency determinations for level 1 and 2 qualification are accepted but decisions on level 3 qualification occurs with agency participation. For more limited qualification of “mastery” at the interagency level (e.g., for the military’s joint qualification system) or within the intelligence community, existing procedures are sufficient without the action or participation of the organization that manages the INSP system.

**Level 4 “Expert”:** Finally, the “expert” level is the highest level of qualification (limited to GS-15 or equivalent and above) and intended for individuals who will lead interagency and integrated cross-boundary teams at the highest levels (SES or equivalent level). This level requires additional short course training, but is primarily based on experience beyond the “mastery” level. Individuals must have performed successfully at the GS-15 level or above for at least two years in an additional capacity beyond that to accomplish qualification for “mastery.” In addition, individuals have to have served in at least two of the types of integrated service. At this level, qualification also requires review of the individual’s performance and experience. Individuals at this level are expected to be sufficient for their assignment to any senior NSP.
position for which the individual has technical competencies, irrespective of agency. The organization managing the INSP system manages this level of the system, establishes its detailed requirements, and qualifies individuals with the nomination and participation of agencies and departments.

**Figure 10: Summary of Possible NSP Levels**

<table>
<thead>
<tr>
<th>Competency level</th>
<th>Level 1</th>
<th>Level 2</th>
<th>Level 3</th>
<th>Level 4</th>
</tr>
</thead>
<tbody>
<tr>
<td>Core Content</td>
<td>Department level</td>
<td>Centrally managed</td>
<td>Centrally managed</td>
<td>Centrally managed</td>
</tr>
<tr>
<td>Qualification</td>
<td>Department level</td>
<td>Department level</td>
<td>Generally centrally managed</td>
<td>Centrally managed</td>
</tr>
<tr>
<td>Personnel Tracking System</td>
<td>Department level</td>
<td>Department level</td>
<td>Department level (but visible to central management)</td>
<td>Centrally managed</td>
</tr>
<tr>
<td>Minimum rotation (qualifying experience)</td>
<td>0</td>
<td>6 months</td>
<td>3 years (cumulative)</td>
<td>2 additional years at GS15/SES equivalents</td>
</tr>
<tr>
<td>Minimum GS equivalent</td>
<td>GS-12</td>
<td>GS-12</td>
<td>GS-14</td>
<td>GS-15</td>
</tr>
<tr>
<td>Minimum cross-boundary experiences</td>
<td>None</td>
<td>1 boundary</td>
<td>2 boundaries (can be achieved with one, with subsequent limitations)</td>
<td>2 boundaries</td>
</tr>
</tbody>
</table>

Appendix 7.6 includes an analysis of key issues regarding the proposed qualification system.

### 5.3 BUILDING BLOCKS FOR SUCCESS

#### 5.3.1 KEY ELEMENTS FOR SUCCESS

**CHAMPIONS**

A successful transition to a new human capital system for National Security Professionals requires champions in the executive branch and the Congress. It is a matter of leadership, both in establishing a system and its necessary elements and in supporting its development. The other central element brought by champions is funding. This is not an expensive system, but it does require resources.
OTHER NECESSARY SYSTEM ELEMENTS

As described in Chapter 4, certain elements must be present in a successful new system. They include:

- The scope of the system – its many dimensions – must be taken into account in the design to result in an integrated result.
- Common terminology is fundamental to any system and is especially crucial for this integrated system that is based on people from different situations and backgrounds working collaboratively.
- Understanding of work patterns leads to the conclusion that the principle of “one size does not fit all” must underlie the design.
- Robust system information technology for managing personnel data and social networking must support the new system to assure efficiency and effectiveness.
- System accountability in the form of system performance assessment is essential to guide the evolution of the INSP system.
- Partnerships with employee unions and associations are important components of a successful integrated national security career development and management system.
- An effective incentive and recognition program will attract top-quality personnel to become NSPs.

5.3.2 ENABLING ATTRIBUTES

The basic system building blocks which are described above will be buttressed with the enabling attributes that were described more thoroughly in Chapter 4: entrepreneurial approaches, organizational incentives, communities of practices, and social networking. These techniques and approaches are essential to developing an INSP system that can and will perform in ways substantially different from the industrial-age vertical organizations that characterize the traditional departments and agencies of the federal government.

- **Entrepreneurial Approaches:** With assistance from agencies and stakeholder partners, the Board will develop and pilot one or several competitions to encourage innovative solutions to one or more national security issues. Potential topics will include professional development, human capital policies and procedures, national security policy and operational issues. The specific topics will be chosen in consultation with the IPC and national security agencies.

- **Innocentives:** With assistance from agencies and stakeholder partners, the Board will develop and pilot one or several experiments with innocentives. These will be similar in nature to the competitions that DARPA was authorized by Congress to offer to encourage individuals and organizations within and outside the INSP system to find creative solutions to difficult problems. National security organizations at the federal, state, and local levels will be encouraged to participate in both the identification of issues for solution and in the competition to be selected to solve the problems identified. With Congressional approval and funding, prizes will be offered as an incentive to join the competition.

- **Communities of Practices:** The INSP system already has several communities of practice. The Board will work with appropriate partners at the national, state, and local
level to develop a basic construct for INSP system communities of practice and to
develop the technology and other support mechanisms which encourage the formation
and utilization of communities of practice.

- **Social Networking:** Social networking is a relatively untested capability within the
  federal public service. The Board will work with agency partners and stakeholders to
develop robust and appropriate ways to use the power of social networking to enable
more effective and efficient collaboration across levels and sectors of the national
security communities. Social networking is a capability that can enhance the working of
communities of practice.

### 5.3.3 **System Implementation Strategies**

Because the INSP system represents a very different organizational construct – one that is
horizontal, collaborative, and operating across organization and governmental boundaries – it
requires new concepts and practices for policies, procedures, and program constructs. Designing
and implementing these new ideas and ways of doing business requires a rigorous testing
methodology to ascertain whether the concept and the theory actually will work in the real world
of organizations that must accomplish strategic goals and objectives, often under short deadlines
and crisis conditions. In recognition that this is a “new world,” the Board will conduct a wide
variety of studies and pilots.

**Studies**

The studies will gather and analyze information on concepts and ideas that may have merit for
the INSP system. Examples of study topics could include issues such as:

- Are there additional shared capabilities that are needed? If yes, what is needed and why?
  What competencies are appropriately agency specific? Occupation specific?
- What are the issues associated with the use of social networking that must be examined to
  assure that this collaborative discussion tool can be used appropriately and effectively in
  the context of INSP system needs? What laws, policies, procedures, or other guidance
  should be made available to agencies? What are the types of issues or problems that
  benefit, or do not benefit, from the use of social networking collaboration?
- What are the most effective collaboration techniques? What are the needs of the INSP
  system and of NSPs? What research and experience already exists that can inform the
  needs of the INSP system and NSPs? What issues represent breaking new ground?
  Where are the centers of expertise on these issues? Do different types of issues require
different collaboration policies, procedures, and techniques? How can NSPs best learn
  collaboration theory and practice: education, training, experience gained through home
  agency or rotational work assignments?

**Pilots**

The use of pilots to test and refine a variety of concepts and processes for the integrated
interagency and intra- and intergovernmental structures, policies, and processes is a **critical
success factor** for the INSP system. The lessons learned from successful and unsuccessful
transformation efforts make clear that testing new concepts and processes to see how they work
in the crucible of one or multiple organizations significantly increases the chances of identifying
what really does work, what requires further refinement, and what will not work at all. In addition, pilot programs also provide the opportunity for NSP employees at all levels – from the department or agency head to the newest employee – to gain greater understanding of the proposed changes. This approach also allows the Board and national security organizations to invite the input of stakeholders and other interested parties.

For example, PNSR recommends that the INSP system develop by moving through four stages along the way to achieve full INSP system development. Stage 1 represents the current state with a few enhancements, but proposed Stages 2, 3, and 4 include increasing levels of integration and centralized management. While these stages appear to be conceptually sound, they have yet to be tested to identify what needs to be adjusted so that the system outcomes will advance the cause of an INSP system. Pilots offer a way to test the stage concepts and refine them based on actual use in a test environment. At each step, the advice of agency leaders, employees, and stakeholders will be sought. The five step pilot cycle process includes:

- **Step 1:** Define and develop the concept
- **Step 2:** Design the pilot
- **Step 3:** Implement the pilot for an agreed period of time
- **Step 4:** Analyze the results against the stage goals and objectives based on the application of qualitative and quantitative metrics
- **Step 5:** Adjust the Stage concepts and processes based on the results of the pilot.

The INSP system Board, the affected agencies and other entities, their employees, and stakeholders will be invited to participate in the design, testing, and implementation of the pilots to help assure that every component is tested and adjusted, as depicted in the figure below.

**Figure 11: Pilot Management**
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This collaborative and inclusive approach to developing the requirements and solutions will help ensure that the concepts and process that are described in Stages 2, 3 and 4 are sound. This iterative process will also allow for significant consultation and input from interested parties, and ensure that the implementation has a greater chance of success. The list below identifies the anticipated stage components that will be part of the pilot testing:

- Professional development
- Coordination
- Funding
- Inclusion of military/state/local/tribal entities
- Needed IT support systems
• Collaboration techniques and technologies
• Culture and branding
• Qualitative and quantitative metrics to measure progress
• Other appropriate issues

A notional timeline for the pilots of Stages 2, 3 and 4 is that the:

• Stage 2 pilot would be developed and tested during Stage 1
• Stage 3 pilots would be developed and tested during Stage 2
• Stage 4 pilots would be developed and tested during Stage 3

The iterative piloting and analysis of results will provide direct knowledge of how each Stage will function, as well as providing a cumulative body of knowledge over the course of the Stage 2, 3 and 4 pilots.

Several examples of potential pilots—detailed in Appendix 7.8.3—include:

• Pre-Graduate NSP Centers of Academic Excellence
• Post-Graduate NSP Fellowship
• A National Security Leadership Fellowship – Stewards of an INSP System
• Leadership in Networked Organizations
• Driving Innovation in National Security Reform
• Developing Interagency Teams
• Training, Education, and Simulations
• PMF National Security Track
• Field Pilot for NSP Rotational Assignments
• Social Networking

The use of studies and pilots to expand knowledge about horizontal, collaborative organization provides a measured approach that will help insure that, to the extent possible, decisions to proceed will be based on actual analysis and experience rather than solely on theoretical concepts. While there is no way to be 100% certain that a policy, process, and method will work as anticipated and as needed, the use of studies and pilots will substantially improve the knowledge base from which decisions are made, and reduce the chance of unintended consequences that can result in fatal error of system design and/or implementation. Furthermore, the methodology proposed, which is collaborative and inclusive, models the system behavior that is needed for the INSP system to be successful in addressing and resolving this country’s national security challenges.

5.4 TRANSFORMATIVE STAGES

Broad change is necessary. The environment for national security renders agency-centric approaches inefficient and ineffective. To that end, PNSR offers a roadmap of progressive transformation stages that outlines the path along an advancing program of change to build an Integrated National Security Professional system.
The stages represent points along the path of an advancing program of change based on successful practices and lessons learned in past transformation efforts and with the NSP system established under Executive Order 13434. It starts with the current system and builds additional capabilities and requirements step by step. It is an evolution that PNSR recommends be accomplished in a five- to seven-year timeframe. With respect for the past, it looks to the future to build an integrated interagency national security system that will produce the kind of security the American people deserve.

The following describes the four stages, including the implications of each stage for professional development, coordination, incentives, funding, and inclusion of the military and state and local organizations. The section also offers the constraints, risks, and benefits of each step. The following figure depicts the four stages of the recommended pathway.
### Figure 12: Pathway to an Integrated NSP System

<table>
<thead>
<tr>
<th>STAGES</th>
<th>1</th>
<th>2</th>
<th>3</th>
<th>4</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Current NSP program</td>
<td>NSP Qualification Program</td>
<td>Integrated NSP System</td>
<td>Whole-of-Gov. INSP System</td>
</tr>
<tr>
<td>Pilot Programs &amp; Strategic Investment</td>
<td>Pilot Programs &amp; Strategic Investment</td>
<td>Pilot Programs &amp; Strategic Investment</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

#### ATTRIBUTES

<table>
<thead>
<tr>
<th>Range of Application</th>
<th>1</th>
<th>2</th>
<th>3</th>
<th>4</th>
</tr>
</thead>
<tbody>
<tr>
<td>Federal government positions</td>
<td>Federal government positions</td>
<td>Federal/State/Local government positions</td>
<td>Federal/State/Local/Private Sector/International positions</td>
<td></td>
</tr>
<tr>
<td>Not formally including the military</td>
<td>Military continues in parallel</td>
<td>Including the military</td>
<td>Including the military</td>
<td></td>
</tr>
<tr>
<td>Not formally including State/Local/Tribal</td>
<td>Not formally including State/Local/Tribal</td>
<td>Including State/Local/Tribal</td>
<td>Including State/Local/Tribal</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>Incorporates “continuum of service” opportunities</td>
<td>Incorporates “continuum of service” opportunities</td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Overall System Attributes</th>
<th>1</th>
<th>2</th>
<th>3</th>
<th>4</th>
</tr>
</thead>
<tbody>
<tr>
<td>Decentralized NSP programs run at the agency level</td>
<td>Strong, decentralized NSP programs at the agency level AND a modest but identifiable INSP system at the interagency level</td>
<td>Centralized INSP system with complementary and supporting NSP programs at the agency level.</td>
<td>Strong centralized INSP system with integrated and subordinate NSP programs at the agency level.</td>
<td></td>
</tr>
<tr>
<td>New emphasis on training NSPs for key positions</td>
<td>Begin to develop centralized management</td>
<td>Fully realized INSP System Management board</td>
<td>An empowered INSP board</td>
<td></td>
</tr>
<tr>
<td>Key interagency policy choices to be made in the interagency process (IPC, DC, PC)</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Implementation (Mission areas)</th>
<th>1</th>
<th>2</th>
<th>3</th>
<th>4</th>
</tr>
</thead>
<tbody>
<tr>
<td>Contributes to multiple domestic missions, e.g. domestic emergency response, counter-terrorism, and other National Security / Homeland Security tasks</td>
<td>Expands upon stage 1 to international response missions, e.g. across emergency response, counter-terrorism, post-disaster and conflict reconstruction</td>
<td>Contributes to the full range of national security missions across intergovernmental spectrum, expanding upon stages 1 and 2 to integrate state/local/tribal organizations in missions</td>
<td>Contributes to the full range of national security missions across intergovernmental spectrum, expanding upon stages 1 and 2 to integrate state/local/tribal as well as private sector and international organizations</td>
<td></td>
</tr>
<tr>
<td>Functions start with policy, strategy, and linking strategy with resources</td>
<td>Functions expanded to interagency planning, execution, oversight, and evaluation</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>STAGES</td>
<td>1</td>
<td>2</td>
<td>3</td>
<td>4</td>
</tr>
<tr>
<td>--------</td>
<td>---</td>
<td>---</td>
<td>---</td>
<td>---</td>
</tr>
<tr>
<td></td>
<td>Current NSP program</td>
<td>NSP Qualification Program</td>
<td>Integrated NSP System</td>
<td>Whole-of-Gov. INSP System</td>
</tr>
<tr>
<td></td>
<td>Pilot Programs &amp; Strategic Investment</td>
<td>Pilot Programs &amp; Strategic Investment</td>
<td>Pilot Programs &amp; Strategic Investment</td>
<td></td>
</tr>
<tr>
<td><strong>ATTRIBUTES</strong></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Implementation (Human capital components)</td>
<td>Involves: • Position designations</td>
<td>Involves: • Position and person designations • Agency-run qualification program</td>
<td>Involves: • Position and person designations • Federal qualification program • Agency career development tracks</td>
<td>Involves: • Position and person designations • Intergovernmental qualification program • Federal system wide career development track (&quot;continuum of service&quot;)</td>
</tr>
<tr>
<td>Changes to Human Capital and/or Information System(s)</td>
<td>None</td>
<td>Modest</td>
<td>Significant</td>
<td>Large-scale change</td>
</tr>
<tr>
<td>NSP Human Capital Responsibilities / Capabilities</td>
<td>• Support interaction among the agencies, such as coordination skills</td>
<td>• Define and coordinate interaction among the agencies, such as national level strategic skills</td>
<td>• Some mandates for NSPs in key agency and interagency positions</td>
<td>• Senior leadership in top positions in the interagency and agencies • Key interagency positions would have mandates for qualified NSPs and top agency positions would include some competitive advantages for qualified NSPs</td>
</tr>
<tr>
<td>Legislation or Presidential Action Needed</td>
<td>Relatively minimal • Executive order to establish management board • Some mandates to support interagency initiatives</td>
<td>Modest • Firm mandates requiring support of interagency initiatives • Legislation establishing central management and funding</td>
<td>Substantial • Mandates for basic design and increased funding, oversight mechanisms to ensure detailed implementation • Appropriate organizations would have to be put in place for management of the system</td>
<td>Substantial • Extensive mandates for design, implementation and funding, significant oversight and reporting requirements to ensure detailed implementation • Appropriate organizations would have to be put fully in place for management of the expanded system</td>
</tr>
</tbody>
</table>
5.4.1 STAGE 1: CURRENT NATIONAL SECURITY PROFESSIONAL PROGRAM

This stage is based on the current National Strategy for the Development of Security Professionals. It is agency-centric in the way requirements are defined and executed, even though the NSPD Executive Steering Committee described its vision in terms of interagency performance as: “Help ensure current and future professionals in national security positions possess the knowledge, skills, abilities, attitudes, and experiences they need to work with their counterparts to plan and execute coordinated, effective interagency national security operations.”

The program is decentralized and lacks central standards for qualification of NSPs. It does not require NSPs to have experience or service outside their primary organization at the intra-agency, interagency, intergovernmental, or international levels. While each department’s NSP training programs includes a focus on interagency performance, this program mandates only “familiarity” with federal efforts and procedures to work across agencies and departments, not actual service in doing so. To date, departments have focused on designating NSP positions and providing incumbents specific training and have not chosen to designate or qualify individuals as the result of training, education, experience and demonstrated proficiency. The executive order envisioned that all federal professional services associated with national security would be included but action to date by departments and agencies has primarily addressed the civil service. Recommended improvements in this stage are specific ways the INSP system could be administered or augmented, including the removal of barriers such as security clearances and funding, the establishment of core curricula, and improved exchange mechanisms.

The timing and pace of transition from Stage 1 to other stages depends upon executive and legislative leadership and action.

Systemic Issues:
- There are no systemic issues associated with Stage 1.

Size, Scope, and Implementation of INSP System:
- Application is to federal government positions only, not formally including the military or state and local personnel. Curriculum is geared to both interagency and intra-agency information although interagency information requires some form of collaboration or central direction.
- The participants for enhanced training would be in Washington, D.C., and then expand by mission, with the inclusion of some regional and field operations based on the missions involved.
- Functions also have spiraled implementation, starting with policy, strategy and linking strategy with resources. Other functions are added later, including interagency planning, execution, oversight, and assessment of outcomes.
Centralization of INSP System:
- The overall system attribute is its decentralization at the department or agency level, except for key interagency policy choices that are made in the interagency process (e.g. the Interagency Policy Committee (IPC), Deputies Committee (DC), Principals Committee (PC)).

System Design and Content:
- The essential element of this system is agency NSPD programs with interagency related content overseen and run at the department or agency level. Centralized initiatives to enhance current agency efforts at the interagency level focus on filling specific interagency related positions, such as those at the National Security Staff, OMB, and interagency task forces. These initiatives focus on training, education, and experience.
- The essential design is position based, although agencies are expected to have appropriate programs of their own design to provide some familiarization of all personnel with interagency processes.
- Individual attributes focus primarily on those needed to support interaction among the agencies, such as coordination skills.

Career Development and Human Capital Issues:
- This stage does not envision a new career development model or qualifications methodology. It also does not envision priority being given for position selection to specific individuals. The stage includes only a minimum of changes to existing information systems.
- The central aspects of this stage that are envisioned to enhance the current program would initially focus on permanent personnel, although once a steady state of individuals is sufficient it could be expanded to some crisis-oriented special staffs, reserve personnel, and intra-agency personnel.
- This stage does not envision changes in existing personnel system policies and assignments, although it may make expanded use of temporary assignments, exchanges, and temporary fill of vacant positions to allow for more interagency experiential opportunities.
- This stage incrementally contributes to multiple missions starting with emergency response followed by counter-terrorism and post-conflict reconstruction, and then expands to other national security/homeland security tasks creating a spiraled implementation process.

Congressional Role:
- No significant new congressional oversight is expected. Normal oversight occurs through existing committees. Centralized funding is relatively minimal, although departments and agencies could be given some mandates to support interagency initiatives.
**EVALUATION OF STAGE 1**

Departments and agencies evaluate the success of this model using the guidelines of the Government Performance and Results Act (GPRA) to assess the effectiveness of NSP career development at a programmatic level. In accordance with the GPRA guidelines, agencies each develop a program, performance goals, plans, and analyses of performance for the outcomes of their program designed to develop NSP shared capabilities. The development of an agency’s NSPs falls into the strategic goal or objective of the agency’s national security missions, while the program entails the education, training, experiences, and other activities that are undertaken to accomplish the goals and objectives.

**Agency Outcomes:** At the agency level, the criteria speak to the success of the agencies in their national security missions, resulting from NSPs operating under shared capabilities. Criteria include:

- Effectively developing policy, strategy and linking strategy with resources in the areas of domestic emergency response, counter-terrorism, and other national security / homeland security tasks
- Successfully communicating and collaborating with other agencies on relevant activities
- Demonstrably garnering agency support of its NSP programs

**PROFESSIONAL DEVELOPMENT**

The current state of professional development as described in Chapter 3 remains relevant for the first interlocking stage. The shared capabilities have been validated as the essentials and the work of the National Security Education and Training Consortium (NSETC) and its Curriculum Working Group should continue with the aim to promote more coordination and cooperation. In addition, by developing a core curriculum for all departments and agencies to follow, adding their own agency-centric information as appropriate, the independent Board recommended in Section 5.2 above will coordinate the efforts of the agencies, facilitate the further development of the shared capabilities, and in consultation with agencies and other stakeholders provide additional guidance on the “end state” of the program.

**Recommendations:**

- Since the basic leadership skills needed by NSPs are intrinsic in their agency training, the INSP program should develop a way to evaluate actual skill levels rather than just the training levels. One possible method could be peer evaluations of joint exercises.
- National security training is also, for the most part, agency-centric. The INSP system needs to include some centralized training, at the very least, a basic orientation program that all agencies could use or adapt for their own use (e.g. FEMA Emergency Management Orientation).
- Thought should be given to the Intelligence Community (IC) and DoD/DoS models of “community.” They share education, training, and rotation assignments. Websites have been designed for information sharing within given communities. NSPs could be designated in given communities and offered specific education/training for that community along with general knowledge of other communities.
COORDINATION

In Stage 1, to improve coordination it is important for the INSP system to identify the common threads that bind all agencies, establish shared interests from which to operate and begin to create a network of agency representatives working on a common goal. Most importantly, it will help to obtain senior leadership commitment, buy-in, and help to foster the sense of ownership critical for the success of the system. In addition, there must be clear definitions on what exactly the INSP system is, the roles of departments and agencies, and the expected outcomes. Even though departments and agencies have previously developed implementation plans outlining their strategies for national security professional development, there is still confusion on what exactly an INSP system would be and how it fits into the framework already designed for NSPs.

The establishment of an empowered independent Board identified earlier is key to moving beyond the status quo and establishing a true coordinating effort for the INSP system. This independent intergovernmental Board should be established during Stage 1 so that it can begin to deal with the essential coordination issues that are currently dealt with in an intra-agency or agency-centric context.

In Stage 1, it is critical that rotation policy be strengthened and security clearance procedures be addressed. In the last two years, OPM has developed a template for MOUs between agencies on interagency assignments. This template outlines the key topics to be covered in MOUs including funding, objectives of assignments and expected outcomes. This template currently encourages agencies to consider the various aspects and implications of rotational assignments to ensure that all parties fully understand the expectations. Finally, management information systems can improve coordination. But more than just traditional management information systems are needed. In the last few years, social networking has become an integral source of innovation, information sharing, knowledge management, and collaboration within government. This shift has been driven by the introduction of Web 2.0 and Enterprise 2.0 technologies, which address the growing imperative to support enhanced collaboration within and among organizations.111

Existing Human Resource Information Systems (HRIS) should be very modestly expanded. Under Board guidance, the Title 5 departments and agencies should work to create an NSP data field in the Electronic Official Personnel Folders (eOPF) or similar less costly program. The Curriculum Working Group should work to continue coordination of training and education for interagency collaboration using department and agency Learning Management Systems (LMS). Congress should establish a general requirement for departments and agencies to prepare personnel for interagency activities, to provide legal backing for online courses. Given the redevelopment of the INSP system website, the INSP system should continue efforts to get it back online. The website should be ultimately designed to be a centralized tool. However, it is not necessary to have the website completed in this stage where the emphasis is still on departments and agencies.

Recommendations:

- Establish the Board detailed in Section 5.2 as the key body to effect coordination of the INSP system.
- Establish a clear definition of an “INSP rotation” (or types of rotations) and track all such occurrences.
- Develop a pilot program to track skills and experience/education/training of NSP corps to identify suitable candidates for rotations (as well as more enduring reassignments).
- Establish an inventory of all positions that become vacant in which an NSP might profitably serve; determine the desired duration of each rotation to that position.
- Adopt the template developed by OPM and encourage its use as a model for interagency agreements on rotational assignments.
- Analyze changes for needed expedited security clearances and reciprocity of clearances to facilitate rotations and interagency transfers.
- Improve management information systems, including creating INSP data fields in eOPF and departmental HRIS, coordinating HRIS through the NSPD Content Management Working Group, and using federal and departmental LMS to support training and education of NSPs.
- Identify and leverage existing, and create new, communities of practice among practitioners in the national security environment to complement interagency assignments and experience. A key way of leveraging these communities is through online tools such as social networking sites.

Incentives

As with professional development, incentives to participate are not an independent variable. They must be directly tied to the strategic objectives and outcomes that are to be accomplished. Incentives can be intrinsic or extrinsic. Properly used, either can be a powerful motivator to reinforce current behavior or to reinforce change. An effective incentive system for the INSP system must provide rewards and recognition to individuals and organizations that excel in the NSP shared capabilities. The system can be used to recognize individuals, groups, teams, or organizations that exemplify and demonstrate outstanding collaboration in the interagency environment and lead to specific outcomes.

Just as with professional development, there are basic principles regarding incentives that must be observed if the incentives are to be effective:

- The recipient must be able to see a direct relationship between the behavior/performance and the incentive received.
- Incentives must be timely for maximum motivation.
- Incentives and the requirements associated with them must be publically known, bestowed, and acknowledged.
- The incentives program must have a stated set of objectives to be obtained, and must have an agreed upon set of qualitative and quantitative metrics developed to be used to evaluate results.
• The results of the program assessment against qualitative and quantitative program metrics must be periodically integrated so that the programs are continuously improved to reflect current and future needs.

The more effective incentives tend to be “intrinsic” meaning they tend to be based on what individuals value most. Given that people have different value systems, it is difficult to design incentive programs that will have the same effect on large groups of individuals. The INSP work environment, which is heavily mission oriented and occupied by senior subject matter experts, lends itself to more intrinsic incentives such as employee engagement, passion for mission, education and professional development and service under strong, effective leadership. Rewards are only motivating when they are meaningful to the individual receiving them. There are often differing opinions as to what is meaningful and the most successful firms turn to studies and surveys to determine the types of rewards to offer. For additional information see Appendix 7.2.2.

**Recommendations:**

• Build the INSP Incentive System on the foundation of a pay system that is competitive with comparable positions and occupations in the private sector.

• Develop financial incentives for the INSP Incentive System, but more importantly ensure that there are non-financial incentives such as opportunities for improving skills, impact on promotion potential and increased participation in task direction.

• Motivate NSP personnel by:
  - Encouraging the creation of “communities of practice” of national security professionals, including the establishment of informal INSP working groups, online platforms that allow practitioners to share information, annual conferences for NSPs, or the creation of an INSP professional membership organization
  - Making participation in interagency efforts one of requirements for outstanding/exceptional performance
  - Providing cash and other monetary incentives for outstanding achievements in interagency collaboration
  - Providing educational and professional development incentives
  - Making participation in interagency efforts a factor that enhances one’s ability to be promoted
  - Strengthening employee engagement

**Funding**

Stage 1 describes a decentralized NSP program run at the agency level with a minimal level of Congressional involvement. Departments and agencies will need to reprioritize investments from other budget areas to meet the mandates for a realigned INSP system and to support interagency initiatives. Funding will need to cover the development, implementation, and maintenance of agency education and training – including materials, as well as costs for rotational assignments and monetary incentives. See the Figure 20: Cost Model for Pathway to an Integrated NSP System in Appendix 7.2.3 for estimated costs in Stage 1.
Agencies may choose to informally collaborate through MOUs in developing more complete INSP development programs across agencies. High-level interagency INSP policy may provide more direct guidance on supporting interagency initiatives.

During this stage, departments and agencies should have enough flexibility in their budgets to reprioritize funding for this program, assuming the agency perceives additional value of the INSP system to their mission. It is assumed that departments and agencies will allocate their budgets toward those activities and programs that maximize mission effectiveness. However, incurring costs for the development of a realigned NSP model are contrary to the current trend of decreased spending and program cuts. Though minimal in terms of long-term and comprehensive benefits including the welfare of the nation, this investment may present a significant obstacle to the political approval and feasibility of the program. At this stage, because departments and agencies are not provided additional funding for the program, it is likely that cost will continue to be a stated reason for non-compliance until the agency recognizes the value of this system.

**Recommendation:**

- Ensure departments and agencies give the establishment of the INSP system due regard, legislative language may be necessary to emphasize the mission-dependency of a dedicated NSP program.
- Provide guidance in addition to, or absent legislative language, from the executive branch to stress the mission and importance of reprioritized funding through letters to the head of the departments and agencies.
- Establish a baseline of funding for the Board that will oversee and manage the INSP system.

**INCLUSION OF MILITARY**

Given the action of the Congress in the 2007 John Warner National Defense Authorization Act to broaden the definition of “joint matters,” the importance of interagency activity by military officers (as well as intergovernmental, international and with private entities) now has legal recognition. However, even though E.O. 13434 does not exclude the military, the implementation plans to date do not include the military in NSP programs. DoD made a formal decision that the current joint program meets the requirements and intent of the executive order, with respect to the military – we agree with this conclusion. Within the intent and character of a Stage 1 approach to interagency national security professionalism, this is a workable approach that allows for emphasis on the military in interagency activities without formal inclusion in the INSP system. This approach sets aside the potential complexities of differing personnel systems from that of civilian personnel management.

Although this is a workable approach to recognize participation by military officers at the individual level in interagency and intergovernmental affairs, it does not necessarily put this participation on an equal level with traditional joint assignments in the views of the officers concerned or their services. (Promotion experience to date has been too limited to evaluate the effects on careers.) Other actions continue to be necessary to make interagency service attractive, such as a directive from the Chief of Staff of the Army that leadership of Provincial
Reconstruction Teams (PRTs) is to be considered the equivalent of traditional command assignments.

As operational experience in stability and counterinsurgency operations has become more common, the military has also adapted the curriculum of its joint educational facilities to incorporate more study and recognition of interagency action. The broader curriculum raises awareness but the content is not the equivalent in detail or extent, as joint education for unified action by the military services.

Three major barriers exist to wider interagency and intergovernmental service by military officers for accrual of qualified joint service:

- There are relatively few such assignments—even on a temporary basis—relative to the greater number of joint intra-agency assignments.
- The tight timelines of the military’s “up-or-out” career model is generally prohibitive of lengthy interagency assignments by military officers in addition to more traditional joint assignments. Few officers can fit substantial interagency experience within their careers without jeopardizing their promotion opportunities.
- The number of such assignments is apt to remain few without greater recognition of the military’s interdependence with other departments and agencies for mission success.

Recommendation:

- Accept the military’s current joint program as meeting the intent of the Executive Order 13434 and is more than sufficient to meet the goals of stage 1. Hence, no changes are required in this stage.
- Make an expanded effort to encourage interagency assignments by increasing their number, providing for further ease of recognition of interagency work and by encouraging more of the military’s best officers to participate in them.
- In keeping with the increased dependency of military operations on collaboration or integration with other departments, expand the curriculum devoted to interagency operations and provide additional means to codify an interagency body of knowledge for military-civilian interaction. This expansion of attention toward interagency matters could be done within existing joint doctrinal instruction and expanded to service based curricula.

INCLUSION OF STATE/LOCAL

PNSR understands that state and local organizations and personnel—non-federal stakeholders in national security—are not in the President's “chain of command.” Thus, when PNSR uses the terms requirements and standards, it understands that they can only apply to Federal organizations and workforces. As such requirements and standards apply to the non-federal components and professional disciplines of the national security communities of practice, the more appropriate term is nationally recognized and accepted guidelines.

ROTATIONAL ASSIGNMENTS TO FEDERAL POSITIONS
Since 9/11, the homeland security culture at all governmental levels has generally advanced to accepting that rotational assignments add value and build trust through enhanced personal relationships. As one state-level law enforcement official stated, “People are no longer ‘punished’ when they return to their parent organizations.” Nevertheless, all INSP Intergovernmental Personnel Act (IPA) rotational assignments must have mutual benefit and meaning to both parties to the exchange. Rotations must be a win-win while at the same time in support of NSP development strategic objectives and outcomes.

For the most part, state and local organizations regard the most effective use of IPA assignments to federal entities to be to those at the regional level. Likewise, federal personnel would be best served to go to the regional level, states, UASIs and major metropolitan areas rather than rural jurisdictions. From the local perspective, only larger jurisdictions, such as jurisdictions in UASI regions, would derive benefit from IPA assignments to Washington, D.C.

Rotational assignments to and with rural jurisdictions should only occur in response to a compelling need, such as in the case of southwestern border jurisdictions having to deal with the activities of the Mexican drug cartels. IPAs that are county-to-county, city-to-city, county-to-state, city-to-state, etc., according to mutually-identified need and benefit, e.g., to develop or deepen Emergency Management Assistance Compact (EMAC) relationships will be more useful for rural jurisdictions. Such non-federal intergovernmental rotations could be either intrastate or interstate as identified by jurisdictions and the region(s) in question. Such rotations, however, are not without difficulties. While agencies may operate under similar sets policies and procedures, they are not exactly the same. As one state law enforcement official put it, “The software utilized by each of the agencies is different, and even the vehicles operated by municipal police departments have differences.”

Rural local officials see little benefit from a Washington, D.C. rotational assignment. A rotational assignment to a federal regional office could be more beneficial, but even then in the order of priorities, that assignment could have less value than an assignment to a state-level position. More useful assignments would be participation in an intrastate personnel pool for rural regional jurisdictions whereby assignments to state- or Federal regional-level positions would rotate among the participants, further to build intergovernmental personal relationships. Such an example is among rural sheriffs in some five jurisdictions in western North Dakota. The principle of assignments and experiences which have meaning is an important one when developing state and local rotational assignments and opportunities.

Recommendations:

- Identify or create positions in the federal government and in the federal regions for state, local, tribal, territorial, private sector, to serve as rotational assignments as part of a strategic and systemic process that supports workforce community objectives.
- Assure that IPA rotational assignments maximize the mutual benefit and meaning of the exchange.

State and local representatives feel strongly that rotational assignments in a professional development plan should only provide for short-term rotations of no more than six months. This
assures that personnel return to their parent agencies before they are deemed “not-to-have-been-missed.” Rotations must make provision for per diems and allowances.

However, in the case of UASIs and major metropolitan areas where state and Federal regional organizations are nearby, rotational assignments do not require a “family move” or hardship. Mid- and long-term rotational assignments are thus possible. Local representatives indicate that if the local region is in or near a UASI, a rotational assignment can return a value-add to the parent agency in personal relationships and understandings, enhancing personnel leadership development and furthering eligibility for promotion.

Service on a Joint Terrorism Taskforce (JTTF) presents an exceptional case. Because of its nature, JTTF personnel tend to work on cases which take time to develop and thus do not neatly fit into a criterion for short-term rotations. Some jurisdictions accept even a long-term engagement extending into a full career choice. For example, the New York City JTTF has at least one New York Police Department officer who has been assigned for 20 years.

**Recommendation:**
- Account for the need to vary length of time for a rotational assignment by state and local personnel and by geography.

IPA rotations provide a benefit to state and local jurisdictions as opportunities for developing leadership. They want rotations for personnel at the mid-level GS-11/13 equivalent to qualify for the INSP, i.e., those with ten years of career left. As one state-level official observed, “Anything later than that only trains people to be consultants.” The law enforcement community of state and major cities police regards IPA assignments for senior lieutenants and captains to federal positions as especially beneficial.

**Recommendation:**
- Begin IPA rotations at mid-level, GS-11/13 equivalent.

**Rotational Assignments to National Security Positions**

Non-federal law enforcement personnel who must interact with the IC require a separate national security professional development set of experiences distinct from those for the emergency management, public health, etc. communities. The national security set of experiences would apply to personnel who must be cleared to handle classified information as a condition of their employment. This experience set would lead to command-level eligibility for GS-13 to SES-level service in a Joint Operations Center (JOC), as provided by the NRF. The other track set would broadly include first responders and first receivers (e.g., public health and health system professionals). This experience set would lead to command-level eligibility for GS-13 to SES-level service in a Joint Field Office (JFO), as provided by the NRF.

---

112 The Study accepts that depending on context the terms national security and emergency management, for example, can have very precise meanings. In the context of career paths and professional development, national security personnel routinely require access and permissions, as distinct from other broadly-defined homeland security personnel who do not.
These sets would allow for cross-tracking assignments as may be required. For example, mid-grade state and local health department officials in a public health track might need to be cleared to serve in national security assignments in fusion centers. Access and permissions would go with the position and not the person. Once such health department personnel return to their parent agencies, their clearances would shift to inactive status.

As a whole-of-society construct, the INSP system is thus potentially inclusive of all levels of government as well as the private-sector and NGO communities. Career paths for state and local government, private sector, and NGO enterprise NSPs will follow these track sets. For both the national security tracks going up to the JOC level and the other set of tracks going up to the JFO level, when the NSP reaches GS-13/15 to SES-equivalent, both track sets would merge and provide for clearances to the TS-SCI level.

Recommendation:

- Where Federal positions for state, local, tribal, and territorial personnel are identified as those based on “need to know,” homeland security NSPs will be trained and cleared to the TS/SCI level. These identified non-federal TS/SCI NSPs will be trained in blocks of instruction that will give them a firm grounding in the IC and how it functions within established law, regulations, executive orders, and guidelines.

Rotational Assignments for the Private Sector

DHS programs and protocols provide a foundation for a formalized system of rotational assignments for the private sector and critical infrastructure/key resources communities. DoD has its “Exceptionally Qualified Individual” program that enables private sector individuals to serve in special government employee (SGE) roles in many areas, particularly at the senior level. ODNI has established a state and local advisory committee with some full-time on-site representation. This group could be expanded to include appropriately cleared private sector and critical infrastructure/key resources community representatives. With regard to clearances, thousands of private sector representatives across the critical infrastructure/key resources sectors and technology provider communities have security clearances and should be able to participate in classified programs and rotational assignment positions in special government employee status.

Recommendation:

- Expand the state and local advisory committee to include appropriately cleared private sector and critical infrastructure/key resources community representatives.
CONSTRAINTS, RISKS, AND BENEFITS OF STAGE 1

Various constraints impact Stage 1. These include:

- **Organization Structure:** The management Board recommended to lead and guide the development of the INSP system must be established. Failure to establish the Board will result in the continuation of the issues and problems which led Congress to mandate this study.

- **Leadership:** The experience of the current NSP program demonstrates that continued attention and support from executive leadership is critical to the advancement of a system of this type. The lack of such leadership will greatly constrain realigned NSP programs at the department and agency level.

- **Political:** At this stage, departments and agencies remain in complete control of their programs, and there are only a few mandates required to assist the system. It is unlikely that there will be strong political constraints.

- **Cultural:** The constraint of cultural resistance and similar barriers discussed in other sections may also inhibit the development of a robust INSP system. This agency-centralized stage serves the agencies well but does not guarantee robust programs that are effective across the system. Intangible constraints are also likely to manifest throughout the implementation process. Many departments and agencies lack a fundamental understanding of the needs of the comprehensive national security system. The needs and operations of their own agency are more understandable and urgent from their perspective.

- **Definitional:** The application of the NSP designation is constrained by the varying nature of national security work. Many agencies struggle to understand how NSPs are different from their current national security personnel and the nature of INSP work. This observation is particularly evident among non-Title 50 agencies, but the amount of time a professional spends on national security issues also varies from continuous to episodic, making a clear line of demarcation less meaningful and effective. At this level, this will continue to be either a constraint or an excuse for inaction.

- **Capacity:** Many departments and agencies are already overburdened in carrying out their basic missions and duties. The capacity of agencies and individuals to implement and monitor a successful INSP system could be limited if no additional resources to establish the Board defined in Section 5.2 or external assistance is provided. Those agencies without a personnel float will be particularly affected by this constraint. Although Stage 1 requires relatively few changes to the current NSP system, it is entirely decentralized to the agencies and will depend upon their capacity to lead the effort.

In light of these constraints, there is a significant risk that the realigned system will suffer in implementation at the department and agency level, and particularly so if strong overall executive branch leadership is not consistently exerted. There is also the possibility that an INSP system that is developed without comprehensively addressing the environmental conditions will still mollify any sense of urgency with the reassurance that something is being done. Executive branch attention may soon turn elsewhere. If this minimal program is not adequate, time and additional evidence will need to be gathered before sufficient will to advance is accumulated. Establishing the Board can be a key step to mitigating the constraints and risks discussed above.
This stage also has benefits. It requires the fewest changes and entails no additional oversight capacity. Departments and agencies can continue to develop their programs, and the program outcomes can be observed and measured by the agencies and the independent Board established to move the INSP system to the next stage and ultimately to Stage 4.

5.4.2 STAGE 2: NATIONAL SECURITY PROFESSIONAL QUALIFICATION PROGRAM

This stage focuses on “experience” in the interagency space and builds upon agency NSP efforts with a formal set of minimum standards of training, education, and experiences required to obtain qualification as a NSP, and includes incentives (primarily competitive advantages) for individuals to assure that a cadre of NSPs fills a large percentage of designated top-level positions of authority over time. NSP standards, qualification, and designations are centralized. This stage involves extensive detail on how to best implement a formal INSP qualification system tied to people and positions. The expectation is that this stage will require some legislation and significant funding.

The requirement to move forward along the pathway is political will and action in the form of leadership, legislation, and funding.

Systemic Issues:

- There are no systemic issues involved with Stage 2.

Size, Scope, and Implementation of the NSP Qualification Program:

- The military’s current joint program already provides the equivalent (or more demanding content) of the Stage 2 program for interagency training, education and experience. Hence, the military program would continue in its current form in parallel with the NSP qualification program.
- The goal of coverage is interagency in curriculum, with intra-agency curricula largely left to agencies.
- The initial participants are in Washington, D.C., and then expand promptly based on the spiral implementation to regional and field activities.
- The expansion of implementation is primarily geographic rather than by mission or function.

Centralization of the NSP Qualification Program:

- The overall system attributes are strong, decentralized NSP programs at the agency level and a modest but identifiable INSP system at the interagency level providing for minimum standards and sufficient oversight to monitor agency efforts.
- The content of the NSP qualification program is developed and regulated at a centralized level with a minimum of new bureaucracy, under the authority of an independent Board.

Program Design and Content:

- The essential elements of this program are centrally directed NSP qualification minimum standards, alongside agency developed standards and content. With little exception, this stage is still an agency-based program that addresses intra-agency needs as well as
interagency minimum requirements. Until more centralized standards and programs can be defined for Stages 3 and 4, the departments and agencies dominate the design and execution of the INSP system. Centralized INSP initiatives to compliment qualification are focused on filling specific interagency related positions, such as those at the National Security Staff, OMB, and interagency task forces. Additional initiatives focus on training, education, and experience to support these assignments. While the first stage focuses only on a limited number of these positions, filled by a percentage of individuals who undergo the NSP training, this stage involves many more positions and people and a broader array of training, education and experience.

- The essential design of the NSP qualification program is both position and person based. Departments and agencies are expected to have appropriate NSP program requirements of their own design that include familiarizing all personnel with interagency processes. The number of individuals with NSP qualification will ultimately be based on agency needs, largely for intra-agency activity.
- Individual attributes to meet the centralized minimum standards for qualification focus primarily on those needed to define and coordinate interaction among the agencies, such as national level strategic skills.

Career Development and Human Capital Issues:

- This stage does not envision a new career development model but does envision a formal NSP qualification. It also envisions position selection priority being given to qualified individuals. This stage includes some changes to existing information systems to accomplish and track the qualifications and to align positions and personnel accordingly.
- The central aspects of this stage’s initiatives to utilize qualified personnel focus on permanent personnel, but it would also be expanded deliberately to selected crisis-oriented special staff, reserve personnel, and intra-agency personnel.
- This stage envisions modest changes to existing human capital system policies and assignments, as well as making expanded use of temporary assignments, exchanges, and temporary fill of vacant positions to allow for more interagency experiential opportunities.
- Because this stage involves positions and people and a formal qualification program for NSPs, it is implemented in fewer increments than the first stage. It contributes to the full range of national security missions within the federal workforce and organization.

Congressional Role:

- Congressional involvement is modest for this stage, specifically to mandate the program and provide funding if the executive branch is reluctant to direct its accomplishment, and then to follow-up with oversight to ensure its implementation. Centralized funding is modest, although departments and agencies receive firm mandates requiring their support of interagency initiatives.

Evaluation of Stage 2

The evaluation of the success of this stage is again determined primarily by agencies and the newly established Board through the GPRA. Any additional review that the INSP system can
conduct will also be useful but will not necessarily have any impact on agencies, which will continue to determine the nature of their individual programs. In particular, explicit identification of the NSP population, which does not currently exist, is critical to the development of valid and accurate data. A centralized INSP Board serves to significantly benefit the analysis of INSP system performance outcomes by providing the specific evaluation processes necessary to refine and adapt the program to changing national security needs. At the very least, interviews of NSPs and their supervisors, and observations of INSP efforts across agencies would provide a rich, additional data source.

**Agency Outcomes:** At the agency level, the criteria speak to the success of the departments and agencies in their national security missions, resulting from NSPs operating under shared capabilities. Criteria include:

- Effectively conducting intra-agency and interagency planning, execution, oversight and evaluation in addition to developing policy, strategy and linking strategy with resources from the previous level in developing international response missions ranging across emergency response, counter-terrorism, and post-conflict reconstruction
- Successfully communicating and collaborating with other agencies on relevant activities
- Demonstrably garnering agency support of NSP programs
- Meeting goals for number of individuals achieving qualifications

**Professional Development**

Stage 2 involves the independent Board creating a formal set of minimum standards of training, education, and experiences based on the core curriculum but moving beyond the core to more substantial interagency skills. A qualification aspect is added, including education courses, training exercises, and interagency experience, thus creating a clear path for NSP-designated personnel to follow. Appropriate consideration would need to be given to the differing levels of involvement of the agencies. The Board would create additional standardized requirements to add to the already developed courses and programs in order for them to qualify for qualification. The interagency environment and its unique aspects would be key to qualification.

Recommendations:

- The Board, in consultation with the INSP system agencies and stakeholders, will develop a formal set of minimum standards, education, and experiences for use by INSP system departments and agencies and NSP employees.
- The Board, in consultation with the INSP system agencies and stakeholders, will develop the critical few qualitative and quantitative metrics that will be used to measure the success of the standards in assuring that the requirements for professional development are met.
- The Board will evaluate the success of these standards and metrics, and working with INSP system agencies and stakeholders, make any needed adjustments and modifications to either the standards or the evaluation metrics.
Coordination

Stage 2 will be identified with the full-functioning of the independent and empowered interagency Board identified in Section 5.2. This stage requires the INSP system to accommodate both position and person-based systems. Both types already exist and those who come into the system on a temporary basis will be from both systems. NSPs may be position and/or person-based, but must adhere to the principle of maximum flexibility to accommodate both position and person-designations residing side by side. With regard to rotations there must be a clear and convincing explanation of the rationale, objectives, and roles and responsibilities of all agencies as well as the NSP corps itself. How would a rotation benefit the participating agencies in terms of achieving their overall missions as well as the individual in terms of developing new skills, contacts, and eligibility for advancement? The development of MOU’s becomes more critical at this stage and, again, improvements to management information systems are needed.

The departments and agencies should make preliminary efforts to coordinate and develop commonality between their programs, first by grouping and identifying people by communities of practice. This would include expanding eOPF data fields for NSPs, and having more departments and agencies upload their personnel files to OPM systems. Also, guided by the Board, departments and agencies should enter into discussions on developing commonality between catalog systems such as Employee Personnel Plus (EP+) and ODNI’s Intelligence Community Capabilities Catalogue (IC3), as well as creating a process for information sharing of catalog data. For example, the Board could request lists from the different catalogs—EP+ and IC3—of people who could assist in managing a natural disaster, so that there is a central group of NSPs that others could connect with for specific skills. In addition, there should be an INSP system website to serve as a web portal and resource center with constantly updated content for NSPs. The Content Management Working Group should govern the website. Departments and agencies should work to ensure commonality between LMSs and their approaches to NSP career development. Courses should be expanded to include the topic of national strategy. In order to ensure departments and agencies are meeting to coordinate all these systems, Congress should provide a mandate for Board coordination of activities in the INSP system.

Recommendations:

- Make rotational assignments a component of a formal agency-specific INSP developmental program.
- Empower the Board in charge of managing the INSP system to review all agency decisions to deny a clearance to an NSP who already holds a clearance from another agency.
- Provide a clear repository for data on the different rules and regulations of NSP civilians and military to create a one-stop database to enhance knowledge and familiarity. The database should also track the relevant skills of both civilian and military NSP members, including active and reserve personnel, to allow mission managers the opportunity to mix and match the best people.
- Provide leadership across the federal community to commission a study or develop a mechanism so that agencies can work together to develop a skills and competency
director for their organization(s) that takes advantage of the work and learning already done by the Intelligence Community pursuant to ICD 610.

- Work with OPM and OMB to develop any standardized MOU instruments that can be accommodated given current agency-level disparities in resources and assignment/promotion policies.
- Resuscitate and develop an INSP system web portal.
- Implement an initiative to achieve commonality among departmental HRIS.

**INCENTIVES**

The following discussion builds on the foundation discussed in Stage 1. Most current incentives and HR mechanisms are designed to provide recognition after the fact to an individual or group. Almost none exist for organizational recognition. The elimination of administrative barriers however, can serve as a strong organizational incentive as can the ability to gain additional funds for new mandates. Departments and agencies are currently required to meet new mandates “out of hide.” Another example of an administrative barrier is non reimbursement for an interagency assignment which could ultimately impact the quality of the individual that management agrees to detail. Managers dealing with backfilling positions, training new employees and fulfilling other administrative requirements during the temporary absence of their employee, are less likely to encourage participation in the program.

White House/cabinet head recognition of the INSP system and Board will serve as an organizational incentive. There are many aspects that must come together to ensure success of this career development program for NSPs. Sufficient staff and resources, recruiting individuals with the necessary competencies and skills, but, in the end, continued and constant independent agency leadership, with long term focused support from the President and Congress, is required to achieve the ultimate goals of this program.

- A Congressional Research Service study in 2008 on “Building an Interagency Cadre of National Security Professionals”, states: “Congress could help direct or shape a future interagency cadre career development program either through legislation, oversight or both.” The current NSPD program has no legislative mandate, leaving its continuation subject to the discretion of leadership in a new administration. Interviews conducted by this study with officials, and in a February 2008 Naval War College report document the thinking that “without the assurance that a program would continue into the future, individuals might be less likely to risk the investment of their resources.”

- Some observers and practitioners suggest that the most important factor in ensuring full agency participation and commitment to interagency career development is presidential support — including regularly emphasizing the program as a priority, and providing ongoing oversight from the White House.

---


Recommendations:

- The Board should conduct a study to determine the specific impact of the different incentives on both organizational and individual performance within the INSP system.
- The Board, in collaboration with OMB should develop an annual review of NSP program effectiveness by department and agency in order to identify and share best practices. Those organizations identified as winners in this process should receive funding relief and an appropriate token to display similar to the “Hammer Awards”.
- The White House should host an annual awards dinner in honor of the recipients of several prestigious NSP awards. These prestigious awards should recognize an employee who has had exemplary performance in specific national security areas, particularly a leadership award for the individual who has excelled in promoting employee engagement.
- The INSP system should develop a qualification process for NSPs and provide a retention allowance for credentialed NSPs.

FUNDING

The executive branch or Congress will need to fund the INSP system Board. In addition, given continued strong yet still decentralized NSP programs at the department and agency level and a modest but identifiable, centrally managed INSP system at the interagency level established through legislation, there will be a more significant need to increase funding coordination across agencies. Agencies will need to reallocate and reprioritize their budgets in order to support the requirements of a formal INSP system and to meet the directives of interagency initiatives. Funding will need to cover the development, implementation, and maintenance of any agency education and training materials and qualifications processes, as well as costs for interagency experiential opportunities, incentives, etc. See Figure 20: Cost Model for Pathway to an Integrated NSP System in Appendix 7.2.3 for estimated costs in Stage 2.

Departments and agencies, under the guidance of the newly created Board, may collaborate through MOUs in developing more robust NSP development programs. With the assistance of the Board, departments and agencies should coordinate as much as possible on the budget planning and execution process during this stage. Effective budget planning and execution processes will allow departments and agencies to make informed investment decision based on strategic priorities, articulate risk and impact of funding cuts, and evaluate investment performance. A separate funding line should be established for the Board.

Recommendation:

- Have the newly created Board begin to help coordinate department and agency funding by asking for a budget line item dedicated to supporting NSP programs that would be presented as an integrated INSP budget submission to OMB. This line item when incorporated into annual budget planning and execution processes can serve as a barometer for agency support of the program.
- Create a yearly round-table for agencies to compare NSP program funding notes and best practices.
Inclusion of Military

The feasibility of integrating, coordinating, and supplementing the systems and requirements regarding experience and education for military officers with the second stage of an INSP system is in many respects similar to the first stage. As the military would not be formally included in the NSP qualification or designation program in this stage, the goals of improved interagency performance would largely be derived by continuing execution of the military’s joint program under the 2007 law, as described in Stage 1.

What could be done on an additional basis in this stage would be to create mechanisms for more explicit recognition of interagency (as well as intergovernmental, international or with private entities) experience, and to ensure the staffing of these assignments is given a greater priority. The military could distinguish this service by use of special recognition or coding tied to qualification for “interagency service” as the result of educational, training and experience requirements. Such qualifications could be more limited than for joint service in the aggregate (e.g., one year interagency credit or more), leaving options open for individuals to have some joint intra-agency service in addition to their interagency service. By requiring key interagency assignments to be nominative or to have interagency credit as a prerequisite for promotion, it would be possible to encourage more experienced and qualified personnel to fill more responsible interagency positions. Both service and service member objections to lengthy interagency assignments would be a barrier to selection of the best officers for interagency work, but these concerns could be overcome. Taking this approach would allow for more integration of the military in Stages 3 and 4 by distinguishing and tracking experience that is interagency.

Another progressive approach to expanding interagency cooperation involving the military would be to encourage more exchange of military officers with civilians in positions where skills are largely similar, including engineers, foreign area officers, intelligence officers and civil affairs officers. This approach would assist in normalizing the participation of key officers with civil organizations and improve the performance of civilians who benefit from such exchanges. In addition to these individuals, there are many military staffs whose tasks would benefit from more civil participation, especially those with military missions that depend heavily on interagency interaction. Such assignments include the Joint Staff, combatant command staffs, joint task forces, acquisition work forces, and base operations support. An increased exchange of military and civilians in educational establishments could significantly accelerate the emergence of better interagency doctrine and planning.

Recommendation:

- Accept the military’s current joint program meets the intent of stage 2. Hence, no changes are required in this stage.
- Develop distinct coding and credit for interagency (intergovernmental, international or with private entities) joint service that can be tracked for follow-up utilization in future assignments.
- Expand exchange opportunities and provide incentives for top quality officer participation.
- Take formal steps to ensure individuals in joint assignments beyond intra-agency DoD service get equivalent or better promotion opportunities.
INCLUSION OF STATE/LOCAL

Recommendation:

- Amend the Homeland Security Act of 2002 to establish a mission essential program line for strategic human capital investment in each department/agency having national security missions or functions that are either primary, i.e., established by law, regulation, executive orders and/or guidelines, or secondary/collateral to their primary functions. Each agency should have a program office, or officer, that implements the NSP program according to policy jointly developed by the ODNI, acting for the IC, and DHS/FEMA, acting for the homeland security community.
- The amendment must include a requirement that the strategic human capital investment program office, or officer, employ a homeland security NSP training, education and professional development Planning, Programs and Budget cycle that reflects and demonstrates resourcing of INSP system policy priorities.

ROTATIONAL ASSIGNMENTS

The NSPD Implementation Strategy speaks of creating “opportunities” for Intergovernmental Personnel Act (IPA) rotations. From that language has come “catalogs” of rotation opportunities without a specific professional development plan. The federal government needs to be more directive over organizations and personnel where the President is able to delegate presidential authority, i.e., in the Executive Branch, to effect INSP system implementation of structured and optional supplemental learning activities and rotational assignments.

Recommendation:

- Identify or create regional INSP system positions in Federal regions to provide rotational assignment opportunities outside of federal headquarters.

PROFESSIONAL DEVELOPMENT

Given the nature of a loosely-coupled homeland security INSP system versus a centralized system, the term “capabilities” versus “competencies” is necessary to avoid condition-of-hire/merit-based issues which would require formal validation. Strategic human capital investment program offices must work closely with other departments/agencies as well as with relevant state and local jurisdiction, private sector, and NGO human capital program offices to fulfill the end-state objectives of the INSP system in the development and execution of their plans.

115 In the case of Federal law enforcement agencies, these components have well-established primary functions like drugs, guns, alcohol and smuggling enforcement. However, in the post 9/11 climate, they now are attuned to looking beyond their primary missions into secondary/collateral intelligence functions and determining any connection to national security matters including terrorism and the activities of hostile foreign services. Normally, such information—if identified—is provided to FBI Joint Terrorism Task Forces (JTTFs) for operational exploitation in an interagency setting of Federal, state, local and tribal representatives.
Recommendation:

- These newly-created human capital investment offices should develop and execute their departments or agencies’ training, education, and professional development plans for their federal homeland security NSP cadres, based upon policy guidance jointly developed by the ODNI, DHS Headquarters, and appropriate mission partners including intergovernmental, private-sector and NGO critical infrastructure/key resources and response/recovery (e.g. emergency management, public health, etc.) entities.

**CONSTRAINTS, RISKS, AND BENEFITS OF STAGE 2**

The constraints of Stage 2 include:

- **Organization Structure:** Establishing the Board and appointing a well qualified Director to lead the INSP system along the proposed pathway to developing a robust INSP system can substantially mitigate the constraints and risks described below, as well and substantially enhance the benefits.

- **Leadership:** Agency progress may continue to lag or proceed inconsistently, because this stage continues to depend on attention and guidance from the executive branch.

- **Political:** At this stage, firmer mandates may require additional political will and effort, but still do not pose a significant constraint.

- **Cultural:** At this stage, the mission is expanded but the continued agency-centralized program allows internal cultural constraints to affect the program.

- **Definitional:** The addition of NSP qualification requirements at the interagency level provides a resource for agencies in developing the parameters of their internal agency programs. However, inconsistencies across agencies continue on NSP qualifications – such professionals will not be interchangeable based on this stage of implementation.

- **Capacity:** This stage requires a high degree of agency responsibility, but adds more significant changes and minimal assistance at the interagency level. Departments and agencies will not only need the capacity to lead this program but also to coordinate as needed with the interagency group. The mission area can also be expanded to international efforts, ranging from interagency planning to evaluation, which also places additional burdens on the agencies.

This stage is prone to similar risks from the previous stage. There is the additional concern that agency resistance may be greater if faced with more requirements and a weak interagency INSP Board. These possibilities pose a risk of failure because of lack of enforcement and non-compliance. Additionally, the broad effects of new training and education programs for personnel are inherently difficult to measure. Correctly monitoring individual, agency, and system impacts are challenging. It is particularly important to avoid misconstruing failures from resistance for failures of actual concepts. Obstacles and challenges may slow the progress of the NSP qualification effort, but this cannot be used as outright evidence regarding the success or failure of the system.

On the other hand, this program offers more to the development of NSPs but requires only modest, if any, legislative changes to do so. The added benefit of an empowered interagency Board will ensure some steady monitoring of these issues across agencies.
The requirement to move forward along the pathway is solidification of political will in the form of leadership, legislation, and funding.

5.4.3 **STAGE 3: INTEGRATED NATIONAL SECURITY PROFESSIONAL SYSTEM**

The third stage sees development of a truly Integrated National Security Professional system, integrating the government’s efforts to improve cross-boundary performance throughout the federal government by adopting a more centralized program under the leadership and management of the INSP Board. Therefore, it is built with a centralized system perspective of system-wide requirements and mandates rather than as an additive to agencies’ NSP programs. This stage involves the long-term, centrally tracked development of some NSPs along with some realignment of educational and personnel systems to develop senior NSPs with the necessary attributes and proficiency to serve in the most demanding and important cross-boundary responsibilities.

This stage is about integration. It extends the range of inclusion to all professionals in the federal government involved in interagency activities, including the military. It includes some options for inclusion of others involved in national security, such as intergovernmental officials and reserves. This stage also involves formal mandates to assure that qualified NSPs are represented or required in the most important top-level agency positions.

Because Stage 3 is about integration it requires the Board to collaborate broadly across the system with INSP system agencies, organizations and stakeholders to identify the most effective and efficient way to both develop and implement the centralized system requirements.

The requirement during this stage to move to the next is continuity of management, centralized funding, well supported pilot programs, substantial legislation, and continuing Executive and Legislative Branch support.

**Systemic Issues:**

- This stage builds on the establishment of NSP qualification in Stage 2.
- This stage starts from a detailed vision of what an interagency system seeks to accomplish based on a whole-of-government national security system.
- This system still involves extensive agency level activity but the strategic level of human capital is managed for interagency success by the Board at a centralized level.
- This stage requires systemic agency and stakeholder consultations.

**Size, Scope, and Implementation of INSP Program:**

- Initial scope of the INSP system outside the agency NSP programs is significant, consisting of interagency special training aimed at about 1,000 people and then expanding to 2,000 per year for about 6,000 steady state positions. (Numbers are approximate magnitudes, and would require more study to determine precisely.)
- Application is to federal government positions only, including the military, Foreign Service or intelligence professionals. Individuals are expected to participate in training, education, and experiential exchanges at a level based on their workforce’s contribution.
to interagency work. The goal of coverage is interagency in curriculum, with intra-agency curricula largely left to agencies, although the hierarchy of INSP system activities over NSP individual activities would be clear.

- In this stage, the INSP program has progressive requirements that distinguish interagency familiarity, experience, and mastery. Demonstrated mastery, validated at the interagency level, would ultimately be a prerequisite for senior interagency leadership and for many agency leadership positions which involve general knowledge and authority rather than narrow expertise.

**Centralization of INSP Program:**

- The overall system attributes are a central Board-managed set of INSP programs with complementary and supporting NSP programs at the agency level. The content of the INSP programs is developed and regulated at a centralized level with a minimum of new bureaucracy. Due to the inclusion of all elements of the federal workforce, central management is required. The content of agency NSP programs includes significant mandates of a common core addressing the interagency level, and some efforts devoted to developing a government-wide common lexicon.

**System Design and Content:**

- The essential element of this stage of the INSP system is a centrally directed set of NSP programs for a substantial cadre of personnel alongside agency NSP programs that include some interagency related content. The centralized NSP programs focus on filling specific interagency related positions at the experiential level but also include some key senior level agency positions. These initiatives focus on more than training, education, and experience. They also address work assignments, promotion and reward systems, and the development of agency and interagency cultures. This stage involves broad changes in all these areas.

- The essential design of these NSP programs is both position- and person-based. The INSP programs have at least two levels, for interagency experience and for interagency mastery. Unless a specific exception is made, key SES positions – and their equivalent in other federal workforces – have expectations for interagency mastery. Agencies are expected to have appropriate NSP programs of their own design that include familiarizing all personnel with interagency processes. These requirements impose some limitations on existing assignment patterns but this is an acceptable tradeoff.

- Individual attributes focus primarily on those needed for senior leadership in key positions in the interagency and agencies. As key interagency positions have mandates for NSPs and key agency positions include some competitive advantages for NSPs, NSP programs focus as much on senior federal leadership as skills that promote interagency action.

**Career Development and Human Capital Issues:**

- This stage envisions a new career development model for NSPs as well as formal NSP qualification and continuing education and envisions that agencies may also have a formal NSP qualification. It also envisions position selection priority being given to qualified individuals. This stage includes substantial changes to existing information
systems to accomplish and track the qualifications and to align positions and persons accordingly.

- The central aspects of this stage focus on permanent personnel, but it also expands deliberately to crisis-oriented special staff and some reserve personnel and intra-agency personnel.
- This stage envisions changes in existing human capital system policies and assignments, as well as making expanded use of temporary assignments, exchanges, and temporary fill of vacant positions to allow for more interagency experiential opportunities.
- This stage involves designations of positions, qualification of people, and formal career development tracks for a cadre of NSPs leading to senior leadership positions at the interagency level.
- It is implemented over time, but with fewer increments than the first or second stage. Instead, the gradual expansion in qualified NSPs in this stage is accompanied by gradually rising requirements for filling senior positions with qualified individuals. The program for NSPs is applicable across the full range of national security missions within the federal workforce and organization, with specific, selective opportunities for participation by others, such as international or intergovernmental organizations.

**Congressional Role:**

- Congressional involvement is required for this stage, for its basic design, mandate and funding, and then to follow-up with oversight to ensure its detailed implementation. Centralized funding is substantial and appropriate organizations have to be put in place for management of the system.

**Evaluation of Stage 3**

The evaluation of the success of this stage is determined by the centralized INSP system in accordance with guidelines established in collaboration with the INSP Board. This body could provide evaluation guidance to departments and agencies, in addition to conducting its own independent or complementary assessments of the INSP system. At the same time, these analysis efforts will benefit from the OMB Interagency Working Group’s development of a “government-wide guidance on program evaluation practices across the federal government,” thus ensuring that INSP data can be compared across agencies.

**Agency Outcomes:**

At the agency level, the criteria speak to the success of the department or agency in their national security missions, resulting from NSPs operating under shared capabilities. Criteria include:

- Effectively contributing to full range of national security missions across intergovernmental spectrum/
- Successfully communicating and collaborating with other agencies on relevant activities.
- Demonstrably garnering agency support of INSP programs and on joint programs.
- Meeting goals for number of agency staff entering agency INSP career development tracks.

**National Security System Outcomes:** At this stage, the personnel responsibilities and overall system attributes allow the addition of national security outcomes. Criteria include:
• Cooperation and collaboration among agencies for joint projects and programs
• Agency compliance with the INSP system

**Professional Development**

As individual NSPs are qualified, this stage begins to create career paths that include qualification regardless of agency affiliation. Some agencies have already started down this road with their SES-level training and career development. The INSP system changes from suggesting and coordinating education, training, and experience, to mandating requirements. Qualification moves beyond federal government to state, local and tribal entities with vehicles to distribute the education, training, and experience to them. International and intergovernmental concerns and environments are added to the qualification criteria.

**Recommendations:**

• The Board, in consultation with INSP system members and stakeholders, will develop a methodology for defining and designing the formal career development paths needed and available for various mission critical occupations within the INSP system
• The Board, in consultation with INSP system members and stakeholders will develop the central system and will develop its protocols for deciding what education, training, and professional development requirements are necessary based on the results of the career path development results.
• The Board, in consultation with INSP system members and stakeholders, will decide whether it is more cost effective to develop curriculum or whether provision of courses and other requirements can be met through working with existing agency education and training offering.

**Coordination**

In Stage 3, rotations and interagency transfers need to be increasingly standardized. Notwithstanding their value to individual departments or agencies, rotations within the home agency should not be considered a formal rotation within the INSP system and should not meet any rotation requirement for advancement that is established within the system framework. However, guidelines should be flexible enough to allow leeway for agencies to model rotational assignments (including determining length of duration and qualifications of NSPs assuming rotation) to suit their unique organizational needs and mission. As a general rule, the same policies and procedures should be applied to both civilian and military NSPs to facilitate their coordination. The Board charged with managing the INSP system should devote special attention to any deviations which would need to be justified. Pre-deployment training for deploying NSP personel, whether civilian or military, should be mandatory, standardized, and impart skills useful for interagency work as well as related to the specific mission that the NSPs will join. MOU’s should be used to better standardize the program. More sophisticated management information systems will need to be developed.

In this stage, while there are many features that could be added to a management information system, the Board will focus on developing workforce planning tools to meet the requirements of the expanding INSP system. These systems will have to be placed where they can grow and evolve.
The INSP system website should serve as the primary information portal for the INSP system. The website should be unclassified and should feature social networking and a collaborative environment. A pilot to identify and test the requirements in consultation with users and stakeholders should be initiated.

The website should have three capabilities:

- Career development: training and education, career path tracking, qualification
- Personnel tracking: catalog of personnel information, including individual profiles on a social networking system
- Workforce planning: view of baseline information and established requirements and objectives

Legislation may be needed to address NSP personnel information management needs.

**Recommendations:**

- Rotational assignments and other exchanges for NSPs should be embedded in a formal developmental program such as the SES Candidate Development Program or the Presidential Management Fellowship.
- Such rotational assignments should be a requirement for career progression.
- The INSP program should encourage participating agencies to use personnel floats as a source for backfilling to address the issue of vacant positions while employees are on assignments.
- Skills/capabilities directories should be developed by departments and agencies and be regularly updated and shared with the Board and OPM.
- Agencies should agree on the components of INSP-specific career tracks and make INSP-designated interagency assignments.
- Agencies should work with OPM and OMB to develop any standardized MOU instruments that can be accommodated, given existing agency-level disparities in resources and assignment/promotion policies.
- An NSP HRIS should be created that includes the following features:
  - Career development: training and education, career pathing, qualification
  - Personnel tracking: catalog of personnel information, including individual profiles on a social networking system
  - Workforce planning: able to view baseline information and established requirements and objectives
  - Intergovernmental data inputting capabilities
- Identify the funding for an INSP system HRIS with possible options being agency funding, OMB directed funding, or a direct appropriation.

**INCENTIVES**

The discussion in Stages 1 and 2 for incentives are applicable to Stage 3 but expanded to include state, local and tribal.
Recommendations:

- Promotion or appointment to this new cadre of NSPs (special, exclusive membership)
- Different retirement arrangements
- Flexible work schedule
- Parity and equity in benefits and treatment of employees

FUNDING

This stage envisions a centralized INSP system with complementary and supporting NSP programs at the agency level. At this stage, either agencies will require increased funding through appropriations to support the mandates and requirements of an INSP system or the centrally managing organization will require significant appropriations and/or seed money to ensure the proper level of resources to adequately support and sustain the INSP system. The organization responsible for the centralized management of the INSP system will be largely responsible for the management of the funding. Funding will need to cover the development, implementation, and maintenance of any interagency education and training curricula and qualifications processes, as well as costs for experiential opportunities, incentives, human capital tracking systems, etc. See Figure 20: Cost Model for Pathway to an Integrated NSP System in Appendix 7.2.3 for estimated costs in Stage 3. MOUs for reimbursable tuition costs or a revolving fund mechanism may be used to ensure sustainment of the centrally managed INSP system. A centralized body that is appropriately funded will take some burden from the departments and agencies and their budgets. For analysis of revolving accounts and working capital funds, see Appendix 7.2.3.

Recommendation:

- Either increase department and agency funding for the development of the INSP system through appropriations and/or give the central management body an appropriate level of funding through appropriations.
- Have the Board ensure the appropriate level of agency funding by requiring a budget line item dedicated to supporting NSP programs. Make incorporation into annual programming and budgeting processes mandatory.
- Facilitate mandatory spending toward centralized INSP system initiatives through a revolving fund mechanism with funds controlled by the INSP Board. Seed money may be derived from agency contributions.
- Have the central management body conduct assessments of the INSP system funding effectiveness and readjust accordingly.

INCLUSION OF MILITARY

Acceptance of a vision of interagency performance that achieves strategic integration, complementary operations, and field interoperability would imply much greater ties between the military and other departments and agencies involved in national security. As a consequence, the development of human capital would benefit from much more integration as well to assure a steady flow of senior military leaders qualified to lead and participate in interagency activities, and to assure a greater familiarity of civilian national security professionals with military
operations. While some specific differences might remain due to the widely varying civilian and military human capital models, a unified system of interagency personnel development would be beneficial.

The military’s joint system is already well developed to track and evaluate interagency experience and provides extensive interagency content in its educational curricula and training. In essence, the military joint program is already sufficient for stage 3 as a parallel program with the exception that it emphasizes intra-agency (joint) experience for the majority of participants. As Stage 3 is implemented the military’s joint program should be augmented to ensure interagency experience is more closely tracked, more opportunities are provided for it, and that access is given for senior leaders to get interagency training and experience if they did not acquire it in the process of becoming Joint Qualified. Additionally, validated joint interagency experience would need to be a prerequisite for the most senior posts dealing with interagency matters, e.g., the combatant commanders.

In such a system, there would be substantially more positions on military staffs that could be filled or augmented by civilians. Many strategic level, regional, and joint task forces would effectively be part of interagency organizations, further expanding the opportunities for military officers and civilians to work together on a routine basis. Many of these organizations would shift from agency-centric activities to interagency activities, perhaps altering the capabilities appropriate to interagency activity to include more direction of mission-based rather than capability-based organizations. Most military officers would adapt easily to such a circumstance, since the leadership requirements would be similar to those already in practice throughout the military.

With the increased number of requirements for interagency joint positions and interagency organizations, there would be greater opportunities for reserve and National Guard officers as well as civilians to gain interagency joint credit. A qualification or designation program that is integrated with the requirements for civilians would allow for military officers to carry their qualification into civilian life after departure from the military as part of a “continuum of service” approach, substantially enhancing prospects for post-military employment, and incentives both for officers to seek such designations and to serve in other government capacities.

Concern may arise about the number of military officers serving in capacities outside the Department of Defense or in supervision of interagency organizations. This concern could be offset by legal rules similar to those presently governing assignment to the Joint Staff, limiting the duration of such assignments for military officers.

Legislation would be required to overcome difficulties underpinning such a system to ensure that it is managed at the national level (rather than at the agency level), with aligned concepts, education, training and experiential requirements, to allow for chains of command that mix military and civilian leadership more frequently, and to assure that civilian control of the military is sustained.
Recommendation:

- Accept that the current military joint program provides the basis and example for stage 3 in how it handles intra-agency, interagency, international and other experiences.
- Consider aligning the civilian and military interagency training, education, and experiential requirements in similar programs with a robust approach to shared training and exchange of duty positions.
- Build on joint military organizations to have effective civil-military strategic and regional organizations. Prescribe doctrine that allows for more field interoperability, supporting interagency teaming that is initiated by empowered field leaders.
- Establish and promote a common interagency or integrated culture that unifies national security professionals across the full range of interagency activity.

**Inclusion of State/Local**

Recommendation:

- Shift focus from the department/agency level to the interagency level if the decision is made to centralize INSP strategic human capital investment programs. This would also apply to Stage 4.

**Constraints, Risks, and Benefits of Stage 3**

The constraints on Stage 3 are:

- **Leadership:** Strong legislation, some funding, and a strong centralized INSP Board will provide the leadership required to develop this stage. Stronger congressional and executive leadership will be required to gain approval for significant legislation, particularly in the face of possible agency resistance.
- **Political:** This stage requires significant legislation, and the political climate may be a significant constraint on leaders. Pressing domestic and foreign national priorities will likely attract the effort and political capital of executive and legislative branch leaders. It will be difficult to make the case for a bold INSP system in light of other needs.
- **Cultural:** At this level, different levels of government are included with the additional benefit of a strong centralized INSP system that has greater oversight and congressional mandate over agency programs.
- **Definitional:** This level begins to comprehensively address this constraint by creating a federal qualification. Agency coordination with a centralized INSP system will inform agency designations.
- **Capacity:** This stage cannot be accomplished by agencies alone as it provides a strong, centralized set of INSP programs that provide much needed assistance to agencies in developing and maintaining effective INSP programs under Board direction. Congress would also provide additional funding for the fully operating Board and the HRIS established for management of the INSP system. These attributes will be critical for the system to be able to address national security across issues and levels of government.

The careful cultivation of agency buy-in and cooperation is increasingly important across these stages, but it begins to have critical importance at this stage. Significant changes in traditionally
agency-internal issues and an expanding scope in both mission area and levels of government cannot be done through oversight and enforcement alone. Legislation and mechanisms must be careful to exclude loopholes that permit incomplete compliance with the system.

Interviews with agencies have made it evident that they are at different stages in national security professional development. Stage 3, which begins to strengthen the centralized set of NSP programs, takes a number of steps to improve consistency. By including all levels of government, it incorporates consistency among equally relevant contributors to domestic national security. Central management by the INSP Board and the addition of strong mandates required to make changes also ensure that this system is more institutionalized than previous models.

5.4.4 **Stage 4: Whole-of-Government Integrated NSP System**

The final stage envisions a broader transformation of the national security system that includes major changes in how national security work is accomplished and how authority and accountability is distributed in order to realize more efficient and effective action on a whole-of-government basis. Such a transformation focuses on transitioning the national security system from agency-centric activity and resourcing to holistic mission performance that results from much better cross-boundary teaming. Significant responsibilities and accountabilities for performance transition to integrated teams and task forces, with departments and agencies becoming providers of capabilities rather than mission managers where missions inherently require collaboration.

Stage 4 is distinguished from Stage 3 by the extent of this broader transformation and by major changes in personnel systems to support it, allowing for the full integration of an INSP system rather than its adaptation to fit the requirements and characteristics of existing civil, military, and other professional service systems.

Stage 4 is also distinguished from Stage 3 by the extent of integration that is possible in the INSP system for intergovernmental, international, and public/private collaboration as the result of a broader transformation of the national security system. Although Stage 3 also involves cross-boundary teaming and development of NSPs across these boundaries, a much more integrated system in Stage 4 is possible due to the transformation of rules, methods, and culture in the national security system.

The Board will need to articulate the specific scope of such a major transformation of the national security system and accompanying changes in the human capital systems. These changes exceed the mandate of this study but its general characteristics can be envisioned. Such a system is focused on national security missions rather than federal, interagency-centric, or agency-centric missions. Its organization is flatter, more open, involves fewer “stovepipes,” and fully employs new horizontal collaborative methods facilitated by new technologies. Strategic planning and measurement are focused on national security missions rather than dictated by individual and specific disciplines or functions. Governance methods are generally at the federal interagency level, but with significant collaboration and participation by INSP system organizations and stakeholders. Tradeoffs in resourcing and activity are between competing
national priorities. Provisions exist for much more “continuum of service” opportunities for National Security Professionals to work beyond federal organizations. The management of the INSP system is centralized at the federal level but is also augmented by engaging NSPs in co-managing their development as a “community of practice” that spans across boundaries of agency and federal service.

This stage does NOT attempt to design a new human capital system or a new authority system for the government, but anticipates a changed interagency environment as the result of the overall evolution of the INSP system.

Systemic Issues:

- This stage starts from a detailed vision of what an interagency system seeks to accomplish and is oriented toward mobilizing national security on a whole-of-government basis.
- This stage most likely extends from the third stage over time as changes in the supporting government human capital systems takes place. It also anticipates the restructuring of how the federal workforce is hired, promoted, and employed, with flatter organizations, more empowered interagency teams rather than coordinating committees and the performance and management of federal work along mission lines rather than those of departmental capabilities. This program anticipates a more open federal workforce that allows for and expects more flow of personnel to and from the private sector and other governmental levels.
- The key distinction of the fourth stage from the third stage is an anticipated redesign of the rest of the national security system to one that is much more interagency in character, including the patterns of authority and budgeting.

Size, Scope, and Implementation of INSP Programs:

- The initial scope of the INSP program is extensive, although it is more likely to be developed after implementing programs that resemble the other stages. The total number of participants in the INSP program is also substantial.
- Formal application is for federal government positions, including the military, Foreign Service or intelligence professionals. It also allows for “continuum of service” opportunities with intergovernmental positions and international organizations. The centerpiece of this stage is a set of elaborate human capital development systems that involve all aspiring leaders for senior positions. Repetitive interagency level experiences and validated mastery of interagency activity are required for senior positions at both the interagency and agency levels. The content of all general professional level training and education programs includes interagency curricula.
- The INSP system is overarching. Agency NSP programs are complementary and interlinked with the INSP system based on guidance directed by the Board from the interagency level.
- In this stage, the INSP system has progressive requirements that distinguish interagency familiarity, experience, and mastery. Demonstrated mastery (validated at the interagency level) is a prerequisite for senior interagency leadership and for most agency leadership positions.
Centralization of NSP Programs:

- The overall system attributes are a set of horizontally integrated INSP programs with integrated and subordinate NSP programs at the agency level. The content of the INSP programs is developed and regulated at a centralized level by the Board described in Section 5.2. The content of agency NSP programs includes significant direction of a common core addressing the interagency level, with extensive effort to develop a collaborative culture including government-wide common lexicons and other common systems.

System Design and Content:

- The essential element of this stage is a centrally directed INSP system which agency programs are redesigned to support. All human capital programs have to evolve to support new constructs for the operation of the national security system. Ultimately, this stage includes many initiatives beyond training, education, and experience, including work assignments, promotion and reward systems and the development of agency and interagency cultures. This stage involves broad changes in all these areas.
- The essential design of the INSP system is both position- and person-based. The NSP programs have at least two levels: one for interagency experience and another for interagency mastery. The norm is for key SES positions (and their equivalent in other federal workforces) to have validated interagency mastery. Agencies are expected to have appropriate supporting programs of generally common design to promote intra-agency, interagency and whole-of-government collaboration. These programs are quite different than those in place today and would have generally common features throughout the government.
- Individual attributes focus primarily on those needed for senior leadership in key positions in the interagency system and individual departments and agencies. As key interagency and agency positions have mandates for NSPs, the programs focus as much on senior federal leadership as on those skills that promote interagency action.

Career Development and Human Capital Issues:

- This stage envisions a new career development model for all federal employees with increasing interagency content as more senior levels are reached by individuals. It includes formal INSP qualification for each level of the program (familiarity, experiential and mastery). This stage includes substantial changes to existing information systems to accomplish and track the qualifications and to align positions and personnel accordingly.
- The interagency system is the top-level focus for all other federal human capital programs. It includes significant integration of other categories of personnel, including crisis-oriented special staff, reserve personnel, and intergovernmental personnel. The wide variety of the applicability requires substantial adaptation to these other programs for an effective “continuum of service” design.
- This stage envisions large scale changes in existing personnel system policies and assignments, including expanded use of “up or out” assignments, directed reassignments or changes of duty, temporary assignments, exchanges and temporary fill of vacant positions to allow for more experiential opportunities across the government.
• This stage involves designations of positions, qualification of people and formal career development tracks for a cadre of NSPs leading to senior leadership positions at the interagency and agency level that are filled by NSPs (by comparative advantages and requirements).

• It would be implemented over time, but with fewer increments than the first or second stage. Instead, the gradual expansion in qualified NSPs is accompanied by gradually rising requirements for filling senior positions with certified individuals. The program for NSPs is applicable across the full range of national security missions within the federal workforce and organization, with specific, selective opportunities for participation by others, such as international or intergovernmental organizations.

Congressional Role:

• Extensive Congressional involvement is required for this stage, for its basic design, mandate and funding, and then to follow-up with oversight to ensure its detailed implementation. Centralized funding is substantial, and appropriate organizations would have to be put in place for management of the expanded system. In essence, this stage anticipates a full redesign of how the federal government operates at the strategic and operational levels, and significant changes at field levels for more collaborative approaches to our national security system.

EVALUATION OF STAGE 4

Qualitative and quantitative criteria for assessing this level of the INSP system exist across five levels and are measured in the outputs of education, training, and experiences. These levels are based in the Kirkpatrick model, recognized as an international standard in the evaluation of training and its outcomes at various levels. In this INSP-adapted version, five levels of assessment are required to capture the relevance of training to individuals, the relevance of content applied by individuals to agencies, and the agencies’ improved performance outputs in the national security system. There are four, comprehensive categories of criteria for this system:

Relevance: At the most immediate level, the shared capabilities can be assessed by INSP feedback of training, education, and experience programs. The utility and relevance of programs to the individual NSP and his or her line of work are critical to their successful acceptance of the role they will be required to play in a reorganized system. Criteria include:

• Provides a sense of the requirements of the strategic environment.
• Provides a sense of individual employee and agency contribution to comprehensive national security missions and issues.
• Explains the case for cooperating with other agencies to produce an integrated outcome.
• Explains guidelines for interagency cooperation in relevant work pattern.

Applicability and Changed Behavior: NSP knowledge acquired can be used to assess the effectiveness of the program in structuring the INSP system. This will demonstrate that the NSP has the knowledge of concepts and their application, and that corresponding behavior is evident in INSP performance. Applicability encompasses the extent to which NSPs can actually apply the concepts in the context of their work environment. Criteria include:
- Demonstration of understanding of NSP shared capabilities and applications in qualitative test results
- Demonstration of strategic, national-interest based thinking in agency work
- Evidence of integrated, collaborative INSP culture within and across agencies

**Agency Outcomes:** At the agency level, the criteria speak to the success of the agencies in their national security missions, resulting from NSPs operating under shared capabilities and can be assessed by new, centralized, and standardized mechanisms. Criteria include:

- Communication and collaboration between agencies on relevant activities
- Agency support of INSP programs and on joint programs
- Number of individuals with intergovernmental qualifications
- Number of individuals entering federal system-wide career development track

**National Security System Outcomes:** At the broadest level, the development of NSPs is intended to improve national security system-wide outcomes. By establishing links between the previous levels, outcomes for the national security system can be assessed. Criteria include:

- Cooperation and collaboration among agencies for joint projects and programs
- Agency compliance with the INSP system and government-wide changes
**Figure 13: NSP Levels of Training and Education Evaluation**

---

**PROFESSIONAL DEVELOPMENT**

The basic skills, education, training, and experiences currently developed for NSPs would be codified into the skills, education, training, and experience across the government. INSP credentialing would be part of the criteria for senior leadership throughout the agencies.

**Recommendations:**

- The Board, in consultation with INSP system members and stakeholders will develop a professional development evaluation methodology that links the evaluation of both individual and organizational accomplishments in relation to agreed upon professional development goals and outcomes.
- The Board, in consultation with INSP system members and stakeholders, will periodically review the professional development policies and procedures to assure that they are still viable and accomplish the strategic objectives of the professional development requirements of the national security system.
COORDINATION

The Board will be a fully-resourced and functioning entity that oversees and manages the INSP system. Rotations and interagency, intergovernmental, and inter-sector transfers will be an integral part of this stage. There will need to be sessions that teach strategies to establish and best use networks and the other benefits of a rotation assignment in orientation classes within the INSP program. Agencies and employees will need to pursue interagency opportunities (e.g., consider requiring reciprocal exchanges, perhaps averaged out over a year, so no participating agency experiences a major net loss). The INSP budget should ensure that funding is provided for rotational assignments. Given the busy schedules but also elevated skills of NSPs, opportunities for distance collaboration technologies should be made widely available. These techniques should reinforce, not replace, funded on-site participation opportunities -- in much the same manner as simulations are used to augment actual flight hours for pilot training. Pre-deployment training for deployed NSP personnel, whether civilian or military, should be mandatory, standardized, and impart skills useful for interagency work as well as related to the specific mission that the NSPs will join.

The INSP system should include a Board enforcement mechanism to ensure that departments and agencies meet minimum standards when asking for and adjudicating new security clearances. For example, every agency and department might be obliged to document requests for new clearances that are not granted within 180 days.

The HR information system for this stage must include data from federal, state, local, tribal, non-government, and private sector organizations.

Recommendations:

- Mechanisms must to be developed to monitor, evaluate, and report on the results achieved by various civil-military coordination arrangements within the INSP framework, to better capture lessons learned about which practices work best.
- OMB and OPM should issue directives to support sufficient agency expenditures to allow for personnel floats in INSP-designated positions. Congress should provide some additional resources for this purpose to the central management function by the Board.
- Congress should require that OPM, OMB, and the Board authority develop standardized MOU instruments for various INSP mission areas.
- Congress should amend the Intergovernmental Personnel Act (IPA) to better enable exchanges between the federal government and state/local/tribal/territorial entities.
- An NSP HRIS should be expanded to include data from private sector and NGOs.
- The INSP system website should be enhanced to include partners from the private sector, other governments, and international governmental organizations.

INCENTIVES

The discussion in Stages 1, 2, and 3 are applicable to Stage 4 but expanded to include private sector.
Recommendations:

- Competitive pay scale above General Schedule system
- Unsupervised time to develop ideas on a topic picked by employee from a National Security Issue List

**FUNDING**

This stage envisions a strong centralized INSP system with integrated and subordinate NSP programs at the agency level as part of a whole-of-government reform. Ideally this creates a streamlined coordination process which lowers the funding requirements due to a more efficient allocation of capital. See Figure 20: Cost Model for Pathway to an Integrated NSP System in Appendix 7.2.3 for estimated costs in Stage 4. However as with the previous stage, the Board designated for the oversight, design and implementation of an on-going INSP system will require extensive appropriations and/or seed money to ensure the proper level of resources to adequately support and sustain the INSP system. Reorganized congressional committees may require appropriations or redistribution of budgets in order to provide sufficient oversight.

This most comprehensive level will require significant upfront financial investment with ideally significant cost savings and returns on the backend, which may serve as a constraint to implementation. It is difficult to predict funding requirements and processes in such a dramatically reorganized government.

Recommendation:

- Continue to assure funding for the Board that is in line with its policy and program management mandates.
- Perform a whole of government study once government realignment has taken place to match appropriate mission critical skills with funding requirements.
- Look for way to combine government funding resources with private monies in a coordinated manner to tackle mutual national security issues.

**INCLUSION OF MILITARY**

A whole-of-government approach to human capital that addresses the full range of organizational and personnel systems to promote greater integration would not require extraordinary mechanisms for military personnel systems beyond those outlined in Stage 3. Traditional civilian GS system employees would have to accept more changes than would be necessary for military personnel to embrace a dynamic, responsive organization for human capital.

The full embrace of integrated interagency human capital would require the same cultural and organization requirements for open, cross-boundary teams that would be necessary for intergovernmental, international, and public/private teams that could leverage unified action. Training, educational and experiential requirements and qualifications or designations would be prerequisite but insufficient to this broader teaming. Cultural change that empowers accountable team performance from diverse individuals drawn from many disciplines and organizations would also be necessary.
Additional practical and legal questions would likely be raised about mixed civil-military teams and command systems that would have civilian officials potentially directing large numbers of military personnel, possibly to include the application of lethal force. While such arrangements would be beyond those actively considered today, organizations such as NSA and CIA already provide some precedent for such integration.

Another element of integration in such a system would be to unify the strategic level of education across the interagency system, combining current activities such as the National Defense University, service war colleges and the Foreign Service Institute as well as a consortium of colleges and universities. Such combinations into a national security educational establishment could significantly assist the promotion of true integrated and interagency culture and processes.

**Recommendations:**

- Integrating national strategic and regional organizations at the interagency level should necessitate an interagency-centric government rather than one that is agency-centric. This should be supported by mission-based budgets, and an interagency national security workforce that is qualified to do the hard tasks of integration, flatter, empowered leadership organizations, and the transition of agency roles from that of directing all missions to that of being force providers for integrated national security missions.

- Such a system would likely need some adjustment of the nation’s government personnel systems to assure that participating individuals can be flexibly assigned and directed. It would also benefit from an enhanced ability for reassignment of funds and activities throughout the government to better fit tools to tasks.

- Such an approach opens up additional opportunities for effectiveness and efficiency, such as those that might be achieved from integration of the nation’s federal health system, federal logistic system, intelligence system, and national security support agencies.

**Inclusion of State/Local**

**Recommendation:**

- All of the comments and recommendations found in Stages 1-3 would apply to Stage 4.

**Constraints, Risks, and Benefits of Stage 4**

There are several constraints associated with this stage:

- **Leadership:** As with the previous level, Stage 4 calls for the requisite leadership to develop the system accordingly. Again however, stronger congressional and executive leadership are required to gain approval for so comprehensive and significant a change and to pass the appropriate legislation.

- **Political:** This model faces the strongest political constraint. In addition to external circumstances and other issues, the model proposes a large-scale, re-envisioned human capital system requiring significant legislative changes.
• Cultural: At this level, the INSP system avoids the likelihood of least common denominator outcomes, because the centralized program ensures that the good of the nation and the effectiveness of the entire national security system is the highest priority.

• Definitional: At this level, a centralized interagency INSP system identifies and clarifies definitional issues. The intergovernmental qualification and federal system-wide career development track ensure consistency in all aspects across agencies.

• Capacity: This model adds participation from the private sector and international organizations, expanding the number of participants further but also providing significant additional support. Agencies are required to develop more elaborate programs to be integrated with a stronger centralized INSP program, which will lead and oversee these efforts.

Developing an unprecedented program, and the requisite infrastructure and evaluations inevitably entails risks in development, implementation, and outcomes. The significant coordination and detailed planning required to make this comprehensive program successful cannot be underestimated, and the increased burdens and considerations will increase the risk of failure. Agency buy-in will again be a significant component of success, and must be a high priority if the transformation is to succeed. The size and scope of the program will complicate evaluation.

However, this level addresses national security personnel issues most comprehensively. Building on the benefits of the previous stage, it ensures that the national security human capital system is managed and developed in the interests of the entire national security system and its effectiveness. It is the stage most certain to bend the traditional stovepipes and enhance loyalties to national security missions.

5.4.5 Cost Model for Pathway to a Whole-of-Government Integrated NSP System

This analysis contained in this section looks at the following cost drivers and model assumptions found in the Pathway to an Integrated NSP System:

• Number of years
• Steady state size
• Training and education
• Human capital
• Pilots
• HR information systems

PNSR recognizes that there are additional factors that will contribute to the overall costs, but seeks to provide estimates here to give the reader a rough-order-of-magnitude understanding of associated costs. In developing a model for the overall system costs, one must consider that only a handful of factors which will significantly drive costs. To that effect, many assumptions have been made to simplify the model.
COST DRIVERS AND MODEL ASSUMPTIONS

Number of Years: The model anticipates an aggressive timeline of five years to achieve Stage 4. Each stage has been allotted 1.25 years, and consequently the costs for each stage therefore span 1.25.

Steady State Size: The model draws upon a notional—for example only—steady-state size for each stage. 1,000; 4,000; 6,000; and 10,000 progressively through the respective stages.

Training and Education: The training and education encompasses the initial set-up, infrastructure, and implementation costs, as well as on-going maintenance or tuition costs for the follow three types of training: web-based training courses, seminar/classroom-based training courses, and residency-based training programs. These training and education options are further described in Appendix 7.2.3. From an assumptions standpoint on training and education:

- Maximum costs are used
- When applicable, the costs are capped by maximum yearly throughput of students
- Costs for each stage include the on-going tuition cost of previous and new courses, and any development or infrastructure costs of new courses
- Infrastructure costs are factored within each stage’s cost when appropriate, and do not account for the lead time which would be required in developing the courses
- As the INSP system matures and progresses through the stages, more courses will be developed and required of those trying to become an NSP
- Specific assumptions on throughput and costs for each type of course can be found in Appendix 7.2.3

Human Capital: Significant incremental personnel costs include incentives, float, and the Board – i.e., increased personnel capacity to enable agencies to continue day-to-day functions and missions while allowing their national security professionals to undertake interagency education, training, and assignment opportunities provided by the INSP system.

- Incentives: Based on our analysis, incentives should be no more than 2% of salaries. Given NSPs are around the GS-15 level, PNSR has assumed an incentives cost of 2% on an annual salary of $125,000.
- Float: This may be the most difficult cost to estimate. Will the float requirements drive the possible pipeline, or vice versa? In this model, we have assumed budgets will meet float requirements. Assume over a 20-year career, individuals will be required to have 24-months of out-of-agency work, to simply 12-months spent on training/education and 12-months spent in rotational assignments. Given most rotational assignments will effectively be reciprocal or appropriately managed to avoid gaps, rotational assignments should not require floats. Given a steady state, this amounts to about 10% per annum in float FTEs to cover those leaving for education and training. Further adjusting for throughput minimums on training/education, we should assume 2% float per annum. Lastly, assuming the annual GS-15 salary of $125,000 and an additional $90,000 in costs such as benefits and security clearances, the total cost is $215,000 per float.
- Board: The assumption is that any potential NSP will already be incorporated into departments’ or agencies’ current budgets. Thus, the incremental costs stem from the
additional FTEs that will be required to work on the Board. PNSR anticipates 20-30 individuals for the Board, of which 10-15 are permanent positions. The rest of the individuals will be filled by rotational positions in which the costs have already been factored into other segments of the model. Furthermore, assume that the Board will require a gradual increase in FTEs through each stage to accommodate the increasing administrative responsibilities of planning, tracking, coordinating activities, etc. Other functions may include branding, recruiting, and supporting the advisory group. For salary costs including benefits assume an average of $85,000. As for estimates on space, PNSR has assumed an annual cost of $375,000 based on an estimate of cost per square foot per FTE.

**Pilots:** The cost of pilots will largely be determined by number of participants and extent of the pilot. Concept development and refinements costs would be absorbed by the FTEs within the Board. Additionally, salaries for pilot participants are already incorporated into agency budgets and floats for rotational assignments. Thus, any incremental costs stemming from pilots are a result of direct pilot activities which will be assumed to be a yearly cost of $1.5 M per pilot. Assume 1 pilot in Stage 1 and 2 pilots each in Stage 2 and Stage 3.

**HR Information Systems:** Based on coordination analysis, PNSR determined that an expanding INSP system would also require complementing improvements to a Human Resources Information System. Looking at industry benchmarks of IT system implementation costs and on-going maintenance costs, a series of costs were proposed for increasing capabilities of the Human Resources Information Systems, with full capability achieved in Stage 3 that includes an integrated tracking system, as well as social networking functionality. Each stage also assumes a $500,000 on-going maintenance cost.

**Total Costs**

The projected costs of the 5-year four-stage pathway toward a wholly integrated NSP system are $33 M for Stage 1, $63 M for Stage 2, $180 M for Stage 3, and $160 M for Stage 4. The total cost of the 5-year program is approximately $435 M.

*Figure 14: Cost for the Pathway to an Integrated NSP System*
Recommendation:

- Future studies should focus on a more robust cost model for an overall system.

5.5 PROGRAM EVALUATION GRID FOR THE FOUR STAGES

The Program Evaluation Grid (PEG) Framework for the four stages to an integrated system is based on the PEG for Current Efforts and is displayed in Appendix 7.7.3.

5.6 PILOTS

Pilot programs are a proven approach to testing the intended and unintended consequences of changes to an organization’s policies, programs, and procedures. Pilots, properly designed, allow organizations and their employees to learn within a controlled environment what works and what does not. Adjustments can then be made so that the strategic and operational goals and objectives of the change can be accomplished effectively and efficiently.

Pilot projects allow for ‘light-weight innovation’ in which ‘too big to fail’ does not inhibit creativity. The lessons learned from a failed pilot project may contain the seeds for a successful program. By allowing pilot projects to ‘fail small and fail fast,’ the learning curve for what works or what does not can be significantly reduced. The ability of challenges to foster innovation lies partly in the fact that diverse individuals from across organizational boundaries are able to participate in the conceptualization and design of the program.

In addition to pilot projects, agencies have the ability, working with OPM, to conduct personnel demonstration projects as “a means to propose, develop, test, and evaluate interventions – changes in personnel management policies or procedures – for their human resources
management systems.”\textsuperscript{116} From agency interviews conducted July-October 2010, “personnel demonstration projects have become valuable tools, providing the federal government extensive experience in improving key systems critical to the strategic management of human capital.”\textsuperscript{117}

The critical success factors for a viable pilot program include:

- A succinct definition of a problem or an issue or set of problems and issues to be tested
- The development of a hypothesis for the likely outcome
- Qualitative and quantitative metrics to evaluate the outcome(s)
- A tested hypothesis and evaluation of the outcome
- Adjustments to the problem solution based on the evaluation results

Each of the four stages includes the expectation that implementation will involve some pilot programs to test ideas on a small scale and to allow for gradual imposition of any directive requirements. This section discusses pilot programs that include concepts of coordination, professional development, incentives, financing, military and intergovernmental inclusion. The array of pilot programs would be different for each stage. Pilot programs are different from gradual or spiral implementation, as pilot programs involve formal tests of alternative concepts rather than final program designs.

Several examples of potential INSP system pilot projects can be found in Appendix 7.8.3.

6. CONCLUSIONS AND RECOMMENDATIONS

6.1 CONCLUSIONS

Being prepared to meet the full range of complex 21st century national security challenges requires an INSP system that allows public organizations at the federal, state, local, tribal, and other levels of government to attract and retain the best people our nation has to offer. Well-qualified National Security Professionals are foundational to success in achieving America's national security goals and objectives.

Business as usual will not work in carrying out the President’s National Security Strategy to employ U.S. instruments of power in integrated, effective, whole-of-government approaches. The goal is nothing less than the security and prosperity of the United States and its citizens. Having national security professionals who can operate collaboratively and effectively is a national goal, a recognized necessity, and a stated priority.

To achieve this goal will require:

- **Individuals** who are educated, trained, and incentivized to collaborate in permanent, temporary, and emergency assignments, (i.e., put national perspectives ahead of individual agency equities).
- **Organizations** that are prepared to train, support, and reward individuals to deploy and serve in interagency and intergovernmental positions (i.e., organizations that put mission accomplishment in pursuit of national interests ahead of organizational equities).
- **An integrated human capital system** for National Security Professionals that is flexible, dynamic, and inclusive and is managed in the interagency space between the Executive Office of the President and the individual departments and agencies.

Since issuance of Executive Order 13434 in May 2007, some progress has been made in promoting the education, training, and experience of professionals in national security positions in executive departments and agencies. Current efforts to designate and develop National Security Professionals (NSPs), while well-intentioned, are sub-optimal because they are agency-centric and focused on the development of agency capabilities rather than the full integration of multi-agency capabilities (elements of U.S. national power) through an optimal focus on broader national security missions. These individual efforts are not sufficiently centralized or directed as a system to achieve the necessary results, either in terms of national security human capital or national security outcomes.

Other specialized programs are attempting to build interagency capacity, some with success but with most encountering the same problems that plague implementation of the executive order. These challenges include lack of centralized authority, clarity of roles and responsibilities, communication, funding, and congressional oversight. Additional work remains to prepare fully
the U.S. national security system and its workforce to confront the threats – and opportunities – of the strategic environment today and tomorrow.

Further development of and strategic investment in a National Security Professionals human capital system is urgently needed, with greater integration across its components, including the U.S. military, state, and local personnel, and the private sector.

Toward development of such a system, PNSR recommends a whole-of-government Integrated National Security Professional system with four sequential transformation stages to reach it. The stages are the path along an advancing program of change based on successful practices and lessons learned in past transformation efforts and with the NSP system established under Executive Order 13434. The transformation starts with the current system and builds additional capabilities and requirements step by step. It is an evolution that PNSR recommends be accomplished in a five- to seven-year timeframe. With respect for the past, transformation to an INSP system looks to the future to build an integrated system that will produce now and in the future the kind of security the American people demand and deserve.

The lessons learned from successful and failed governmental transformation projects in other domains are powerful and instructive. To ignore those lessons is to imperil change. Political and career leadership must be involved and must articulate a clear vision and reason for change. The most successful transformations are those that can articulate a direct relationship between the change being made and the organization and the individual’s ability to achieve the agency mission more effectively and more efficiently.

This is a new time, requiring new ideas, new minds, and experiences that can both confront and embrace new technology and systems that drive the change and the environment. It is critical that the new system recognize the culture, capabilities, and needs of the next generation – and more broadly of a country moving from an industrial era, and post-Cold War ways to a more horizontally integrated world where collaboration across traditional boundaries will be the hallmark of successful policies and successful countries. Terrorist organizations and non-traditional warfare have already made this transition. It is now time that the United States government at all levels also undertake that same transformation.

Employees at all levels must be engaged in the transformation effort at the problem identification, problem solution, piloting, and implementation stages. Change is facilitated with entrepreneurial incentives for organizations and people, communities of practice, networked organizations, and social networks because these entities enhance both vertical and horizontal collaboration.

An Interagency National Security Professionals system will improve collaboration across the full range of national security missions and processes. It will enable a more integrated approach in key areas such as civil-military operations abroad, intelligence and law enforcement community efforts at home and abroad, and multi-agency disaster response. An integrated approach – across interagency, intergovernmental, and sometimes across public and private sectors and the international community – will also be required to effectively confront many other challenges to
our viability and vitality such as financial, food, health, energy, and infrastructure aspects of our nation's security.

6.2 OVERARCHING RECOMMENDATIONS WITH ADDITIONAL GUIDANCE FOR SUCCESS

1) The United States should urgently build an Integrated National Security Professional system to develop and manage a cadre of professionals highly capable of working effectively across agency and governmental boundaries on complex day-to-day and crisis challenges. The INSP system – built on the current program established in 2007 by Executive Order 13434 – should be an overlay on existing systems rather than a whole new human capital system and should include the following key features:

- A federal human capital program that provides the foundation for the emerging profession of National Security Professionals (NSPs).
- A corps of designated NSPs from throughout federal departments and agencies and state, local, and tribal organizations, who work collaboratively across organizational boundaries – such as intra-agency, interagency, intergovernmental, international or public/private – during steady state assignment, on a special task force or team, or in crisis response in a whole-of-government system.
- Centralized management of key aspects of the system, including career development and tracking of NSPs.
- Designation of specific positions for service by NSPs involving responsibilities that are inherently collaborative across organizational boundaries with incumbents serving outside their primary department, agency, or major organization, during steady-state assignment, special task force or team, or in crisis response.
- Recognition of various “patterns of work” in the national security community and “one size may not fit all” in the development of elements of a NSP career development system.
- Accommodation of both person-based and position-based approaches.
- Progressive development and qualification of NSPs through a series of levels representing achievement of proficiency in collaborative teaming across organizational boundaries as the result of education, training, experience, and demonstrated performance, with requirements for qualification at various levels.
- Formal program for integrated training and education, largely run by individual departments and agencies but with some centralized mandates and courses.
- Self-selection to pursue NSP qualification, bolstered by incentives and recruitment programs.
- Entry and training laterally or at early career stage
- Central funding for key aspects of the program such as the development, implementation, and maintenance of any interagency education and training curricula and qualification processes, as well as costs for experiential opportunities, incentives, human capital tracking systems, and central management functions.
- Central evaluation and oversight of the system.
CONCLUSIONS AND RECOMMENDATIONS

2) The INSP system must be institutionalized, linking responsibility and authority and having continuity from administration to administration. Central management is key to this institutionalization.

- Central management of the INSP system should be in the hands of a new congressionally created independent Board whose chief executive is presidentially nominated and Senate confirmed for a five- or seven-year term and who would report to the President. The Board would first be created through executive order.
- The Board staff would be half permanent and half on rotational assignment.
- The Board must have its own budget and the authority to develop and pilot leadership, management, and procedural mechanisms appropriate to the interagency, intergovernmental and multi-sector – including public, private, and international – needs of the INSP system.

3) The INSP system must be attractive enough to create demand for self selection. The system must include the incentives to attract the newest generation of potential government employees.

- Financial and non-financial incentives for both individuals and organizations are indispensible.
- There should be a NSP/INSP system brand, perhaps with a logo to build esprit and attract newcomers.
- The system and its processes should appeal to the next generation by starting early to build collaborative culture and cadre.
- The system should be built through the stages both top down and bottom up, for example, encouraging communities of practice.

4) The INSP system should be developed over a five- to seven-year period through a pathway of four evolutionary stages. PNSR is describing a vision of “change,” but the speed of accomplishment will depend on action at each stage.

- The management Board will conduct studies and pilot programs at each stage to insure that decisions to proceed will be based on actual analysis and experience on how best to implement the new horizontal, collaborative organization.

Specific recommendations for each sequential stage are assembled in Appendix A.

6.3 NEXT STEPS

Recommended next steps are:

- The White House must lead the effort to strengthen the current program and begin to build the centralized components of the INSP system. The White House champion also must work with Congress to pass necessary legislation.
- The President should sign an executive order establishing an independent Board to manage the INSP system and nominate the first chief executive of the Board.
- Congress should confirm the chief executive immediately and pass legislation establishing the system, its management (the Board), and its budget within two years.
• The Office of Management and Budget (OMB) should issue guidance to departments and agencies to fund more training and education for their NSPs.
• The Board should be directed and funded to undertake a series of pilots to test the components of each of the stages of INSP system development along the pathway to a fully-integrated INSP system.
• The Board should review current interagency education and training efforts to determine curriculum content, requirements, and sequencing for integrated training and education of NSPs to achieve critical capabilities.
• The Interagency Policy Committee (IPC) on National Security Professionals should continue to elicit feedback on development of a system for NSPs and ensure that views of the participating organizations – as well as state, local, tribal – voices are heard on aspects of the new INSP system.
• Further study should be undertaken on implementing the INSP system to:
  o Recommend specific steps (each with responsibility assigned) to establish and pass through each sequential phase outlined in this study.
  o Prepare budget recommendations on structure and levels of funding.
  o Suggest how to include state and local personnel, taking into account nationally recognized guidelines.
  o Identify the NSP workforce required
  o Conduct further analysis to map in greater detail the patterns of work for NSPs to better determine their development requirements.
  o Identify existing national security functional communities practice, assess their status, and develop concepts for community involvement in NSP development including identifying capabilities, validating learning objectives, designing career paths, and maintaining professional standards.
  o Further study mission-critical competencies in interagency organizations to better understand the specific types of skills and experiences NSPs will need to work in these settings, and examine how these specific competencies differ across different models of coordination

Without individuals and systems able to produce integrated national security products and perspectives that are better aligned with the strategic environment, future national security failures are inevitable. Complex national security threats and opportunities that demand whole of government approaches are increasing. Our human capital must be prepared to meet the demands and requirements of this new national security environment. Just as we train and equip our military forces to conduct a broad range of joint military operations and write joint military doctrine, we as a nation must enact and invest strategically in an Integrated National Security Professional system in which we educate, train, and incentivize such approaches. The risks of not fully preparing those who bear the burdens of ensuring our national security are simply too great.
7. APPENDICES

7.1 APPENDIX A: RECOMMENDATIONS FOR SEQUENTIAL STAGES

Professional Development

Stage 1

• Since the basic leadership skills needed by NSPs are intrinsic in their agency training, the INSP program should develop a way to evaluate actual skill levels rather than just the training levels. One possible method could be peer evaluations of joint exercises.
• National security training is also, for the most part, agency-centric. The INSP system needs to include some centralized training, at the very least, a basic orientation program that all agencies could use or adapt for their own use (e.g. FEMA Emergency Management Orientation).
• Thought should be given to the Intelligence Community (IC) and DoD/DoS models of “community.” They share education, training, and rotation assignments. Websites have been designed for information sharing within given communities. NSPs could be designated in given communities and offered specific education/training for that community along with general knowledge of other communities.

Stage 2

• The Board, in consultation with the INSP system agencies and stakeholders, will develop a formal set of minimum standards, education, and experiences for use by INSP system departments and agencies and NSP employees.
• The Board, in consultation with the INSP system agencies and stakeholders, will develop the critical few qualitative and quantitative metrics that will be used to measure the success of the standards in assuring that the requirements for professional development are met.
• The Board will evaluate the success of these standards and metrics, and working with INSP system agencies and stakeholders, make any needed adjustments and modifications to either the standards or the evaluation metrics.

Stage 3

• The Board, in consultation with INSP system members and stakeholders, will develop a methodology for defining and designing the formal career development paths needed and available for various mission critical occupations within the INSP system.
• The Board, in consultation with INSP system members and stakeholders will develop the central system and will develop its protocols for deciding what education, training, and
Professional development requirements are necessary based on the results of the career path development results.

- The Board, in consultation with INSP system members and stakeholders, will decide whether it is more cost effective to develop curriculum or whether provision of courses and other requirements can be met through working with existing agency education and training offering.

Stage 4

- The Board, in consultation with INSP system members and stakeholders will develop a professional development evaluation methodology that links the evaluation of both individual and organizational accomplishments in relation to agreed upon professional development goals and outcomes.
- The Board, in consultation with INSP system members and stakeholders, will periodically review the professional development policies and procedures to assure that they are still viable and accomplish the strategic objectives of the professional development requirements of the national security system.

Coordination

Stage 1

- Establish the Board detailed in Section 5.2 as the key body to effect coordination of the INSP system.
- Establish a clear definition of an “INSP rotation” (or types of rotations) and track all such occurrences.
- Develop a pilot program to track skills and experience/education/training of NSP corps to identify suitable candidates for rotations (as well as more enduring reassignments).
- Establish an inventory of all positions that become vacant in which an NSP might profitably serve; determine the desired duration of each rotation to that position.
- Adopt the template developed by OPM and encourage its use as a model for interagency agreements on rotational assignments.
- Analyze changes for needed expedited security clearances and reciprocity of clearances to facilitate rotations and interagency transfers.
- Improve management information systems, including creating INSP data fields in eOPF and departmental HRIS, coordinating HRIS through the NSPD Content Management Working Group, and using federal and departmental LMS to support training and education of NSPs.
- Identify and leverage existing, and create new, communities of practice among practitioners in the national security environment to complement interagency assignments and experience. A key way of leveraging these communities is through online tools such as social networking sites.

Stage 2

- Make rotational assignments a component of a formal agency-specific INSP developmental program.
• Empower the Board in charge of managing the INSP system to review all agency decisions to deny a clearance to an NSP who already holds a clearance from another agency.
• Provide a clear repository for data on the different rules and regulations of NSP civilians and military to create a one-stop database to enhance knowledge and familiarity. The database should also track the relevant skills of both civilian and military NSP members, including active and reserve personnel, to allow mission managers the opportunity to mix and match the best people.
• Provide leadership across the federal community to commission a study or develop a mechanism so that agencies can work together to develop a skills and competency director for their organization(s) that takes advantage of the work and learning already done by the Intelligence Community pursuant to ICD 610.
• Work with OPM and OMB to develop any standardized MOU instruments that can be accommodated given current agency-level disparities in resources and assignment/promotion policies.
• Resuscitate and develop an INSP system web portal.
• Implement an initiative to achieve commonality among departmental HRIS.

Stage 3

• Rotational assignments and other exchanges for NSPs should be embedded in a formal developmental program such as the SES Candidate Development Program or the Presidential Management Fellowship.
• Such rotational assignments should be a requirement for career progression.
• The INSP program should encourage participating agencies to use personnel floats as a source for backfilling to address the issue of vacant positions while employees are on assignments.
• Skills/capabilities directories should be developed by departments and agencies and be regularly updated and shared with the Board and OPM.
• Agencies should agree on the components of INSP-specific career tracks and make INSP-designated interagency assignments.
• Agencies should work with OPM and OMB to develop any standardized MOU instruments that can be accommodated, given existing agency-level disparities in resources and assignment/promotion policies.
• An NSP HRIS should be created that includes the following features:
  o Career development: training and education, career pathing, qualification
  o Personnel tracking: catalog of personnel information, including individual profiles on a social networking system
  o Workforce planning: able to view baseline information and established requirements and objectives
  o Intergovernmental data inputting capabilities
• Identify the funding for an INSP system HRIS with possible options being agency funding, OMB directed funding, or a direct appropriation.
Stage 4

- Mechanisms must be developed to monitor, evaluate, and report on the results achieved by various civil-military coordination arrangements within the INSP framework, to better capture lessons learned about which practices work best.
- OMB and OPM should issue directives to support sufficient agency expenditures to allow for personnel floats in INSP-designated positions. Congress should provide some additional resources for this purpose to the central management function by the Board.
- Congress should require that OPM, OMB, and the Board authority develop standardized MOU instruments for various INSP mission areas.
- Congress should amend the Intergovernmental Personnel Act (IPA) to better enable exchanges between the federal government and state/local/tribal/territorial entities.
- An NSP HRIS should be expanded to include data from private sector and NGOs.
- The INSP system website should be enhanced to include partners from the private sector, other governments, and international governmental organizations.

Incentives

Stage 1

- The recipient must be able to see a direct relationship between the behavior/performance and the incentive received.
- Incentives must be timely for maximum motivation.
- Incentives and the requirements associated with them must be publically known, bestowed, and acknowledged.
- The incentives program must have a stated set of objectives to be obtained, and must have an agreed upon set of qualitative and quantitative metrics developed to be used to evaluate results.
- The results of the program assessment against qualitative and quantitative program metrics must be periodically integrated so that the programs are continuously improved to reflect current and future needs.

Stage 2

- The Board should conduct a study to determine the specific impact of the different incentives on both organizational and individual performance within the INSP system.
- The Board, in collaboration with OMB should develop an annual review of NSP program effectiveness by department and agency in order to identify and share best practices. Those organizations identified as winners in this process should receive funding relief and an appropriate token to display similar to the “Hammer Awards.”
- The White House should host an annual awards dinner in honor of the recipients of several prestigious NSP awards. These prestigious awards should recognize an employee who has had exemplary performance in specific national security areas, particularly a leadership award for the individual who has excelled in promoting employee engagement.
- The INSP system should develop a qualification process for NSPs and provide a retention allowance for credentialed NSPs.
Stage 3

- Promotion or appointment to this new cadre of NSPs (special, exclusive membership)
- Different retirement arrangements
- Flexible work schedule
- Parity and equity in benefits and treatment of employees

Stage 4

- Competitive pay scale above General Schedule system
- Unsupervised time to develop ideas on a topic picked by employee from a National Security Issue List

**Funding**

Stage 1

- Ensure departments and agencies give the establishment of the INSP system due regard, legislative language may be necessary to emphasize the mission-dependency of a dedicated NSP program.
- Provide guidance in addition to, or absent legislative language, from the executive branch to stress the mission and importance of reprioritized funding through letters to the head of the departments and agencies.
- Establish a baseline of funding for the Board that will oversee and manage the INSP system.

Stage 2

- Have the newly created Board begin to help coordinate department and agency funding by asking for a budget line item dedicated to supporting NSP programs that would be presented as an integrated INSP budget submission to OMB. This line item when incorporated into annual budget planning and execution processes can serve as a barometer for agency support of the program.
- Create a yearly round-table for agencies to compare NSP program funding notes and best practices.

Stage 3

- Either increase department and agency funding for the development of the INSP system through appropriations and/or give the central management body an appropriate level of funding through appropriations.
- Have the Board ensure the appropriate level of agency funding by requiring a budget line item dedicated to supporting NSP programs. Make incorporation into annual programming and budgeting processes mandatory.
- Facilitate mandatory spending toward centralized INSP system initiatives through a revolving fund mechanism with funds controlled by the INSP Board. Seed money may be derived from agency contributions.
• Have the central management body conduct assessments of the INSP system funding effectiveness and readjust accordingly.

Stage 4

• Continue to assure funding for the Board that is in line with its policy and program management mandates.
• Perform a whole of government study once government realignment has taken place to match appropriate mission critical skills with funding requirements.
• Look for way to combine government funding resources with private monies in a coordinated manner to tackle mutual national security issues.

Inclusion of Military

Stage 1

• Accept the military’s current joint program as meeting the intent of the Executive Order 13434 and is more than sufficient to meet the goals of stage 1. Hence, no changes are required in this stage.
• Make an expanded effort to encourage interagency assignments by increasing their number, providing for further ease of recognition of interagency work and by encouraging more of the military’s best officers to participate in them.
• In keeping with the increased dependency of military operations on collaboration or integration with other departments, expand the curriculum devoted to interagency operations and provide additional means to codify an interagency body of knowledge for military-civilian interaction. This expansion of attention toward interagency matters could be done within existing joint doctrinal instruction and expanded to service based curricula.

Stage 2

• Accept the military’s current joint program meets the intent of stage 2. Hence, no changes are required in this stage.
• Develop distinct coding and credit for interagency (intergovernmental, international or with private entities) joint service that can be tracked for follow-up utilization in future assignments.
• Expand exchange opportunities and provide incentives for top quality officer participation.
• Take formal steps to ensure individuals in joint assignments beyond intra-agency DoD service get equivalent or better promotion opportunities.

Stage 3

• Accept that the current military joint program provides the basis and example for stage 3 in how it handles intra-agency, interagency, international and other experiences.
• Consider aligning the civilian and military interagency training, education, and experiential requirements in similar programs with a robust approach to shared training and exchange of duty positions.
• Build on joint military organizations to have effective civil-military strategic and regional organizations. Prescribe doctrine that allows for more field interoperability, supporting interagency teaming that is initiated by empowered field leaders.
• Establish and promote a common interagency or integrated culture that unifies national security professionals across the full range of interagency activity.

Stage 4

• Integrating national strategic and regional organizations at the interagency level should necessitate an interagency-centric government rather than one that is agency-centric. This should be supported by mission-based budgets, and an interagency national security workforce that is qualified to do the hard tasks of integration, flatter, empowered leadership organizations, and the transition of agency roles from that of directing all missions to that of being force providers for integrated national security missions.
• Such a system would likely need some adjustment of the nation’s government personnel systems to assure that participating individuals can be flexibly assigned and directed. It would also benefit from an enhanced ability for reassignment of funds and activities throughout the government to better fit tools to tasks.
• Such an approach opens up additional opportunities for effectiveness and efficiency, such as those that might be achieved from integration of the nation’s federal health system, federal logistic system, intelligence system, and national security support agencies.

State and Local Inclusion

Stage 1

• Identify or create positions in the federal government and in the federal regions for state, local, tribal, territorial, private sector, to serve as rotational assignments as part of a strategic and systemic process that supports workforce community objectives.
• Assure that IPA rotational assignments maximize the mutual benefit and meaning of the exchange.
• Account for the need to vary length of time for a rotational assignment by state and local personnel and by geography.
• Begin IPA rotations at mid-level, GS-11/13 equivalent.
• Where Federal positions for state, local, tribal, and territorial personnel are identified as those based on “need to know,” homeland security NSPs will be trained and cleared to the TS/SCI level. These identified non-federal TS/SCI NSPs will be trained in blocks of instruction that will give them a firm grounding in the IC and how it functions within established law, regulations, executive orders, and guidelines.
• Expand the state and local advisory committee to include appropriately cleared private sector and critical infrastructure/key resources community representatives.

Stage 2

• Amend the Homeland Security Act of 2002 to establish a mission essential program line for strategic human capital investment in each department/agency having national security missions or functions that are either primary, i.e., established by law, regulation,
executive orders and/or guidelines, or secondary/collateral to their primary functions. Each agency should have a program office, or officer, that implements the NSP program according to policy jointly developed by the ODNI, acting for the IC, and DHS/FEMA, acting for the homeland security community.

- The amendment must include a requirement that the strategic human capital investment program office, or officer, employ a homeland security NSP training, education and professional development Planning, Programs and Budget cycle that reflects and demonstrates resourcing of INSP system policy priorities.
- Identify or create regional INSP system positions in Federal regions to provide rotational assignment opportunities outside of federal headquarters.

Stage 3

- Shift focus from the department/agency level to the interagency level if the decision is made to centralize INSP strategic human capital investment programs. This would also apply to Stage 4.

Stage 4

- All of the comments and recommendations found in Stages 1-3 would apply to Stage 4.

Pilot Programs

- The management Board should conduct studies and pilot programs at each stage to insure that decisions to proceed will be based on actual analysis and experience on how best to implement the new horizontal, collaborative organization. Examples of potential studies and pilots are described in Section 5.3.3 and Appendix 7.8.3.

---

118 In the case of Federal law enforcement agencies, these components have well-established primary functions like drugs, guns, alcohol and smuggling enforcement. However, in the post 9/11 climate, they now are attuned to looking beyond their primary missions into secondary/collateral intelligence functions and determining any connection to national security matters including terrorism and the activities of hostile foreign services. Normally, such information—if identified—is provided to FBI Joint Terrorism Task Forces (JTTFs) for operational exploitation in an interagency setting of Federal, state, local and tribal representatives.
7.2 APPENDIX B: CURRENT EFFORTS

7.2.1 ADDITIONAL INFORMATION ON INFORMATION SYSTEMS

HRIS & EHRI

The departments and agencies first considered using a Human Resource Information System (HRIS) for managing and tracking NSPs in 2008, when they wrote their NSPD implementation plans. Although these plans were never formally approved, they provided the best starting point for assessing how HRIS could be used to support the NSPD program.\(^{119}\) The HRIS landscape in the national security arena was divided by large and isolated agency systems, in contrast to the rest of the federal government that had mostly consolidated HRIS under OPM and shared service centers (for basic operations like payroll) spread through a few departments.\(^{120}\) The Department of State, the military and intelligence components of the Department of Defense, and large parts of the intelligence community operated on separate systems.

Enterprise Human Resource Integration (EHRI) is a central repository of career and human resource information on federal personnel hosted by OPM. EHRI is a system that aggregates human resource information collected from Official Personnel Folders (OPF) – files that document every official variable of a federal worker’s career – submitted by departments and agencies. The overarching purpose of Enterprise Human Resources Integration (EHRI) is to provide analysis and reports based on aggregated data of federal employees, not for focusing on specific initiatives like NSPD.\(^{121}\)

A key initiative of EHRI was to digitize all OPFs to become Electronic Official Personnel Folders (eOPFs) to eliminate inefficiencies of paper records, to make it easier to access data, and to better prepare for continuity of operations. In the initial NSPD planning documents, the departments and agencies stated their intention to explore the possibility of using eOPFs for tracking NSPs. The Electronic Official Personnel Folder (eOPF) system could be used by creating a field for NSPs. The eOPF system contains official records, including pay and promotions. However, it would not offer the richness and context of the individual that would allow agencies to find detailed characteristics of NSPs. Overall, the departments and agencies made some progress with LMS and the NSPD website, but did not explore the use of OPM systems.

---

\(^{119}\) Using a HRIS for NSPD in most cases will require a “Requirements Identification and Validation” effort to ensure capability to track and manage NSPs.

\(^{120}\) There are five shared service centers, consolidated transactional HRIS, that OPM was able to get the consensus on from much of the federal government: the National Finance Center in the Department of Agriculture, the Civilian Personnel Management Service in the Department of Defense, the National Business Center in the Department of the Interior, Health and Human Services, and the HR Connect in the Department of Treasury. Other agencies would pay these shared service centers. The impetus behind this initiative was to reduce the amount of work done on basic human resources in order to get departments and agencies more focused on strategic human capital issues. From agency interviews July-October 2010; Office of Personnel Management, Migration Planning Guidance (MPG), http://www.opm.gov/egov/documents/ mpg/overview.asp.

\(^{121}\) From agency interviews July-October 2010.
Under current policy of reporting requirements for major national security agencies where most of these departments would withhold critical data for tracking individuals, including the Department of State, the intelligence community, and the Department of Defense, EHRI would not be able to serve as the kind of management tool required to provide a strong spur to the NSP initiative.122

**DISCLOSURE OF PERSONNEL INFORMATION**

As discussion of developing HRISs to manage NSPs has emerged, one major issue that has inhibited further strides has been reluctance by several departments and agencies, especially in the law enforcement and intelligence community, to disclose information about their NSPs (e.g. social security numbers, addresses).123 Some of the personnel working in these departments and agencies may have covert backgrounds or have worked undercover. They have made enemies with or may be individuals of interest to criminals, enemies of the United States, and foreign intelligence agencies, and could be targeted if their personal information or records were leaked. In addition, there has been an expectation that the official records of NSPs should be private.

An HRIS that tracks NSPs may not be effective if records are withheld. At a minimum, an HRIS could track all NSPs under Title 5 through OPM systems, but this would leave out the law enforcement, intelligence, and diplomatic communities – all critical to national security. Administratively, those with access to an HRIS with official or classified records may require security clearances, in which case a large portion of users, especially partner organizations, may not be able to benefit. Or, a parallel system that does not rely on official records could be created in which the departments and agencies, or even the individuals, have control over the information. A social networking system, for example, could be used. However, this may make it difficult to integrate NSPD programs with official qualification or designation systems.

The Department of State’s Office of the Coordinator for Reconstruction and Stabilization (S/CRS) had to address this issue in cataloging individuals for its Civilian Response Corps, but was able to address it easily through legal justification.124 Another example is Employee Personnel Plus (EP+) in the Department of State.125 The approach taken by the Department of State was to make participation in the catalog voluntary. Eventually, it became the norm for State Department personnel to provide information to the catalog. In a 2005 Strategic Management Update of Human Capital by OPM, the report stated, “The EP+ system was deployed for the first time in response to the South Asian tsunami. Within minutes, the State Department was able to identify every employee who had served in the area, by country, by language, by competency. The State Department was able to immediately produce a roster of potential responders broken down several ways, including linking languages, competencies, and regional experience.”126

---
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USING HRIS FOR NSPD

To date, interagency discussion about HRIS support of the NSPD program has been minimal and disconnected, largely due to the broader strategic pause and the centralization of the initiative around the departments and agencies. At this point, the main challenge of using an HRIS to track and manage NSPs across agencies is finding a viable starting point. HRISs should support the NSPD program only where it adds value.

HRISs can be used for the full range of human resource programs – transactional activities such as payroll, employee status changes, and benefits; traditional activities such as planning, recruiting, selection, training, and performance management; and transformational activities such as cultural change, restructuring, and innovation. In addition, HRISs can serve various users: managers, analysts, technicians, clerical employees, employee self-service, job seekers, and partner organizations. Overall, HRISs should support human resource activities to make them more efficient.

IMPACT OF THE PRESIDENTIAL TRANSITION

The most significant event to occur in the area of HRIS for the NSPD program was the loss of funding for the NSPD website at the end of FY2009, although courses remain on the FEMA learning website and Joint Knowledge Online. The story of this reversal and its aftermath is instructive of the HRIS challenges faced by the NSPD program: the sensitivity of the departments and agencies, the difficulties of funding, the small offices spread across the government advancing the NSPD program with only tenuous support, and the important role of the Executive Office of the President.

The NSPD website and Go Learn courses were created during the Bush Administration. They were hosted and funded by OPM. OMB exercised oversight over the program management. The Naval Postgraduate School (NPS) created the orientation course for NSPs to take through Go Learn. This arrangement created early difficulties for the NSPD program. It set up dependency on OPM and OMB. The program was run on a tight schedule overseen by the Deputy Director of OMB for Management. The orientation course was rushed. As a result, though the orientation course was completed, many have bemoaned the quality of the orientation course.

As the new administration arrived, the NSPD program took a “strategic pause” in the absence of guidance. During this pause, OPM and OMB, having come under budget constraints, decided not to fund the NSPD website and Go Learn courses in the FY2010 budget. OPM had offered to match OMB on funding NSPD online programs, but OMB declined. No agency offered to provide funding for the website. In addition, meetings between departments and agencies on the website ended after January 2009.
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NSPD-IO had to find partners willing to continue the NSPD program’s web presence. An office of two people in the Department of Education volunteered to host the website on its internal internet, as it took up little space. Departments and agencies kept the courses they developed for their own Learning Management System (LMS). Additionally, NSPD-IO was also able to partner with the College of International Security Affairs at the National Defense University to create a new orientation, which is still in development. Only in recent months has NSPD-IO been able to find a host for the website.132

In the meantime, without any cues from the administration on the NSPD program, the departments and agencies did not make the efforts described in the NSPD implementation plans to examine the feasibility of using OPM systems for tracking and managing NSPs. Some departments and agencies had adapted their internal systems to track their own NSPs, but no one had the ability to look across government.

**Finding a Starting Point**

The NSPD program sits in a landscape of systems spread across the government, with a new NSPD website that may be hosted by the Department of Energy, Title 5 personnel files in OPM, departments and agencies hosting their own set of courses, and separate personnel catalogs in the intelligence community and Department of State. This raises the question of whether the NSPD program should work toward consolidation, in order to streamline and simplify systems, or if that is too cumbersome given that many systems are deeply rooted in departmental activities on a much larger scale than the NSPD program can handle.

**Finding:** Regardless, as the NSPD program becomes realized reality, systems will have to evolve with it. Rather than evolving by slowly standardizing and merging systems, the NSPD program could take the lead by creating an independent set of systems. For example, it could create a social networking feature on its website. Department and agency systems would gradually catch up to the NSPD program, coordinating and combining their systems at a more deliberate pace.

**Finding:** Unless there is imminent legislation, funding, or energetic involvement by the administration in the NSPD program, the current state of affairs points to using a minimum set of systems: the NSPD website, and departmental and agency Learning Management System (LMS), relying on agencies to provide personnel information in response to issues like a natural disaster or an emerging terrorist threat. One small step that can be taken is to create NSP fields in the eOPF system. Later, the NSPD program could attempt to integrate catalog systems across agencies, beginning with developing commonality between the Intelligence Community Capabilities Catalogue (IC3) and the intelligence community’s Personnel Data Repository (PDR) with EP+. Consideration should be given to using the Department of Homeland Security Lessons Learned and Information Sharing Portal (www.llis.gov) to mitigate the diversion of information and lessons learned.
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However, as the NSPD program gains significant momentum, systems must do more to bring
greater results. The NSPD program could work toward combining some systems, as the
initiative would draw from many similar systems spread across the federal government with
similar functions. To move toward combining systems, the NSPD program could group its
systems around communities of practice. With personnel catalogues, for example, diplomacy and
development would have a central catalog in EP+, the intelligence community in IC3 and PDR,
and Title 5 departments and agencies in eOPF. Then the departments and agencies could work
toward achieving commonality between these catalogs and eventually have them merge.
Another example could be that the NSPD program develops a common approach to LMS courses
in different communities of practice. The NSPD program could gradually work toward
consolidating courses in a single system. This approach would subject departments and agencies
to implement policy at a deep level as these systems are connected to official records and are
used for official personnel actions. However, this would likely be an unwieldy effort, taking
many years as numerous officials across the federal government debate rather esoteric and deep
technical questions.

Finding: One promising approach may be for the NSPD program to create independent systems
that are not beholden to departmental boundaries. These systems would provide a boundary-less
space for people to find their place in the national security system, rather than being limited by
institutional stovepipes. These systems would emphasize bottom-up and “pull” approaches
through the use of social networking, collaborative environments, web 2.0, etc. Top officials
(from whom NSPs take their cues) would have to use such systems in order to bring greater
participation to and encourage activity on these systems. Catalogs, training, education, and
career development, and workforce planning could all be added as well, provided the systems
were equipped with the proper features and analytic tools. However, the ability for such
systems, given their independence, to drive official departmental policies regarding NSPs would
be shallow, as it would be difficult to integrate such systems with department and agency official
personnel actions. Compared to the unwieldy task of standardizing or merging systems across
departments, this independent systems and “pull” approach would be relatively smooth. By
providing a space for a strong national security community to flourish, this approach could help
generate conducive environments in the departments and agencies for the NSPD program. By
generating bottom-up support, the NSPD program will be in a better position to affect broader
policy changes.

NSPD WEBSITE

Currently, there is no NSPD website. However, a new website is in development, which will be
hosted by the Emergency Operations Training Academy of the Department of Energy’s National
Nuclear Security Administration. The new website will act as a portal to department and
agency NSP programs. For example, the website will link to courses hosted by department and
agency Learning Management Systems. It will also be a regularly updated resource.

As the INSP system gains momentum, the NSPD website may require more features to support
emerging needs. This could include the addition of Human Resource Information System (HRIS)
functions, such as tracking and cataloging; training, education, and career development; as well
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as workforce planning and change management tools. The website could include social networking for NSPs, so they can have their profiles for presenting their backgrounds, skills, and interests, and to exchange ideas. As a portal to other department and agency websites, the NSPD website would begin as a setting for training, education, and career development. As it evolves, it could keep track of completion of these programs, and allow individuals to rate them as well. Like the Chief Information Officer Council’s Information Technology (IT) Roadmap Career Planning Tool, it could present career options, paths, and development opportunities for NSPs.\textsuperscript{134} Like the Project Announcement Visibility Effort, used by NASA and the Environmental Protection Agency, a bulletin could be created to post opportunities for NSPs to occupy interagency assignments.\textsuperscript{135} Finally, the website could host collaboration spaces for NSPs to develop plans for the NSPD program. However, if the website were to include these features, it may have to be moved to another host that could support a larger online effort.

**Social Networking Barriers and Pitfalls**

While social networking sites can have a transformative effect on organizational culture, like all culture change, it faces barriers and pitfalls. Stakeholders’ major concerns include data security, inappropriate behavior, time wasting, and dissent.\textsuperscript{136} Despite the challenges that the federal government faces with these emerging technologies, some agencies are finding ways to overcome these challenges.\textsuperscript{137}

- **Data security**: Stakeholders may be concerned about the leaking of private or classified information. This can be addressed by installing the required security features in the system, and by allowing managers and users to control information disclosure settings.
- **Inappropriate behavior**: Experience in the private sector has shown that social networking sites have no detrimental effect on the ethical behavior on employees. In some ways, social networking has brought more transparency, which has improved ethical behavior. “Starbucks Corporation reports that in the more than two years after launching their site… they have experienced only three instances of inappropriate use within a 160,000 person community – and these were the result of poor employee judgment, not nefarious motives.”\textsuperscript{138} Compared to behavior found in e-mails and press leaks, content on social networking sites has been benign.

• **Time wasting:** The responsibility lies on managers to ensure their employees are not wasting time, whether it is on a company social networking site or on the internet in general. A company social networking site would at least provide the employee with a channel to browse work-related information.

• **Dissent:** While managers may be concerned with dissent fomenting on a social networking site, contemporary organizations view this as a source of strength that presents opportunities for management to keep its eyes open to pitfalls in business strategy and allows it to engage its employees through important discussions about contentious issues.

**CENTRALIZED VS. FEDERALIZED HRIS**

The NSPD program could choose a centralized or federalized approach. A centralized approach would ensure integrated management of NSPs across departments and agencies, while a federalized approach would allow departments and agencies to adapt their Human Resource Information Systems (HRIS) to the NSPD program in their own way. The ODNI Intelligence Community Capabilities Catalog (IC3) and Intelligence Community Personnel Data Repository (PDR), and the Chief Information Officer (CIO) Council’s IT Planning Roadmap offer examples of a federated and centralized model respectively to develop an HRIS for the NSPD program.

ODNI took a federated approach to its initiatives. In its early years, ODNI created the Analytic Resource Catalog (ACR), now known as the IC3. IC3 provided profiles of intelligence analysts from across the intelligence community indicating their skills, areas of expertise, languages, and other capabilities, which were entered by the analysts in a database so they could be called on if their capabilities were ever needed.\(^{139}\) ODNI also created the PDR, a database that extracted human resource information from agency HRISs. These initiatives included an evaluation of possible future contingencies from which ODNI could establish where gaps existed between the current baseline of analysts and requirements for the future. The HRIS could support ODNI in bringing the workforce to the requirements identified.

It was difficult to have all the intelligence agencies turn everything over to one central HRIS. Some agencies used different versions of the same software, while others used different software, which was often dated. ODNI first prodded the agencies with similar software to upgrade to the same version, and then urged the other agencies to switch their legacy HRIS. Then ODNI worked to achieve commonality to build IC3.\(^{140}\) Now six of the largest intelligence agencies have started an initiative to deploy a single common HRIS platform.\(^{141}\) However, there may still have been many issues going forward as the intelligence agencies are wary of ODNI and as Directors of National Intelligence have “come and gone” making slight impacts.\(^{142}\)


\(^{140}\) From agency interviews July-October 2010.

\(^{141}\) United States, Office of the Director of National Intelligence, *The US Intelligence Community and the President’s National Security Professional Development Initiative Implementation Plan* (October 2008).

\(^{142}\) From agency interviews July-October 2010.
A centralized example, the CIO Council has a career development HRIS called the IT Roadmap Planning Tool. This HRIS is hosted by OPM and is paid for by participating agencies. It is an online career development HRIS in which any federal IT personnel can view their career path options and work to where they want to go. The CIO Council is chaired by OMB, which used its role in the budget process as well as its proximity to the President to compel agencies to agree to the initiative.\footnote{From agency interviews July-October 2010.}

ODNI and the CIO Council offer models for HRIS to support the NSPD program. These examples offer a federated and centralized approach, showing how each could be implemented. The ODNI example addresses issues of workforce planning and integrating information across divided departments and agencies. The CIO Council example gives one of the closest examples of an HRIS in the government focused on career development for personnel in multiple departments and agencies, as well as a possible way to fund an HRIS. However, if the CIO Council example were to be adapted to NSPs, close attention would have to be paid to communities of practice in order to make the CIO Council example work for the kinds of users anticipated for NSPs – in fields such as reconstruction and stabilization, cybersecurity, weapons of mass destruction, and energy security.

7.2.2 ADDITIONAL INFORMATION ON INCENTIVES

Incentives come in different forms, with various levels of effectiveness. In formulating incentives for NSPs, organizational, branding, and cultural issues all have to be considered.

FEDERAL GOVERNMENT INCENTIVES

Federal agencies have used a variety of incentives. OPM compiles incentive use and the most recent data is shown in the figure below.
**Figure 15: Federal Use of Incentives for FY 2008**

<table>
<thead>
<tr>
<th>Category</th>
<th>Individual Cash Rating Based</th>
<th>Individual Cash Not Rating Based</th>
<th>Individual Time-Off</th>
<th>Group Time-Off</th>
<th>Individual Suggestion/Invention</th>
<th>Group Suggestion/Invention</th>
<th>Group Cash</th>
<th>Quality Step Increases</th>
<th>Referral Bonuses</th>
<th>Travel Savings Incentives</th>
</tr>
</thead>
<tbody>
<tr>
<td>Total Number of Awards</td>
<td>886,539</td>
<td>447,059</td>
<td>291,130</td>
<td>72,379</td>
<td>3,713</td>
<td>691</td>
<td>168,358</td>
<td>13,105</td>
<td>1,879</td>
<td>1,433</td>
</tr>
<tr>
<td>Total $ Paid</td>
<td>$1,087,286,248</td>
<td>$356,451,645</td>
<td>4,990,270</td>
<td>604,088</td>
<td>$1,803,088</td>
<td>$274,341</td>
<td>$102,491,626</td>
<td>$866,774</td>
<td>$866,774</td>
<td>$1,016,687</td>
</tr>
<tr>
<td>Spending as % of Total Salaries</td>
<td>0.87%</td>
<td>0.29%</td>
<td>&lt;0.01%</td>
<td>&lt;0.01%</td>
<td>&lt;0.01%</td>
<td>&lt;0.01%</td>
<td>0.08%</td>
<td>&lt;0.01%</td>
<td>0.01%</td>
<td></td>
</tr>
<tr>
<td>Rate/100 Employees</td>
<td>47.9</td>
<td>24.2</td>
<td>15.7</td>
<td>3.9</td>
<td>0.2</td>
<td>0.1</td>
<td>9.1</td>
<td>3.6</td>
<td>0.1</td>
<td></td>
</tr>
<tr>
<td>Average Award Amount</td>
<td>$1,226</td>
<td>$797</td>
<td></td>
<td></td>
<td>$486</td>
<td></td>
<td></td>
<td></td>
<td>$534</td>
<td></td>
</tr>
</tbody>
</table>

---

### Federal Incentives and HR Mechanisms Used as Incentives

**Figure 16: Federal Incentives and HR Mechanisms**

<table>
<thead>
<tr>
<th>Incentives/HR Mechanism</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>AWARDS:</strong></td>
<td></td>
</tr>
<tr>
<td>Cash Award-Rating Based</td>
<td>Rating based awards recognize the performance of individual employees, based on a rating of record of fully successful or higher.145</td>
</tr>
<tr>
<td>Cash Award-Not Rating Based</td>
<td>Given to individuals who have made contributions that exceeded normal job requirements or who have performed a special act or service in the public interest146</td>
</tr>
<tr>
<td>Individual &amp; Group Time-Off Awards</td>
<td>Recognizes individual or group achievement with time off from work without loss of pay or charge to leave. Recognizes same types of achievement as cash awards.147</td>
</tr>
<tr>
<td>Individual &amp; Group Suggestion/Invention Awards</td>
<td>Recognizes suggestion or invention by an individual or group that is adopted by an agency that improves operations and services to the public and contribute directly to the economy or efficiency of Government operations.148</td>
</tr>
<tr>
<td>Group Cash Award</td>
<td>Recognizes specific accomplishments by groups of employees who have exceeded normal job requirements. These awards are based on group contributions that do not represent suggestions or inventions.149</td>
</tr>
<tr>
<td>Quality Step Increases</td>
<td>Recognizes exceptional sustained performance by general Schedule employees with an additional within-grade salary increase (about 3% of basic pay.) A QSI increases the employee’s rate of basic pay permanently. To be eligible, an employee must receive an Outstanding rating of record, or the highest rating level available within the agency system.149</td>
</tr>
<tr>
<td>Foreign Language</td>
<td>Awards recognize certain law enforcement officers whose job responsibilities involve a substantial use of foreign language skills on the job. These awards are authorized only for law enforcement officers as defined by statute.151</td>
</tr>
<tr>
<td>Referral Bonus</td>
<td>Recognizes employees who help an agency recruit new talent by referring someone for an advertised vacancy. These awards are paid after the referred applicant is hired by the agency and performs successfully in the job.152</td>
</tr>
<tr>
<td>Honorary awards</td>
<td>Provides a recognition item to recognize an individual or group</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Incentives/HR Mechanism</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Special Pay:</strong></td>
<td></td>
</tr>
<tr>
<td>Holiday Pay</td>
<td>Holiday premium pay is equal to an employee’s rate of basic pay. Employees who are required to work on a holiday receive their rate of basic pay, plus holiday premium pay, for each hour of holiday work.</td>
</tr>
<tr>
<td>Overtime/Compensatory Time-Off</td>
<td>Generally, premium pay or time off for hours worked over 8 hours a day or 40 hours a week depending on employee coverage under Title V, FLSA, etc.</td>
</tr>
<tr>
<td>Sunday Pay</td>
<td>25% of basic pay including locality pay</td>
</tr>
<tr>
<td>Standby Pay</td>
<td>An agency may pay standby duty pay, instead of the premium pay for regularly scheduled overtime, night, holiday, and Sunday work, to an employee in a position requiring him or her regularly to remain at, or within the confines of, his or her station longer than 40 hours per week, a substantial part of which consists of remaining in a standby status rather than performing work. Standby duty pay can be up to 25 percent of the employee’s rate of basic pay that does not exceed the rate of pay for GS-10, step 1 (including any applicable locality pay).</td>
</tr>
<tr>
<td>Hardship Pay</td>
<td>Differential varies by post, Afghanistan and Iraq are currently at 35%</td>
</tr>
<tr>
<td>Hazardous Duty Pay</td>
<td>Hazardous duty pay is additional pay for the performance of hazardous duty or duty involving physical hardship.</td>
</tr>
<tr>
<td>Locality Pay</td>
<td>As a general rule, federal employees’ pay consists of two primary parts – “base pay” and “locality pay.” While base pay is the same for each grade and step across the country, locality pay varies by geographic location.</td>
</tr>
<tr>
<td>Law enforcement availability pay</td>
<td>Availability pay is a type of premium pay that is paid to Federal law enforcement officers who are criminal investigators. Availability pay is generally an entitlement that an agency must provide if the required conditions are met, and is 25% of base pay.</td>
</tr>
<tr>
<td>FSO Language Incentive pay</td>
<td>Based on certain language designated positions in the Foreign Service a FSO may receive additional pay based on language capability/proficiency.</td>
</tr>
<tr>
<td>Various Military incentive pay for location,</td>
<td>Military services have a variety of special/ incentive pay authorities to encourage members to enlist, reenlist, accept</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Incentives/HR Mechanism</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>duty assignment, skills, enlistment, or reenlistment.</td>
<td>assignments, enter certain career fields, and acquire additional skill sets.</td>
</tr>
</tbody>
</table>

**HR Mechanisms**

<table>
<thead>
<tr>
<th>Education/professional development</th>
<th>Training, conferences, courses, mentoring, coaching and on-the-job experiences that enhances employee’s skills that are provided or sponsored by agency.</th>
</tr>
</thead>
<tbody>
<tr>
<td>Student loan repayment</td>
<td>In certain critical occupations agencies assist employees in repaying student loans.</td>
</tr>
<tr>
<td>Recruitment/retention allowances</td>
<td>Allowances paid to new employees for joining and to current employees for staying.</td>
</tr>
<tr>
<td>Employee engagement and passion for mission</td>
<td>Engagement refers to a high level of motivation to perform well at work combined with passion for the work.¹⁵⁶</td>
</tr>
<tr>
<td>Effective leadership</td>
<td>Working with strong and respected leaders in the workplace.</td>
</tr>
<tr>
<td>Flexible work schedule &amp; workplace.</td>
<td>Allows employee some ability to determine all or portion of their work schedule and workplace.</td>
</tr>
<tr>
<td>Performance Evaluation</td>
<td>System that recognizes and distinguishes employee levels of performance.</td>
</tr>
<tr>
<td>Special Retirement System</td>
<td>Certain services, for example military, law enforcement, have special, more attractive retirement systems.</td>
</tr>
<tr>
<td>Career ladder promotion/Promotion potential</td>
<td>Encourages employees to perform well in order to receive career ladder promotion.</td>
</tr>
<tr>
<td>Special certification</td>
<td>A program that requires certain academic/experiential exercises that lead to a certification of expertise that is accepted by an appropriate community of practice.</td>
</tr>
<tr>
<td>Special membership</td>
<td>Membership in an elite corps such SES, SFS, SIS or special forces.</td>
</tr>
<tr>
<td>Special privileges/preferences</td>
<td>The granting of exceptions to normal agency policies in return for serving on special assignments.</td>
</tr>
<tr>
<td>R&amp;R and Home leave</td>
<td>Additional leave granted for service overseas.</td>
</tr>
<tr>
<td>Housing</td>
<td>Housing or subsidy provided by agency.</td>
</tr>
<tr>
<td>Reemployment rights</td>
<td>Guaranteed return to an equivalent position after qualifying service such as military or limited foreign service position.</td>
</tr>
</tbody>
</table>

**PROMOTION AND PARITY OF INCENTIVES INCLUDING CAREER PROGRESSION**

The national security shared capabilities map to SES fundamental competencies and thereby are incorporated in promotion criteria in agencies, as such.

### Figure 17: Shared Capabilities and SES Fundamental Competencies

<table>
<thead>
<tr>
<th>Shared Capabilities</th>
<th>Skills/Capabilities</th>
<th>SES Fundamental Competencies</th>
</tr>
</thead>
<tbody>
<tr>
<td>Strategic Thinking</td>
<td>• National security strategy understanding</td>
<td>Strategic Thinking</td>
</tr>
<tr>
<td></td>
<td>• Envision future states</td>
<td>Entrepreneurship</td>
</tr>
<tr>
<td></td>
<td>• Strategic planning skills</td>
<td>ECQ1</td>
</tr>
<tr>
<td></td>
<td></td>
<td>ECQ3</td>
</tr>
<tr>
<td>Critical and Creative Thinking</td>
<td>• Research and analytical skills</td>
<td>Creativity &amp; Innovation</td>
</tr>
<tr>
<td></td>
<td>• Ability to assess and challenge assumptions</td>
<td>Decisiveness</td>
</tr>
<tr>
<td></td>
<td>• Ability to offer creative solutions</td>
<td>Problem solving</td>
</tr>
<tr>
<td></td>
<td></td>
<td>ECQ1</td>
</tr>
<tr>
<td></td>
<td></td>
<td>ECQ3</td>
</tr>
<tr>
<td>Leading and Working with Interagency Teams</td>
<td>• Inspire unity of purpose and confidence of team</td>
<td>Vision</td>
</tr>
<tr>
<td></td>
<td>• Effectively direct others’ skills and knowledge</td>
<td>Conflict Management</td>
</tr>
<tr>
<td></td>
<td>• Mentoring/developing staff</td>
<td>Developing Others</td>
</tr>
<tr>
<td></td>
<td>• Problem solving as a team</td>
<td>Team Building</td>
</tr>
<tr>
<td></td>
<td>• Conflict resolution</td>
<td>ECQ1</td>
</tr>
<tr>
<td></td>
<td></td>
<td>ECQ2</td>
</tr>
<tr>
<td></td>
<td></td>
<td>ECQ2</td>
</tr>
<tr>
<td>Collaborating</td>
<td>• Networking skills</td>
<td>Partnering</td>
</tr>
<tr>
<td></td>
<td>• Promote collaborative environment</td>
<td>ECQ5</td>
</tr>
<tr>
<td></td>
<td>• Knowledge management and sharing</td>
<td></td>
</tr>
<tr>
<td>Planning, Managing and Conducting</td>
<td>• Strategic planning skills</td>
<td>Financial Management</td>
</tr>
<tr>
<td>Interagency Operations</td>
<td>• Program management</td>
<td>HC Management</td>
</tr>
<tr>
<td></td>
<td>• Budget skills</td>
<td>ECQ4</td>
</tr>
<tr>
<td></td>
<td>• Performance management</td>
<td>ECQ4</td>
</tr>
<tr>
<td></td>
<td>• Political savvy</td>
<td></td>
</tr>
<tr>
<td></td>
<td>• Policy development</td>
<td></td>
</tr>
<tr>
<td>Maintaining Global and Cultural Acuity</td>
<td>• Foreign culture understanding</td>
<td>External awareness</td>
</tr>
<tr>
<td></td>
<td>• Foreign language proficiency</td>
<td>Political Savvy</td>
</tr>
<tr>
<td></td>
<td>• National security understanding</td>
<td>ECQ1</td>
</tr>
<tr>
<td></td>
<td>• Familiarity with other agency structures, processes and cultures</td>
<td>ECQ5</td>
</tr>
<tr>
<td></td>
<td>• Global/regional/country trends</td>
<td></td>
</tr>
<tr>
<td>Mediating and Negotiating</td>
<td>• Dispute resolution</td>
<td>Influencing/Negotiating</td>
</tr>
<tr>
<td></td>
<td>• Negotiation techniques</td>
<td>ECQ5</td>
</tr>
</tbody>
</table>

157 PNSR analysis of Shared Capabilities and SES Fundamental Competencies.
<table>
<thead>
<tr>
<th>Shared Capabilities</th>
<th>Skills/Capabilities</th>
<th>SES Fundamental Competencies</th>
</tr>
</thead>
<tbody>
<tr>
<td>Communicating</td>
<td>• Written and verbal skills</td>
<td>Leveraging Diversity</td>
</tr>
<tr>
<td></td>
<td>• Managing diverse groups</td>
<td></td>
</tr>
<tr>
<td></td>
<td>• Active listening</td>
<td></td>
</tr>
<tr>
<td></td>
<td>• Understanding audiences</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>ECQ2</td>
</tr>
</tbody>
</table>

Only a few agencies have specified additional NSP training or professional development opportunities as criteria for promotion.

Since the NSPD program to date is agency-centric, each agency controls the incentives and career progression of their employees. The current MOU’s are usually written to maintain this status quo. The Intelligence Community and DoD have worked together in various ways including educational opportunities and rotational assignments, to allow employees from both organizations to use those experiences to progress their careers.

In order to create parity across all agencies for both incentives and career progression, additional authority is needed in the form of a directive or executive order. The authority could reside with OPM or a central NSPD entity depending on the NSP model chosen.

**Organizational Incentives**

Well before the launch of the NSPD program, DoD, based on lessons learned from recent operational experiences, had begun exploring ways to expand interagency education and training. The 2006 [Quadrennial Defense Review](https://www.defense.gov/Portals/1/Documents/6-QDR/QDR-Report-6-Feb-06.pdf) (QDR) Report, borrowing terminology from the 1947 Gerow study (see above), called for the transformation of the National Defense University (NDU), located at Ft. McNair in Washington, D.C., into a “true National Security University.”

As the QDR Report described it: “... this new institution will be tailored to support the educational needs of the broader U.S. national security profession. Participation from interagency partners will be increased and the curriculum will be reshaped in ways that are consistent with a unified U.S. government approach to national security missions, and greater interagency participation will be encouraged.”[^158] This thinking encouraged the use of an independent, already established agency to relieve organizational administrative barriers and therefore support greater interagency participation.

Congress may wish to consider what resources would be required to support any new or updated interagency cadre program. The current NSPD program has been supported, to date, “out of hide” — that is, through agency pre-prioritization, without any additional funding. Additional resources could conceivably be required to support new or expanded education and training programs, including faculty and staff, facilities, curriculum-development, and/or tuition at non-government institutions. Resources could also be required to support a centralized “integration function” secretariat that coordinates and integrates program efforts. The single greatest cost could be the funding required to create a personnel “float” in civilian agencies, to backfill positions while personnel participate in education programs, training, or rotational tours in other agencies.

agencies. Many observers have suggested that without such a float, the ability of civilian agencies to participate in an interagency cadre program would be quite limited.\textsuperscript{159}

\textbf{LEADERSHIP AND EMPLOYEE ENGAGEMENT}

Strong leadership combined with effective communication skills regarding vision, mission, and actions are strong organizational incentives that drive organizations in desired directions. The hallmark of successful achievement of any initiative is the support and guidance of committed leaders complimented by engaged employees.

Research by the Merit Systems Protection Board (MSPB) indicates that employee engagement is higher in agencies in which senior leaders build trust with employees by aligning their words and actions, communicating openly and frequently with employees, and treating employees as valued business partners. Supervisors in high engagement agencies define clear performance expectations, develop strong working relationships with employees, provide employees with useful feedback, and recognize their contributions. In short, the effort leaders invest in managing their workforce pays off in substantially higher levels of employee engagement and performance.\textsuperscript{160}

The comparisons in MSPB’s report \textit{Managing for Engagement} of agencies with the highest and lowest percentages of engaged employees show that leaders in the four high-engagement agencies do a much better job of communicating and connecting with their nonsupervisory employees. In turn, employees in the high-engagement agencies reported much higher levels of respect and trust in their leaders than did employees in the low-engagement agencies.\textsuperscript{161}

Research by Gallup and others shows that employee engagement is a leading indicator of performance. Engaged employees are more productive, customer-focused, safer and more likely to withstand temptations to leave. Gallup identified twelve core elements that link employee engagement to organizational outcomes.

- I know what is expected of me at work.
- I have the materials and equipment I need to do my work right.
- At work, I have the opportunity to do what I do best every day.
- In the last seven days, I have received recognition or praise for doing good work.
- My supervisor, or someone at work, seems to care about me as a person.
- There is someone at work who encourages my development.
- At work, my opinions seem to count.
- The mission or purpose of my organization makes me feel my job is important.
- My associates or fellow employees are committed to doing quality work.
- I have a best friend at work.


• In the last six months, someone at work has talked to me about my progress.
• This last year, I have had opportunities at work to learn and grow.

By benchmarking these twelve indicators, an organization can significantly improve their productivity.

All of these studies provide insights into what motivates employees. Although money rewards in the form of fair compensation is important, intrinsic rewards satisfy the emotional drivers and can be very powerful. On analysis, a few consistent trends emerge.

• A sense of belonging (tribalism) plays an important role in motivation.
• Employees pay attention to what their colleagues are doing
• Employees want to contribute ideas and have their opinions heard.
• Employees want to feel that their work contributes to the organization

Fairness in processes and rewards is important.

LEGAL, REGULATORY, PRACTICAL OR CULTURAL ISSUES

The current legal and regulatory authorities delegate agency heads a great deal of authority in developing awards programs for their agency. These same delegations can be used to create a variety of financial and non-financial NSP awards. In addition to agency awards one or more awards could be created that would be awarded through a process similar to the Senior Executive Service Presidential Rank Award process. An interagency group (e.g. IPC) could establish the award criteria and OPM or another agency could administer the nomination and selection process. The selection process could utilize senior national security subject matter experts to serve on a “blue ribbon” selection panel. These “National Awards” could be used to recognize federal, military, state, local, and private sector NSPs. The awards could be honorary if there is insufficient funding for financial recognition.

Individual agency “cultures” regarding the use of awards and incentives create inconsistencies in application in the current decentralized award system. In addition, NSP employees in agencies that do not have a national security component in their home agency mission may not do as well as their counterparts from national security agencies. A “National Award” program would mitigate this issue to a degree.

Finally, the quality in leadership is a critical factor in how well an agency will implement a NSP Incentive System. The staff’s research indicates intrinsic incentives that promote employee engagement are likely to have the greatest impact on a NSP workforce. An agency with strong leadership that promote employee involvement, communicates performance expectations, discusses organizational mission and vision, recognizes and distinguishes levels of employee performance will be the most successful.

BRANDING

Branding is typically thought of as a marketing strategy confined to products but it can also be used to bring communities together for other reasons. Patrick Dixon, chairman of Global Change, a trends analysis company and author of Building a Better Business suggests that
successful brands create tribes and all successful companies nurture them [...] Tribal leadership is [...] able to move an entire organization in the same direction, which is very different from merely running a team.

Moving an organization in the same direction is a feat to which all organizations aspire. Peter Fisk, in his book Marketing Genius,\textsuperscript{162} lists four ways brands help people:

- Do what they do better: prove their functionality or support them in some way.
- Be how they want to be perceived: provides a strong identity that is recognized and admired.
- Belong to a community: provides improved or perceived connection.
- Become more than they are: ads self esteem or confidence.

He suggests that employees are an integral part of the branding process and the more they experience the benefits of the brand the more likely they are to respond to, want to and are able to be motivated.

Finally, he outlines five steps to activating a brand:

1) Start with the customer promise – what will you deliver?
2) What do employees want? – understand their needs and motivation.
3) Make the brand relevant to the employees to engage them.
4) Make the brand tangible to employees – create employee experiences that fit the brand.
5) Connect employees to the customers – identify where and how employees can enhance the customer experience.

Bringing the value of many studies together, Patrick Hanlon, founder of Thinktopia, an idea-engineering firm, distills the branding process down to a code with seven elements. These seven pieces of the code allows you to create a relevant, vibrant community.

1) **The creation story:** How did you get started? EBay began in a spare bedroom. Both Apple and Hewlett-Packard began in a garage. The creation story tells who you are and where you are going.
2) **Creed:** What are you about? What do you believe? Examples include “Coke is it.” “Peace on Earth”, “Ultimate Driving Machine”. The creed is three to five words about your philosophy.
3) **Icons:** Establish a visual tag that helps members of the community to identify one another. Logos are the most popular icons, but icons can be anything that identifies a specific community of people. During the past pandemic bird flu scare, dead ducks and chickens became the icons of the pandemic. On a more positive note, the Statue of Liberty or the Big Apple both bring New Yorkers together as a community.
4) **Ritual:** Webs of activities that bind communities together create venues where members can share ideas, continue education, or simply share experiences. Conventions and seminars are typical activities, but even the Super Bowl is a ritual of fans coming together yearly to bond.
5) **Sacred words:** All communities have specialized vocabularies that identify their community. Doctors, lawyers, computer geeks, all have a language unto themselves.

6) **Nonbelievers:** Successful brands identify people who do not want to belong to their communities and use that knowledge to expand their offerings to include those nonbelievers into a sub-community - think Diet Coke vs. Coke, or to point out the strengths of the brand - think Avis vs. Hertz.

7) **Leader:** Leaders are people who get the job done. They can be well known innovators like Bill Gates or Oprah Winfrey, or project leaders and team leaders in an organization.

Creating tribes or communities allow the members to identify with one another and create services or ideas that are larger than the individual. Tribes explain the “silo” mentality, but they can also be used to transcend those silos. Individuals can belong to more than one tribe or community with each having its unique identifiers. In the business sense, communities create situations that allow employees to feel a sense of belonging, and help them achieve recognition, growth, and job enrichment. Brands are the face of the community to the rest of the world.

### 7.2.3 Additional Information on Funding

#### Cost Factors of a Potential System

There are a number of factors involved in how much a potential INSP system will cost once fully designed:

<table>
<thead>
<tr>
<th>Factors</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Number of people involved</td>
<td>The cost variance will be large depending on the number of people involved in the program. Some economies of scale will be achievable.</td>
</tr>
<tr>
<td>Type of training and education</td>
<td>The frequency of the training, whether it is web-based, seminar/classroom-based, or residency based.</td>
</tr>
<tr>
<td>Length of the training</td>
<td>Depending on if the program lasts one year, two years, or five years will dramatically impact the amount of money needed. While program budgets will be reviewed annually, longer-term costs should be considered for a full INSP system.</td>
</tr>
<tr>
<td>Pipeline for recruiting</td>
<td>This includes variables like the amount of turnover and attrition in the system. The mechanisms for recruiting into the pipeline will also be a determinant for costs involved.</td>
</tr>
<tr>
<td>Participant’s salaries</td>
<td>Depending on whether the participant’s home agency pays their salary, or if the salary is paid from an interagency fund, or a combination of the two, salaries are a large part of the cost equation. Financial incentives can also add costs.</td>
</tr>
<tr>
<td>Rotational programs</td>
<td>Like participant’s salaries, costs of rotational programs will be likely be resolved through MOUs.</td>
</tr>
<tr>
<td>Personnel “float”</td>
<td>The cost related to creating a personnel “float” in civilian agencies, to backfill positions while personnel participate in education programs, training, or rotational tours in other agencies. Many observers have suggested that without such a float, the ability of civilian agencies to participate in an interagency cadre program would be quite limited.</td>
</tr>
</tbody>
</table>
For items such as pipeline for recruiting, participant’s salaries, rotational programs, and personnel “float,” the costs are largely incremental or already embedded within current funding objectives. Future studies should examine these costs more closely. The bulk of the costs for a potential INSP system will stem from the design, implementation, and continued support of different types of training and education programs. The table below lists some cost estimates for Training and Education programs for an Interagency National Security Professional.

**Figure 19: Cost Estimates** for Training and Education Programs for an NSP

<table>
<thead>
<tr>
<th>Description of Program</th>
<th>Throughput (per yr)</th>
<th>Costs</th>
</tr>
</thead>
</table>
| **Web-based Training Course**: Level of expertise achieved is foundational and situational awareness regarding how the employee fits into national security efforts. Program length ranges from 1-12 hours | 1,000-5,000         | • Initial set-up costs range depending on how interactive the software is, $300,000-$600,000  
• Ongoing costs per employee per year range from $1-$10 for maintenance and server space needed  
• Total 5-year program costs assuming maximum throughput, $325,000-$850,000 |
| **Seminar/Classroom-based Training Course**: Classroom training program with a mixture of lectures and activities, with collaborative in-person experiences facilitated by experts. Level of expertise achieved is intermediate. Program length ranges is from one-day seminar to a week of classroom instruction. | 100-1,000           | • Initial set-up costs are $10,000-$50,000  
• Ongoing costs per employee depending on the number of days, $1,000-$4,000 per employee  
• Total 5-year program costs assuming maximum throughput, $5,000,000-$20,000,000 |
| **Residency-based Training Course**: An NDU-like residency-based, accredited degree program with a mixture of lectures, activities, and simulation activities and facilitated by professors, visiting experts, and current NSPs. Level of expertise achieved is in-depth knowledge, qualification to serve in top interagency positions, and ability to serve in national security missions | 200-400             | • Initial set-up costs, assuming classroom infrastructure is mostly in place,  $10,000,000-$40,000,000  
• Ongoing costs per employee depending on the number of days, $70,000-$80,000 per employee  
• Total 5-year program costs assuming maximum |

163 Note: These costs are approximate and are based on industry averages and data collected from government agencies and training experts.
MECHANISMS FOR TRANSFERRING AND ACCOUNTING FOR MULTI-AGENCY FUNDING

There are a number of complexities related to the transferring and accounting for multi-agency funding efforts to an INSP system. Potential mechanisms include: Working Capital Fund, increased appropriations, and a Performance Management Fund.

Working Capital Fund (WCF): A type of revolving fund that has specific criteria. A revolving fund allows for increased flexibility in that it does not need to recover 100 percent of its costs each year and can be subsidized by another entity or responsible agency, including increased appropriations. A WCF on the other hand must pass on the full costs to the customers. A WCF can be more appropriate if dealing with a large number of diverse customers (minimum transactions in the thousands per day).

The four criteria that must be met to set up a WCF are:

1) Identify the appropriate output the home agency will sell
2) Establishment of a cost accounting system to appropriately measure and pass along costs to customers
3) Identify the appropriate number of customers
4) Evaluate the supply and demand of the outputs; the demand should be appropriately smooth in order for a WCF to operate appropriately. Lumpy supply and demand does not lend itself to a WCF.164

PNSR analysis shows that between the two options a revolving fund would be a more appropriate vehicle for an interagency system because it allows for increased flexibility over a Working Capital Fund. PNSR does not believe the high level of transactions needed to make a WCF efficient is present and the demand is not smooth enough. According to an agency interview in July-October 2010, a WCF is extremely difficult and complicated to unwind once the process has been set up.

Increased Appropriations: Another potential vehicle to fund the INSP system is increased appropriations from Congress. This can be in place of other funding mechanisms or can compliment them by giving seed money to start a revolving fund for example.

Performance Management Fund: One vehicle that was examined as a potential option for funding an interagency system was the Performance Management Fund, which was created by Congress in 2003 to reward high performers but remains unfunded. Based on PNSR analysis of the language of the law in Title 5, Chapter 54, regarding the Human Capital Performance Fund, this is not a suitable vehicle for funding the INSP system due to issues raised in Section 5404, which states that money from the fund cannot be used for purposes other than those stated in the legislation.

### Figure 20: Cost Model for Pathway to an Integrated NSP System

<table>
<thead>
<tr>
<th></th>
<th>Initial Unit Infrastructure Costs</th>
<th>On-going Unit Cost</th>
<th>Stage 1</th>
<th>Stage 2</th>
<th>Stage 3</th>
<th>Stage 4</th>
</tr>
</thead>
<tbody>
<tr>
<td>Number of years</td>
<td>-</td>
<td>-</td>
<td>1.25</td>
<td>1.25</td>
<td>1.25</td>
<td>1.25</td>
</tr>
<tr>
<td>Steady state #</td>
<td>-</td>
<td>-</td>
<td>2.000</td>
<td>4.000</td>
<td>6.000</td>
<td>10.000</td>
</tr>
</tbody>
</table>

#### Training and Education

<table>
<thead>
<tr>
<th>Training Method</th>
<th>Initial Cost</th>
<th>On-going Cost</th>
<th>Stage 1</th>
<th>Stage 2</th>
<th>Stage 3</th>
<th>Stage 4</th>
</tr>
</thead>
<tbody>
<tr>
<td>Web-based Training Course</td>
<td>$600,000</td>
<td>$10</td>
<td>3</td>
<td>$1,375,000</td>
<td>7</td>
<td>$2,750,000</td>
</tr>
<tr>
<td>Seminar/Classroom-based Training Course</td>
<td>$50,000</td>
<td>$4,000</td>
<td>1</td>
<td>$5,950,000</td>
<td>3</td>
<td>$5,100,000</td>
</tr>
<tr>
<td>Residency-based Training Program</td>
<td>$40,000,000</td>
<td>$80,000</td>
<td>-</td>
<td>$0</td>
<td>-</td>
<td>$0</td>
</tr>
</tbody>
</table>

#### Human Capital

<table>
<thead>
<tr>
<th>Category</th>
<th>Initial Cost</th>
<th>On-going Cost</th>
<th>Stage 1</th>
<th>Stage 2</th>
<th>Stage 3</th>
<th>Stage 4</th>
</tr>
</thead>
<tbody>
<tr>
<td>Incentives</td>
<td>- $125,000</td>
<td>-</td>
<td>2% $6,250,000</td>
<td>2% $12,500,000</td>
<td>2% $18,750,000</td>
<td>2% $31,250,000</td>
</tr>
<tr>
<td>Float</td>
<td>- $215,000</td>
<td>-</td>
<td>2% $10,750,000</td>
<td>2% $21,500,000</td>
<td>2% $32,250,000</td>
<td>2% $53,750,000</td>
</tr>
<tr>
<td>Board</td>
<td>- $375,000</td>
<td>$85,000</td>
<td>10 $1,437,500</td>
<td>12 $1,650,000</td>
<td>14 $1,862,500</td>
<td>15 $1,988,750</td>
</tr>
<tr>
<td>Pilots</td>
<td>- $500,000</td>
<td>-</td>
<td>1 $1,875,000</td>
<td>2 $3,750,000</td>
<td>2 $3,750,000</td>
<td>- $0</td>
</tr>
<tr>
<td>HR Information Systems</td>
<td>- $500,000</td>
<td>-</td>
<td>1 $5,500,000</td>
<td>1 $5,500,000</td>
<td>1 $15,500,000</td>
<td>1 $500,000</td>
</tr>
</tbody>
</table>

**Total Stage Cost:**

<table>
<thead>
<tr>
<th>Stage 1</th>
<th>Stage 2</th>
<th>Stage 3</th>
<th>Stage 4</th>
</tr>
</thead>
<tbody>
<tr>
<td>$32,737,500</td>
<td>$42,750,000</td>
<td>$175,762,500</td>
<td>$160,218,750</td>
</tr>
</tbody>
</table>
7.2.4 ADDITIONAL INFORMATION ON THE INCLUSION OF STATE AND LOCAL COMPONENTS

THE “INTERGOVERNMENTAL” AS IMPLICIT IN THE INTERAGENCY NSP SYSTEM

Paragraph (b) (4) of Section 1054 (Military and State and Local Government Personnel) includes among the matters to be examined the “potential means of, and benefits and drawbacks of, including State and local government organizations and personnel in the system.”

The Department of Defense’s Statement of Work (SOW) for this study references the need to develop and manage a system for career development and management to support efforts to improve the quality of agency interactions and increase interoperability, “especially in times of national crisis from natural disasters or national security threats [emphasis added].” The SOW’s explicit inclusion of the term “natural disasters” supports the U.S. Government’s recognition that interagency NSPs will plan for and execute critical missions and functions that are beyond traditional, narrowly defined national security. These missions and functions are in such realms as homeland security, emergency management, public health, critical infrastructure protection, etc. This recognition seems to have informed the SOW guidance for this Study Section, what it calls Study Section 6 – Military and State and Local Government Personnel. The SOW reads, “This Study should address viewpoints on whether it is necessary to go below the state level for NSPD [National Security Professional Development] purposes.”

Chapter 3 of this report outlines how the 2006 White House Federal Response to Hurricane Katrina: Lessons Learned report called for a professional development and education program for homeland security personnel and the resulting executive order.

Given the complexities of the 21st century strategic environment, NSP service beyond the stovepipe and into the interagency, intergovernmental “white space” is becoming increasingly the routine rather than the exception. This truth drives the need for enhanced and extended NSP workforce development. The 1054 Study notes that neither Section 1054 nor the SOW uses the terms “intergovernment” or “intergovernmental” when they speak of the “interagency” environment, views, coordination, etc. Nevertheless, as quoted above, both the White House Katrina report and the executive order specifically conjoin the terms interagency and intergovernmental, for example, with respect to assignments.

This study notes also that the July 2007 National Strategy for the Development of National Security Professionals states the following with regard to development:

The national security professional will need access to education, training, and opportunities to work in coordination with other Federal departments and agencies, State, local, territorial and tribal governments, the private sector, non-governmental organizations, foreign governments, and international organizations.165

The Study also cites the 13 November 2008 “Memorandum for Chief Human Capital Officers” from the Acting Director of the Office of Personnel Management (OPM) on the “Recommended

National Security Professional Qualification for NSP SES.” The technical qualification for all NSP-designated SES positions is “demonstrated ability to lead interagency, interdepartmental, intergovernmental activities, or comparable cross-organizational activities.” This demonstration would be “on a temporary or permanent assignment, on a multi-agency task force, in an interagency liaison capacity and/or as a volunteer.” The organizations can include state and local government entities, non-profit or non-governmental organizations, private organizations, and/or academic institutions.

A memo from FEMA follows from the NSPD Implementation Plan’s identification of the critical importance of establishing an NSP “national security certification” and “a least administratively burdensome method” for database tracking of NSPs.166

The forgoing thus supports the conclusion that the term “interagency” implicitly includes the intergovernmental dimension. As for the SOW’s requirement to address the necessity of “going below the state level for NSPD purposes,” the forgoing also supports the conclusion that local government organizations and personnel are in the INSP system.

**THE HOMELAND SECURITY INSP “ENTERPRISE”: SCOPING THE SYSTEM BEYOND THE STATE LEVEL**

As cited above, statements in the NSP Strategy and the OPM and FEMA memos on NSPs that reference the private sector and NGO communities further indicate that conceptually the INSP system is more than “whole-of-government.” It is “whole-of-society,” “whole-of-nation.” When and where appropriate, private sector and NGO personnel are or may be performing critical homeland security functions, e.g., in steady-state, with regard to national critical infrastructure/key resources (CI/KR), and/or in crisis-state, in a catastrophic event or situation, most especially if that event or situation should rise to a level of threatening continuity of operations, continuity of government or enduring constitutional government.

DHS defines and frames homeland security as “a widely distributed and diverse—but unmistakable—national enterprise.”167 The Department’s use of the term “enterprise” refers to “the collective efforts and shared responsibilities of Federal, State, local, tribal, territorial, nongovernmental, and private-sector partners—as well as individuals, families, and communities—to maintain critical homeland security capabilities.”168

Hence, when the Federal government, DHS, as its executive agent, and their homeland security mission partners analyze options for including all non-federal stakeholder organizations and personnel in an INSP system, they must arrive at consensus solutions and not dismiss the problems by putting them into the “too-hard box.”

---

166 United States, National Security Professional Development Executive Steering Committee (ESC), National Security Professional Development Implementation Plan (1 August 2008) 16-17.


For these reasons, the Study argues that elements of the INSP system are better characterized as an “enterprise” and not as a “system.” Non-federal NSPs would constitute credentialed and certified “enterprise cadres” that may—but not in every case—move in and out of the INSP system.

**NIMS AND THE NRF AS THE BASIS FOR THE STRUCTURE/MANAGEMENT OF THE HOMELAND SECURITY INSP ENTERPRISE CADRE**

The February 2010 *Quadrennial Homeland Security Review* (QHSR) speaks of “enterprise-wide approaches to enhancing homeland security professional development.” The QHSR uses the term enterprise for good reason. As stated above, from the non-federal perspective, no Federal department, agency or interagency entity can be “in charge” of the INSP “enterprise.” DHS Headquarters is more sensitive to the limitations of federalism than other Federal departments and agencies. Its documents frequently use the terms “foster,” “facilitate,” “coordinate,” etc. With respect to NSPs, DHS Headquarters thus speaks of “fostering” a collaborative intergovernmental INSP workforce enterprise, which can link into a Federal-centric INSP system. It is, therefore, helpful to pay attention to the QHSR’s identification of a “homeland security community of interest” as an “enterprise cadre” within and beyond the INSP system. This homeland security community of practice includes both national security and emergency management, public health, public safety, etc.—each with their own professional cultures—that include private sector and NGO organizations and personnel. INSP professional development must therefore recognize and distinguish the *homeland security INSP cadre* as a community of practice both within and beyond the INSP system.

As discussed in Chapter 3 of this report, the current foundational interagency and intergovernmental unity-of-effort framework structures and processes upon which the homeland security enterprise have been based include the National Incident Management System (NIMS), National Response Framework (NRF), National Infrastructure Protection Plan (NIPP), Information Sharing Enterprise (ISE) and the various scenario and domain specific plans. The NRF “is a guide to how the Nation conducts all-hazards response. The NIMS document says, “The NRF is a guide to how the nation conducts all-hazards incident management.” NIMS provides “a consistent nationwide template;” it “is not an operational incident management or resource allocation plan. NIMS represents a core set of doctrine, concepts, principles, terminology and organizational processes that enables effective, efficient and collaborative incident management.” NIMS “provides a systematic, proactive approach guiding departments and agencies at all levels of government, the private sector and nongovernmental organizations to work seamlessly to prepare for, prevent, respond to, recover from and mitigate the effects of incidents, regardless of cause, size, location or complexity, in order to reduce the loss of life, property and harm to the environment.”

---

APPENDICES

5, *Management of Domestic Incidents*] requires all Federal departments and agencies to adopt NIMS and use it in their individual incident management programs and activities, as well as in support of all actions taken to assist State, tribal and local governments. The directive requires Federal departments and agencies to make adoption of NIMS by State, tribal and local organizations a condition for Federal preparedness assistance (through grants, contracts and other activities)."\(^{173}\)

The decision to begin execution of the NSPD Implementation Plan using the DHS Transition Incident Management Training with FEMA’s three-hour NRF training module and other such tools to train the Federal SES level during the 2008 presidential transition illustrates the foundational—though short of comprehensive—importance of the NRF and by extension NIMS for homeland security enterprise cadre NSPs. With regard to identifying for INSP professional development personnel serving at the local level, it must be acknowledged that not all jurisdictions or communities of practice will have to capacity or want to participate equally. As stated above, a rural jurisdiction with a small population and no meaningful CI/KR assets will not see an NSP cost-benefit as will a UASI jurisdiction.

To account for the varied assessments by local jurisdictions on the capacity, need and level of their participation in NSP professional development, the homeland security INSP system may have to function with a decentralized structure with bottom-up processes, more appropriately facilitated at the regional level.

The non-federal INSP system will not necessarily consist of a permanent cadre of homeland security NSPs. More workable might be a designation, e.g., analogous to a fire fighter’s Red Card.\(^{174}\) Professional qualification may need to entail some sort of renewal regime, e.g., as with the widely familiar certification for cardio-pulmonary resuscitation (CPR). For example, those law enforcement, emergency management, public health, etc. personnel who reassign from an NSP to a non-NSP position, e.g., in an organization having only secondary/collateral homeland security missions or functions, might not retain their NSP designation.

State and local jurisdictions tend to see NSPs in terms of positions rather than personnel. As such, the intergovernmental dimension of the INSP system would be a hybrid—person- and position-based. NSP professional development must account for different certification, credentialing, professional qualification and/or accreditation regimes by state and by discipline. As such, the Federal government will not be able to “mandate” NSP professional requirements.

The homeland security INSP system will have to include a means for establishing, where necessary, professional boards to benchmark the setting of professional standards for NSP qualifications.

\(^{174}\) Before a wildland firefighter can assume duty, he/she must earn a Red Card, issued by the National Wildfire Coordinating Group. Red Cards offer information about the firefighter and his/her level of training.
FACTORING INTELLIGENCE INTO THE HOMELAND SECURITY INSP ENTERPRISE

Nine/Eleven was the “trigger” for the Homeland Security Act of 2002 that established DHS and the Intelligence Reform and Terrorism Prevention Act (IRTPA) of 2004 that reconfigured the intelligence community. The Hurricane Katrina preparedness and response was the trigger for the Post-Katrina Emergency Management Reform Act of 2006 and Executive Order 13434 with its charge to develop an NSP system. The thrust of post-Katrina homeland security reconfigurations was the elevation of emergency management priorities relative to the post-9/11 emphasis on national security and specifically counter-terrorism. Many parallel career-path tracks lead to development of an NSP, including those, on the one hand, for emergency management, public health, etc. and on the other, law enforcement, intelligence and the military, to name a few. Where emergency management, etc. and national security professional development may be seen as parallel tracks, at some point in a person’s career they conjoin as homeland security where the individual will be required to have access to classified information and knowledge of the IC and its processes.

Addressing the question of intelligence and reorganization was a main focus of the National Commission on Terrorist Attacks Upon the United States. Created by Congress in late-2002, the 9/11 Commission reported in July 2004 with a core recommendation to establish a director of national intelligence (DNI) to coordinate sharing. Congress had begun offering legislative proposals to reorganize the intelligence community in June 2002. IRTPA was the final version, which established the DNI, the Office of the Director of National Intelligence (ODNI) and the National Counterterrorism Center (NCTC). IRTPA also provided for implementation of an Information Sharing Environment (ISE) Plan across Federal, state and local jurisdictions. The Department of Justice’s (DOJ’s) Law Enforcement Information Sharing Program, for example, is its strategy to implement ISE information sharing to those-level law enforcement partners. IRTPA also addressed the need to provide improved education for the IC and its mission partners. Among the Federal Bureau of Investigation’s (FBI’s) training initiatives for state and local law enforcement are the offerings at the Combating Terrorism Center (CTC) at the U.S. Military Academy.

PROFESSIONAL DEVELOPMENT

As noted in this report, the three pillars of career development are education, training, and experience. DHS is following a four-level model for professional qualification. In their 30 August 2010 presentation to the Executive Order 13434 Interagency Policy Committee (IPC), DHS officials referenced the DHS NSP Workforce Development Plan of 1 September 2008. The Plan has a matrix of four levels:

- **Level 1 (Awareness)—GS-1/9**
  - Threshold/baseline knowledge, skills and abilities (KSA)
- **Level 2 (Basic & Intermediate)—GS-9/12**
  - 3-10 years experience for planning and interagency exposure via training and education
- **Level 3 (Advanced)—GS-12/15**
  - 10-20 years experience for strategic thinking and critical analysis to attain and maintain “NSP Qualification.”
• Level 4 (Executive)—GS-14/SES
  o 20-30+ years of experience for DHS NSP Executive, e.g., principal Federal official (PFO).
Similar to the Defense Acquisition University example, among the lead agencies and institutions which could serve homeland security INSP professional education are the Emergency Management Institute, the Federal Law Enforcement Training Center, the Naval Postgraduate School’s (NPS’s) Center for Homeland Defense and Security (CHDS), the U.S. Coast Guard Academy, the National Defense University (NDU) and the National Domestic Preparedness Consortium (NDPC)\footnote{NDPC has seven members, including the Center for Domestic Preparedness (CDP) in Anniston, Alabama, the New Mexico Institute of Mining and Technology (New Mexico Tech), Louisiana State University's Academy of Counter-Terrorist Education (National Center for Biomedical Research and Training), Texas A&M University National Emergency Response and Rescue Training Center (TEEX), the Department of Energy’s Nevada Test Site (NTS), the Transportation Technology Center, Inc. (TTCI) and the National Disaster Preparedness Training Center at the University of Hawaii (NDPTC).}, the FBI National Academy and National Executive Institute (NEI), the West Point CTC, ODNI’s National Intelligence University/Centers of Academic Excellence (CAE) Program and the Memorial Institute for the Prevention of Terrorism. This list is by no means exhaustive and is only meant for illustrative purposes.

This study notes the significant value afforded by various alumni bodies in maintaining and deepening personal relationships formed during instruction and for fostering a collaborative INSP culture. Particularly noteworthy are the alumni associations for the National Executive Institute and the Center for Homeland Defense and Security.

**THE HOMELAND DEFENSE AND SECURITY CENTER (CHDS) MODEL AND A REGIONAL APPROACH TO REGIONAL HOMELAND SECURITY INSP EDUCATION**

Pre-9/11, an August 2001 study conducted by the Justice Department’s Office of Domestic Preparedness “determined that key gaps existed in training programs associated with the more complex upper-level leadership challenges requiring critical thinking and problem-solving approaches; filling these gaps would require an educational, vice training, approach.”\footnote{Cheryl J. Polson, John M. Persyn, & O. Shawn Cupp, “Partnership in Progress: A Model for Development of a Homeland Security Graduate Degree Program,” *Homeland Security Affairs* Vol. VI, No. 2, 5 May 2010, accessed October 2010 www.hsaj.org/pages/volume6/issue2/pdfs/6.2.3.pdf.} Until that time, state and local training programs in domestic preparedness (the precursor term for homeland security) were at the operational “boots on the ground” levels.\footnote{In 1996, Congress authorized the Nunn-Lugar-Domenici Domestic Preparedness Program as part of the Defense Reauthorization Act. This domestic preparedness program focused on enhancing the ability of local and state governments to respond to a weapon of mass destruction (WMD) incident, with a particular emphasis on terrorism. Elements of the program consisted of advanced training, equipment and exercises for local first responders. While FEMA was the lead agency for “consequence management” in response to acts of terrorism, Nunn-Lugar did not assign that agency as the lead agency for managing the program. Instead, Congress gave the DoD that task. Nunn-Lugar was the immediate legacy program of the homeland security preparedness programs of today. While the lead went to DoD, other Federal agencies also played a role in the new domestic preparedness program. This included FEMA, Federal Bureau of Investigation (FBI), Department of Health and Human Services (HHS), Department of Energy (DOE) and Environmental Protection Agency (EPA). At the time, FEMA chaired the Senior Interagency Coordination Group on Terrorism, which was established to facilitate better Federal interagency coordination on policy issues and program activities focusing on WMD response. Eventually in the late 1990’s, DOJ through the Assistant Attorney General for the Office of Justice Programs would manage the preparedness program through the Office for State and Local Domestic Preparedness Support, which later became the Office for Domestic Preparedness. The National Domestic Preparedness Office (NDPO), housed in the FBI, inherited oversight of the Nunn-Lugar-Domenici “train-the-trainer” programs for states and localities. At that time, FEMA declined the opportunity to assume the national-preparedness mission.} After 9/11 in April
2002, Congress, DoJ, and DoD established the Center for Homeland Defense and Security (CHDS) at the Naval Postgraduate School (NPS) in Monterey, CA. Justice’s Office of Justice Programs/Office for Domestic Preparedness was the initial sponsor of the Center.\textsuperscript{178} Since FY08, however, funding has come from FEMA.

First among its mandates was the education and preparation of “a national cadre of local, state, tribal, and federal leaders to collaborate across professional disciplines and levels of government to secure the nation’s homeland by developing new policies, strategies, and organizational arrangements to prevent and respond to future attacks.”\textsuperscript{179} Among its key offerings are the Master’s Degree program, Mobile Education Team (MET) outreach to governors and urban areas, Executive Leaders Program (ELP), secure Web-based Alumni Network, and CHDS Alumni Association. For several years, CHDS has offered an East Coast extension for the Master’s Degree Program at the National Capital Region (NCR) campus in Shepherdstown, West Virginia.

The CHDS homeland security leadership development curriculum is evidence-based, an education approach that relies on the “use of empirical evidence to make informed decisions about policies, practices, and programs.”\textsuperscript{180} The Master’s Degree Program is an 18-month program of six two-week, in-residence sessions. The program has eleven courses, two research-methods courses and a thesis. Accreditation for CHDS and the NCR extension comes from the Western Association of Schools and Colleges. Two cohorts per year attend CDHS; NCR hosts one per year. Each campus takes 32 students per cohort. At CHDS, 26 are from state and local organizations; six are from Federal organizations. At NCR, 20 students are from DHS; six are from other departments and agencies; another six are from state and local organizations. DHS fully funds student fees and expenses.

The outreach MET program delivers policy and strategic-level educational seminars to governors and their cabinets, as well as to community leaders and their homeland security teams in large urban areas. In addition, “topical” METs can focus on a single issue or for delivery to a non-jurisdictional entity like a national association. The Homeland Security ELP provides senior homeland security leaders with a better understanding of the local, state, federal and private sector issues and opportunities associated with securing the nation against threats and responding to acts of terrorism. ELP is a nine-month certificate program of four one-week modules.

CHDS created the University and Agency Partnership Initiative (UAPI) to improve national access to homeland security education. As of 2009, UAPI included 155 university and agency members who receive assistance for developing homeland security curricula further to


establishing the academic discipline. Elsewhere that year, CDHS listed 271 homeland security-related degree and certificate programs as partner institutions.\textsuperscript{181}

Ongoing assessments and external evaluations are designed and conducted by an outside evaluator, who also does a post-degree evaluation of students two or more years past graduation. The evaluation process includes a conceptual pretest, administered when a student enters CHDS, on-going course evaluations while he/she is enrolled, an end-of-program evaluation, and post-degree evaluation. An additional impact evaluation for Master’s Degree graduates was conducted in 2007 by Pace University’s Criminal Justice and Security Chairman to determine alumni satisfaction. The results of the Ryan evaluation are on the CHDS Web Site at www.chds.us. As an indicator of the impact of the thesis program, the CHDS 2002-2008 report lists some, which have had notable impact and their impacts, as well as a comprehensive list of attendees and their thesis titles.\textsuperscript{182}

The foregoing suggests that the CHDS model is a useful representative model for homeland security education.

A May 2010 Homeland Security Affairs article points to CDHS capacity limitations. “Despite the success of the CHDS programs, they still only serve a small segment of the homeland security profession. Because of congressional prohibitions, the CHDS (master’s degree) program is not available to private-sector attendees—an education gap that must be served by other institutions.”\textsuperscript{183} The authors make the case for a regionally focused approach. They cite two particular educational institutions, Kansas State University and the U.S. Army Command and General Staff College (CGSC) that “have sought to fill a niche need for homeland security graduate education in order to better serve homeland security professionals regionally.”\textsuperscript{184} Other institutions noted are Penn State’s Master of Homeland Security in Public Health Preparedness, Long Island University’s Homeland Security Management Institute, San Diego State University’s Graduate Program in Homeland Security, Tulane University’s Master of Professional Studies Homeland Security Program and Cal Poly’s partnership with the California Emergency Management Agency for the Master’s of Professional Studies Program in Disaster Management and Homeland Security.

The U.S. Northern Command (NORTHCOM) J7’s Homeland Security/Defense Education Consortium (HSDEC) has attempted to find common ground and propose standardized educational outcomes. The HSDEC-sponsored 2007 Homeland Security Education Survey Project found “little standardization existed from one program to the next in course design,

\begin{itemize}
\end{itemize}
content, or delivery system....Further exacerbating the problem of standardization, no uniform program requirements or overarching program outcomes have been established to serve as guidelines for curriculum development."\textsuperscript{185}

While this observation may have intended to be a criticism, one should not rush to embrace a federally driven process toward defining standards, requirements, and outcomes for the homeland security educational enterprise, or indeed homeland security professional development generally. The authors note that “definitions of homeland security often align with jurisdictional perspectives,” and further quote a CHDS official:

\begin{quote}
In my experience, the emergency management “community of interest” and the fire services tend to constellate around the All Hazards definition, law enforcement tends to cohere around Homeland Security as Preventing Terrorism, people who work for a federal agency tend toward Terrorism and Major Catastrophes, and the Department of Defense sees homeland security as what civilians do. [Emphasis in original]\textsuperscript{186}
\end{quote}

The authors finish the point by citing a CHDS official on an institution-specific approach to development of homeland security graduate educational programs: “The programs and curricula we develop will take many shapes and certainly the quality and applicability to certain sectors of the workforce will vary.”\textsuperscript{187} Returning to driving education toward the evidence-based verities, they speak of the HSDEC consensus that stresses the importance of including practical applications and exercises. Kansas State and the CGSC, they write, began their designs on “the needs of the regional homeland security professionals and the correlation of those expressed needs with the established HSDEC and DoD recommendations,” i.e., bottom-up, regional. Not surprisingly given its regional location, Kansas State has a capability in the food-animal disease area. Leveraging its focus, DHS has selected the university as a Center of Excellence for Emerging and Zoonotic Animal Diseases. Also, the Department of Agriculture is relocating its Arthropod-Borne Animal Disease Research Unit to K-State, and DHS is in the process of placing its National Bio and Agro-Defense Facility near the campus. Thus, with regard to CHDS capacity limitations and the need to improve the accessibility and quality of homeland security graduate educational offerings, the authors support the embrace by the DHS, CDHS and NORTHCOM’s HS/DEC, now the Homeland Security and Defense Education Consortium Association (HSDECA)\textsuperscript{188} to strengthen the education pillar by focusing on regional programs responsive to regional needs and input. To some degree, HSDECA- and DoD-determined

\textsuperscript{188} The Homeland Security and Defense Education Consortium Association supports educational institutions with educational program development and accreditation. HSDECA is currently pursuing recognition by the Department of Education as the accrediting body for homeland security and homeland defense education programs. https://www.hsdeca.org/
competences can work as a framework for program analysis and design to help reduce concerns for accreditation, standardization, instructional quality, and competency measurement.\textsuperscript{189}

Over 300 institutions of higher learning offer homeland security courses nationwide. Impetus is coming from states and local jurisdictions for developing their own homeland security professional education programs. In Texas, the Governor’s Office of Emergency Management has an executive-level program with the University of Texas that is proposing to leverage the other universities. In addition, the Texas Department of Public Safety is developing its own equivalent of the U.S. Army’s Command and General Staff College (CGSC) to be sited at the state police headquarters. Courses on executive management will be available for the captain-level up. Mississippi offers a graduate-level course at the University of Mississippi for homeland security analysts; the University of Southern Mississippi hosts another graduate-level program at its National Center for Spectator Sports Security. A third masters-level homeland security program is available at satellite campuses for New Orleans’ Tulane University in Biloxi and Jackson. Finally, Maryland’s Anne Arundel County hosts the Criminal Justice Advisory Consortium, Homeland Security and Criminal Justice Institute at Anne Arundel Community College.

The DHS Office of the Chief Human Capital Officer, Enterprise Learning and Development (OCHCO-ELD) in collaboration with the Homeland Security (Studies and Analysis) Institute (HSI) have developed a curricula alignment tool (framework) to assist institutions of higher learning ensure their curricula is aligned to DHS mission requirements.

CHDS is strengthening the education pillar of homeland security professional development by leveraging its model for regional applications informed by regional needs and inputs.

**Non-Governmental Organization (NGO) Training and Development**

The American Red Cross (ARC) affords an example with its approach to NGO professional development. The ARC and FEMA are moving toward “common sector training” in mass care and sheltering. The challenge is to broaden the training to encompass sector-wide mass care training and professional development under a partnering arrangement for resourcing. Senior ARC leadership is going to the Harvard Kennedy School’s National Preparedness Leadership Initiative (NPLI) program for “meta-leadership.” NPLI is a three-week program taken over the course of a year. The program is expanding with regional offerings where NPLI faculty conduct one-and-a-half day seminars across the country to develop meta-leadership capabilities in the white space. Finally, the ARC is conducting an initiative with FEMA for a mid-level, disaster leadership professional development program for certifying local non-profits. The ARC is training its chapter leaders in all of its 160 Red Cross regions and will expand the effort to offer training to any non-profit leadership active in disasters.

**THE DHS NATIONAL PLANNING COURSES**

The DHS Planners Qualification Program is the National Planning Courses. It meets a core capability for NSPs at the GS 13-15 levels.

- Introduction to Homeland Security/Homeland Defense Planning Course (3-day) (DoD funded)
- National Planner’s Course (5-day)
- Train the Trainer National Planner Course (4-day)
- Planning Team Leader Course (TBD)
- Homeland Security/Homeland Defense Executive Planners Course (4-hour)

DHS says that since 2006 the National Planning Courses have trained over 1,200 Federal, state, and local government and NGO planners. In the future, the courses will adhere to any revised HSPD-8 *National Preparedness*, NRF, NIMS, Comprehensive Preparedness Guide (CPG) 101, and related DHS directives concerning the planning function. Tracking of graduates only began in August 2010 when the DHS Office of Operations and Coordination (OPS) established a registrar function to track personnel. The intention in linking these courses to EMI is to integrate them into courses available to state and local emergency managers. Funding comes from DoD, DHS, OPS, and the DHS Office of the Chief Human Capital Officer (OCHCO).

**ROTATIONAL ASSIGNMENTS**

Prior to NSPD Implementation Plan, DHS policy on rotational assignments was in a 13 November 2007 Directive. This rotational assignments directive “identified rotational assignments between the various DHS Components as a key goal.” While saying that the list of 10 types of rotational assignments was not inclusive, the directive gave six examples of intra-DHS rotations, one example of an interagency, one to international host organizations, one to a designated disaster field site and one for an “employee to New Orleans for Katrina.” Excepting the last example to New Orleans, the directive offered no examples for intergovernmental rotational assignments to or from state or local organizations or jurisdictions.

That apparent policy orientation for rotational assignments has changed. The Implementation Plan addressed professional experience acknowledging that departments and agencies with a national security mission will need to tailor their professional experience programs to fit their specific needs and offered three criteria for rotations:

- Short-term temporary detail of less than a six-month duration
- Mid-term temporary or semi-permanent detail of 6-12 months
- Long-term detail of a year of more

---


The Implementation Plan also said that “DHS will identify state and local government professional experience for NSPs” and that “Departments and agencies will identify (within legal parameters) potential private sector professional experiences for NSPs in the future.”\textsuperscript{193} The DHS Bottom-Up Review Report (BUR) states, “FEMA will implement personnel exchanges between headquarters and regional offices to enhance employee understanding of headquarters and regional perspectives, as well as personnel exchanges between FEMA and State governments through the Intergovernmental Personnel Act.”\textsuperscript{194}

An intergovernmental INSP system will have to overcome civilian agency workforce cultures at all three levels of government that are “expeditionary-averse.” A Federal homeland security INSP requirement could be a willingness to relocate as a condition of employment, i.e., for assignment to state levels and, where appropriate, to local jurisdictions such as UASIs or major metropolitan areas, in addition to assignment to Federal regional offices. The important qualification is this: those assignments should not be just be a “check-the-box;” they should only be to where mutual value can be demonstrated as a win-win while at the same time in support of NSP development strategic objectives and outcomes.

Use of the Intergovernmental Personnel Act (IPA) Mobility program has the potential to facilitate a culture of rotational assignments. IPA assignments are not simply a FEMA mechanism but also apply to other DHS agencies, the Department of Health and Human Services (HHS), Justice, Transportation and components of any other departments or agencies which have primary or supporting ESFs or functions with regard to steady-state, multi-jurisdictional, multi-discipline, interagency and intergovernmental entities like Area Maritime Security Committees (AMSCs), JTTFs and state fusion centers.

States and locals generally feel that IPA assignments should more frequently be to Federal positions at the regional level versus positions in Washington. Use of IPAs must account for the financial hardship imposed at the best of times by the requirement for those states and local jurisdictions who passed laws requiring them to operate under balanced budgets. Intergovernmental rotational assignments for state and local personnel under the IPA program could allow for flexibility to give states and locals the option of exchanging personnel or receiving IPA reimbursement for an agency employee to “fleet up” or for the agency to apply the reimbursement to cover the costs of short-term contractors.

IPA rotations across the Federal, state and local levels are appropriate where mutual value can be demonstrated as a win-win while at the same time in support of NSP development strategic objectives and outcomes. IPA rotations for local jurisdictions especially need to be calibrated according to mutually determined needs and practicalities.

**CREDENTIALING**

Credentialing is a process of establishing an individual’s background, legitimacy and qualifications for performing a specific task—and in that context is a key tool in the interstate

\textsuperscript{193} Ibid. 15.

---
deployment and interoperability of *trusted* resources when disaster strikes.\(^{195}\) Development of a national credentialing system, as envisaged in the FEMA memo of 22 August 2010, is a fundamental underpinning of NIMS, for which FEMA’s National Integration Center (NIC) in the National Preparedness Directorate (NPD) has the responsibility. As per the 21 November 2008 draft of *NIMS Guidelines for the Credentialing of Personnel*, the NIC and Incident Management Systems Integration (IMSI) have the tasking. The NIC is working with other organizations, e.g., the Association of Public-Safety Communications Officials (APCO) International’s Telecommunications Emergency Response Taskforce and Citizen Corps, as part of its credentialing effort. It has developed several working groups that will designate not only the positions that should be credentialed but also the qualifications, certification, training and educational requirements for each position.

- Incident management
- Emergency medical services
- Firefighting and hazardous materials response
- Law enforcement
- Public health/medical needs
- Public works
- Search and rescue operations\(^{196}\)

A representative homeland security standards developer states that a national credentialing system:

- Must be able to function within existing jurisdictional protocols, if feasible
- Deployment cannot impose an undue burden on the numerous jurisdictions at various levels of government
- Must conform to the protocols, principles and guidelines set forth in the Incident Command System (ICS)
- Must use or integrate current emergency responder credentialing systems with the national system whenever possible\(^{197}\)

“As with all national standards, the stakeholder participation in developing credentialing standards is voluntary, as is stakeholder use of a finalized credentialing standard.”\(^{198}\)

As long as credentialing remains undefined, homeland security professional standards will still be in need of some level of consistency.

Credentialing is a vital facilitator for re-entry into incident impact areas and is most relevant to private-sector NSPs. The re-entry of CI/KR restoration workers is part and parcel of effective


response and recovery. It is a major issue documented in virtually all national-level exercise and real-world event after action and lessons learned reports over the past decade. Private-sector NSPs have huge requirements for access into an incident area as soon as health and safety conditions permit re-entry in order to begin critical infrastructure restoration. The private sector and CI/KR communities have a requirement to be included in NSP credentialing.

HSPD-12, Policy for a Common Identification Standard for Federal Employees and Contractors, mandated a government-wide standard for secure and reliable forms of identification issued by the Federal government to its employees and contractors (including contractor employees) for access to secure facilities. HSPD-12 led to the establishment of the Federal Information Processing Standards 201 (FIPS 201). FIPS 201-compliant cards include the Transport Workers Identification Card and the First Responder Authentication Credential. Where the intent of a FIPS 201-compliant card is to ensure operational security at an incident scene, it has significant potential to facilitate coordination and cooperation in response and recovery operations.199

The FEMA National Capital Region (NCR) Coordination Office led development of a “smart” identity card system for emergency responder access to secure facilities in time of disaster. In February 2006, the NCR coordinated the Winter Fox Interoperability Demonstration (WFID) with the FIPS-compliant FRAC. The WFID also validated the ability of participating agencies to use the FIPS 201 architecture to validate electronically NIMS and/or National Infrastructure Protection Plan (NIPP) personnel qualification information, which are needed to facilitate the incident management capabilities of human resource assets.200

FRACs proved useful for use in after-action reports and assessments and other inventoring and recordkeeping and are now performance measures in NCR exercises. States are now adopting their own FRAC credentialing systems, notably in Virginia through the Governor’s Office of Commonwealth Preparedness and in Colorado with its Colorado State First Responder Authentication Credential Standards (COFRAC) and COFRAC Bridge which aggregates in an interoperable form all the state’s first responder personal attributes, qualifications and access privileges.201 “The American National Standards Institute (ANSI) also is working at the national level to incorporate the private sector into an effective credentialing process by using systems similar to the interoperable FIPS 201 for controlling access by using systems similar to the interoperable FIPS 210.”202

The nation has a cross-jurisdictional, cross-discipline need for real-time identification of personnel from the field to the national level.

201 The COFRAC program provides the State of Colorado with a three-tiered level of assurance (FIPS 201-compliant, 2D barcode or open technology) that runs on the FIPS 210-compliant COFRAC Bridge to allow for secure information sharing of credentials. Cf. www.colofirechiefs.org/CSFCA%20Documents/COFRAC_Standard.pdf.
NIMS is a system that can now identify the minimal need for professional qualifications, certification, training and educational requirements to meet the baseline criteria of a homeland security NSP’s capabilities.

NIMS can and should be extended to include a means to track an NSP’s experience level including assignment history.

7.2.5 Professional Development for State and Local Inclusion

Professional Development for National Security Tracks

At the familiarity level, the national security professional development plan would provide for unclassified, certificate introductory courses on counterterrorism and counterintelligence. At the basic and intermediate level, secret-level courses must provide training on basic analysis and on national security targets as may be relevant to specific positions. At the advanced and SES levels, NSPs who are trained and cleared to the TS/SCI level for service in federal regions will participate in annual scenario-driven tabletop exercises that stand-up a JOC and JFO with liaison officers embedded in both.

Recommendation:

- With respect to components of the homeland security INSP cadre, e.g., law enforcement and intelligence analysts, who are on the national security track, a professional development plan must include a web-based block of instruction that clearly defines and describes the national security community, its roles and responsibilities, as well as the unclassified laws, regulations and executive orders that govern the intelligence community.

Professional Development for the National Guard

Under the auspices of the U.S Northern Command (NORTHCOM), the DoD military departments’ active component and reserve components will respond in crisis to perform homeland defense and Defense Support of Civil Authorities missions. State sovereignty, local mutual aid compacts, and the Posse Comitatus Act, for example, give rise to distinct differences between the roles of the Guard and Title 10 active duty military forces (precluded from conducting law enforcement activities on U.S. soil per the Posse Comitatus Act, Section 1385 of Title 18, United States Code). National Guard forces operating under Title 32 on state active duty can conduct law enforcement operations at the direction of the governor.

National Guard professional development must account for these differences and optimize any means available for training and exercises. The PNSR Study notes that the July 2007 National Strategy for the Development of National Security Professionals included “access to education, training and opportunities to work in coordination” with foreign governments and international
organizations. The study thus calls attention to the National Guard State Partnership Program, established in 1993, that fosters long-term relationships between states and their partnered nations to share best practices and expert knowledge across a range of areas. The State Partnership Program facilitates economic, commercial, social, and cultural government interactions in addition to military-to-military expert exchanges. Multi-level army and air force familiarization exercises provide a platform to share effective practices and techniques. Areas of concentration include military support to civilian authorities, emergency management, disaster planning, port security, HAZMAT/WMD response initiatives and airport security.

**Recommendation:**

- NSP professional development requirements must account for differences between the National Guard and DoD military departments’ active component and reserve components.

**Professional Development for Public Health and Medical NSPs**

The public health and medical sector has unique professional development requirements, driven by public sector, cross-jurisdictional complexities, and the reality that the private sector holds and operates 85% of the medical assets in the United States. As an additional consideration, the public health and medical sector has a high degree of dependency on other sectors (e.g., transportation, energy and mass sheltering) to complete the mission. Lastly, in addition to specific subject matter expertise in public health and medicine, NSP requirements include those for training and experience in security matters.

The Department of Health and Human Services (HHS) has initiated professional development programs and activities as a security enterprise through its regional cross-jurisdictional planning and regional- and federal-level cross-sector planning. While the HHS focus has been mainly on disaster response, manmade or terrorist activities are part of the scenario planning and exercise activities. Advances in public health and medical sector NSP professional development have been happening as a by-product of these recognized cross-sector, interagency and intergovernmental aspects of operational planning and execution, whether in exercises—real or virtual. Forward-leaning developments at the state and local levels have emanated from regional planning and coordination through HHS regional emergency coordinators and partnerships with state and local jurisdictions and professional groups.

Professional development of public health and medical NSPs begins with professional degree education, e.g., MD/MPH programs. Beyond education, development of public health and medical NSPs must start with training at the local level and horizontally reach across both public and private sector professionals, requiring extensive work with private sector professionals and organizations. Simultaneously, vertical training must link local capacities to state, tribal, and federal assets and efforts. The program should transcend, but not ignore, the subject matter requirements of emergency medicine, trauma care, emergency medical services, etc. It should

---

focus the development of NSPs on the enterprise functions that will be necessary for adequate preparedness and effective response and recovery.

Optimal development of the INSP system for public health and medical NSPs would benefit from active engagement of such bodies as the National Association of City and County Health Organizations (NACCHO), Association of State and Territorial Health Officers (ASTHO), the American Medical Association’s Committee on Disaster Medicine, American Osteopathic Association, American College of Emergency Physicians and American Hospital Association. These organizations have actively developed curricula and criteria for training and qualifications for public- and private-sector NSPs active in preparedness, response, and recovery missions.

Training efforts can leverage near-term public health and medical NSP development initiatives. For example, the conduct of cross-jurisdictional and cross-sector operational planning could include the formal articulation of learning objectives for participants, assessment of whether they have met those objectives and a final award of a certificate of completion. Formalized training curricula should include the principles and techniques of operational planning and execution, logistics, forensics, and the functions of other sector operations, e.g., transportation, supply and energy, to facilitate joint planning and execution with those sectors upon which the health sector critically depends.

Experiential assignments include rotations with local providers and health administrators and involve the conduct of planning and exercise activities with local emergency leadership. The local and state leadership should have experiential assignments with the HHS Regional Emergency Coordinators to assess and understand intra- and inter-state planning and execution considerations, as well as cross-sector relationships and dependencies. For its part, HHS has assigned staff to the Command and General Staff College (CGSC) at Fort Leavenworth and to the U.S. Army General Staff School in Carlisle, Pennsylvania, to facilitate the critical partnership with DoD and to enhance professional development among both DoD and HHS staff.

Since Hurricane Katrina, HHS has brought many cross-sector partners into planning and exercise efforts. The Department has actively engaged state and local entities in its disaster preparedness and response planning activities, basing its approach on regional “jointness” where regional training, risk assessment and joint planning are the critical and central practices. For example, DoD and state planners routinely assign personnel to HHS activities that also provide exchange opportunities for international partners. Under an IPA program, HHS and Health Canada have rotated staff between partner agencies. These relationships and active efforts should be formalized in training curricula and cross-agency assignments.

**PROFESSIONAL DEVELOPMENT FOR PRIVATE SECTOR NSPs**

The scope of private sector NSP professional development includes personnel serving critical infrastructure/key resources owners and operators, homeland security technology and service providers, other homeland security business stakeholders operating at the UASI- and state-levels and regional academic and research innovation centers. NIMS and NRF address the role of the private sector in readiness and incident management very extensively. The NRF includes
specific annexes devoted to private sector and critical infrastructure/key resources community issues. In particular, the NRF Critical Infrastructure/Key Resources Support Annex frames the operational links and communications process that connect the public and private sector during emergent threats and incidents.

DHS has made great strides in incorporating the private sector and critical infrastructure/key resources protection community personnel into all aspects of national exercise design, control, and execution. DHS internal protocols have created the opportunity for private sector representatives to occupy full-time seats in the Homeland Infrastructure Threat and Risk Analysis Center (HITRAC) in Special Government Employee (SGE) status. It also affords them the opportunity to participate as full members of the National Infrastructure Coordinating Center (NICC) during emergent threats and incidents. They have staffed these positions during exercises and real world events. DHS grants private sector representatives that support these positions secret- and top secret-level security clearances. HITRAC and NICC mechanisms exist for one-year rotational assignments for private-sector personnel. As such, the INSP system could leverage these initiatives further to craft the acknowledged role for the private sector in a formalized rotational exchange/liaison program as envisaged in this study.

**Homeland Security INSP Professional Development as a “Continuum of Learning”**

The National Strategy for the Development of National Security Professionals stated with regard to education and training that the federal government would first focus on identifying “federal programs, facilities, and institutions, followed thereafter by the identification of such programs at the state, local, territorial, tribal, academic, non-governmental, and private sector levels [emphasis added].”

In the autumn of 2008, the NSPD Implementation Plan proceeded, top-down from the SES level in Federal positions using the FEMA National Response Framework (NRF) training module and other performance tools. After the change of administration, NSPD implementation has gone into a “strategic pause.” According to a number of federal officials, the attitude behind the NSPD Strategy was that, in the words of one, “the Federal government needed to get its own house in order before bringing in the states and locals.” Given the threat picture in 2008, that determination was the prudent course of action. Today, however, the lead federal agency for homeland security, DHS, speaks in the Quadrennial Homeland Security Review (QHSR) of a broad homeland security enterprise with “collective efforts and shared responsibilities.” Included in this enterprise are the private sector and critical infrastructure/key resources community representatives who have already accessed and are graduates of the full range of FEMA emergency management and planning courses offered on-line.

---

Recommendation:

- Implementation of an enterprise of homeland security NSPs must be done as an intergovernmental collective effort and shared responsibility along with the private sector and NGO community as a whole-of-society, whole-of-government undertaking.

To foster an INSP system culture requires professional development from the entry level and even pre-employment. The PNSR Section 1054 Study Expert Panel has stressed that the INSP culture required for the future should leverage the up-and-coming generational culture replete with its orientation to social media and flat, network organizations, team learning and evidence-based education.

Recommendation:

- Implementation of a homeland security NSP professional development plan must now incorporate a “continuum of learning” approach from the GS-1 entry-level equivalence up.

**Networked INSP Professional Development through Exercises**

As a component of an interagency education system for NSPs, the 2007 NSPD Strategy called for utilizing “advances in technology to enable connectivity of multiple education systems in a virtual environment; and [incorporating] full-time and part-time programs, short-term and long-term programs, and distance learning programs, or a combination of those programs, as appropriate.” The Strategy further spoke of “development through exercises” via integration of the National Exercise Program, “as well as existing national, Federal, State, regional and local exercises, into professional development programs.”

The capabilities of all 40 DHS institutions of learning can be networked to achieve strategic objectives. For example, the FEMA National Domestic Preparedness Consortium (NDPC) and Naval Postgraduate School’s (NPS) Center for Homeland Defense and Security (CHDS) can be networked to:

- Use the Center for Domestic Preparedness and Nevada Test Site capabilities to host cohort team exercises involving several separate states or local jurisdictions to replicate EMAC and Federal response to an incident
- Link the exercises to emergency operations centers back in cohort home jurisdictions to engage elected officials
- Provide those EOCs and elected officials with simultaneous instruction (at the policy and strategy level) afforded by the NPS/CHDS Mobile Education Team

---

Recommendation:

- Find creative network solutions to incorporate the entire homeland security INSP professional development system to include education, training, and exercising.

**CREDENTIALING**

The National Wildfire Coordinating Group (NWCG) ([www.nwcg.gov](http://www.nwcg.gov)) Red Card system is a model of a credentialing entity independent of federal control that is self-funding. More formally known as the Incident Qualifications System (IQS), the system is being expanded to the Incident Qualifications Credentialing System (IQCS). When linked with another existing NWCG software known as the Resource Ordering and Status System (ROSS)\(^{207}\), IQS enables the wildland fire community to (a) know who is qualified within that system; (b) monitor their qualifications and whether they are current; and (c) actually track personnel assigned to operational theaters. The NWCG system can and should serve as a working model for a national system.

The INSP system will benefit from a national registry based on National Incident Management System (NIMS) resource typing for the Emergency Management Assistance Compacts (EMACs)\(^{208}\) and the Emergency Management Assistance Program.\(^{209}\) Still needed is an enhanced, multi-discipline, multi-jurisdiction registry for credentialing and human capital management particularly in crisis-state, e.g., for EMAC mission assignment numbers, but also for steady-state human capital application.

Consideration should be given to using such a registry by leveraging Federal Information Processing Standards (FIPS) 201 for state and local personnel and extending it to private-sector and NGO personnel\(^{210}\), as may be appropriate. DHS has engaged the private sector and critical infrastructure/key resources communities in the Voluntary Private Sector Preparedness Accreditation and Certification (PS-Prep) program, mandated by the PKEMRA legislation and

---


\(^{208}\) The Emergency Management Assistance Compact (EMAC) is administered by the National Emergency Management Association (NEMA). In 1996, Congress ratified the EMAC as law making it the first ratified national disaster compact since the Civil Defense Compact of 1950. EMACs cover many of the issues associated with deployed emergency personnel such as licensing, credentialing, liability, workers compensation and reimbursement.

\(^{209}\) The Emergency Management Accreditation Program (EMAP), an independent non-profit organization, is a standard-based voluntary assessment and peer review accreditation process for government programs responsible for coordinating prevention, mitigation, preparedness, response and recovery activities for natural and human-caused disasters. Accreditation is based on compliance with collaboratively developed national standards, the Emergency Management Standard by EMAP. Accreditation is open to all states, territories, and local government emergency management programs.

\(^{210}\) By example, HHS employs the concept for such as registry under its Emergency System for Volunteer Health Professionals (ESAR-VP) program. Another example is the COFRAC program provided by the State of Colorado. COFRAC is a system with a three-tiered level of assurance (FIPS 201-compliant, 2D barcode or open technology) that runs on the FIPS 210-compliant COFRAC Bridge to allow for secure information sharing of credentials. Cf. Michael Locatis, *Colorado State First Responder Authentication Credential Standards*, Reference 07-200, Governor’s Office of Information Technology, 2008, accessed October 2010 [http://www.colofirechiefs.org/CSFCA%20Documents/COFRAC_Standard.pdf](http://www.colofirechiefs.org/CSFCA%20Documents/COFRAC_Standard.pdf).
recommended by the 9/11 Commission to improve private sector preparedness for disasters and emergencies. PS-Prep is a partnership between DHS and the private sector that enables private entities to receive emergency preparedness certification from a DHS accreditation system created in coordination with the private sector. PS-Prep affords another program with potential leverage for tracking private sector NSP personnel qualifications.

**Recommendation:**

- Employing existing databases, including or building on FEMA’s National Credentialing Program (in development), conduct a study to convene all public- and private-sector mission partners in an effort to build a comprehensive national system based on a Federal Information Processing Standards (FIPS) 201-compliant architecture for electronic validation of National Incident Management System (NIMS) and/or National Infrastructure Protection Plan personnel qualification information. This program will enable tracking and inventorying of training, education, exercise, and rotational assignment information for all homeland security INSP cadre personnel. All appropriate organizations at the federal, state, local, and tribal levels should participate.

- The INSP system Board should consult with the National Wildfire Coordinating Group to explore the possibility of the adapting or adopting the credentialing model for broader use among NSPs.

**CREDENTIALING FOR LAW ENFORCEMENT**

Federal, state, tribal, and local law enforcement has a need for real-time verification and validation of security clearances and permissions. This need could be met by a classified credentialing database housed in FBI Headquarters that could (a) be modeled on and (b) provide reciprocity guidance and a secure bridge to other similar classified databases such as DoD’s Joint Personnel Adjudication System (JPAS) and the IC’s Scattered Castles, for the purpose only of coordinating policy and passing clearance information when necessary. This database could include data on state, local and tribal law enforcement personnel who (1) are NSPs or candidate NSPs, (2) have begun to progress along an NSP education and training track and (3) hold security clearances. State, local, or tribal law enforcement NSPs and/or candidate NSPs would permit their clearance information to be housed, managed, and maintained in this classified database at FBI Headquarters. All FBI Field Divisions would be able to access this database electronically to identify cleared state, local, or tribal law enforcement officers when they need them to assist or support Federal law enforcement agencies who are conducting sensitive counterterrorism, criminal, or intelligence investigations. Such assistance could be employed either to prevent or respond to acts of domestic or international terrorism within the United States.

**Recommendation:**

- To address the need for a domestic credentialing database for law enforcement personnel, the executive branch and Congress will establish a program with an annual appropriation for an independent authority to manage a stand-alone, classified, database for real-time verification and validation of NSP law enforcement personnel qualification information,
clearances and permissions. Further, the FBI will be designated as the agency to manage, operate, and maintain this database.

- The PNSR study team suggests that every state should have a law enforcement program manager to interface with the FBI regarding the above clearances. State police or similar state law enforcement agencies should be vested with this responsibility, and federal funds should be allocated to ensure that each state has the capability to work with the FBI in this program. The office of the state law enforcement program manager would serve as the entity responsible for working with the FBI’s NSP credentialing program office as it relates to state-, local- and tribal-level clearances.

**Benchmarking Guidelines for Voluntary National Standards for Credentials**

The federal government will have a difficult time trying to integrate existing standards systems into a single national system. Most credentialing is a voluntary or consensus standard, including those set by the National Fire Protection Association and the National Board on Fire Service Professional Qualifications (Pro Board).

The National Fire Protection Association and Pro Board processes differ from the NWCG’s. The NWCG system requires detailed documentation of an individual’s experience as captured in a Position Task Book signed by an already experience/qualified practitioner in each position before that candidate individual can be registered as qualified, a critical consideration. A great number of individuals have certifications or certificates for completing training (some with varying degrees of testing), but few have been validated in terms of skills, abilities and competencies.

With respect to using the Incident Command System (ICS) from NIMS, for the vast majority of individuals, training incorporated in the NIMS doctrine largely does not provide any actual skills training or development. Short of the recently published ICS Position-Specific training, all of the other ICS courses from DHS are instructional training—not practical. According to one NIMS trainer, “That’s one reason I am so ‘frothy’ about all this stuff. When my life is on the line, and I ask for help, I want someone who has and can do the job, not someone who took some classes and got certificates for their time in a chair in a classroom.” In the opinion of one municipal law enforcement official, “A rigorous system of exercising is critical to build proficiency if this experience gap for national ICS is ever to improve.” With regard to designing any “national ICS systems,” he cautions, “Keep the systems simple and flexible, recognizing the dynamics of the churn with the organizations that they seek to benefit [state and local jurisdictions with scarce resources]. The KISS [keep it simple, stupid] principle must always be in the forefront of system design.”

Third-party benchmarking will ensure that every mission partner discipline has appropriate national guidance upon which to base training, education and exercise curricula and set professional qualification standards. Among the bodies that can administer this trusted third-party process are the American National Standards Institute (ANSI), as well as ANSI-accredited organizations like the NFPA, Pro Board, Association of Public Safety Communication Officials (APCO) International, etc.
Recommendation:

- Leveraging existing credentialing bodies, the Federal government will canvass its mission partners to determine where it might be necessary to establish a process for benchmarking guidelines for voluntary national qualification standards by discipline.
7.3 **APPENDIX C: NSPD PROGRAMS AND SELECTED NATIONAL SECURITY PROGRAMS**

### 7.3.1 DEPARTMENT AND AGENCY NATIONAL SECURITY PROFESSIONAL DEVELOPMENT PROGRAMS


Below is a brief description of the NSP activities at federal departments.

**DEPARTMENT OF AGRICULTURE (USDA)**

USDA is one of the seven agencies that drafted the joint NSPD implementation plan. Like all the other agencies in that plan, it is a non-title 50 agency (Title 50 refers to those agencies involved primarily in national defense and security), and thus sees its role in national security as tangential to the primary mission of the department. The extent of their role is primarily to provide subject matter experts on interagency working groups. Within USDA, the Office of Homeland Security and Emergency Coordination (OHSEC) carries out the following functions, as described on their website:

> executive leadership in government-wide initiatives pertaining to physical security, emergency programs, personnel and document security, continuity of operations, and continuity of government.” OHSEC also provides security management of USDA’s Headquarters facilities in the National Capital Region and 24/7 operations center support to USDA emergency response and program operations nationwide. OHSEC coordinates USDA facility disaster management and emergency planning response activities within the National Capital Region, focuses on safeguarding national security information within USDA, manages security clearances and determines "Suitability for Employment" for USDA employees encumbering public trust positions.

USDA Interagency National Security Professionals are located within this office. Currently OHSEC has identified twelve individuals as National Security Professionals (NSPs). That number is being reassessed based upon a cultural transformation presently underway within the department. These NSP’s function is to play a coordination role, ensuring that any agency that requires a subject matter expert from USDA is directed to the appropriate USDA agency and to the individual within that agency. The office also coordinates USDA’s collaboration with other national security organizations, including the Federal Bureau of Investigation.

As a recent example, USDA supported the national response to the Deepwater Horizon Oil Spill in the Gulf of México. To date, more than 1,000 USDA personnel have participated in the response, which included representation from a majority of the USDA Mission Areas, agencies,

---

211 Seven of the 17 agencies with a role in national security, developed a joint NSPD implementation plan.
and staff offices. Activities include providing food and nutrition services to affected individuals and families, providing wildlife capture services, participation in Shoreline Assessment and Cleanup Teams, supporting assessment and cleanup in coastal marshes, evaluating food chain impacts, coordinating with state, local, and tribal governments in the Gulf region, participating on scientific panels assessing the reopening of fisheries and evaluating proposals for cleanup technologies, and suppurating the Incident Command Posts, Unified Area Command and the National Incident Command. USDA is presently supporting recovery and restoration activities through participation on the Gulf Coast Recovery Task Force.

**DEPARTMENT OF COMMERCE**

Commerce falls within the definition of a small agency (having only seven executives identified as NSPs). However, it has its own departmental implementation plan and has identified three competencies as prerequisites for NSP SES positions: enterprise perspective, joint perspective, and national security. It has established developmental experience requirements for career SES members who have been designated as NSP professionals. Beyond this, the program at Commerce is largely nonexistent. It would benefit from funding for the program and interagency assistance in implementation and execution.

**DEPARTMENT OF DEFENSE (DoD)**

The focus of DoD NSP efforts to date has been on positions at the GS-13/15 (i.e. PB 3) and SES levels. DoD believes that individuals should be able to take their resources with them in the form of certifications, or credentials. DoD strongly supports initiatives to improve both intra-agency and interagency performance. Formal new requirements have, however, principally aimed at improving intra-agency performance while allowing interagency experience to be considered acceptable to meet the requirements.

To help ensure civilian leaders operate more closely with interagency, international, and non-government national security partners, DoD Memorandum “Joint Experience Requirements for Career Senior Executive Service Leaders” (USD(P&R), December 31, 2008) provides guidance on implementing the unique DoD competency Enterprise Perspective and the two sub-competencies Joint Perspective and National Security Perspective. The memorandum requires joint experience as a pre-requisite for entering the SES and for SES continuing development.

DoD identified 1,273 NSPD positions in 2009 with approximately 25 percent at the SES level and the remainder at the GS-15 level. They continue to refine the scoping process to ensure identified positions meet the criteria of focusing on interagency collaboration and cooperation in carrying our national security duties and responsibilities.

DoD has engaged the three-pronged approach mandated by Executive Order 13434 of Orientation, Education/Training and Professional Development for NSPD positions. Over half of the NSP senior executive leadership has attended a Welcome Session and an Introduction to the National Security Strategy. National Response Framework NSPs attend an additional orientation program. There are no education requirements for NSPs to date, but DoD has developed a catalog of courses to develop and enhance the Executive Steering Committee (ESC)
shared capabilities. DoD encourages the use of networking tools and maintains a NSP website as well as contributing to the Federal nspd.gov website. They have used existing programs that include rotational and interagency opportunities such as the Defense Senior Leader and Development Program, Executive Leadership Development Program and the Professional Military Education institutions.

**DEPARTMENT OF ENERGY (DOE)**

The Department of Energy can be divided into two main categories: DoE “proper” and the National Nuclear Security Administration (NNSA). Within DoE proper, there are two main types of national security work: (1) ensuring the integrity of the domestic electrical infrastructure (and the Strategic Petroleum Reserve) and (2) various work abroad. The former includes DoE’s coordinating role for Emergency Support Function 12 (Energy) under the National Response Framework. The latter includes DoD-funded billets at the Combatant Commands (COCOMS).

The agency plans to collaborate with all ten COCOMs; it initiated this program with the United States Africa Command. The goal is to send a GS13-14 on a 3-4 year rotational assignment to a COCOM.

The NNSA, through its Office of International Operations, works very closely with the United States embassies in key countries, including China, the Russian Federation, and Pakistan. By virtue of the nature of its work, virtually all of the NNSA’s work has an interagency component. Within NNSA, the agency can deploy internationally at the request of United States agencies. On the domestic front, the agency works alongside the FBI through deployable teams such as the Federal Radiological Management Assessment Center (FMRAC). Seventeen agencies contribute to FMRAC teams. A team consists of a DoE federal employee in the lead (dedicated position) and members from various agencies (pre-designated – must satisfy training requirements), many of whom are contractors. Another area of current and future interagency collaboration is in the provision of energy experts. DoE has signed a Memorandum of Understanding with the Department of State and provides their Foreign Service Officers with energy expertise. DoE hopes to extend this partnership to other agencies.

As of 2010, DoE has identified about 250 personnel designated as National Security Professionals. Previously the agency had designated about 450 employees, which included state and local personnel. The agency completed its implementation plan in 2008, and is currently waiting on the NSPD-IO for final approval. The agency has designed Base 1/Knowledge Threshold Requirements. It serves as a first step to understanding the roles and requirements of NSPs. The agency is partnering with NSPD-IO to identify courses within its traditional development program that can be open to other agencies for INSP professional development. In addition, DoE is hosting the new NSPD website at the Emergency Operations Training Academy under NNSA.

The DoE is emphasizing the need for NSPs to take the necessary training and receive the necessary certifications. Currently about 70 to 80 percent of DoE NSP training is done online. Staff can track their progress in meeting the training requirements through Individual Learning Plans that are automated through the online learning center. For international assignments, the agency usually sends its staff to the Foreign Service Institute.
DEPARTMENT OF HEALTH AND HUMAN SERVICES (HHS)

In October 2008, HHS adapted an HHS Joint Agency National Security Professional Development Implementation Plan from the seven-agency plan. With the changes anticipated at the national level, HHS will revisit its earlier Implementation Plan to determine its applicability to new direction and guidance.

Medical and technical health skills have the potential to be highly relevant to national security but require constant, specialized training leaving limited availability for NSP development. Alternately, rotations into HHS have not been successful, with few agencies electing to take advantage of opportunities to send personnel.

DEPARTMENT OF HOMELAND SECURITY (DHS)

By its very nature, DHS is a national security agency in and of itself. With the consolidation of many agencies into one Enterprise, DHS faces many of the same implementation challenges within their department as the government, as a whole, faces. Each Component within DHS has its own missions, cultures, and priorities to consider as the leadership looks at consolidating into one functioning department.

That broad nature of DHS goals and objectives, and the over 10,000 identified NSPs, strongly influenced the DHS NSP Implementation Plan. The plan begins to establish a link between individual and organizational performance goals that include both NSP capabilities and DHS critical challenge areas. Constrained resources for the near future and an aggressive timeline add to the challenges DHS faces. Although NSP planning was done at an Enterprise level, because of the many and varied Components in DHS, execution of the programs has been decentralized to a significant degree. DHS considers rotations and assignments to be interagency even within the DHS umbrella.

They are taking a phased, incremental approach to developing NSPs starting at the SES level and working down to the GS13 level. The four-level employee qualification strategy provides a roadmap for career development and moves the NSP from basic knowledge, skills and abilities; emergency response framework training; and several levels of National incident Management System (NIMS) designated courses to exercises, rotational assignments, and completion of executive leadership development courses in the later stages. They have implemented some of the curriculum and other pieces are still in development.

OFFICE OF THE DIRECTOR FOR NATIONAL INTELLIGENCE (ODNI)

The Office of the Director of National Intelligence oversees a 17-element Intelligence Community and manages the National Intelligence Program budget. Established in 2005, its role is to improve and integrate the national intelligence structure, and the capabilities and information technologies of 17 diverse intelligence agencies and components.

Since its inception the office has worked to integrate various systems and agency operations in the areas of threat prevention, information sharing and intelligence capabilities. Through the Civilian Joint Duty program, the office is building the next generation of intelligence leaders who have a better understanding of the scope and complexity of the intelligence community.
program also allows this cadre of professionals to learn how to better integrate and engage the intelligence community’s vast resources in support of the national security mission. The program has won several accolades including winning Harvard University’s 2008 Innovations in American Government Awards. In several interviews this program was described as a model for interagency professional development. However, others have called for the strengthening of the program including the past two Directors of National Intelligence.

The Joint Duty program is now a pre-requisite for promotion to senior leadership levels. More than twelve thousand intelligence officers have earned or are currently earning joint duty credit to gain critical cross-agency perspectives.

ODNI offers in-house training and certification programs: To alleviate difficulties of working across boundaries between the intelligence and homeland security communities, ODNI sent a number of its intelligence community personnel to FEMA and the Emergency Management Institute to become certified in teaching certain Homeland Security requirements. The intelligence community can now, therefore, serve as its own accreditation authority in emergency management and homeland security space. The office administers two certification levels, which mirror what FEMA and the Emergency Management Institute have done together.

For about two years ODNI has been collecting verification data on competencies. They are creating a competency directory, which they described as a “good foundational piece that could transcend the IC.”

Other attempts to foster greater integration of the intelligence community include a classified online web portal for sharing best practices. Through its Centers of Academic Excellence (CAE) Program Office, the ODNI is also partnering with about thirty universities and reaching out to graduate students to educate them about the work of the intelligence community.

**DEPARTMENT OF THE INTERIOR (DOI)**

DoI did not provide information for this study, but is one of the seven agencies of the Joint Agency National Security Professional Development Implementation Plan and it is evident that DoI has significant national security responsibilities. A 2006 Department of the Interior Departmental Manual entitled Emergency Management series states that it is the policy of DoI that it “shall plan, prepare for, and maintain capability for supporting NSPD responsibilities to meet essential defense and civilian needs during any national security emergency.” DoI national security work is largely emergency preparedness and response. In this manual, approximately 30 senior officials were identified as having responsibility for various national security functions. However, because DoI has provided no data, the training, education or rotational experiences of these or other individuals is not known.

**DEPARTMENT OF JUSTICE (DoJ)**

DoJ and its various components are an integral part of the IC community. They have served on NSPD working groups and have created a NSPD Implementation Plan modeled on the NSPD-IO construct. With 18 DoJ agencies identified as national security participants, they maintain a robust list of education and training opportunities both inside and outside DoJ. They assign NSP designation to positions rather than individuals and participate in interagency work and training.
with DoD, DHS and other IC organizations. They characterize their NSP positions as more operational than episodic and feel rotational assignments need to be tailored to fit the positional needs of the agencies. The DoJ delineates between field operatives and headquarters and sees ongoing collaboration at the field level as ongoing and informal.

**DEPARTMENT OF STATE (DoS)**

By the nature of its work, the Department of State is heavily involved in interagency collaboration. Abroad, country teams tend to work in a “whole of government” framework, coordinating with various agencies in the interest of the United States Government foreign policy agenda. In the field, some of the work has significant national security implications as in the case of Iraq or Afghanistan. In some cases, local embassies may be so large that within country teams, executive committees or interagency working groups are formed.

Within the Department of State, the concept of Interagency National Security Professionals is still considered necessary. However, the designation of NSPs has been put on hold since the transition to a new administration. Nearly 95 percent of the positions originally designated as NSPs no longer have the same person incumbent.

The mission of the department has expanded since 9/11 making national security an essential element. The Foreign Service Institute (FSI) now incorporates national security issues in leadership exercises and other courses. Currently the FSI has three courses, specifically designed for interagency national security training. While these courses are a vital aspect of NSP development, it is in the field experience that Foreign Service Officers acquire broad interagency exposure through international assignments.

Because of the interagency nature of its work, many of DoS NSPs will develop the necessary interagency knowledge, skills, and abilities *in situ*, without formal assignment or detail to another agency. Many, because of their work, have already developed NSP skills and abilities. Through MOU’s employees participate in rotational assignments and exchanges in federal agencies, non-profit and international organizations.

**DEPARTMENT OF TRANSPORTATION (DoT)**

DoT recognizes its role in the National Security Plan as the operator of the National Airspace System and actively collaborates with the Department of Homeland Security (DHS) on matters related to transportation security and protecting the transportation infrastructure. They also have a history of working with DHS on regulating the transportation of hazardous materials. The Department’s Strategic plan includes a National Security Goal and their NSPD Implementation Plan creates a line of sight from individual employees to that goal.

DoT’s actions to date and their implementation plans moving forward, demonstrate clear leadership involvement in the NSPD program. The plan includes clear goals, in the areas of training, education, professional development, communications, and human capital initiatives and information management. They assert their intention to participate in the interagency planning of the NSPD-IO and the ESC.
Both managers and employees recognize Their ONE DoT Rotational Assignment Program as a professional development opportunity as well as an opportunity for managers to gain useful assistance for projects. The NSP Implementation Plan includes strategies to encourage employees at all levels to serve on short or long-term task forces and advisory bodies and the intention to work to identify NSP roles suitable for temporary reassignments across administrations and other agencies.

DoT created a Training model for GS-13 through SES levels ranging from orientation training through core training to an advanced module, which will include simulations and exercises with other agency personnel. They also support the NSPD through a defined workforce planning strategy to help identify requirements for NSPs within the Department and drive recruiting activities. They are assessing the NSP positions for possible inclusion within DoT’s Mission Critical Occupation classification. The NSP Implementation Plan calls for DoT to adapt the current career development processes to include NSPD requirements.

**DEPARTMENT OF TREASURY**

The Office of Intelligence and Analysis (OIA) at the Department of Treasury is the main internal organization dealing with national security on a continuous basis. There are a number of areas—such as terrorist designation—on which the agency coordinates with other federal agencies. Other interagency efforts include joint duty assignments and roles in the International Finance and Intelligence Group (IFIG) within the National Counter Terrorism Center. The current Chief of IFIG is from the OIA. The Department of Treasury also deploys personnel internationally to Threat Finance Cells in Iraq and Afghanistan.

All employees working with the OIA are designated as NSPs since the National Intelligence Program funds the office. The designation is position and duties based. At Treasury, several offices have NSP slots. Within the Internal Revenue Service, for example, there are about 13 NSP designees, seven of whom are SES. Across the agency, there are about 160 NSP positions; originally 212 were identified.

Regarding NSP training, each office within Treasury is responsible for developing Individual Development Plans for their staff. Agency-wide training initiatives that have been offered include leadership development through the Treasury Executive Institute and institutions of higher learning and bureau-level programs, honing of technical and business skills through career-specific programs, and flexibility in access to training through the Treasury learning management system and e-learning opportunities.

OIA specifically participates in training through Treasury, the Office of the Director of National Intelligence, and other Intelligence Community agencies. Courses focus on analytical thinking and management through interagency cooperation.

Treasury completed its implementation plan in 2008, linking its goals and objectives with the agency’s Human Capital Strategic Plan (2008–2013). The plan outlines Treasury’s goals to enhance information sharing and learning management through tools such as an online portal and NSP tracking database.
As can be seen from the summaries of the various Department’s NSPD programs, there is a wide variety of activities. As was stated in the NSPD Fiscal Year 2009 Progress Report “In the absence of official ESC direction, agency implementation efforts have varied.” Clearly the various programs could benefit from additional coordination.

7.3.2 **DESCRIPTION OF SELECTED NATIONAL SECURITY PROGRAMS**

**DEPARTMENT OF DEFENSE: DEFENSE SENIOR LEADER DEVELOPMENT PROGRAM**

Established in 2008 to be the successor to DLAMP, which will terminate at the end of Fiscal Year 2010, the Defense Senior Leader Development Program (DSLDP) provides a competency-based approach to the deliberate development of senior civilian leaders with the enterprise-wide perspective needed to lead organizations and programs and achieve results in the joint, interagency, and multi-national environments. DSLDP is open, through DoD Component nomination, to permanent, full-time DoD civilian employees who: (1) Are experienced leaders at General Schedule (GS) grades 14 or 15 and equivalent grades, as specified in the annual DoD-wide call for nominations; (2) Have a baccalaureate degree from an accredited college or university, or have comparable experience and training; and (3) Possess a minimum of 1 year of significant experience in supervising or managing people in an official capacity. In response to an annual solicitation, each DoD Component, as applicable, will manage a competitive process to nominate a slate of candidates. DoD Component nominees will be further assessed through a DoD-wide process, which includes an Executive level Selection Board composed of Senior Executive Service (SES) members and/or General or Flag Officers (GO/FO), designed to identify the best qualified from across the Department of Defense.

Over a two year period, learning opportunities include: senior-level professional military education, generally in a different DoD Component or at the National Defense University; four defense-focused leadership seminars, designed to strengthen enterprise-wide perspective and ensure application of critical leader competencies in the increasingly complex joint environment; and individual development, to fill identified competency gaps and further strengthen the enterprise perspective – this will include an experiential activity to gain enterprise-focused proficiency (e.g., a developmental assignment). Participants are paired with SESs and/or GO/FO personnel who serve as Talent Development Executives (TDEs). TDEs recommend activities for individual professional development and assess the progress of the participants.

Conclusions:

- The DSLDP program may be completed in two years while DLAMP may have taken two or more years. The department has developed and is continuing to refine metrics for the program.
- This program is inherently long-term and so it is unable to alleviate short-term needs, but the emphasis on strategy and the big-picture creates flexible graduates who should respond well to later specialized training to respond to critical department needs.
- Mentoring subordinate leaders is a key, if an informal component of military culture that has been conducted for generations. A well-designed mentoring program can enhance senior leader performance since a good mentoring relationship will center on the senior
leader mission for whom the mentee is being prepared, and dialog with the mentee can reveal uncontested assumptions or stimulate novel solutions for the mentor.

- Developing a cadre of professionals who understand the Department of Defense at an enterprise level is clearly beneficial, but just as important as educating these individuals is placing them in the leadership roles in which they can make an impact.

**DEPARTMENT OF DEFENSE: JOINT OFFICER MANAGEMENT PROGRAM**

The Joint Officer Management (JOM) Program aims to develop joint officers who are capable of conducting operations that employ multiservice and multifunction assets in the full spectrum of military operations and can liaise between “Joint, Interagency, Intergovernmental, and Multinational” bodies. Joint Duty education is provided through the Joint Professional Military Education (JPME), which includes two phases. Phase I is an introductory course, taught to officers around the rank of O-4. JPME II is a more intensive, in-resident course intended for O-5/6 officers. Graduates are expected to be assigned to a billet on the Joint Duty Assignment List (JDAL).

**Conclusions:**

- The National Defense Authorization Act for Fiscal Year 2007 overhauled the JOM Program by providing that all joint experiences, not just those on the JDAL, may count as joint “points” for gaining Joint Qualified Officer (JQO) designation. The definition of “joint” has been expanded to include not just inter-service experience, but also experience with interagency, intergovernmental, and multinational entities.
- This change has addressed many of the shortcomings with the old JOM Program by transforming it into a more flexible system for “Joint Qualified Officers” that enables credit based on the duties of the position, rather than its presence on the JDAL.
- In theory, JPME graduates should be assigned to JDAL billets—rather than occupants of JDAL billets then being sent to JPME, but in practice the latter process still occurs.
- Many junior positions are not on the JDAL because the historical sense was those officers were too junior for the experience to be relevant or educational, but this assumption should be reconsidered since junior opportunities have assumed more multiservice and multifunctional dimensions and importance (“strategic corporal”).
- Despite the important role that the Reserve Component (RC) now plays in joint matters, RC officers have less education available to them than Active Component (AC) officers. In addition, their early careers have an absence of joint assignments, and they have fewer requirements to meet on the way to joint command than their AC counterparts. The importance of joint credit to achieving Field/General Officer (FO/GO) rank may predispose services to assign only those officers deemed to have “FO/GO potential” to JDAL billets.
- With the proposed closure of the Joint Forces Command (JFCOM), the services and surviving joint institutions will be responsible for joint development. This should be monitored to ensure the program’s goals are met.

**DEPARTMENT OF DEFENSE: SES CAREER LIFECYCLE MANAGEMENT**

DoD Directive 1403.03 (October 25, 2007) establishes the basic principles to govern “The Career Lifecycle Management of the Senior Executive Service Leaders within the Department of
Defense.” According to the Directive, “It is DoD policy to institute a deliberate, systematic, and predictable approach to management of the career lifecycle of DoD SES leaders to produce the best civilian career leadership cadre possible.” It also establishes a corps of key SES positions that require an enterprise perspective, hereafter referred to as “enterprise positions,” and a DoD Executive Advisory Board, comprised of SES as well as general and flag officer leaders from across the DoD Components, to advise the Deputy Secretary of Defense and other DoD senior leaders on the policy and management of the SES career executives. DoD Directive 1403.03 specifies that, “The career SES corps shall be a vital part of the DoD executive leadership team, which includes Generals, Flag Officers, and politically appointed executives.”

Conclusions:

- The system employs a broad definition of relevant lifecycle experience to include service with “Joint, Interagency, Intergovernmental, and Multinational” bodies.
- Many of the stated goals of the program are hard to measure, very subjective, or both: “A performance management culture that encourages and rewards creativity, innovation, intelligent risk-taking, and critical thinking will be sustained.”

**DEPARTMENT OF STATE: POLAD PROGRAM**

The POLAD program, established during World War II, currently consists of three elements providing political-military linkage between the Departments of State and Defense:

- Foreign Policy Advisors (POLADs)
- State-Defense Exchange (SDE) Program
- Joint Interagency Coordinating Groups (JIACG)

POLADs serve at major U.S. military commands and provide advice on matters arising from U.S. military activities and issues that affect U.S. foreign relations, including the political implications of military planning and strategy. They serve as the principal source of counsel on international issues to their respective commanders. The current “Memorandum of Understanding (MOU) Between the Department of State and the Department of Defense in Support of the Political Advisor (POLAD) Program,” issued on June 14, 2000, specifies the responsibility of each department for the program. Under the current arrangement, the Department of State is responsible for the POLAD’s salary, representational expenses, and applicable allowances, recruitment, and assignment, and for reviewing the POLAD’s efficiency report. DoD is responsible for confirming that the POLAD selected by State is acceptable and for providing office space and supplies, work-related travel and administrative support, representational expenses not covered by State’s allowance, on-post housing, access to DoD schools and medical care while overseas on a State reimbursable basis. Following a recommendation in 2004 by the OIG, the State Department established an Office of the POLAD Coordinator (PM/POLAD), headed by a senior Foreign Service Officer (FSO), to support the community of POLADs. The POLAD Program has been expanding in recent years at DOD’s request to address the needs of both the Departments of Defense and State. As of July 2010, State listed 86 POLADS. It is recruiting more people in general, and more junior people in particular, into the POLAD program in order to use it as a quasi-training and development opportunity. All POLADs take orientation courses at the DOD Foreign Service Institute to train them in the procedural as well as the
substantive requirements of their position (e.g., the two-day PT-221—“Foreign Policy Advisors Orientation Course”; this course is open to military officers assigned as Deputy POLADs).

A 2002 State-DoD MOU currently governs the program, but an updated MOU is currently being adopted to reflect the program’s recent expansion. Under the MOU, as of July 2010, DoD currently has detailed 65 personnel to the State Department, and the State Department has approved 120 POLAD positions (30 faculty to DoD educational institutions, and 90 foreign policy advisors to various commands). Like POLAD positions, the SDE positions are non-reimbursable and, according to the State Department, “are treated as important investments by Congress as well as State in supporting our national security.” Incumbents serve as senior foreign policy advisors or country directors, working with DoD civilians and military officers on a wide range of political-military issues.

JIACG representatives serve on interagency groups that advise Commanders on civilian expertise and perspectives on foreign policy issues, such as counter-terrorism. Originally created to enhance State Department support of the Combatant Commands (COCOM) war against terrorism, the positions have evolved to support other issues as well, including humanitarian issues and other transnational matters that cannot be addressed through traditional interagency channels. State/Political/Military works with the senior POLAD at each COCOM to determine the needs of each JIACG.

Conclusions:

- A survey of POLADs conducted in September 2009 found that POLADs are satisfied with their administrative support, rating officers, communications with DoD and DoS, performance evaluations, and onward assignments. They also placed a high value on learning how to add value to their commands, developing contacts, and getting to know other POLADs.
- POLADs currently serve for no specific period of time. They are often rotated as new posts become available, and new POLADs must then become acclimated to the position and the combatant commander.
- Previous incentives for serving as a POLAD were not structured in a way to attract the best personnel. Traditionally, experience in this position did not prove particularly helpful for individuals who subsequently sought to attain high-profile ambassadorships. The POLAD service should be considered a resume builder en route to a major country ambassadorial post. This is because the State Department’s geographic bureaus nominate FSOs for vacancies allotted to career officers, and usually favor officers with recent service in their bureau. POLADs have tended to draw from the ranks of experienced FSOs who are passionate about the position, but who are nevertheless on their way out of government service. Historically, the most ambitious and talented State Department employees have passed up this position in the hope of landing a more career-enhancing assignment. The same committee that selects Deputy Chiefs of Missions is now addressing these issues, with the emphasis on making the POLAD position a developmental position and selection.
DEPARTMENT OF STATE: PROVINCIAL RECONSTRUCTION TEAMS (PRTs) IN IRAQ AND AFGHANISTAN

The Provincial Reconstruction Teams are designed to integrate civilian and military elements of national power on a small scale in the field. They should be made up of military and civilian personnel who work with the Afghan and Iraq leaders to secure stronger ties with local people through community action. Typical projects include improvements in the agricultural infrastructure, local education, the construction of municipal buildings, and other community reconstruction activities. The PRTs are organized differently in Iraq and Afghanistan. An Afghanistan Provincial Reconstruction Team (PRT) consists of about 50 to 100 personnel, with about three to four civilian workers. There are two types of PRTs currently operating in Iraq. The 11 original PRTs were created in 2005. The 13 PRTs created in 2007 are called ‘embedded PRTs’ (e-PRTs), which were embedded in Brigade Combat Teams and Regimental Combat Teams.

Conclusions:

- The creation of PRTs in Afghanistan appears to have been an ad hoc response designed to produce local improvements in security, reconstruction, and the authority of the central government.
- Initially, the concept has not been well-integrated with larger coalition efforts in either country.
- Currently both Iraq and Afghanistan PRTs do not have a clear chain of command. The National Security Presidential Directive-44, released in 2005, created the interagency guidelines for stabilization and reconstruction methods, but confusion still remains. Directive-44 established the U.S. Department of State as the lead agency but enjoined it to work closely with the Department of Defense.
- The differing organizational cultures within PRTs have at times produced tensions between civilian, military, and non-governmental personnel participating in PRT activities. For example, military involvement in development brought criticism from relief agencies that claimed it put them at risk by blurring the distinction between combatants and humanitarian workers.
- The PRTs’ ill-defined and limited mandate often hampered coordination and unity of effort. Their unclear responsibilities and authorities have frequently prevented effective interagency cooperation. Scarce, disproportionately distributed resources and limited training has also frequently hindered coordination and led to an overrepresentation of the military in field-based decision-making.
- Nonetheless, PRTs have often served valuable functions in Iraq and Afghanistan due to the flexibility of the approach and the development of good interpersonal relationships between civilian and military personnel, which has occurred on some teams.

DEPARTMENT OF STATE: OFFICE OF THE COORDINATOR FOR RECONSTRUCTION AND STABILIZATION

The Department of State created its Office of the Coordinator for Reconstruction and Stabilization (S/CRS) in 2004. It was established to lead, coordinate, and institutionalize U.S. government civilian capacity to prevent or prepare for post-conflict situations as well as to help
stabilize and reconstruct societies in transition from conflict or civil strife, so they can reach a sustainable path toward peace, democracy, and a market economy. The Office works with eight civilian agencies and the military to provide the U.S. Government with deployable civilian teams for reconstruction and stabilization that can embed with the military or operate independently. In 2008, S/CRS was officially authorized to develop a Civilian Response Corps, a three-tier system of deployees.

- An Active Response Corps with 117 current full-time members, 264 expected by end of Fiscal Year 2010, to serve as the “expeditionary arm of the DoS” and provide a pool of trained personnel for immediate deployment to a failed or failing state crisis worldwide. The Active Response Corps consists of experts in the rule of law, planning/operations/management, diplomacy/governance, diplomatic security, economic recovery, and essential services.
- A Stand-by Reserve Corps with 924 current members, expected to be 1,000 by end of Fiscal Year 2010, composed of active duty and retired Foreign Service personnel. These personnel receive stabilization and reconstruction training and are deployable within 30 days to six months.
- A Civilian Reserve Corps with an expected capacity of 2,000 volunteers. The reserve sector is composed of over 2,000 personnel from private sectors as well as state and local governments and they have unique skill sets that are not found within the federal government.

Conclusions:
- Guidance on the roles and responsibilities of State’s bureaus and offices is unclear and inconsistent, and the lack of an agreed upon definition for what constitutes stabilization and reconstruction operations (SRO) poses an obstacle to interagency collaboration.
- The FY 2009 National Defense Authorization Act authorized creation of a Center for Complex Operations (CCO). In December 2008, the Reconstruction and Stabilization Integrated Policy Committee approved a concept of the interagency hub located at the CCO, with the S/CRS as the policy lead. It is to develop a Best Practices Working Group (BPWG) as a pilot program to improve the interagency civilian-military lessons learned processes.
- A funding mismatch exists between DoD and the rest of the civilian agencies involved in SRO. The Department of State and (DoS) U.S. Agency for International Development (USAID) often lead stabilization and reconstruction efforts, but lack the capacity to lead and staff operations. DoS/USAID is not currently organized or resourced to rapidly respond to crises that require a large deployment of people due to personnel, funding, and other resource limitations.
- The domestically oriented civilian departments or agencies are not structured for, nor capable of, rapid action and major contribution of personnel or expertise to SRO actions.
- At least eight separate congressional committees deal with stabilization and reconstruction issues, which makes coordinating funding a particular challenge.

**DEPARTMENT OF STATE: NSELS AND STAFF LEVEL PILOT**

The National Security Executive Leadership Seminar (NSELS) is an elite policy forum and networking opportunity for rising leaders (GS-15/FO-1/O-6 and above) from across the
interagency foreign affairs community. Centered on the President’s *National Security Strategy*, the Seminar helps participants apply leadership skills to their daily work in policy formulation and policy implementation.

The Foreign Service Institute, as the training facility for the Department of State and the larger foreign affairs community, piloted the first NSELS in the spring of 2007. Due to the importance of this topic, State recruited some senior government executives as speakers and presenters. The group also heard noted leaders from think tanks and NGOs, as well as from academia and the private sector. The second NSELS ran from October 2007 through January 2008. Since then there have been six additional sessions which met in monthly two-day modules. In fiscal year 2009/10, FSI expanded to three overlapping sessions of NSELS (6, 7, & 8) due to the growing interest in this seminar from the interagency and from State Department bureaus. Three sessions will again occur in 2010 and 2011.

The goal of the seminar is to build interagency understanding and synergy on a number of issues critical to our country. These include:

- Changes in national security paradigms resulting from today’s challenging global environment
- The international cultural context that affects the advancement of American interests
- Personal leadership skills that are crucial to transformational diplomatic efforts

Approximately half of the seminar’s 30 participants come from the State Department and half from other foreign affairs agencies, including (though not limited to) DoD, ODNI, DHS, USAID, Treasury, Commerce, Justice, and Agriculture.

The course is structured for 10 days total, with five two-day modules spread out over a five-month period. The Seminar’s costs are built into the FSI Budget. FSI does not charge participants, but State asks for in-kind contributions, such as providing speakers and possibly a class visit to the facilities of the other institution. Invitations are sent to DoS Bureaus and other agencies to nominate personnel to attend. A selection process at FSI chooses the final 30 participants.

**DEPARTMENT OF HOMELAND SECURITY: DHS CAPSTONE PROGRAM**

This is a very new program that has just begun design and has not yet been implemented. Specifically, in May 2010, the DHS Secretary created a program office in the Office of the Chief Human Capital Officer dedicated to establishing an integrated Department-wide Leader Development Program in order to strengthen leader effectiveness across the enterprise, and to establish unified standards, practices, and goals for development of leaders at all levels. As part of the implementation of a DHS Leader Framework, a new "Executive Capstone" program is planned, to begin to build a unified and consistent learning and acculturation experience for senior executives from across the Department.

Beginning in the third quarter of fiscal year 2011, this cohort-learning program will be required for all new SES appointments, and will feature a curriculum that highlights the critical roles of organizational stewardship, results-focus, fostering workforce engagement, strategic
management acumen, jointness, and homeland security discipline expertise, both within DHS and across the interagency. According to DHS, the Capstone program will draw upon best practices found in similar best of breed executive development programs, and feature learning experiences that are unique to DHS as well. The program will feature executive level development through classroom, online, action learning, site visits, simulations, and rotations, strengthening both individual skill sets for individual leadership effectiveness and create a sense of "one DHS" stewardship by exposing participants to deeper understanding of other components, disciplines, and challenges beyond their immediate organizations, and building networks for solutions thinking and partnership.

Under the guidance of the Leader Development Program office, a Leader Development Working Group with representation from across the enterprise is in the beginning stages of planning development and implementation of the Capstone Program, to eventually include policies, practices, curriculum, and measurable objectives.

Conclusions:

- The Capstone Program will serve as a tool in the evolution of moving from stovepipe leadership behaviors, to a more unified leadership culture with increased leader effectiveness and continuous pipeline of senior executive talent.
- As part of the overall integrated Leader Development Program, the Capstone, along with One DHS programming across the leader spectrum, ultimately impacts the development of an engaged workforce who is ready, able, and supported in executing the vital mission in safeguarding our Nation today and into the future.

**DEPARTMENT OF HOMELAND SECURITY: DHS PLANNERS’ QUALIFICATION PROGRAM**

The Department of Homeland Security has created a National Security Professional Development program to meet the requirements set forth in Executive Order 13434. A part of that effort addresses planning, which has been determined to be a core capability for National Security Professionals at the GS-13 through GS-15 levels. The National Planners Course series of courses currently consists of four existing courses and a planner’s qualification course/program under development. Specifically, the courses are:

- DHS/DoD Homeland Security/Homeland Defense Introduction to Planning Course (3 days)
- National Planners Course (5 days)
- Train the Trainer National Planners Course (4 days)
- Executive Level National Planners Course (4 hours)

A planning qualification and certification program does not exist for DHS professionals to achieve planning acumen. It is under development by a combined effort from the DHS Offices of the Chief Human Capital Office and Operations Coordination and Planning.

The development of the National Planners Courses stems from requirements listed in: the Homeland Security Act of 2002, the Homeland Security Council (HSC) Hurricane Katrina Report, Homeland Security Presidential Directives 5, 8 (with Annex I), the National Response Framework, and the National Incident Management System. Based on these fundamental
documents, the National Planners Courses (NPC) established and trained over 1,200 Federal, State and local government and non-governmental organizations planners since August 2006. In the future, the NPC courses will adhere to Homeland Security Presidential Directive 8 (revision is in progress by National Security Staff), the National Response Framework, the National Incident Management System, Comprehensive Preparedness Guide 101 and related DHS directives concerning the planning function.

Prior to August 2010, records were kept on graduates from the NPC, but no tracking of the graduates was conducted. Starting in August 2010, DHS Office of the Chief Human Capital Officer teamed with the DHS Office of Operations Coordination to sponsor the course and established a registrar function, which will track personnel in the future.

Conclusions:

- Overall the program has moved forward and training has occurred.
- Course content is being tweaked to address feedback from participants.
- The lack of a clear dedicated source of funding has resulted in difficulties finding instructors, scheduling classes, and managing the program.
- Unclear support from Executive Branch and within DHS has slowed program implementation.

DEPARTMENT OF HOMELAND SECURITY: NSPD EXECUTIVE CURRICULUM

The NSPD Executive Curriculum was envisioned in 2008 as the fourth level of DHS/NSP training and development program. The key objectives of the development were to ensure current and future national security professionals:

- Understand the organizational cultures and objectives as well as mission requirements of partner offices and agencies.
- Grow through professional development opportunities which transcend organization, levels of government, and specific national security disciplines.
- Improve the overall capability to safeguard national security in a dynamic risk environment, as well as to plan and execute coordinated, effective national security operations.

Detailed criteria and requirements for the executive level of qualification include joint interagency executive development and completion of executive leadership development courses. Time and experience factors for this level are to be developed. Program metrics are also under development.

DHS officials note that the original size of the DHS NSPD community is being adjusted in response to the Quadrennial Homeland Security Review, the Bottom-Up Review, and the new NSPD Interagency Policy Committee (IPC) definition for National Security Professionals. Four DHS NSP Orientations were held through September-October 2008.
Conclusions:

- DHS officials have noted that because of the 12-15 month “strategic pause” since the 2009 Transition in Government, this program has not progressed beyond the 2008 birth and planning stages.
- In addition, because of the “strategic pause” and competing priorities, additional resources have not been allocated to support the formation of an internal DHS HS-NSP governance body to develop the policies, incentives or the required support infrastructure to support, sustain and/or advance this effort.

**OFFICE OF THE DIRECTOR OF NATIONAL INTELLIGENCE: NATIONAL COUNTERTERRORISM CENTER’S DIRECTORATE OF STRATEGIC OPERATIONAL PLANNING**

Established in 2004 within the National Counterterrorism Center (NCTC), the Directorate of Strategic Operational Planning (DSOP) is the nation’s first dedicated, whole-of-government planning cell for counterterrorism. Recommended by the 9/11 Commission and enacted by the Intelligence Reform and Terrorism Prevention Act (IRTPA), DSOP was chartered to provide the “connective tissue” between national counterterrorism policy and strategy established by the President, normally via the National Security Council system, and counterterrorism operations conducted by the departments and agencies.

Conclusions:

PNSR in its report on DSOP issued in February 2010 raised several issues with the program.212 Although it noted that “Overall, DSOP has made progress in fulfilling its mission to provide the “connective tissue” between national counterterrorism policy and strategy, established by the president and the National Security Council system, and counterterrorism operations, conducted by the departments and agencies”, the report outlined the following concerns:

- Stakeholders have varying degrees of awareness of DSOP’s activities, and the value-added of DSOP to its customers is not universally understood.
- DSOP’s relationship with the National Security Staff is not well institutionalized
- Overlapping authorities in the counterterrorism system have inhibited planning and operations.
- Current congressional committee structures are not equipped to oversee and empower interagency mechanisms, such as NCTC, which results in confused jurisdiction and inadequate support.
- Current means to prioritize resources and investments in capabilities are inadequate.
- The counterterrorism community lacks sufficient civilian capacity -- particularly in the core competencies of strategic planning and assessment.

---

OFFICE OF THE DIRECTOR OF NATIONAL INTELLIGENCE: JOINT DUTY

In response to the Intelligence Reform Act of 2004, Intelligence Community Directive (ICD) 601 dated May 16, 2006 discussed joint duty in terms of assignments to the intelligence community. Then Intelligence Community Policy Guidance 601.01 dated June 25, 2007 stipulated that joint duty assignments were required for promotions to senior IC promotions. The requirements were phased beginning in October 2007 with the requirement that individuals promoted to positions that directly reported to an IC head needed to have a joint duty assignment to October 2010 when all promotions to any senior IC position required a joint duty assignment.

Conclusions:

- According to participants at the Bipartisan Policy Center’s State of Intelligence Reform Conference in April 2010\textsuperscript{213}, the Joint Duty program needs maturation and possibly augmentation. The authorities were modeled on the Goldwater-Nichols Act of 1986 that has—over time—successfully promoted joint-minded military personnel in the Defense Department. The IC’s efforts to implement a similar program—moving intelligence officers among intelligence agencies to broaden their understanding of the IC’s capabilities and integrate the various elements—have made important strides; however, not all identified joint duty positions have provided real experience in the capabilities and the culture of other agencies.

- According to a March 2010 article in Studies in Intelligence, many intelligence professionals become joint-qualified without ever serving outside their home agencies.\textsuperscript{214} The CIA, NGA, and NSA each has more than 500 internal positions that are joint-duty qualifying (i.e., the incumbents and certain predecessors are “joint qualified” simply by virtue of having been in the positions).

Two former directors at the conference noted that the “Joint Duty” program needs to be strengthened.


7.4 APPENDIX D: LESSONS LEARNED FROM MAJOR EFFORTS

**FEDERAL EMPLOYEES RETIREMENT SYSTEM (FERS)**

The Federal Employees Retirement System (FERS) changed the federal retirement system from a defined benefit to a defined contribution system and significantly reduced the federal government’s long-term unfunded liability for retirement benefits;

In 1983 the Reagan Administration identified a significant and unsustainable unfunded liability in the Civil Service Retirement System. At that time the unfunded liability was estimated to be $500 million dollars and expected to grow substantially as the baby boomer generation reached retirement age. There was heated and vigorous debate on both sides of the issue. Ultimately, in response to this identified issue, Congress created the Federal Employees Retirement System (FERS) in 1986, and it became effective on January 1, 1987. The new system has three components – a basic civil service benefit, a social security component, and an opportunity to contribute to and ultimately receive the benefits from a Thrift Savings Plan. Implementation of the new system had three key components – current employees were provided with substantial information and education about the new system, tools with which to analyze the benefits of each system using a variety of assumptions, and the option to choose whether to stay in the Civil Service Retirement System and receive a defined benefit, or join the FERS system with its combination of a guaranteed benefit, and the opportunity for significant additional retirement through investment in the Thrift Savings Plan. Overall, and certainly in retrospect, for such a major transition, the implementation went quite smoothly. The implementation demonstrated the power of significant leadership involvement, a robust communications strategy and plan, an opportunity for those affected to test or pilot the results using a variety of retirement estimate scenarios while comparing results between remaining in the CSRS system or converting to the FERS system. While all of these were powerful influences, the single most effective implementation tool was that all current employees were given a choice – to remain under the defined benefit system or convert to the defined contribution system.

**HUMAN RESOURCES AUTHORITY IN THE FEDERAL JUDICIARY**

The delegation of human resources authority to Chief Judges and Court Unit Executives in the federal judiciary allowed court units to decide how to structure their organizations, classify their jobs and make trade-offs between people and materiel to achieve the strategic and operational objectives of the Court.

In the 1993 the federal judiciary examined its centrally managed human resources system and concluded that the legacy industrial age General Schedule (GS) based system was not sufficiently flexible to meet the needs of the third branch of government. With the approval of the judicial conference, the governing body of the federal judiciary, a representative advisory group was formed which included court unit executives, judges and administrative experts in human resources and budgeting. The key features of the transformation effort were:

- An analysis of the problems which results from the current human resources and budgeting systems based on discussions with all affected components of the court system
- Validation and refinement of the findings by the court advisory group
• Identification of the desired key system elements for a revised classification system and related compensation levels
• Development of the classification system with advice and assistance from the court advisory group
• Pilot testing of the system in a group of representative court units to confirm intended and unintended consequences
• Revision of the system based on the pilot court results
• Validation of the revised system by the court advisory group
• Presentation of the redesigned system to the judges’ human resources committee, the executive committee and Judicial conference for approval
• Design and testing for a communications strategy and plan and an implementation strategy and plan in which the court advisory group had a lead role
• Design and testing of the training for judges and court staff. The teaching staff was a combination of judges, court executives and human resources
• Design and testing of system qualitative and quantitative metrics to use in periodic system evaluation

The new human resources system which emerged from this five-year effort was sufficiently flexible to meet the needs of the courts, which ranged from small courts with ten or fewer employees to mega courts with hundreds of employees and thousands of cases. The interim keys to success were the continued involvement of judges and court executives and the willingness of the central administrative and human resources staff to adjust the classification system design based on the results of the experience of the pilot courts. In addition the judiciary invested significant resources to assure that all affected employees from the most senior federal judge to the newest court employee were kept well informed about the progress during the system design and testing, and continued to be well informed during the training and implementation of the new system. A key success factor was that no court unit was forced to accept the delegation of human resources authority. Instead a letter was sent to the Chief Judge of each court inviting him or her to accept a delegation of human resources authority and detailing the requirements and accountability such a delegation entailed. The Chief Judge could accept the invitation or continue to receive human resources assistance from the central administrative authority for the federal courts. Initially just over 50 percent of the court units requested and received the delegated authority. Over the course of the next three years, more than 95 percent of the court units requested and received delegated authority to manage their own human resources programs.

**GOLDWATER-NICHOLS ACT OF 1986**

The Goldwater-Nichols Department of Defense Reorganization Act of 1986 (Public Law 99-433) resulted in the unification of operations by the military services. Over the course of the following generation, the law has driven significant improvement in military efficiency and effectiveness, especially as demonstrated in Operation Desert Storm and Operation Iraqi Freedom. U.S. joint military commanders exercise full control over assets from the military services without having to negotiate conditions for their use. The effectiveness of the Goldwater-Nichols Act has prompted many calls for legislative action to improve the interagency effectiveness of the U.S. government’s departments.
The law was an attempt to fix problems caused by inter-service rivalry and lack of cooperation. These problems were well documented in studies of military performance in World War II, Vietnam, the catastrophic failure of the Iranian hostage rescue mission in 1980 and in Grenada in 1983. The Act imposed sweeping changes on the way the U.S. military forces organized. The act has had four principal effects:

1) Unification of the operational chain of command: Under the act, military advice to the President and Secretary of Defense is centralized in the Chairman of the Joint Chiefs. The Chairman may not exercise command over the Joint Chiefs or any of the armed forces. Regional combatant commanders exercise operational command over all assigned forces without regard to service and are responsible for their employment.

2) Changing the role of military services. The services retained their roles to “organize, train and equip” forces, to include the development and management of personnel. Individual services no longer conduct autonomous war-fighting activities, but remain responsible for acquisition, modernization, force-development, and readiness of individuals and units. The roles and missions of each service is assessed periodically to reduce duplication and to provide assignment of executive agency responsibilities for particular purposes.

3) Requirements for aligning of procurement. Although services retain primary responsibility for procurement, the Act provided requirements for joint review of service acquisition programs to ensure their requirements are compatible, avoid redundancy and that equipment will be interoperable. In selected cases, services may procure equipment together or under a lead service.

4) Joint duty assignments and personnel management. The Act requires all officers except those in certain technical specialties to meet “joint duty requirements” in order to be eligible for promotion to flag rank (admiral or general). The Act also assured mid-career promotion equity for officers serving in joint assignments. For an officer to become “joint qualified he or she must complete joint educational curricula approved by the Chairman of the Joint Chiefs and qualifying duty as a field grade officer in designated joint duty billets (generally on joint staffs or involved with other joint activities and serving under joint commanders) for a minimum of 36 months (waiverable to 22 months under some circumstances). Duty assigned within one’s service does not qualify for joint credit, regardless of how much contact that duty has with other services. A board validates the quality of the individual’s joint experience prior to the award of full joint duty credit. Approximately 10% of joint billets were designated “joint critical positions” requiring prior joint experience of incumbents. Initially, joint professional military education (JPME) was available at only three joint schools, but now is infused in the curriculum of service-specific war colleges and staff colleges. As a consequence of the Act, flag and general officers in joint commands and in service responsibilities are required to have qualified as joint officer specialists.

Since the enactment of the Act in 1987, legislative changes have attempted to ensure the intent of the law is fully put into effect (eliminating waivers to the Act’s requirements) and to provide for its broader application. The 2007 John Warner National Defense Authorization Act made the most important legislative changes, broadening the legal definition of “joint matters” to include interagency and intergovernmental affairs and loosening the provisions which defined the assignments that qualified for joint credit. Assignments to other departments, participation in
temporary joint task forces and brief joint assignments (such as six month combat deployments) would now be eligible for joint credit.

In general, official and unofficial reviews of the Goldwater-Nichols Act give it high marks for prompting genuine change in the ways the services interact and are employed. Some shortcomings still exist: the redundancy and size of bureaucratic staffs (the reinforcement of joint staffs and new procedures added numbers and complexity), the continuing inefficiency and expense of acquisition processes, and the general inadequacy of military education to sufficiently cultivate the development of strategists for senior command authority positions. Nevertheless, the combination of changes in authority and personnel management has had a lasting impact that transcends the requirements of training, education, and experience. It has changed the culture of the senior military, ensuring the best officers pursue joint assignments even though their services have not embraced their reduction in status and authority.

**DOD’S NATIONAL SECURITY PERSONNEL SYSTEM**

The National Defense Authorization Act of 2004 provided the legal foundation for DOD to create a pay for performance system for the majority of its civilian workforce. The National Security Personnel System (NSPS) was to transform the Department of Defense’s industrial era civilian GS pay system to a more modern, flexible system which rewarded employees for their performance and contributions to achieving DOD’s strategic goals and objectives rather than longevity.

The departmental leadership strongly supported NSPS, and Congress had provided authorities for DOD to implement NSPS. Deputy Secretary of Defense Gordon England oversaw broad policy. A Program Executive Office for NSPS was created to implement the system. However, while NSPS received strong leadership support, the employees in the department felt NSPS was imposed on them too brashly. The leadership was perceived as not responding to the concerns of the employees. The departmental leadership dismissed concerns from unions and the Congress. While strong leadership support advanced NSPS, its failure to respond adequately to employee concerns contributed substantially to its demise.

NSPS suffered setbacks from questions arising from the subjectivity of the ratings and pay. Many employees did not feel there was a clear and commonly understood framework for measuring the value of their work, and that NSPS seemed set up to work against clarity. For example, the pay pool process was complex and opaque. Not only were there concerns about the fairness and lack of disputation mechanisms for performance ratings, but high performing employees in low performing pay pools could receive higher bonuses than high performing employees in high performing pay pools. Also, the wide latitude given by pay bands to the managers made it difficult to gauge one’s rate of increase in salary as one gradually became

---

215 The educational concerns are profiled in Subcommittee on Oversight & Investigations, “Another Crossroads? Professional Military Education Two Decades After the Goldwater-Nichols Act and the Skelton Panel,” (U.S. House of Representatives, Committee on Armed Services, April 2010.)

The NSPS program was never able to adjust to and address these kinds of concerns. In 2007, only 23 percent of NSPS employees believed that NSPS would have a positive effect on DOD’s personnel practices. Up to 211,000 out of DOD’s 717,000 civilian employees were covered by NSPS at its most advanced stage in June 2009. The unions launched attacks on NSPS in the courts and Congressional leaders became concerned, and in the National Defense Authorization Act of 2010, NSPS was terminated.

Although NSPS was a highly detailed system and while it was well justified to stakeholders at its early stages, it failed to take into account the institutional ability of DOD to implement the system. David Walker of the Government Accountability Office warned:

> Based on our experience, while DOD’s leadership has the intent and the ability to transform the department, the needed institutional infrastructure is not in place in a vast majority of DOD organizations.... In the absence of the right institutional infrastructure, granting additional human capital authorities will provide little advantage and could actually end up doing damage if the authorities are not implemented properly by the respective department or agency.

The Defense Business Board’s Review of the National Security Personnel System stated:

> The Department wanted to use its civilian workforce talent more effectively but it did not establish a center of excellence whose director would have a place at the resource discussions. Similarly, the Department did not systematically develop and encourage a supervisory cadre prior to NSPS.

NSPS was implemented much too quickly. It was “too much, too fast.” While NSPS had been implemented in “spirals,” the implementation plans were never adjusted to address the lessons learned from each spiral and the concerns expressed by the employees.

Not only did DOD have to implement new personnel practices, but it also had to redefine the experience of having a career in the department. Managers and employees who were accustomed to the well-defined GS system had no reference points for measuring their value in NSPS. Employees lacked confidence in the performance rating system. While DOD prepared many training programs and provided significant information to employees, and had even provided a clear strategic rationale for a pay-for-performance system, this particular aspect of NSPS – establishing the norms in the relationship between performance and value – seemed never to achieve resonance with employees, and the agency leadership did not recognize that closing this gap was fundamental to system success and acceptance by employees.

---


DOD had an extensive communications effort to explain and describe NSPS, to include informational material and training courses. It even had several channels and opportunities for input and feedback. However, the department had not acted on addressing the key employee concerns.

At higher levels, there was much less communication. For example, Congress had legislated that the Secretary of Defense and the Director of OPM provide DOD employees and their representatives a description of NSPS with at least 30 days to review and make recommendations. This was not done, and even Congressional criticism fell to deaf ears.222

---

7.5 APPENDIX E: UNIONS AND LABOR MANAGEMENT – BACKGROUND AND EXAMPLES

OPM lists more than 90 national and international unions and associations, which have—either directly or through local units—exclusive recognition within departments and agencies of the Executive Branch of the Federal Government and the U. S. Postal Service. Of these 80-plus agencies, eight are unions that represent federal civilian employees. Three unions in particular—the American Federation of Government Employees (AFGE), the National Federation of Federal Employees (NFFE), and the National Treasury Employees Union (NTEU)—have the largest membership and play the most dominant role at the federal level. In addition, several organizations like the Federal Managers Association and the Professional Managers Association represent managers and supervisors. The Senior Executives Association represents members of the SES and the National Active and Retired Federal Employees guards the federal retirement system for retirees and active workers interested in retirement benefits and issues.

STATUTORY FRAMEWORK

The primary statute governing non-postal, civilian, federal sector labor-management relations is the 1978 Federal Service Labor Management Relations Statute (FSLMRS). The FSLMRS is a component of the Civil Service Reform Act (CSRA) and grants most General Schedule (GS) and wage-grade (WG) employees the right to unionize and bargain collectively.223 The scope of bargaining includes items pertaining to: personnel policies, practices, and matters affecting working conditions.224 Issues such as pay and benefits are set by statute and are therefore, not included within the scope of bargaining. This is a key distinguisher between the FSMLRS and the National Labor Relations Act, which applies to the private sector. The table below provides a summary of key provisions of the statute.

Figure 22: Key FSLMRS Provisions

<table>
<thead>
<tr>
<th>Key FSLMRS Provisions</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Employee Rights</strong></td>
</tr>
<tr>
<td><strong>Scope of Bargaining</strong></td>
</tr>
<tr>
<td><strong>Strike Prohibition</strong></td>
</tr>
</tbody>
</table>

Management Rights
to determine the mission, budget, organization, number of employees, and internal security practices of the agency; and...in accordance with applicable laws...to hire, assign, direct, layoff, and retain employees in the agency, or to suspend, remove, reduce in grade or pay, or take other disciplinary action against such employees.

Impasse Resolution
If voluntary arrangements, including the services of the Federal Mediation and Conciliation Service to any other third-party mediation, fail to resolve a negotiation impasse...either party may request the Federal Services Impasses Panel to consider the matter, or...the parties may agree to adopt a procedure for binding arbitration of the negotiations impasses, but only if the procedure is approved by the panel

The FSLMRS statute applies to most agencies of the executive branch of the federal government, their employees, and the unions that represent such employees. It also covers non-appropriated fund instrumentalities of the armed forces, employees of the Library of Congress, and the Government Printing Office. The Foreign Service Act extends the same coverage to labor organizations representing members of the Foreign Service in the Department of State.

Specific agencies excluded from coverage are the Federal Bureau of Investigation, the Central Intelligence Agency, the National Security Agency, the Tennessee Valley Authority, the Federal Labor Relations Authority, and the Federal Services Impasse Panel. In addition, it excludes employees engaged in intelligence-related work and involved with national security from union protections. It also grants the president the right to exempt certain employees or agencies for similar reasons.

Bargaining Representation

Although a union represents most non-supervisory/non-managerial white collar and blue-collar federal employees, most of them are not members. The Wall Street Journal estimates that 35 percent of the federal workforce belongs to unions. This relatively low membership is a result of the federal government’s right-to-work policy, which allows an employee to determine whether he or she wants to join a union. Other reasons include an unwillingness to pay dues and dislike of the unions. Only a few federal operations, the U.S. Postal Service and the Tennessee Valley Authority and some smaller operations have a high percentage of union members.

With more than 2,199 units scattered across approximately 100 departments and agencies, the structure of bargaining appears highly decentralized. However, a large share of the units lies in a few departments and is covered by three main unions: the American Federation of Government Employees, the National Federation of Federal Employees, and the National Treasury.

---


Employees Union. Most of their units operate in four main departments: Defense, Veterans Affairs, Treasury, and Homeland Security.228

Federal agency managers have a wide range of changes they can make in the workplace without requiring agreement by the union. This includes a whole array of matters regarding the agency budget, the organizational structure, the assignment of work, the direction of employees, internal security, and other issues. But, under current law, agencies must bargain, if the union requests, over such things as the procedures that will be used and appropriate arrangements for employees who are adversely affected by the management action. This is an important safeguard that promotes workplace harmony and efficiency and restraints abusive workplace practices.

**Figure 23: Union Representation in the 13 Agencies**

<table>
<thead>
<tr>
<th></th>
<th>NFFE</th>
<th>NTEU</th>
<th>AFGE</th>
</tr>
</thead>
<tbody>
<tr>
<td>Department of Commerce</td>
<td>x</td>
<td>x</td>
<td>x</td>
</tr>
<tr>
<td>Health and Human Services</td>
<td></td>
<td>x</td>
<td></td>
</tr>
<tr>
<td>ODNI</td>
<td></td>
<td></td>
<td>x</td>
</tr>
<tr>
<td>Department of Defense</td>
<td>x</td>
<td></td>
<td>x</td>
</tr>
<tr>
<td>Department of Homeland Security</td>
<td>x</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Department of Interior</td>
<td>x</td>
<td>x</td>
<td>x</td>
</tr>
<tr>
<td>Department of State</td>
<td>x</td>
<td></td>
<td>x</td>
</tr>
<tr>
<td>USAID</td>
<td>x</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Department of Agriculture</td>
<td>x</td>
<td>x</td>
<td>x</td>
</tr>
<tr>
<td>Department of Treasury</td>
<td>x</td>
<td></td>
<td>x</td>
</tr>
<tr>
<td>Department of Energy</td>
<td>x</td>
<td></td>
<td>x</td>
</tr>
<tr>
<td>Department of Justice</td>
<td></td>
<td>x</td>
<td>x</td>
</tr>
<tr>
<td>Department of Transportation</td>
<td></td>
<td></td>
<td>x</td>
</tr>
</tbody>
</table>

**RECENT CHANGES TO LABOR-MANAGEMENT RELATIONS**

In 1991 the Government Accountability Office published a report criticizing the state of labor-management relations. They condemned the federal labor management relations program for fostering unhealthy conflict that undermined effective government performance. In response, President Clinton—as part of the reinventing government initiative—issued Executive Order 12871, mandating the creation of labor-management partnerships across the federal government. The goal was for these partnerships to serve as a tool for transforming adversarial labor-management relations to one of collaboration and cooperation. Executive Order 12871 expanded the scope of collective bargaining by requiring agency heads to negotiate items statutorily designated as “permissive.” These items included, “the numbers, types and grades of employees or positions assigned to any organizational subdivision, work project or tour of duty, or on the technology methods and means of performing work.”229

Partnership increased the voice and power of the unions, an issue that sparked a lot of controversy. A month into his presidency, President Bush signed Executive Order 13203, which rescinded the Clinton partnership mandate. The goal of this order was to provide managers with

---


flexibility in deciding when it was appropriate to engage with unions. The new Order did not eliminate the parties’ voluntary option to exercise the type of labor-management process, including collaboration that was most effective for them. Rather, the Bush administration believed that repeal of the prior Order made it even more important for the parties to strategically analyze the collective bargaining relationship and be able to recognize circumstances which determine whether a traditional or collaborative labor-management interaction was more likely to be effective.\footnote{Kirkner, Rob and Sharfstein, Steve, \textit{Aligning Traditional Collective Bargaining with Non-Traditional Labor Relations}.}

In December 2009, President Obama signed Executive Order 13522 that re-established government wide labor-management partnerships. The stated purpose of the order is to “establish a cooperative and productive form of labor-management relations throughout the executive branch.”\footnote{Executive Order 13522—Creating Labor-Management Forums to Improve Delivery of Government Services, December 11, 2009.} In addition to requiring labor-management forums at the agency level, the order creates a national council on federal labor-management relations, led by the Deputy Director of management for the Office of Management and Budget and director of the Office of Personnel Management.

The order restores requirements in effect during the Clinton administration and requires that agencies provide labor groups with “pre-decisional” information on workplace matters, including those not subject to collective bargaining. But the Obama draft differs in several respects, including avoiding the term "partnership," which became a key word in the Clinton administration.


- It makes bargaining over so-called “permissive subjects” mandatory for all federal agencies. Those subjects normally are not liable to negotiation in the federal sector; they include issues such as the number and qualifications of employees assigned to work on projects, the technology involved and work methods.
- The Clinton executive order instructed agency heads to “negotiate over the [permissive] subjects...and instruct subordinate officials to do the same.” However, Obama's draft order goes a step further by requiring that agencies negotiate “permissive subjects” at a national level.\footnote{Ibid.}
- Unlike Clinton's order, Obama's proposal will not require labor and management representatives to be trained in consensus-based bargaining techniques, including dispute resolution methods, and interest-bargaining approaches.

Obama's proposal will also change the composition of the council charged with overseeing government-wide labor-management cooperation. The director of the Office of Personnel Management will still chair the panel; however, the draft will eliminate the seats Clinton set aside for the Deputy Secretary of Labor, Director of the Federal Mediation and Conciliation

\footnote{230}
Service, and head of the AFL-CIO’s public employees division. The President of the International Federation of Technical and Professional Engineers as well as representatives of the Senior Executives Association and the Federal Managers Association will replace those members. That draft will include a seat for another federal employee union. (The American Federation of Government Employees, National Treasury Employees Union, and National Federation of Federal Employees would retain the seats Clinton granted them.)

In addition, the order requires the council to create pilot programs that would test bargaining over permissive subjects in a small group of agencies. The council will evaluate programs, which must be established within 150 days of the date of the order. The council will dissolve in two years.

As of September 21, 2010 eight pilot projects are underway in specific parts of agencies. They include, Marine Corps Pendleton, the Department of Veterans Affairs, Office of Personnel Management, and the Federal Emergency and Response Agency (FEMA).

LESSONS LEARNED FROM MAXHR AND NSPS

In 2003, following 9/11 the Bush administration pushed for the creation of new personnel systems to replace the General Schedule system. Two such systems were the National Security Personnel System (NSPS) in the DoD and the MaxHR in DHS. These two systems:

- contained significant changes in procedures for taking disciplinary actions, and for rights of appeal, obligations to bargain with unions, roles of third party agencies, and most significantly, in adopting pay for performance and new performance appraisal systems.

By October 2009, both systems had been terminated: a combination of controversies and the challenges of implementation led to their demise. Both agencies were forced to return thousands of their employees back to the GS system.

The labor unions played a key role in the demise of both systems. The key concerns raised by the unions were the increased limitations to their bargaining rights, lack of transparency in procedures of implementation, unclear guidance and communication on the criteria for evaluating performance, and making payouts. Central to these concerns was the perceived lopsided labor-management relationship that MaxHR seemed to impose by giving management more power and authority without corresponding and appropriate accountability.

---


The experience of MaxHR and NSPS are an indication that the implementation of an INSP system, along with the incentives needed to support it will have to be transparent and fair. Clear definitions and criteria need to be established to ensure that all stakeholders understand how personnel are designated as NSPs, what are the selection criteria for rotational assignments and other professional development, as well as how promotions and performance evaluations will be made.
7.6 **APPENDIX F: KEY ISSUES REGARDING THE QUALIFICATION SYSTEM**

Timelines: The central challenge is to raise the importance of an integrated effort that effectively crosses organizational boundaries while adapting the system to the realities of widely varying opportunities for service across boundaries. Given that some circumstances present significant limitations on continuous service on an exchange basis, six months is the minimum time that could be expected to be required. Six months also provides flexibility to include short-term emergency response and recovery missions and duty to hardship/hazardous locations. While this allows for flexibility to reach the “experienced” level, it is not sufficient for “mastery.” As more opportunities are provided to individuals and more flexible options are provided for lengthier cross-boundary experiences, then longer periods of experience (1 year or more) should be required for “experienced.” In some cases – especially intra-agency – there is already opportunity and need for longer assignments, such as joint tours within DoD.

Responsibility: There is a need for balance that allows for individuals to have sufficient expertise in one or more technical disciplines, to obtain “integrated” experience at many points during their career and for individuals to demonstrate significant levels of leadership and responsibility in cross-boundary work. Consequently, no experience would qualify until the individual is a “professional” (GS-12 and above), and experience to have “mastery” would need to be at a higher level (GS-14 and above).

Management of the System: There is a need for top-level management of core content for all levels and for qualification of the “mastery” and “senior executive” levels. Department level management could be appropriate, or the “familiarity” and “experienced” levels (especially as many individuals would qualify based on intra-agency experience). To ensure the highest levels of the system are optimized for needs beyond departments, the “mastery” and “senior executive” levels must be centrally managed by the Board with participation or decision-making being tied to the involvement of senior NSPs who are already qualified at the “mastery” and “senior executive” levels. Given that the number of individuals who achieve “mastery” will be modest, a management system is needed at the Board with visibility on all individuals at the “mastery” level. Also, given that the number of individuals with “senior executive” credentials will be few, these individuals might be good candidates to be interagency assets with central funding and assignment from the President or his designee to be placed at will in any assignment within the national security system for which they are also qualified, based on technical capabilities.

Implementation: The use of levels should be implemented as quickly as possible. However, recognizing the limited opportunity for individuals to actually serve in such capacities, phasing in expectations for them to do so in tandem with expanded opportunities is necessary. Care will also be needed in working out guidelines for recognition of appropriate experiences prior to the implementation of the program.
### APPENDIX G: PROGRAM EVALUATION GRID (PEG)

#### 7.7.1 PEG FRAMEWORK

Figure 24: PEG Framework

<table>
<thead>
<tr>
<th>Dimension</th>
<th>Description of Dimension</th>
<th>Criteria – 1</th>
<th>Criteria – 2 (Green/Amber/Red)</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>SCOPE (Task 2.3)</strong></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Mission</td>
<td>To which national security missions is the model designed to contribute? (e.g., counterterrorism, post-conflict reconstruction)?</td>
<td>1. One mission 2. Multiple missions 3. All national/homeland security missions</td>
<td></td>
</tr>
<tr>
<td>Size</td>
<td>What is the numerical scope of the system? How many participants?</td>
<td>1. &lt; 250 2. 250 – 1,000 3. 1,000 – 5,000 4. 5,000 – 10,000 5. 10,000 – 15,000 6. &gt; 15,000</td>
<td></td>
</tr>
<tr>
<td>Organization</td>
<td>Which organizations (interagency, intergovernmental, etc…) does the model include?</td>
<td>1. Intra-agency 2. Interagency 3. Intergovernmental 4. Private sector or NGO community 5. International community</td>
<td></td>
</tr>
<tr>
<td>Geography</td>
<td>Where are participants (individuals and organizations) located (e.g., in Washington; in the field domestic; in the field abroad, etc…)?</td>
<td>1. Washington, D.C. 2. Domestic field 3. Foreign field</td>
<td></td>
</tr>
<tr>
<td>Functions</td>
<td>What functions do participants perform (e.g., all &quot;end-to-end processes&quot;; issue of inherently governmental functions tied to organizational dimension and raises the issue of contractors, etc…)?</td>
<td>1. Policy 2. Strategy 3. Linking strategy with resources 4. Planning 5. Execution/implementation 6. Oversight 7. Evaluation</td>
<td></td>
</tr>
</tbody>
</table>

#### ATTRIBUTES AND CHARACTERISTICS

| System Attributes | What (if identified) are the desired attributes for the overall model? | 1. Defined 2. Not defined | |
| Individual Attributes / Competencies | What (if identified) are the desired attributes / competencies for individual participants? | 1. Defined 2. Not defined | |
| Position vs. Person-based (Task 2.3) | Is the system position-, person-based, or a combination of the two? | 1. Position-based 2. Person-based | |

#### DURATION

<p>| Duration of system (Permanent or temporary) | Is the model permanent or temporary? (e.g., full time cadre; a reserve/surge capacity; a hybrid like CRC, etc…)? | 1. Steady State 2. Crisis-oriented 3. Permanent 4. Temporary | |
| Duration of assignments (Task 2.3) | For what length of time do individuals participate? | 1. &lt; 2 Wks 2. 2 Wks – 12 Wks 3. 12 Wks – 52 Wks 4. 1 Yr – 2Yrs 5. &gt; 2 Yrs 6. Varies | |</p>
<table>
<thead>
<tr>
<th>Dimension</th>
<th>Description of Dimension</th>
<th>Criteria – 1</th>
<th>Criteria – 2 (Green/Amber/Red)</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Duration of Training</strong></td>
<td>For what length of time are individuals trained?</td>
<td>1.  &lt; 2 Wks</td>
<td>• GREEN: All stakeholders understand program and outputs</td>
</tr>
<tr>
<td>(Task 2.3)</td>
<td></td>
<td>2.  2 Wks – 12 Wks</td>
<td>• AMBER: Stakeholders generally understand program, but there are unknowns.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>3.  12 Wks – 52 Wks</td>
<td>• RED: Lack of knowledge of program and outputs by key stakeholders that are hampering mission accomplishment.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>4.  1 Yr – 2Yrs</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>5.  &gt; 2 Yrs</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>6.  Varies</td>
<td></td>
</tr>
<tr>
<td><strong>KEY ISSUES FOR EVALUATION</strong></td>
<td></td>
<td>1. Clear and effective communication to all stakeholders</td>
<td>• GREEN: Clear authority to ensure consistent program implementation across entities</td>
</tr>
<tr>
<td></td>
<td></td>
<td>2. Some communication, but it is not complete.</td>
<td>• GREEN: Not clear authority, but program is effective based on informal arrangement.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>3. Little communication to stakeholders, especially key stakeholders.</td>
<td>• AMBER: Mixed authorities for different parts of the program.</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>• RED: Lack of Authority has hampered mission effectiveness.</td>
</tr>
<tr>
<td><strong>Communication</strong></td>
<td>Is the role and activities of the organization known / communicated to key stakeholders?</td>
<td>[Criteria 1]</td>
<td></td>
</tr>
<tr>
<td></td>
<td>Do key stakeholders understand program?</td>
<td>[Criteria 2]</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>Authorities</strong></td>
<td>How are authorities for the programs granted (e.g., executive order, legislation, etc.)?</td>
<td>[Criteria 1]</td>
<td>• GREEN: Clear authority to ensure consistent program implementation across entities</td>
</tr>
<tr>
<td></td>
<td>Are lines of authority both to and within the organization clear and sufficient to achieve its mission?</td>
<td>[Criteria 2]</td>
<td>• GREEN: Not clear authority, but program is effective based on informal arrangement.</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>• AMBER: Mixed authorities for different parts of the program.</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>• RED: Lack of Authority has hampered mission effectiveness.</td>
</tr>
<tr>
<td><strong>Roles and Responsibilities</strong></td>
<td></td>
<td>1. Legislation</td>
<td>• GREEN: Program roles and responsibilities are clear and understood by all parties.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>2. Executive Order</td>
<td>• AMBER: Some roles and responsibilities are unclear making parts of the program less effective than it could be.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>3. Department/Agency regulations</td>
<td>• RED: Roles are responsibilities are unclear impacting program mission accomplishment.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>4. Memorandum of Understanding</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>5. Other</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>6. None</td>
<td></td>
</tr>
<tr>
<td><strong>Congressional Oversight</strong></td>
<td></td>
<td>1. One Senate and one House committee is responsible</td>
<td>• GREEN: Oversight clear and has assisted in program improvement.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>2. Several Committees have jurisdiction, but coordinate somewhat</td>
<td>• AMBER: Mixed oversight has resulted in some program improvement.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>3. Multiple committees with little coordination</td>
<td>• RED: Little effective oversight has resulted in confusion in program impacting mission accomplishment.</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Dimension</td>
<td>Description of Dimension</td>
<td>Criteria – 1</td>
<td>Criteria – 2 (Green/Amber/Red)</td>
</tr>
<tr>
<td>-----------------</td>
<td>------------------------------------------------------------------------------------------</td>
<td>------------------------------------------------------------------------------</td>
<td>--------------------------------</td>
</tr>
</tbody>
</table>
| Funding #1 – LEVELS | Program funding levels. [i.e. total program funding divided by persons who pass through program per week-month-year-etc. as identified in “SIZE” dimension above] | 1. $< 250K  
2. $250K – $500K  
3. $500K – $1M  
4. $1M – $5M  
5. $5M – $100M  
6. > $100M | • GREEN: Funding is identified and contributing to program effectiveness  
• AMBER: All funding has not been identified and as a result program is not as effective as it could be.  
• RED: Funding is not identified and program is adversely impacted. |
| Funding #2 – SOURCES | What is the manner through which funding is secured? [Criteria 1] Does funding identification impact program effectiveness? [Criteria 2] | 1. Congressional mandate  
2. Congressional earmarks  
3. Presidential Initiative  
4. Agency programming  
5. Discretionary funding  
6. Centralized or Interagency funding mechanism  
7. Other |                                           |
| Funding #3 – REPORTING | Reporting requirements                                                                 | 1. None  
2. Minimal  
3. Significant  
4. Comprehensive |                                           |
| Incentives #1 – USE | How are incentives used / applied?                                                        | 1. Systematically  
2. Ad-hoc |                                           |
| Incentives #2 – CAREER DEVELOPMENT TYPE | Are the professional development incentives career enhancing? | 1. Non-enhancing  
2. Career enhancing (individual perspective)  
3. Promotion enhancing (organizational) |                                           |
| Incentives #3 – FINANCIAL | What type(s) of financial incentives are used/applied?                                    | 1. None  
2. Student-loan repayment (or similar)  
3. Monetary bonus  
4. Non-monetary packages  
5. Other |                                           |
| Professional development (Modes of development / education) | What mode of development / education is employed?                                         | 1. Education (university or classroom setting)  
2. Education (On-line / self-learning)  
3. Training (Off-site)  
4. Training (OTJ/On-the-Job)  
5. Rotational assignment |                                           |
| Professional development (Mode of selection) | How were individuals selected for the professional development program?                   | 1. Voluntary  
2. Position-based  
3. Other |                                           |
| Professional development (Content of education / training) | What is the focus or content of the curriculum?                                           | 1. Intra-departmental  
2. Interagency  
3. Whole of Government  
4. Whole of Nation (i.e. private sector)  
5. International  
6. Mission specific |                                           |
| Professional development (Accreditation) | How is the professional development accredited or ‘successfully completed’?                | 1. Attendance only  
2. Graded by performance  
3. Other  
4. None |                                           |
| Coordination of military and state and local (Task 2.3) | Does the program apply to CIV and/or MIL and/or State/Local employees?                   | 1. CIV only  
2. MIL only  
3. CIV and MIL  
4. CIV and State/Local  
5. MIL and State/Local  
6. CIV and MIL and State/Local |                                           |
<table>
<thead>
<tr>
<th>Dimension</th>
<th>Description of Dimension</th>
<th>Criteria – 1</th>
<th>Criteria – 2</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Exchange MOUs</strong></td>
<td>Is there balance for a given exchange MOU so that employees are motivated and career paths support, participating in exchanges in a manner that promotes parity for both agencies?</td>
<td>1. Not applicable – no exchange program available (agency internal only)</td>
<td>(Green/Amber/Red)</td>
</tr>
<tr>
<td>(Task 2.3)</td>
<td></td>
<td>2. Not necessary – other exchange mechanisms available</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>3. Applicable, but ad hoc</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>4. Applicable and systemically applied</td>
<td></td>
</tr>
<tr>
<td><strong>Information system requirements</strong></td>
<td>Are information systems sufficient to track personnel, pay, and promotions across multiple entities?</td>
<td>1. Agency cannot track NSPs</td>
<td></td>
</tr>
<tr>
<td>(Task 2.3)</td>
<td></td>
<td>2. Agency can track NSPs within the agency</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>3. Agency can track NSPs across other agency boundaries</td>
<td></td>
</tr>
<tr>
<td><strong>Security clearance systems</strong></td>
<td>Can individuals who come from agencies that tend not to have clearances work with agencies that do if necessary?</td>
<td>1. Yes – because no classified content is used</td>
<td></td>
</tr>
<tr>
<td>(Task 2.3)</td>
<td></td>
<td>2. Yes – because other agency security clearances are accepted with little or no re-processing</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>3. No – incompatible security clearance systems</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>4. Not applicable</td>
<td></td>
</tr>
<tr>
<td><strong>Definitions</strong></td>
<td>Where or how are terms defined? [Criteria 1] Are terms critical to the program defined and understood by all stakeholders? [Criteria 2]</td>
<td>1. Legislation</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>2. Executive Order</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>3. Department/Agency regulations</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>4. Memorandum of Understanding</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>5. Program Guidance</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>6. Other</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>7. None</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>*GREEN: All terms defined and understood</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>*AMBER: Some terms not understood and as a result program is not as effective as it could be.</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>*RED: Key terms are not understood and program is adversely impacted.</td>
<td></td>
</tr>
<tr>
<td><strong>Metrics</strong></td>
<td>Where or how are metrics defined? [Criteria 1] Have metrics been developed to evaluate the effectiveness of the program? [Criteria 2]</td>
<td>1. Legislation</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>2. Executive Order</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>3. Department/Agency regulations</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>4. Memorandum of Understanding</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>5. Program Guidance</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>6. Other</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>7. None</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>*GREEN: Metrics have been established and the program is being evaluated.</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>*AMBER: Some metrics have been established to measure inputs, but output measures have not been established</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>*RED: No Metrics have been established to evaluate program effectiveness.</td>
<td></td>
</tr>
</tbody>
</table>
### 7.7.2 Selected Programs PEG (Current Efforts)

Figure 25: Program Evaluation Grid – Current Efforts

---

<table>
<thead>
<tr>
<th>Criteria 1 (C1)</th>
<th>Criteria 2 (C2)</th>
<th>Criteria 1 (C1)</th>
<th>Criteria 2 (C2)</th>
<th>Criteria 1 (C1)</th>
<th>Criteria 2 (C2)</th>
<th>Criteria 1 (C1)</th>
<th>Criteria 2 (C2)</th>
<th>Criteria 1 (C1)</th>
<th>Criteria 2 (C2)</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>DIMENSION</strong></td>
<td><strong>ATRIBUTES AND CHARACTERISTICS</strong></td>
<td><strong>DURATION</strong></td>
<td><strong>DOS: PRT</strong></td>
<td><strong>C1</strong></td>
<td><strong>C2</strong></td>
<td><strong>C1</strong></td>
<td><strong>C2</strong></td>
<td><strong>C1</strong></td>
<td><strong>C2</strong></td>
</tr>
<tr>
<td>Size</td>
<td>13</td>
<td>21</td>
<td>13</td>
<td>12</td>
<td>3</td>
<td>6</td>
<td>2</td>
<td>2</td>
<td>2</td>
</tr>
<tr>
<td>Organization</td>
<td>13</td>
<td>12</td>
<td>2</td>
<td>1</td>
<td>2</td>
<td>1</td>
<td>2</td>
<td>2</td>
<td>2</td>
</tr>
<tr>
<td>Geography</td>
<td>1</td>
<td>2</td>
<td>1</td>
<td>2</td>
<td>1</td>
<td>2</td>
<td>1</td>
<td>2</td>
<td>1</td>
</tr>
<tr>
<td>Functions</td>
<td>All</td>
<td>All</td>
<td>All</td>
<td>All</td>
<td>All</td>
<td>All</td>
<td>All</td>
<td>All</td>
<td>All</td>
</tr>
<tr>
<td>System Attributes</td>
<td>2</td>
<td>1</td>
<td>2</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
</tr>
<tr>
<td>Individual Attributes / Competencies</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
</tr>
<tr>
<td>Position vs. Person-based (Task 2.3)</td>
<td>1</td>
<td>2</td>
<td>1</td>
<td>2</td>
<td>1</td>
<td>2</td>
<td>1</td>
<td>2</td>
<td>1</td>
</tr>
<tr>
<td>Duration of system (Permanent or temporary)</td>
<td>2</td>
<td>3</td>
<td>2</td>
<td>3</td>
<td>2</td>
<td>3</td>
<td>2</td>
<td>3</td>
<td>2</td>
</tr>
<tr>
<td>Duration of assignments (Task 2.3)</td>
<td>1,2</td>
<td>2</td>
<td>1</td>
<td>2</td>
<td>1</td>
<td>2</td>
<td>1</td>
<td>2</td>
<td>1</td>
</tr>
<tr>
<td>Duration of Training (Task 2.3)</td>
<td>2</td>
<td>3</td>
<td>2</td>
<td>3</td>
<td>2</td>
<td>3</td>
<td>2</td>
<td>3</td>
<td>2</td>
</tr>
</tbody>
</table>

---

236 The DHS: Capstone Program is still under design and has not been implemented.
<table>
<thead>
<tr>
<th>Criteria 1 (C1)</th>
<th>Criteria 2 (C2)</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Communication</strong></td>
<td>1</td>
</tr>
<tr>
<td><strong>Authorities</strong></td>
<td>3</td>
</tr>
<tr>
<td><strong>Roles and Responsibilities</strong></td>
<td>3</td>
</tr>
<tr>
<td><strong>Congressional Oversight</strong></td>
<td>2</td>
</tr>
<tr>
<td><strong>Funding #1 – LEVELS</strong></td>
<td>5</td>
</tr>
<tr>
<td><strong>Funding #2 – SOURCES</strong></td>
<td>4</td>
</tr>
<tr>
<td><strong>Funding #3 – REPORTING</strong></td>
<td>4</td>
</tr>
<tr>
<td><strong>Incentives #1 – USE</strong></td>
<td>1</td>
</tr>
<tr>
<td><strong>Incentives #2 CAREER DEVELOPMENT TYPE</strong></td>
<td>2,3</td>
</tr>
<tr>
<td><strong>Incentives #3 FINANCIAL</strong></td>
<td>1</td>
</tr>
<tr>
<td><strong>Professional development (Modes of Development)</strong></td>
<td>3</td>
</tr>
<tr>
<td><strong>Professional development (Mode of Selection)</strong></td>
<td>3</td>
</tr>
<tr>
<td><strong>Professional development (Content of education/training)</strong></td>
<td>1</td>
</tr>
<tr>
<td><strong>Professional development (Accreditation)</strong></td>
<td>4</td>
</tr>
<tr>
<td><strong>Coordination of military and state and local (Task 2.3)</strong></td>
<td>1</td>
</tr>
<tr>
<td><strong>Exchange MOUs (Task 2.3)</strong></td>
<td>1</td>
</tr>
<tr>
<td><strong>Information system requirements (Task 2.3)</strong></td>
<td>1</td>
</tr>
<tr>
<td><strong>Security clearance systems (Task 2.3)</strong></td>
<td>4</td>
</tr>
<tr>
<td><strong>Definitions</strong></td>
<td>3</td>
</tr>
<tr>
<td><strong>Metrics</strong></td>
<td>7</td>
</tr>
</tbody>
</table>

**Abbreviations**
- DOS: POLAD
- DOS: SES
- DoD: JOM
- DOS: NSELs
- DOS: PRT
- DHS: Capstone Program
- DHS: Planners’ Qualification Program
- DHS NSPD Executive Curriculum
- ODNI DSOP
- ODNI Joint Duty
- DoD: DSLDP
- DoD: JOM
- DoD: NSELs
- DoD: SRC
- DoD: PRT
7.7.3 **FOUR-STAGE INTEGRATED SYSTEM PEG**

Figure 26: Four-Stage Integrated System PEG

<table>
<thead>
<tr>
<th>Criteria 1 (C1)</th>
<th>Criteria 2 (C2)</th>
<th>Stage 1 Current NSP program</th>
<th>Stage 2 NSP Qualification Program</th>
<th>Stage 3 Integrated NSP System</th>
<th>Stage 4 Whole-of-Gov. INSP System</th>
</tr>
</thead>
<tbody>
<tr>
<td>DIMENSION</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>SCOPE (Task 2.3)</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Mission</td>
<td>2</td>
<td>2</td>
<td>3</td>
<td>3</td>
<td></td>
</tr>
<tr>
<td>Size</td>
<td>3</td>
<td>3</td>
<td>4</td>
<td>6</td>
<td></td>
</tr>
<tr>
<td>Organization</td>
<td>2</td>
<td>2</td>
<td>2</td>
<td>3,4,5</td>
<td></td>
</tr>
<tr>
<td>Geography</td>
<td>All</td>
<td>All</td>
<td>All</td>
<td>All</td>
<td></td>
</tr>
<tr>
<td>Functions</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>ATTRIBUTES AND CHARACTERISTICS</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>System Attributes</td>
<td>2</td>
<td>2</td>
<td>1</td>
<td>1</td>
<td></td>
</tr>
<tr>
<td>Individual Attributes / Competencies</td>
<td>2</td>
<td>2</td>
<td>1</td>
<td>1</td>
<td></td>
</tr>
<tr>
<td>Position vs. Person-based (Task 2.3)</td>
<td>1</td>
<td>1,2</td>
<td>1,2</td>
<td>1,2</td>
<td></td>
</tr>
<tr>
<td>DURATION</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Duration of system (Permanent or temporary)</td>
<td>3</td>
<td>3</td>
<td>3</td>
<td>3</td>
<td></td>
</tr>
<tr>
<td>Duration of assignments (Task 2.3)</td>
<td>6</td>
<td>6</td>
<td>6</td>
<td>6</td>
<td></td>
</tr>
<tr>
<td>Duration of Training (Task 2.3)</td>
<td>6</td>
<td>6</td>
<td>6</td>
<td>6</td>
<td></td>
</tr>
<tr>
<td>KEY ISSUES FOR EVALUATION</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Communication</td>
<td>2</td>
<td>2</td>
<td>1</td>
<td>1</td>
<td></td>
</tr>
<tr>
<td>Authorities</td>
<td>2</td>
<td>2</td>
<td>1,3</td>
<td>1,3</td>
<td></td>
</tr>
<tr>
<td>Roles and Responsibilities</td>
<td>2,3</td>
<td>2,3</td>
<td>1,3</td>
<td>1,3</td>
<td></td>
</tr>
<tr>
<td>Congressional Oversight</td>
<td>2</td>
<td>2</td>
<td>2</td>
<td>2</td>
<td></td>
</tr>
<tr>
<td>Funding #1 – LEVELS</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Funding #2 – SOURCES</td>
<td>4</td>
<td>2,4</td>
<td>1</td>
<td>1</td>
<td></td>
</tr>
<tr>
<td>Criteria 1 (C1) Criteria 2 (C2)</td>
<td>Stage 1 Current NSP program</td>
<td>Stage 2 NSP Qualification Program</td>
<td>Stage 3 Integrated NSP System</td>
<td>Stage 4 Whole-of-Gov. INSP System</td>
<td></td>
</tr>
<tr>
<td>-------------------------------</td>
<td>----------------------------</td>
<td>---------------------------------</td>
<td>-------------------------------</td>
<td>---------------------------------</td>
<td></td>
</tr>
<tr>
<td>DIMENSION</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Funding #3 – REPORTING</td>
<td>1</td>
<td>2</td>
<td>3</td>
<td>4</td>
<td></td>
</tr>
<tr>
<td>Incentives #1 - USE</td>
<td>2</td>
<td>2</td>
<td>1</td>
<td>1</td>
<td></td>
</tr>
<tr>
<td>Incentives #2 CAREER DEVELOPMENT TYPE</td>
<td>1</td>
<td>1</td>
<td>2,3</td>
<td>2,3</td>
<td></td>
</tr>
<tr>
<td>Incentives #3 FINANCIAL</td>
<td>1</td>
<td>All</td>
<td>All</td>
<td>All</td>
<td></td>
</tr>
<tr>
<td>Professional development (Modes of Development)</td>
<td>All</td>
<td>All</td>
<td>All</td>
<td>All</td>
<td></td>
</tr>
<tr>
<td>Professional development (Mode of Selection)</td>
<td>1</td>
<td>1,2</td>
<td>1,2</td>
<td>1,2,3</td>
<td></td>
</tr>
<tr>
<td>Professional development (Content of education / training)</td>
<td>1</td>
<td>1,2</td>
<td>2</td>
<td>3</td>
<td></td>
</tr>
<tr>
<td>Professional development (Accreditation)</td>
<td>4</td>
<td>3</td>
<td>3</td>
<td>3</td>
<td></td>
</tr>
<tr>
<td>Coordination of military and state and local (Task 2.3)</td>
<td>1</td>
<td>1</td>
<td>3</td>
<td>6</td>
<td></td>
</tr>
<tr>
<td>Exchange MOUs (task 2.3)</td>
<td>1</td>
<td>1</td>
<td>4</td>
<td>4</td>
<td></td>
</tr>
<tr>
<td>Information system requirements (Task 2.3)</td>
<td>2</td>
<td>3</td>
<td>3</td>
<td>3</td>
<td></td>
</tr>
<tr>
<td>Security clearance systems (Task 2.3)</td>
<td>2</td>
<td>2</td>
<td>2</td>
<td>2</td>
<td></td>
</tr>
<tr>
<td>Definitions</td>
<td>3</td>
<td>3</td>
<td>1,3</td>
<td>1,3</td>
<td></td>
</tr>
<tr>
<td>Metrics</td>
<td>3</td>
<td>3</td>
<td>1,3</td>
<td>1,3</td>
<td></td>
</tr>
</tbody>
</table>
7.8  APPENDIX H: DESIGNING A SYSTEM

7.8.1  LESSONS LEARNED FROM TRANSFORMATION EFFORTS: ADDITIONAL CHARACTERISTICS

Readiness assessment: A baseline review of the current state and the potential for successful transformation is indisputably a critical early step in designing change. As consulting management firm McKinsey has written, a successful effort begins by “assessing a company’s [or a public institution’s] present situation rigorously, identifying the current state of corporate capabilities as well as problems, and explicitly identifying the underlying mind-sets that must change for the transformation to succeed.”\(^{237}\) Significantly, the future of organization and subsequent change is bottom-up, rather than top-down. Successful change pulls ideas and commitments, and determines its course from the input of those who will carry out the change and the future vision. Finally, pilot programs are an important opportunity to test innovative solutions, but they must be incorporated into the entire plan in order to fully implement successes or learn from failures.\(^{238}\)

Leadership: McKinsey again writes, “[s]trong leadership and maintaining energy for change among employees are two principles of success that reinforce each other when executed well.”\(^{239}\) The leader must develop and reinforce many other components of transformation best practices. In particular, the leader must articulate a compelling story, a practice strongly advocated by Harvard Business School professor John Kotter, who notably identified the “sense of urgency” necessary to change.\(^{240}\)

Culture and Communications: Strongly linked to the work of a strong leader is the culture and communication that is developed around change. Culture is often altered to support transformation, but this is a precarious undertaking. Change is highly emotional, and addressing culture will strongly impact support throughout the organization and long-term, sustainable success. Leaders throughout the organization undergoing change can enhance and strengthen the process by reiterating the compelling story.\(^{241}\) Similarly, employee engagement during readiness assessment is critical to maintain throughout for another reason. McKinsey notes, “[n]otably, employee engagement as early as the planning process emerges as a key success factor. Indeed, in successful transformations, executives say that identifying underlying mind-sets that would need to change was the approach used most often.”\(^{242}\)

\(^{238}\) This idea was taken from remarks made by William Eggers, during a Project on National Security Reform Advisory Panel held on October 1, 2010.
Individual employees react differently to change depending upon their perceptions. If they see the change as rewarding, they will be more receptive, if they perceive they will not benefit from the change, they will be resistant to that change. Significant scientific research in the effects of incentives and rewards on the human brain bears out the theory that employee perception of rewards leads to their effectiveness. Behavior can be influenced by both extrinsic and intrinsic motivation, but studies show that if the reward is seen to be controlling, the long-term effect can be negatively impacted.

Scientists found that positive stimuli release dopamine into certain areas of the brain and that the increase in dopamine is higher while the subject is anticipating the reward than when the subject is enjoying the reward itself. In other words, the promise of a reward is the motivator, not the reward itself. Further study showed that individual memory, and other neurobiological systems create the different responses to specific incentives. Open honest communication and involvement is key to successful transformation.

**Process:** The change program can greatly benefit from division into identifiable increments of change and clear articulation of responsibilities throughout. Increments allow the change agents to hopefully experience short-term successes in what is often a long and arduous process. New mindsets and behaviors must be reinforced throughout the process and in the ensuing system by various processes, procedures, incentives, and rewards.

### 7.8.2 COMMUNITIES OF PRACTICE: RECOVERY SUPPORT FUNCTIONS

**Figure 27: Recovery Support Functions**

<table>
<thead>
<tr>
<th>Recovery Support Function</th>
<th>Federal Agencies</th>
</tr>
</thead>
</table>
| Community Planning & Capacity Building | • Proposed Coordinating Agency: DHS/FEMA or HUD  
  • Primary Agencies: DHS/FEMA, HUD, and USDA  
  • Supporting Agencies: HHS, EPA, SBA, DoL, Treasury, Corporation for National and Community Service, DoC, DoI, and DoJ |
| Economic Development | • Proposed Coordinating Agency: DoC  
  • Primary Agencies: DoC, DHS, HUD, USDA, DoL, Treasury, and SBA  
  • Supporting Agencies: DoE, DoI, HHS, and EPA |
| Health, Social & Community Services | • Proposed Coordinating Agency: HHS  
  • Primary Agencies: USDA, DoC, Dept. of Education, DHS (FEMA & IP), HUD, DoI, DoJ, DoL, EPA, DVA, Corporation for National and Community Service  
  • Supporting Agencies: DoD, DoE, Treasury, DoT, SBA, and National Voluntary Organizations Active in Disaster |

---


<table>
<thead>
<tr>
<th>Recovery Support Function</th>
<th>Federal Agencies</th>
</tr>
</thead>
<tbody>
<tr>
<td>Housing</td>
<td>• Proposed Coordinating Agency: HUD</td>
</tr>
<tr>
<td></td>
<td>• Primary Agencies: HUD, USDA, DHS/FEMA, Access Board, DoJ</td>
</tr>
<tr>
<td></td>
<td>• Supporting Agencies: DoC, DVA, SBA, National Voluntary Organizations Active in Disaster, EPA, and HHS</td>
</tr>
<tr>
<td>Infrastructure Systems</td>
<td>• Proposed Coordinating Agency: To be determined.</td>
</tr>
<tr>
<td></td>
<td>• Primary Agencies: Army Corps of Engineers, DHS (FEMA &amp; NPPD), DoT, DoE</td>
</tr>
<tr>
<td></td>
<td>• Supporting Agencies: USDA, DoC, DoD, HUD, HHS, DHS, EPA, DoI, FCC, TVA, GSA, NRC, Treasury, and Department of Education</td>
</tr>
<tr>
<td>Natural &amp; Cultural</td>
<td>• Proposed Coordinating Agency: DoI</td>
</tr>
<tr>
<td>Resources</td>
<td>• Primary Agencies: DoC, DoI, EPA, and USDA</td>
</tr>
<tr>
<td></td>
<td>• Supporting Agencies: HUD and DHS/FEMA</td>
</tr>
</tbody>
</table>

### 7.8.3 Pilot Project Examples

**Pilot Examples 1 and 2: Educating NSPs: Pre- and Post-Graduate Institutions**

While much of the focus of NSP development is placed on ‘professionals’, every human capital system requires both feeder pools of well-qualified candidates as well as early- and/or lateral-entry programs to train, identify, and foster the leadership, experiences, and skills that the system requires. Based on currently existing programs in the Federal Government, the following sections describe potential programs that may serve as useful models for supporting the growth and development of the INSP system.

**Pilot Example 1: Pre-Graduate – NSP Centers of Academic Excellence**

Across the United States, numerous Centers of Academic Excellence (CAE) have enjoyed significant success in creating and fostering specific bodies of knowledge for both practitioners and students alike. One prominent example is the ODNI’s Intelligence Community Centers of Academic Excellence Program (IC CAE), which builds partnerships with various academic institutions in mission related disciplines to “develop eligible talent and competitive feeder pools.”247 The IC’s CAE program pursues three primary goals:

1) *To develop long-term academic partnerships with accredited colleges and universities that have diverse student populations and courses of academic study that align with IC core skill requirements.*
2) *To provide financial and technical support to those educational institutions, so that they can shape curricula to meet specific IC needs.*
3) *To leverage and cultivate IC relationships with students and faculty of those institutions to ensure that the IC has a diverse, highly-qualified, and motivated applicant pool for its mission-critical occupations.*248

---

247 ODNI’s Intelligence Community Centers of Academic Excellence Program (IC CAE) brochure, http://www.dni.gov/cae/.
248 ODNI’s Intelligence Community Centers of Academic Excellence Program (IC CAE) brochure, http://www.dni.gov/cae/.
Drawing upon this experience, the INSP system could benefit from the development of a similar program in order to develop talent and create a pool of qualified junior candidates. Such a program would be able, for example, to identify additional attributes and competencies that are required to have a successful horizontal organization (e.g. teaching, research, graduate fellowships at both MA and PhD levels, etc.).

This program will partner with colleges and universities to develop several program components:

- Coursework in the areas of NSP capabilities and in the study of the national security system
- Provide career counseling on NSP career tracks
- Promote internships with federal, state, and/or local agencies
- Implement NSP CAE competitive process to send top students to annual NSPD Conference

A successful network of NSP Centers of Academic Excellence could advertise NSP career tracks to a broader pool of candidates, feed an NSP fellowship program or other NSP early-entry or fast-track program, and represent an investment in the long-term impact of NSPs on the INSP system. It will identify and build strong relationships with colleges and universities and ensure that partnering academic institutions receive the financial and logistical support and guidance necessary to support the academic development of future NSPs, and prepare prospective collegiate-level individuals for an NSP career track.

**PILOT EXAMPLE 2: POST-GRADUATE – NSP FELLOWSHIP**

The Presidential Management Fellows (PMF) program\(^{249}\) was established in 1977 by Executive Order 12008 to attract outstanding graduates to career tracks in public service. Although the PMF program’s effectiveness from a human capital standpoint has not been free of challenges\(^{250}\), the PMF program is widely respected and valued for its selection and rapid placement of highly qualified graduates. It represents a useful model that could be replicated to foster the long-term development of NSP personnel and culture. There are several key characteristics of the PMF that lend themselves to the establishment of an interagency-focused National Security Professional Fellowship (NSPF).

Under current PMF program authorities, policies and administration are run by the PMF Rules and Regulations code.\(^{251}\) Rotations within and between agencies are currently permitted in the program, but are ultimately at the discretion of the home agency, though the agency and fellow can together determine what experiences are required for successful and final placement after completion of the fellowship. Importantly, OPM policy allows “short-term rotational assignments of 1 to 6 months in duration, at the appointing agency’s discretion, to occupations or

---

\(^{249}\) The Presidential Management Fellows (PMF) program was originally called the Presidential Management Intern (PMI) program, which was established by Executive Order 12008 of August 25, 1977. The program was restructured and renamed to PMF pursuant to Executive Order 13318 of November 21, 2003.
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functional areas different from the one in which the Fellow will most likely be placed.”252 OPM’s PMF Program Office posts rotational opportunities for fellows.

The key feature of the NSPF will be the rotation of fellows among agencies during the fellowship, and an Executive Order addressing this new component is necessary to assure OPM that execution is a priority, and to ensure that agencies are compliant. This fellowship and the required management office will be established by OPM within its PMF Program Office, with agencies entering into an agreement to participate according to the program requirements.

Graduate schools or a U.S. department or agency of employment can nominate a prospective NSPF. In the latter case, prospective NSPFs must be GS-13 or lower, and can be nominated on the condition that they will return to their place of employment at the conclusion of the program and commit an additional 6 years of work. For those who become NSPFs after an OPM review and selection process, the program will commence with a one month orientation, sponsored by OPM and central INSP governing body, with the purpose of providing instruction in the program goals, INSP concepts and lexicon, and overview of the INSP career progression.

Following the orientation, fellows will begin a two-year fellowship of four 6-month rotations. These rotations will consider fellow preferences but will necessarily be adapted to department needs and preferences through OPM coordination, with all four rotations being determined before the fellowship begins. Agencies will share the cost of reimbursement to OPM, and will rotate payment of the fellow’s salary, with each agency being responsible only for the 6-month period during which they host the fellow. Each rotation includes 30 hours of formal classroom education in addition to the work experience. Agencies are also responsible for providing predetermined work assignments and expected deliverables. The agency supervisor is responsible for providing mentoring and performance feedback to the fellow.

Each agency must also acknowledge to OPM a fellow’s successful completion of a rotation with their agency. A final month-long capstone seminar will combine the INSP model and experiences from the program. At this point, OPM will grant final completed status of the program, and upon successful completion of the program, all agencies in which the individual participated could offer jobs to those fellows who were nominated by their school. The fellow will be able to select from among the job offers received. OPM will track each individual’s prospects and final placement. Those fellows who were nominated by their agency will return to that agency at a higher GS level.

An additional benefit to participating fellows is the assignment of a mentor in the GS-13 to GS-15 range, throughout their two-year fellowship. The mentor will provide professional guidance, insight, and feedback on long-term career progression. The fellow will be permitted one meeting during each rotation, with additional meetings and contact to be left to the discretion of the mentor. As the fellowship program progresses, these mentors will ideally be alumni of the INSP fellowship who have since attained GS-13 to GS-15 status.

Although NSPFs will enter a specific agency career track after their fellowship, they would bring with them a unique perspective and have an identifiable support group throughout the departments and agencies for interagency work. The NSPF program will develop a substantial body of alumni over time that would be a powerful network of interagency-minded personnel embedded across the national security system. The hosting departments and agencies will continue to benefit from the fast-tracked selection of highly qualified candidates, but with the added benefit that these candidates will bring an increased understanding of the larger system in which the agencies must operate.

**PILOT EXAMPLE 3: A NATIONAL SECURITY LEADERSHIP FELLOWSHIP – STEWARDS OF AN INSP SYSTEM**

Develop a National Security Fellowship of senior National Security Professionals to lead and become stewards of the INSP system. The purpose of this group will be to:

- Represent a leadership group across departments and agencies committed to developing the INSP system
- Guide the direction of the INSP system by formulating policies and plans
- Influence government human resource policy and training and education centers to provide a conducive environment for NSPs
- Engage the national security community in implementation of the INSP system
- Mentor junior members of the national security community to make career choices that will give them the experiences required for a 21st century national security system.

Developing a Fellowship is a cost-effective and relatively simple way to bring the national security community together. It will preserve the autonomy of federal agencies and other organizations, and still provide a centralized repository for national security personnel. By dividing the Fellowship into communities of practice, National Security Professionals can find and collaborate with others who are working on common problems. In addition, it will be a bottom up transformation that includes incentives, inclusion, and integration. The Fellowship will be a program that attracts others from all over the national security system – people who will make career choices for a 21st century national security system. Finally, it will give people in key positions a strong identity and sense of responsibility for the INSP system.

**PILOT EXAMPLE 4: LEADERSHIP IN NETWORKED ORGANIZATIONS**

Effective interagency collaboration and integration will require exceptional leadership, the kind that values co-operation, information sharing, inter-dependence, and team approaches to solving problems. Based on interviews with agencies, hierarchical organizational structures as well as limitations on the access to information make seamless collaboration virtually impossible. An integrated national security system will require customized leadership training—not only at an individual level, but also at an organizational level.

A leadership training program should be designed specifically for National Security Professionals. Agencies can be asked to select a group of NSP designees to participate in the pilot program. The goal of this program would be to develop a cadre of professionals equipped with the tools to work in organizations based on network concepts and horizontal leadership structures.
Each participant—regardless of level—will be trained in how to exercise leadership within a network. They will learn that in such contexts the roles of leader and follower alternate based on the circumstances: for example, where the use of particular knowledge and skills make it advantageous for one person or a specific group to lead. Experts on the subject, who will also determine the duration of the course, should design the course. After the course, participants will be required to create sub groups—such as special task forces/working groups, within their specific agencies where the network model can be applied. The graduates of the program will then be required to report on the success/challenges of their respective programs within a year.

**Pilot Example 5: Driving Innovation in National Security Reform**

The future integrated national security system will need to be driven by innovative ideas and the ability to reward efforts that lead to solutions within the interagency national security community. The Office of Management and Budget, in coordination with the National Security Council, should develop a program designed to promote entrepreneurial competition within the national security community. This could be designed in a manner similar to InnoCentive, a public innovation company based in Massachusetts (http://www2.innocentive.com). Through InnoCentive, companies present their most pressing challenges online and invite individuals and groups to help solve these problems. Solvers are part of a Global Solver Network of individuals across the world. As of 2008, close to fifty percent of challenges had been solved; cash awards—ranging from $10,000 - $100,000 are presented to the solvers of each challenge.

Given the national security mission of most agencies, it may not be suitable to present challenges within the public domain. However, they can be organized within and across the national security community through a secure online network. The rules of the competition should promote and encourage agency and individual collaboration, including the development of interagency teams, to compete in solving critical national security issues. The Office of Management and Budget should ensure that appropriate resources are available to fund the administration of this program and provide for the organizational award of funds sufficient to cover annual funding of an NSP program of 100-500 employees.

Also, it is recommended that an annual National Security Innovation Award be designed specifically for individual or group innovations that result in interagency solutions to national security challenges. The White House/President should present the award in addition to formal recognition by the National Security Council (through an award dinner, a special presentation during an NSC meeting, etc).

**Pilot Example 6: Developing Interagency Teams**

The NSP program will reach out to around three or four interagency teams (interagency task forces, S/CRS, NCTC/DSOP, special envoys and special representatives, U.S. embassy missions, fusion cells) to develop courses and simulations to develop their people and prepare incoming personnel. The INSP program would provide courses and simulations on navigating the interagency environment, interagency leadership, collaboration, and other topics deemed important by the interagency teams. The INSP program will also hold conferences and seminars.
for leaders and people in interagency teams to share best practices, identify common challenges, and to further strengthen an INSP culture.

**PILOT EXAMPLE 7: TRAINING, EDUCATION, AND SIMULATIONS**

The NSETC will develop courses and simulations for NSPs. There are vast education and training resources in the NSETC that would be useful for NSPs. Courses would be taught on navigating the interagency environment, on leadership, on national security policy and strategy, security issues, whole-of-government planning, etc. Simulations of national security scenarios requiring whole-of-government approaches would be conducted to familiarize NSPs with how their skills could be applied to different issues, to help them learn the perspectives of different agencies, and to develop habits of collaborating across boundaries.

The main challenge of these courses would be to maintain focus on strategic and policy issues. In the national security community, many agencies have developed operational abilities to collaborate. However, when there are strategic and policy divergences, operations tend to drift and become aimless. These courses and simulations would serve the need for NSPs to work across boundaries in the strategic and policy levels.

**PILOT EXAMPLE 8: PMF NATIONAL SECURITY TRACK**

Working with the Office of Personnel Management, the Board would launch a National Security track within the Presidential Management Fellows program. The purpose of this track would be to recruit talented young graduates interested in a career in national security. Specific universities with national security programs should be targeted: www.gradschools.com identifies more than 100 programs that focus on national security. Their students represent a diverse pool of potential candidates for the program.

The first pool of fellows should receive all the training required in the typical PMF program, including rotations in agencies with national security missions. In addition, all fellows should be required, during their rotational assignments, to work on at least one national security project that involves interagency collaboration. After completion of the program, fellows as well as their supervisors should be surveyed to determine the utility of the program. In addition, agencies should also be surveyed about the quality of the program, and ability to train the next generation of national security professionals.

**PILOT EXAMPLE 9: FIELD PILOT FOR NSP ROTATIONAL ASSIGNMENTS**

Pilot in at least one Federal region, as a collaborative entity, a regional catastrophic preparedness staff (RCPS) with positions for Federal, state, local, tribal, territorial, private-sector, and NGO homeland security INSP cadres to serve in rotational assignments.

The models for such a collaborative entity are the National Counterterrorism Center (NCTC) and the Joint Terrorism Task Forces (JTTFs). The RCPS would leverage the existing Federal

---


Preparedness Coordinator (FPC) Coordinating Committee concept and the region’s existing Regional Catastrophic Planning Team. It would provide the FEMA regional administrator and FPC with a standing coordinating body with states in the region.

This operational proof-of-concept in a FEMA region would demonstrate the field use of NSPs in intergovernmental rotational assignments as a solution for end-to-end, systems-managed, regional collaboration. Under the IPA Mobility program, departments and agencies would direct Federal personnel and secure non-federal personnel for rotational assignment to the RCPS. State and local IPAs would serve in this collaborative body to support existing regional committees as co-equals with Federal officials to determine regional policies and priorities. The IPA would incentivize state and local parent agencies and organizations to take Federal employees in exchange while giving them the option of receiving straight reimbursements as an alternative.

The RCPS would work to develop and sustain regional operational catastrophic preparedness capabilities with states and other non-federal mission partners. The RCPS would work under a structure and process informed by NIMS. It would conform to an Incident Command System (ICS) structure that facilitates activities by section chiefs in six major functional areas—command, operations, planning, logistics, finance/administration and intelligence/investigation. The law enforcement and intelligence component, with homeland security NSPs trained and cleared to TS/SCI, would provide liaison to such regional entities as state fusion centers, JTTFs, Area Maritime Security Committees (AMSCs) and critical infrastructure/key resources (CI/KR) stakeholders. RCPS personnel would staff the region’s JOC and JFO in the event of a crisis and serve as GS-13/14 level liaison officers in and to both.

The Federal Advisory Committee Act (FACA) Charter for the FEMA National Advisory Council (NAC) provides what could be a benchmark from which the region could determine INSP IPA staffing of its RCPS. To the extent practicable, the members reflect geography (including urban and rural) and a substantive cross section of officials, emergency managers, and emergency response providers from state, local, and tribal governments, the private sector and NGOs. For the RCPS, Federal interagency INSP IPAs would also serve.

The Study acknowledges that this NAC example understandably is heavily weighted toward the emergency management community and its response and recovery functions. An RCPS, however, must better reflect the law enforcement and intelligence functions necessary to support on-going investigations as well as steady-state regional preparedness. A properly considered

254 The Charter says that the NAC shall consist of up to 35 members. Only by example, the NAC Charter calls for: (1) One member from each of the following communities: disabled individuals (to represent disabled individuals), emergency medical providers, health scientists, in-patient medical providers, public health professionals, and those with other special needs to represent that community; (2) One experienced member each from the fields of infrastructure protection, cybersecurity, and communications, drawn from public and private communities; (3) One member each representing executives of local, state, and tribal governments; (4) One member each with expertise in preparedness, response, recovery or mitigation representing the local, state, and tribal government; (5) Three members each representing emergency management and emergency response providers; (6) Two members from the Federal, State, local and tribal governments and the private sector representing standard-setting and accrediting organizations with expertise in the emergency preparedness and response field. These members shall include experts from the voluntary consensus codes and standards development community. For further information see the FEMA NAC Charter: http://www.fema.gov/txt/about/nac/nac_charter_022009.txt.
RCPS, thus, should also have representation from the region’s adjutants general, Coast Guard districts, FBI Special Agents in Charge, U.S. Attorneys, state police/departments of public safety and selected local, tribal, and territorial police agencies from major jurisdictions with population densities, such as UASIs.

Each Federal region has its own character and set of priorities, which would color the proof-of-concept. Broadly speaking, a field pilot could stand up in:

- Region III—leveraging the National Capital Region and the efforts of the multi-state All Hazards Consortium (www.ahc.org)
- Region IV—leveraging the Community and Regional Resilience Institute, Oak Ridge National Laboratory (www.resilientus.org)
- Region X—leveraging the Pacific Northwest Economic Region’s Pacific Northwest Center for Regional Disaster Resilience (www.regionalresilience.org)
- Region V—leveraging ChicagoFIRST (www.chicagofirst.org)
- Region I—building out from the FPC Coordinating Committee

As part of its responsibilities, this RCPS would act as the Federal lead to work with state, local, tribal, territorial, private sector and NGO homeland security INSP cadre partners to draft and execute for that region, a professional development plan which would clearly identify requirements for personnel who should be considered RCPS NSPs. As a model for follow-on regional implementations nationwide, the pilot RCPS will work with the Naval Postgraduate School’s Center for Homeland Defense and Security and its regional educational partner(s) to conduct a survey to collect quantitative and qualitative data to inform the plan’s drafting and execution. This plan would contain regional priorities and leverage and create regional assets, including for training, education, rotational assignment, and career path, which will conform to national guidelines but be tailored to the region. With respect to the law enforcement track, significant weight would be given to the regional assessment of national security threats to determine the level of need for personnel to be cleared and trained.

**Pilot Example 10: Social Networking**

A social networking feature will be included with the new INSP website, or will be hosted by a department or agency in an existing site. The primary focus of a social networking pilot will be strengthening the NSP culture. Social networking can support the growth of an NSP culture by creating a virtual community of practice that brings people together in a place where they are free to set new norms. Social networking can also serve to engage NSPs, identify experts, improve communications, host learning environments, and provide data for workforce planning and organizational analysis.

The creation of a social networking pilot faces several challenges, most significantly in funding, finding a host, and encouraging use. The INSP Board needs to find a way to fund a pilot, or it could be hosted at a department or agency in an existing site. An independent social networking site would give NSPs the ability to put in place a strong brand, as it would not be beholden to the norms of an organization and would allow it to customize its own design and symbols.
However, many departments and agencies have existing social networks that could serve as NSPs. If given enough space to tailor an existing website to their needs, NSPs could use one of these websites. A social networking pilot must be useful to NSPs. NSP program leaders and senior national security leaders must use it to engage NSPs in discussions. The social networking pilot should be easy to use to identify experts in the case of an emergency or to help solve strategic national security issues. Although these challenges are significant, a social networking pilot would give the NSP program a substantial boost.

For a first step, a social networking pilot would prepare the NSP program to meet new information system needs as it grows.
8. Glossary

**Capabilities:** The knowledge, skills, experiences, and behaviors needed to successfully perform an objective or mission.

**Certification program:** a program that involves a process in which individuals attain and demonstrate the level of knowledge and skill required to perform in the profession, occupation, or role. A certification program generally focuses on experience and current skill. (Source: OPM Fact Sheet on Certification and Certificate Programs)

**Certificate program:** a training program established or purchased by an agency to provide structured training course(s) to employees to meet an identified performance and developmental need. Certificate programs award certificates after a course of study has been completed and does not generally require previous work experience or exhibited skill level. (Source: OPM Fact Sheet on Certification and Certificate Programs)

**Collaboration:** Arrangement in which two or more parties (which may or may not have any previous relationship) work jointly towards a common goal.

**Competencies:** The knowledge, skills, experiences, and behaviors required to successfully perform an objective or mission. Application of the term requires special OPM validation.

**Cooperation:** Executing separate tasks in pursuit of the same end, purpose, or effect; joint operation.

**Coordination:** The regulation of diverse elements into an integrated and harmonious operation, i.e., soliciting and responding to input from others.

**Homeland security INSP cadre:** A community of practice administered by the Department of Homeland Security for NSPs in the national security and broadly-defined emergency management communities, to include intergovernmental, private sector, and non-governmental organizations and personnel.

**Integrated National Security Professional System Management Board:** The central program management office of the INSP system.

**Integrated National Security Professional (INSP) system:** The vision for a future NSP system that is: 1) comprised of multiple interrelated systemic dimensions and 2) integrated throughout the full range of national security processes and across various organizational boundaries including civil-military, interagency, and intergovernmental.

**Integration:** The combining and coordinating of separate parts or elements into a unified whole.

**Interagency:** Activities between more than one Federal agency.

**Interagency Community:** The executive branch of the federal U.S. Government, as established in the Constitution and presided over by the President, which includes the Executive Office of
the President, the executive departments and independent agencies, corporations, and quasi-
official entities created by the Congress.

**Interagency National Security Professional**: (see “National Security Professional”)

**Interdepartmental**: Activities between more than one Federal department.

**Intergovernmental** Activities between more than one level of government (e.g. Federal, State, local, tribal).

**Intersector**: Activities between the public and private sectors.

**Intra-agency**: Activities within a Federal agency.

**Intradepartmental**: Activities within one Federal department.

**Joint duty**: An assignment outside of one’s agency or department. Usually refers to defense and intelligence communities.

**Mission Integration**: A duty or task assigned to an individual or unit (especially lower military units) that involves melding different individuals or units from separate institutions toward the completion of that task.

**National Security**: the capacity of the United States to define, defend, and advance its position in a world that is being continuously reshaped by turbulent forces of change.

**National Security Professional**: a designation of a position or individual who plans, coordinates, or participates in activities relating to the national security of the United States that require whole-of-government, whole-of-nation, and/or international collaboration.255

**National Security System**: A group of interacting, interrelated, and interdependent U.S. national security institutions with structural and functional relationships that form a complex whole.

**The National Strategy for the Development of National Security Professionals (issued in July 2007)**: The Strategy defined National Security Professional (NSP) as Federal employees in positions responsible for developing strategies, creating plans to implement, and executing missions in direct support of U.S. national security objectives. NSPs have a role in:

- Identifying, reducing, or eliminating risks.
- Preventing, protecting against, or responding to known or potential threats.
- Mitigating against, responding/recovering from attacks, major disasters, international crises, supporting National Special Security Events, and other emergencies.

---

255 The 2007 National Strategy for the Development of National Security Professionals defined “National Security Professionals” (NSP) as “Federal employees in positions responsible for developing strategies, creating plans to implement, and executing missions in direct support of U.S. national security objectives.” Subsequently, Section 1054 of the 2010 National Defense Authorization Action defined “interagency national security professional” as “an employee of an Executive agency who plans, coordinates, or participates in activities relating to the national security of the United States that require significant interaction and engagement with other Executive agencies.” PNSR retained the term NSP to refer to the individual in its proposed Integrated National Security Professional (INSP) system. To reflect the broadened scope of the proposed INSP system, PNSR broadened the definition of NSP to refer to “a designation of a position or individual who plans, coordinates, or participates in activities relating to the national security of the United States that require whole-of-government, whole-of-nation, and/or international collaboration.”
• Continuity of Operations and Continuity of Government (COOP and COG) initiatives.
• The Strategy also specifically identified National Security Professionals (NSP) as those who:
  o Are located in the United States or abroad.
  o Work on both traditional national security missions as well as homeland security missions.
  o Need to coordinate with other Federal departments and agencies, State, local, territorial and tribal governments, the private sector, non-governmental organizations, foreign governments, and international organizations.

Qualification Program: A program that details the necessary steps an individual must take in order to gain and/or demonstrate the knowledge, skills, abilities, competencies, and required attitudes in a specified functional area.

Shared Capabilities: Capabilities individual must possess to perform their national security missions and to succeed in whole-of-government, whole-of-nation, and/or international environments.\footnote{The term “shared capabilities” is defined in the 2008 NSPD Implementation Plan. PNSR adopted this definition as a foundation and expanded it to reflect the broadened scope of the proposed INSP system.}

Unity of Effort: When all means are directed to a common purpose.

Unity of Purpose: A common understanding of what is being attempted and the underlying factors that are important to achieve success.

Whole-of-Government: An approach that fosters government-wide collaboration on purpose, actions, and results in a coherent, combined application of available resources to achieve the desired objective or end state.
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10. Annexes

10.1 Federal Government Sources

The PNSR team interviewed individuals and received data from the following departments and agencies:

Department of Agriculture
Department of Commerce
Department of Defense
Department of Energy
Department of Health & Human Services
Department of Homeland Security
Department of the Interior
Department of Justice
Department of State
Department of Transportation
Department of the Treasury
Government Accountability Office
National Security Professional Development - Integration Office
Office of the Director of National Intelligence
Office of Management and Budget
Office of Personnel Management

10.2 State and Local Entities Consulted

The PNSR Homeland Security Team conducted a score of interviews throughout August and September 2010 and in October circulated a draft-for-comment. This final input to the PNSR 1054 Study reflects all inputs received. Instrumental in this process were the National Governors Association and the National Emergency Management Association, and its National Homeland Security Consortium, who connected the Team to a number of officials in positions to provide representative points of view across state- and local-level homeland security communities of practice. The Team interviewed these officials and others, including representatives from DHS and the private sector and nongovernmental organization (NGO) communities. Among those interviewed by the PNSR Homeland Security Team were:

Robert J. Bodisch, Deputy Director, Texas Homeland Security, Texas Department of Public Safety

CAPT Richard Cashdollar, USCG (Ret.), Former Public Safety Director, City of Mobile (AL)
10.3 Full Text of Section 1054 from the 2010 NDAA Legislation


(a) Study Required-

(1) Designation of Executive Agency - Not later than 30 days after the date of the enactment of this Act, the President shall designate an Executive agency to commission a study of the matters described in subsection (b) by an appropriate independent, nonprofit organization. The designated Executive agency shall select the organization and commission the study not later than 90 days after the date of the enactment of this Act.

(2) Qualifications of Organization Selected - The organization selected shall be qualified on the basis of having performed related work in the fields of national security and human capital development, and on the basis of such other criteria as the head of the designated Executive agency may determine.

(b) Matters to Be Examined - The study required by subsection (a) shall examine matters pertaining to a system for the development and management of interagency national security professionals including, at a minimum, the following:

(1) Professional Development - The skills, education, training, and professional experiences desired in interagency national security professionals at various career stages, as well as the feasibility, benefits, and costs of developing a pool of personnel necessary to enable interagency national security professionals to undertake such professional development opportunities.

(2) Coordination - Procedures for ensuring appropriate consistency and coordination among participating Executive agencies, such as methods for identifying positions and
personnel that should be included in the system, and coordination of treatment in personnel and human resource systems, including performance review and promotion policies.

(3) **FUNDING** - Potential mechanisms for funding an interagency national security professional development program.

(4) **MILITARY AND STATE AND LOCAL GOVERNMENT PERSONNEL** - The feasibility of integrating, coordinating, or supplementing the systems and requirements regarding experience and education for military officers with an interagency national security professional system, as well as potential means of, and benefits and drawbacks of, including State and local government organizations and personnel in the system.

(5) **INCENTIVES TO PARTICIPATE** - Incentives and requirements that could be implemented to encourage personnel and organizations to fully participate in the system across various career levels.

(6) **CURRENT EFFORTS** - The effectiveness of, and lessons learned from, major current efforts at developing interagency national security professionals.

(c) Report - A report containing the findings and recommendations resulting from the study required by subsection (a), together with any views or recommendations of the President, shall be submitted to Congress not later than December 1, 2010.

(d) Definitions - In this section:

1. The term 'Executive agency' has the meaning given such term by section 105 of title 5, United States Code.
2. The term 'employee' has the meaning given such term by section 2105 of title 5, United States Code.

The term 'interagency national security professional' means an employee of an Executive agency who plans, coordinates, or participates in activities relating to the national security of the United States that require significant interaction and engagement with other Executive agencies.
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